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1 Reason for Change

This change request updates the SCWS 1.2 TS document according to the comments received during the SCWS 1.2 Consistency review as agreed by the ARC SCT group:
· Removal of unused references, of unused abbreviations

· Editorial on some references or on the associated hyperlinks

· Removal of the definition of “Network Operator” that is already defined in OMA Dictionary

· Use of the 2011 OMA Template

2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, “Members”) agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member’s attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We kindly ask the members of ARC SCT to review this Change Request and to update the TS document accordingly.

6 Detailed Change Proposal

Change 1:  Editorial updates in the Normative References in section 2.1
2.1 Normative References

	[3GPP TS 23.040]
	“TS 23.040 Technical Specification Group Terminals; Technical realization of the Short Message Service (SMS)”, 3rd Generation Partnership Project (3GPP), 
URL: http://www.3gpp.org/ftp/Specs/archive/23_series/23.040/

	[…]
	

	[3GPP2 C.S0023]
	“Removable User Identity Module for Spread Spectrum Systems”, 3rd Generation Partnership Project 2 (3GPP2), Technical Specification 3GPP2 C.S0023, 
URL: http://www.3gpp2.org/

	[…]
	

	[OMA Push Enabler]
	“Enabler Release Definition for Push Version 2.2”, Open Mobile Alliance™, OMA-ERP-Push-

V2_2,

URL: http://www.openmobilealliance.org/

	[OMA SIP Push Enabler]
	“Session Initiation Protocol (SIP) Push”, Open Mobile Alliance™, OMA-ERP-SIP_Push-

V1_0, 
URL: http://www.openmobilealliance.org/

	
	

	[PSK-TLS]
	“Pre-Shared Key Cipher suites for Transport Layer Security (TLS)”, RFC 4279, 
URL: http://www.ietf.org/rfc/rfc4279.txt 

	[RFC1630]
	“Universal Resource Identifiers in WWW: A Unifying Syntax for the Expression of Names and Addresses of Objects on the Network as used in the World-Wide Web”, RFC1630,
URL: http://www.ietf.org/rfc/rfc1630.txt

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, RFC2119, March 1997, 
URL: http://www.ietf.org/rfc/rfc2119.txt 

	
	

	[RFC2617]
	“HTTP Authentication: Basic and Digest Access Authentication”,  RFC2617, June 1999,
URL: http://www.ietf.org/rfc/rfc2617.txt

	[…]
	


Change 2:  Removal of the “Network Operator” definition in section 3.2

3.2 Definitions

	Application authentication
	An application that is invoked by the SCWS and that may generate dynamic content can implement its own user or principal authentication scheme. We call this authentication “Application authentication”.

	BIP
	Bearer Independent Protocol as defined in [ETSI TS 102 223].

	BIP gateway
	BIP implementation in the terminal as defined in [ETSI TS 102 223].

	Browser
	A program used to view (x) HTML or other media type documents.

	CSIM
	A Cdma2000 Subscriber Identify Module is an application defined in [3GPP2 C.S0065] residing on the UICC to register services provided by 3GPP2 mobile networks with the appropriate security.

	Granted Memory
	Amount of memory granted to a SCWS administration agent to allocate all the resources owned by this administration agent. Any system overhead shall be included in the calculation of the memory consumed to allocate a given resource.

	HTTPS
	A short term for HTTP over TLS.

	IC USB interface
	see [ETSI TS 102 600]

	ISIM
	An IP Multimedia Services Identity Module is an application defined in [3GPP TS 31.103] residing in the memory of the UICC, providing IP service identification, authentication and ability to set up Multimedia IP Services.

	
	

	Proactive UICC session
	A “Proactive UICC session” is a sequence of related CAT commands and responses which start with the status response '91XX' (proactive command pending) and ends with a status response of '90 00' (normal ending of command) after Terminal Response as defined in [ETSI TS 102223].

	ProactiveHandler
	A ProactiveHandler is a Smart Card entity that is in charge of managing Proactive UICC sessions. Only one Proactive UICC session can be active at a given time.

	R-UIM
	A Removable User Identity Module is a standalone module defined in [3GPP2 C.S0023] to register services provided by 3GPP2 mobile networks with the appropriate security.

	SCWS proactive session
	A “SCWS proactive session” is a proactive UICC session that has been opened by a SCWS and is maintained by a SCWS.

	SIM
	A Subscriber Identity Module is a standalone module defined in [3GPP TS 51.011] to register services provided by 2G mobile networks with the appropriate security.

	Smart Card
	This is a portable tamper resistant device with an embedded microprocessor chip. A Smart Card is used for storing data (e.g. access codes, user subscription information, secret keys etc.) and performing typically security related operations like encryption and authentication. A Smart Card may contain one or more network authentication applications like the SIM (Subscriber Identification Module), USIM, R-UIM (Removable – User Identification Module), CSIM (CDMA SIM). In addition, the Smart Card refers to the smart card definition of [ETSI TR 102 216].

	Smart Card application
	An application that executes in the Smart Card.

	Smart Card issuer
	The entity that gives/sales the Smart Card to the user (e.g. network operator for a SIM card).

	Terminal (or device)
	A voice and/or data terminal that uses a Wireless Bearer for data transfer.  Terminal types may include (but are not limited to): mobile phones (GSM, CDMA, 3GSM, etc.), data-only terminals, PDAs, laptop computers, PCMCIA cards for data communication and unattended data-only terminals (e.g., vending machines).

	UICC
	UICC is the Smart Card defined for the ETSI standard [ETSI TS 102 221]. It is a platform to resident applications (e.g. USIM, CSIM or ISIM).

	URI
	Uniform Resource Identifiers (URI, see [RFC1630]) provides a simple and extensible means for identifying a resource. URI syntax is widely used to address Internet resources over the web but is also adapted to local resources over a wide variety of protocols and interfaces.

	URL
	The specification is derived from concepts introduced by the World-Wide Web global information initiative, whose use of such objects dates from 1990 and is described in "Universal Resource Identifiers in WWW", [RFC1630]. The specification of URLs (see [RFC1738]) is designed to meet the requirements laid out in "Functional Requirements for Internet Resource Locators".

	User
	Person who interacts with a user agent to view, hear or otherwise use a resource.

	USIM
	A Universal Subscriber Identity Module is an application defined in [3GPP TS 31.102] residing in the memory of the UICC to register services provided by 3GPP mobile networks with the appropriate security.

	Web Page
	A document viewable by using a web browser or client application which is connected to the page server.

	Web server
	A server process running on a processor, which sends out web pages in response to HTTP requests from browsers.


Change 3:  Removal of the unused abbreviations in section 3.3

3.3
Abbreviations

	APDU
	Application Protocol Data Units

	CSIM
	CDMA SIM

	EEM
	Ethernet Emulation Model

	
	

	IP
	Internet Protocol

	OMA
	Open Mobile Alliance

	PSK-TLS
	Pre-Shared Key TLS

	R-UIM
	Removable User Identity Module

	SCWS
	Smart Card Web Server

	TCP
	Transmission Control Protocol

	TLS
	Transport Layer Security

	(U)SIM
	(Universal) Subscriber Identity Module


Change 4:  Apply 2011 Template

Update OMA copyright on page 2 and all the footers see attached document (OMA-TS-Smartcard_Web_Server-V1_2-201103XX-D.doc).
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