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1 Reason for Change

New test cases have been defined in the SCWS 1.2 ETS document:

· Tests on TLS 1.1 and on TLS 1.2 with the associated cipher suites,
· Tests on different triggering modes,
· Tests on the Access Control Policy mechanism.
This change request intends to add these test cases in the different tables of the SCWS 1.2 EVP: 
· Optimal TestFest Achievement Test Case Priority Guideline,
· Tests for Entry Criteria for TestFest,
· Tests to be Performed at TestFest.
Some existing test cases are also removed from the Optimal TestFest Achievement Test Case Priority list: priorities are set to the test cases related to the SCWS 1.2 new features and only former test cases related to the basic SCWS features are kept.

2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

ARC-SCT kindly asks the members of IOP-BRO to review this Change Request and to update the EVP document accordingly.

6 Detailed Change Proposal

Change 1:  Update of the test list in section 5.1.3 “Optimal TestFest Achievement Test Case Priority Guidelines”
5.1.3 Optimal TestFest Achievement Test Case Priority Guidelines

This list represents the current highest priority test cases that the participants should attempt to perform at the event. In order to facilitate maximum test coverage of the functionality of the enabler over a number of TestFests, this list may be modified by the IOP WG between test events to reflect the latest priorities.  Therefore the ETS Test Cases listed below represent a subset of all the Test Cases for the Enabler that it is thought can be executed in a single test session at an OMA TestFest. It is not intended to be the only tests executed at a TestFest, and teams are encouraged to execute more tests if they are able to do so in the time allowed.

The list includes:  

	Test Case Id
	Special Conditions

	SCWS-1.0-int-001
	gif image of small size

	SCWS-1.0-int-002
	gif image of large size

	SCWS-1.0-int-003
	jpeg image larger than open channel buffer size

	SCWS-1.0-int-100
	Access to server Off-line

	SCWS-1.0-int-101
	html pages with many resources

	SCWS-1.0-int-102
	multiple http connection

	SCWS-1.0-int-103
	Browsing cancelled

	SCWS-1.0-int-104
	Browsing interruption

	
	

	
	

	
	

	
	

	SCWS-1.0-int-200
	long file name

	SCWS-1.0-int-201
	long directory name

	SCWS-1.0-int-202
	escaped char

	SCWS-1.0-int-203
	query string

	SCWS-1.0-int-204
	Uri long (1024 bytes)

	SCWS-1.0-int-205
	Uri Not Found

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	SCWS-1.0-int-400
	Browsing session using BIP server mode protocol

	SCWS-1.0-int-401
	Browsing session using TCP/IP protocol

	SCWS-1.0-int-500
	single resource small size

	SCWS-1.0-int-501
	single resource large size

	SCWS-1.0-int-502
	multiple resources total size 32kb

	
	

	
	

	SCWS-1.1-int-505
	resources gzipped

	SCWS-1.1-int-506
	administration and Cache mechanism

	
	

	
	

	SCWS-1.0-int-551
	administration session with terminal switched-off

	
	

	
	

	
	

	
	

	
	

	SCWS-1.0-int-600
	TLS 1.0 and TLS_PSK_WITH_3DES_EDE_CBC_SHA

	SCWS-1.0-int-601
	TLS 1.0 and TLS_PSK_WITH_AES_128_CBC_SHA

	
	

	SCWS-1.2-int-603
	TLS 1.1 and TLS_PSK_WITH_3DES_EDE_CBC_SHA

	SCWS-1.2-int-604
	TLS 1.1 and TLS_PSK_WITH_AES_128_CBC_SHA

	SCWS-1.2-int-606
	TLS 1.2 and TLS_PSK_WITH_3DES_EDE_CBC_SHA

	SCWS-1.2-int-607
	TLS 1.2 and TLS_PSK_WITH_AES_128_CBC_SHA

	SCWS-1.2-int-609
	TLS 1.2 and TLS_PSK_WITH_AES_128_CBC_SHA256

	
	

	SCWS-1.0-int-800
	Admin session using BIP server mode protocol

	SCWS-1.0-int-801
	Admin session using TCP/IP protocol

	
	

	
	

	SCWS-1.0-int-1000
	Remote triggering using a SMS

	SCWS-1.2-int-1001
	Remote triggering using a OMA SIP Push message

	SCWS-1.0-int-1002
	Triggering using an internal event

	SCWS-1.0-int-1100
	Trusted terminal application

	SCWS-1.2-int-1101
	Untrusted terminal application

	SCWS-1.2-int-1102
	No ACP file


Change 2:  Update of the test list in section 5.3 “Tests to be Performed”
5.3 Tests to be Performed

The following sections describe the tests related to the formal TestFest validation activities.

5.3.1 Entry Criteria for TestFest
The following tests need to be performed and passed by implementations by members wishing to participate in the TestFest.  This ensures minimal requisite capability of the implementations.  The tests are defined in the ETS [ETS-SCWS] and any special comments are noted.
	Test Case Id
	Special Conditions

	SCWS-1.0-int-001
	gif image of small size

	SCWS-1.0-int-101
	html pages with many resources

	SCWS-1.0-int-103
	Browsing cancelled

	SCWS-1.0-int-500
	single resource small size

	SCWS-1.0-int-502
	multiple resources total size 32kb

	SCWS-1.0-int-600
	TLS_PSK_WITH_3DES_EDE_CBC_SHA


Table 1: Listing of Tests for Entry Criteria for TestFest 

5.3.2 Testing to be Performed at TestFest

The following tests need to be performed to fully cover the range of capabilities of the enabler and defined protocols.  These tests are to be covered in the TestFest.  The tests are defined in the ETS [ETS-SCWS] and any special comments are noted.

	Test Case Id
	Special Conditions

	SCWS-1.0-int-001
	gif image of small size

	SCWS-1.0-int-002
	gif image of large size

	SCWS-1.0-int-003
	jpeg image larger than open channel buffer size

	SCWS-1.0-int-004
	midi file larger than 32Kb

	SCWS-1.0-int-005
	jpeg file of very big size

	SCWS-1.0-int-100
	Access to server Off-line

	SCWS-1.0-int-101
	html pages with many resources

	SCWS-1.0-int-102
	multiple http connection

	SCWS-1.0-int-103
	Browsing cancelled

	SCWS-1.0-int-104
	Browsing interruption

	SCWS-1.0-int-105
	Browsing and server administration

	SCWS-1.0-int-106
	CAT applications concurrency

	SCWS-1.0-int-107
	GET_WITH_ENVELOPE

	SCWS-1.0-int-108
	Browsing and CAT DISPLAY-TEXT user-confirmation

	SCWS-1.0-int-200
	long file name

	SCWS-1.0-int-201
	long directory name

	SCWS-1.0-int-202
	escaped char

	SCWS-1.0-int-203
	query string

	SCWS-1.0-int-204
	Uri long (1024 bytes)

	SCWS-1.0-int-205
	Uri Not Found

	SCWS-1.0-int-206
	5 directory levels

	SCWS-1.1-int-207
	default path

	SCWS-1.0-int-250
	http basic authentication

	SCWS-1.0-int-251
	admin protection

	SCWS-1.0-int-300
	form post method

	SCWS-1.0-int-301
	form get method

	SCWS-1.0-int-302
	post unexistant resource

	SCWS-1.0-int-303
	chuncked response

	SCWS-1.0-int-304
	form get method with special char in query string

	SCWS-1.0-int-400
	Browsing session using BIP server mode protocol

	SCWS-1.0-int-401
	Browsing session using TCP/IP protocol

	SCWS-1.0-int-500
	single resource small size

	SCWS-1.0-int-501
	single resource large size

	SCWS-1.0-int-502
	multiple resources total size 32kb

	SCWS-1.0-int-503
	multiple resources total size 100kb

	SCWS-1.1-int-504
	directory deletion

	SCWS-1.1-int-505
	resources gzipped

	SCWS-1.1-int-506
	administration and Cache mechanism

	SCWS-1.1-int-507
	authorized entities

	SCWS-1.1-int-508
	memory full

	SCWS-1.0-int-551
	administration session with terminal switched-off

	SCWS-1.0-int-552
	administration session with network coverage loss

	SCWS-1.0-int-553
	administration session is abandoned

	SCWS-1.0-int-554
	administration session and browsing

	SCWS-1.0-int-555
	admin session and other CAT application

	SCWS-1.0-int-556
	PUT_WITH_ENVELOPE

	SCWS-1.0-int-600
	TLS 1.0 and TLS_PSK_WITH_3DES_EDE_CBC_SHA

	SCWS-1.0-int-601
	TLS 1.0 and TLS_PSK_WITH_AES_128_CBC_SHA

	SCWS-1.0-int-602
	TLS 1.0 and TLS_PSK_WITH_NULL_SHA

	SCWS-1.2-int-603
	TLS 1.1 and TLS_PSK_WITH_3DES_EDE_CBC_SHA

	SCWS-1.2-int-604
	TLS 1.1 and TLS_PSK_WITH_AES_128_CBC_SHA

	SCWS-1.2-int-605
	TLS 1.1 and TLS_PSK_WITH_NULL_SHA

	SCWS-1.2-int-606
	TLS 1.2 and TLS_PSK_WITH_3DES_EDE_CBC_SHA

	SCWS-1.2-int-607
	TLS 1.2 and TLS_PSK_WITH_AES_128_CBC_SHA

	SCWS-1.2-int-608
	TLS 1.2 and TLS_PSK_WITH_NULL_SHA

	SCWS-1.2-int-609
	TLS 1.2 and TLS_PSK_WITH_AES_128_CBC_SHA256

	SCWS-1.2-int-610
	TLS 1.2 and TLS_PSK_WITH_NULL_SHA256

	SCWS-1.0-int-701
	LIGHTWEIGHT and deactivation of the SCWS application

	SCWS-1.0-int-800
	Admin session using BIP server mode protocol

	SCWS-1.0-int-801
	Admin session using TCP/IP protocol

	SCWS-1.1-int-900
	back RemoteAdmin1.0 / AdminClient 1.1

	SCWS-1.1-int-901
	back RemoteAdmin1.1 / AdminClient 1.0

	SCWS-1.0-int-1000
	Remote triggering using a SMS

	SCWS-1.2-int-1001
	Remote triggering using a OMA SIP Push message

	SCWS-1.0-int-1002
	Triggering using an internal event

	SCWS-1.0-int-1100
	Trusted terminal application

	SCWS-1.2-int-1101
	Untrusted terminal application

	SCWS-1.2-int-1102
	No ACP file


Table 2: Listing of Tests to be Performed at TestFest
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