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1 Reason for Change

This contribution proposes to add a note to explain that “read” operation can be used to retrieve explicitly identified user profiles, and search for the implicitly identified user profiles.
Related sentences in the RD:

Section 5.1: selection of data management operations (creation, modification, search, retrieval, deletion etc.
ServUserProf -HLF-001: The ServUserProf Enabler SHALL support an authorized Principal to interrogate the User Preferences information for each of the user’s services (e.g. read specific information).

ServUserProf -ACC-001: The ServUserProf Enabler SHALL allow an authorised Principal to interrogate and/or modify any Service User Profile information specified by the Service User Profile Data Model (e.g. name, age, address) in accordance with the authorisation permissions.

And also it is quite important to have this search operation based on some conditions, for example, how many users are between the age of 20 and 40, what are the data element names for one service, the user list who is male and the hobby is football. 
We can decide later in the TS phase to see how much we can support for the search operation.

This CR also closes the following ADRR comment:

	1
	2010.01.28
	T
	4, 5.3.1, 5.3.2
	Source: Huawei

Form: input document

Comment:  Read operation is too general, and should be explained as query and search.

In the RD, we have mentioned search, but in the AD, there is no such statement.

Proposed Change: 
See CR ARC-SUPM-0016
	Status: Closed by this CR


In LDAP, there is no Read operation, and it only has SearchRequest:

4.5.  Search Operation

   The Search operation is used to request a server to return, subject to access controls and other restrictions, a set of entries matching a complex search criterion.  This can be used to read attributes from a single entry, from entries immediately subordinate to a particular entry, or from a whole subtree of entries.

2 Impact on Backward Compatibility

n/a

3 Impact on Other Specifications

n/a

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

ARC is kindly requested to review and agree the changes detailed in section 6 below.
6 Detailed Change Proposal

Change 1:  Section 5.3.1
5.3.1    SUPM Component Description

This component allows a data consumer to read, update, create, or delete Service User Profile data.  If needed,  this component may perform some data transformation (for data to be presented in a given way), as well as some data consolidation (grouping of data).

Note that read operation is used to request the SUPM Component to return, subject  to access controls and other restrictions, a set of data item values matching a search criterion.  This can be used to read all or one of the values for a particular data item. 
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