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1 Reason for Change

This change introduces the description of the LDAP Binding for the read operation. 
LDAP ReadRequest in RFC 4511:
4.5.  Search Operation

   The Search operation is used to request a server to return, subject

   to access controls and other restrictions, a set of entries matching

   a complex search criterion.  This can be used to read attributes from

   a single entry, from entries immediately subordinate to a particular

   entry, or from a whole subtree of entries.

4.5.1.  Search Request

   The Search request is defined as follows:

        SearchRequest ::= [APPLICATION 3] SEQUENCE {

             baseObject      LDAPDN,

             scope           ENUMERATED {

                  baseObject              (0),

                  singleLevel             (1),

                  wholeSubtree            (2),

                  ...  },

             derefAliases    ENUMERATED {

                  neverDerefAliases       (0),

                  derefInSearching        (1),

                  derefFindingBaseObj     (2),

                  derefAlways             (3) },

             sizeLimit       INTEGER (0 ..  maxInt),

             timeLimit       INTEGER (0 ..  maxInt),

             typesOnly       BOOLEAN,

             filter          Filter,

             attributes      AttributeSelection }

        AttributeSelection ::= SEQUENCE OF selector LDAPString

                        -- The LDAPString is constrained to

                        -- <attributeSelector> in Section 4.5.1.8

        Filter ::= CHOICE {

             and             [0] SET SIZE (1..MAX) OF filter Filter,

             or              [1] SET SIZE (1..MAX) OF filter Filter,

             not             [2] Filter,

             equalityMatch   [3] AttributeValueAssertion,

             substrings      [4] SubstringFilter,

             greaterOrEqual  [5] AttributeValueAssertion,

             lessOrEqual     [6] AttributeValueAssertion,

             present         [7] AttributeDescription,

             approxMatch     [8] AttributeValueAssertion,

             extensibleMatch [9] MatchingRuleAssertion,

             ...  }

        SubstringFilter ::= SEQUENCE {

             type           AttributeDescription,

             substrings     SEQUENCE SIZE (1..MAX) OF substring CHOICE {

                  initial [0] AssertionValue,  -- can occur at most once

                  any     [1] AssertionValue,

                  final   [2] AssertionValue } -- can occur at most once

             }

        MatchingRuleAssertion ::= SEQUENCE {

             matchingRule    [1] MatchingRuleId OPTIONAL,

             type            [2] AttributeDescription OPTIONAL,

             matchValue      [3] AssertionValue,

             dnAttributes    [4] BOOLEAN DEFAULT FALSE }

   Note that an X.500 "list"-like operation can be emulated by the

   client requesting a singleLevel Search operation with a filter

   checking for the presence of the 'objectClass' attribute, and that an

   X.500 "read"-like operation can be emulated by a baseObject Search

   operation with the same filter.  A server that provides a gateway to

   X.500 is not required to use the Read or List operations, although it

   may choose to do so, and if it does, it must provide the same

   semantics as the X.500 Search operation.
4.5.2.  Search Result

   The results of the Search operation are returned as zero or more

   SearchResultEntry and/or SearchResultReference messages, followed by

   a single SearchResultDone message.

        SearchResultEntry ::= [APPLICATION 4] SEQUENCE {

             objectName      LDAPDN,

             attributes      PartialAttributeList }

        PartialAttributeList ::= SEQUENCE OF

                             partialAttribute PartialAttribute

        SearchResultReference ::= [APPLICATION 19] SEQUENCE

                                  SIZE (1..MAX) OF uri URI

        SearchResultDone ::= [APPLICATION 5] LDAPResult

   Each SearchResultEntry represents an entry found during the Search.

   Each SearchResultReference represents an area not yet explored during

   the Search.  The SearchResultEntry and SearchResultReference messages

   may come in any order.  Following all the SearchResultReference and

   SearchResultEntry responses, the server returns a SearchResultDone

   response, which contains an indication of success or details any

   errors that have occurred.

   Each entry returned in a SearchResultEntry will contain all

   appropriate attributes as specified in the attributes field of the

   Search Request, subject to access control and other administrative

   policy.  Note that the PartialAttributeList may hold zero elements.
2 Impact on Backward Compatibility

n/a

3 Impact on Other Specifications

n/a

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

ARC is kindly requested to review and agree the changes detailed in section 6 below.
6 Detailed Change Proposal

Change 1:  Updates to chapter 6
6.4.1    Read
This operation allows the access to Service User Profile.

This operation is mapped to LDAP SearchRequest message, and corresponding response messages as specified in [RFC 4511].
6.1.1.1 Input message: SearchRequest 

	Abstract part name
	LDAP 

part name
	Optional
	Description

	Originator
	NA
	No
	The data consumer which requests the read of a Service User Profile for a specific user.
The originator is explicitly identified during the LDAP Session establishment (LDAP BindRequest) and is implicit in subsequent message exchanges. 

	BaseObject
	baseObject
	No
	Identification of the baseObject that is used for the read operation. 

Note: To read Service User Profile for one User, BaseObject value SHALL be the UserId.

	Attributes 
	attributes
	No
	Selection of attributes that are requested

	Filter
	filter
	Yes
	Filter in LDAP format.

	Scope
	scope
	Yes
	Hint to restrict the scope of queries when User profiles are organized in a hierarchy. Possible values are:  
· baseObject : only the information for the UserId indicated in baseObject is returned.

· singleLevel: Editor’s note tbd 

· wholeSubtree: Editor’s note tbd

	TimeLimit
	timelimit
	Yes
	Set the timeout for this operation


6.1.1.2 Output message: SearchResponse
Upon receipt of a SearchRequest, the server attempts to perform the necessary modifications to the Service User Profile and returns the result in a SearchResponse, defined as follows:
	Abstract 

part name
	LDAP 

part name
	Optional
	Description

	ResultEntries
	SearchResultEntry
	Yes
	Returns a Sequence of Service User Profiles as objectName and attributes.

	ResultCode
	resultCode
	No
	Success indication or error code

	ErrorMessage
	diagnosticMessage
	Yes
	Optional error diagnostic description.
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