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1. Scope
The scope of this specification is to specify a SOAP protocol binding for the set of operations defined in SUPM Architecture document.
SOAP/XML can be used to access and manage (create, read, update, delete) the data related to Service User Profile. OMA enablers or other resources/services can read and update those data using SOAP/XML as described in this document.

2. References
2.1 Normative References

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC4234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. October 2005, URL:http://www.ietf.org/rfc/rfc4234.txt

	[SCRRULES]
	“SCR Rules and Procedures”, Open Mobile Alliance™, OMA-ORG-SCR_Rules_and_Procedures, URL:http://www.openmobilealliance.org/

	[SUPM-RD]
	“OMA Service User Profile Management Requirements”, Open Mobile Alliance™,

 OMA-RD-Service_User_Profile_Management-V1_0, URL:http://www.openmobilealliance.org/

	[SUPM-AD]
	“OMA Service User Profile Management Architecture”, Open Mobile Alliance™,

 OMA-AD-Service_User_Profile_Management-V1_0, URL:http://www.openmobilealliance.org/

	[SUPM-TS]
	"Service User Profile Management Technical Specification", Open Mobile Alliance™,

 OMA-TS-Service_User_Profile_Management-V1_0, URL:http://www.openmobilealliance.org/

	[XML]
	"Extensible Markup Language (XML) 1.0 (Second Edition)", W3C Recommendation 6-October-2000. T. Bray, et al, 6-October-2000.  URL: http://www.w3.org/TR/REC-xml

	[LibertySOAPBinding]
	"Liberty ID-WSF SOAP Binding Specification", Liberty Alliance, version 2.0-errata-v1.0, URL: 

	[LibertyDST]
	"Liberty ID-WSF Data Services Template", Liverty Alliance, version 2.1, URL: 


2.2 Informative References

	[OMADICT]
	“Dictionary for OMA Specifications”, Open Mobile Alliance™,
OMA-ORG-Dictionary, URL:http://www.openmobilealliance.org/


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

	Application
	See [OMADICT]

	Authorized Principal
	See [OMADICT]

	Principal
	See [OMADICT]

	Resource
	See [OMADICT]

	Service
	See [OMADICT]

	Service Provider
	See [OMADICT]

	Service User Profile
	See [SUPM-RD]

	User Profile
	See [OMADICT]

	User
	See [OMADICT]

	User’s Characteristic Description Information
	See [SUPM-RD]

	SUPM Data View
	See [SUPM-AD]


3.3 Abbreviations

	AD
	Architecture Document

	HTTP
	HyperText Transfer Protocol

	OMA
	Open Mobile Alliance

	RD
	Requirement Document

	REST
	REpresentational State Transfer

	SUPM
	Service User Profile Management

	TS
	Technical Specification

	XML
	Extensible Mark-up Language


4. Introduction
 (Informative)

The SUPM enabler allows an authorised principal to manipulate Services User Profile Management data, i.e. any element or group of elements belonging to a managed set of information related to a User that may be used to create personalized and contextualized services. The set of information may include both static and dynamic information.The SUPM enabler supports requests to read/update/create/delete Service User Profile data. 
For a SOAP/XML interface, the corresponding requests and responses are defined in this specification.

4.1 Version 1.0

This document covers all requirements [SUPM-RD] of SUPM V 1.0.
5. SUPM SOAP Binding principles
6. This section describes the general principles followed for the creation of this SUPM SOAP Binding and especially how it leverages the Liberty Alliance ID-WSF specifications.
6.1 Scope of reuse of the Liberty Alliance ID-WSF framework
6.2 This binding leverages two Liberty Alliance specifications of the ID-WSF framework specification set: the Liberty ID-WSF SOAP Binding [LibertySOAPBinding] and the Liberty ID-WSF Data Service Template [LibertyDST].

6.3 These two specifications are used to cover the SUPM-1 interface features specified in [SUPM-TS] and are each used for a specific purpose:

· SOAP Headers: reuse of the header blocks defined in [LibertySOAPBinding] in order to convey the generic invocation parameters defined in [SUPM-TS], such as "Originator", "UserId", "TimeLimit".

· SOAP Body: instantiation of the CRUD template defined in [LibertyDST] in order to specify the SUPM-1 create/read/update/delete operations.
This binding has no other dependence with other ID-WSF specifications (especially with the ID-WSF Core Identity services such as the ID-WSF Discovery Service, ID-WSF Authentication Service, ID-WSF Interaction Service… though it can be of course used in conjunction with these ID-WSF Core Services if needed in some particular deployment contexts).
This binding makes no assumption as well on how the identity of the user is retrieved by a data consumer and thus does not introduce any dependences with specific Identity frameworks such as Liberty ID-FF, SAML or OpenID for example.
6.4 Reuse of the Liberty Alliance ID-WSF SOAP Binding

The SUPM SOAP Binding reuses the Liberty ID-WSF SOAP Binding [LibertySOAPBinding] to address specific aspects of message exchange such as: to which system entity the message is to be sent, message correlation, the mechanics of message exchange, or security context.

The [LibertySOAPBinding] specification defines SOAP headers and associated processing rules to which the SUPM Enabler MUST comply.

6.5 Instantiation of the Liberty Alliance ID-WSF Data Service Template

The SUPM SOAP Binding corresponds to an instantiation of the Liberty ID-WSF Data Service Template [LibertyDST]. This [LibertyDST] specification proposes a framework or template that can be instantiated by services in order to provide protocols for the creation, query, modification, and deletion (a.k.a. "CRUD") of data attributes, exposed by a data service, related to a Principal. Some guidelines, common XML attributes and data types are also defined for data services.

In concrete terms, this document will:

· Enumerate methods defined in [LibertyDST] that are supported and state the required level of support. The default set of methods is <Create>, <Query>, <Modify>, and <Delete>.

· Fill place holders defined in [LibertyDST] that are specific to the service instantiation (SUPM in our context), excluding the SUPM XML Data Schema that is defined in [SUPM-TS].

All stipulations of the [LibertyDST] are hereby incorporated by reference unless expressly waived or modified in this document.

6.6 Identification of the resource (on which the operation applies)
In [LibertyDST], the resource (i.e., the Service User Profile in our context) on which the operation applies is always related to a specific user. This resource can however be identified through several mechanisms:

· Implicitly (e.g. : the resource is hosted for example on the user's device),
· From a <TargetIdentity> SOAP header identifying the user who is the owner of the resource, see [LibertySOAPBinding],
· Using the credentials that were supplied (identifying the authentified user at the data consumer that wants to access his/her own resource at the SUPM Enabler),
· From the endpoint (e.g.: resource represented as a part of the query string).
In this specification, we will rely on the <TargetIdentity> SOAP header to identify the user for whom the Service User Profile is created/read/updated/deleted (most generic approach chosen).
 
6.7 Namespaces

The namespace used for the service is the following: "urn:oma:xml:soap:servuserprof:1".
This namespace is abbreviated as "supm:" in this document. If the namespace has been omitted at any place in this document, "supm:" is to be considered to be the default namespace.
7. Operations/messages
 (Normative)

This section describes the SUPM operations supported by the SUPM SOAP Binding.
A data consumer is able to initiate the following operations:
a) Create service user profile information
b) Read service user profile information
c) Update service user profile information
d) Delete service user profile information
All operations are request/response - for every initiated message, there is a response back to the data consumer (initiator of the request).

As the SUPM SOAP Binding is an instantiation of the [LibertyDST] specification, this section provides a mapping of these SUPM operations with the methods defined in [LibertyDST].

It will more precisely:

· Enumerate methods defined in [LibertyDST] that are supported and state the required level of support.

· Fill place holders defined in [LibertyDST] that are specific to the service instantiation (SUPM in our context), excluding the SUPM XML Data Schema that is defined in [SUPM-TS].

It will also map some generic invocation parameters to SOAP headers blocks defined in [LibertySOAPBinding] when relevant.
7.1 Service User profile management
7.1.1 Create service user profile information 
A data consumer can create a new Service User Profile for a specific user using the <Create> operation defined in [LibertyDST]. The <CreateItem> element SHOULD specify the initial content for that new object (inside the <NewData> element). It is assumed that only one type of object can be created through this operation: the Service User Profile. The "objectType" attribute of the <CreateItem> element MUST therefore be omitted or set to the specific value "ServiceUserProfile". 
A <Create> element MUST contain only one <CreateItem> element.
It is recommended to use the Update operation to create individual attributes or views of a Service User Profile.


The <CreateResponse> element provides the result of this operation.
Input message: <Create>

	Abstract part name
	SOAP / ID-WSF part name
	Optional
	Description

	Originator
	<Sender> header
	Yes
	The data consumer which requests the creation of a Service User Profile for a specific user.
This <sender> header defined in [LibertySOAPBinding] is optional as the data consumer may be identified implicitly based on mutual authentication mechanisms mentioned in [SUPM-TS] (see section 7.1).

	UserId
	<TargetIdentity> header
	No
	Identification of the user for whom the profile is created.

	Attributes
	<NewData> element inside  <CreateItem>
	Yes
	Service User Profile XML element (<supm:ServiceUserProfile>) containing a list of attribute names and attribute values as defined in [SUPM-TS] (potentially organized through views) provided as initial data for the newly created Service User Profile.


Output message: <CreateResponse>
	Abstract part name
	SOAP / ID-WSF part name
	Optional
	Description

	ResultCode
	<Status code="…">
	No
	Success indication or error code (with potential second level status code to refine the error code).

	ErrorMessage
	<Status comment="…">
	Yes
	Optional error diagnostic description.


7.1.2 Read service user profile information 
 A data consumer can read service user profile information using the <Query> operation defined in [LibertyDST]. The <QueryItem> element specifies the type of the requested object (through the objectType XML attribute) and <Select> element in order to identify the data to be returned. In the context of the SUPM Enabler, only one type of object is defined: the Service User Profile. The "objectType" attribute of the <QueryItem> element MUST therefore be omitted or set to the specific value "ServiceUserProfile". The selection is therefore refined based on the <Select> element.
At least, t

he following XPATH expressions MUST be supported for the <Select> element (full support of XPATH is NOT REQUIRED):

· /supm:ServiceUserProfile : whole Service User Profile of a specific user is requested. (default value if <Select> is not provided)
· /supm:ServiceUserProfile/supm:{name_of_view} : particular view of a Service User Profile of a specific user is requested.
· /supm:ServiceUserProfile/supm:{name_of_view}/supm:{attribute_name} : particular attribute of a Service User Profile of a specific user is requested.
A <Query> element MAY contain multiple <QueryItem> elements to request multiple attributes or views through this selection mechanism in a single Read operation.
The following features defined as optional in [LibertyDST] are not supported:

· No support of testing
· No support of <ResultQuery>
· No support of sorting
· No support of pagination of results

The <QueryResponse> element provides the result of this operation (including requested data in the <Data> element).
7.1.2.1 Input message: <Query>

	Abstract part name
	SOAP / ID-WSF part name
	Optional
	Description

	Originator
	<Sender> header
	Yes
	The data consumer who wants to read the Service User Profile of a specific user.

This <sender> header defined in [LibertySOAPBinding] is optional as the data consumer may be identified implicitly based on mutual authentication mechanisms mentioned in [SUPM-TS] (see section 7.1).

	BaseObject
	<TargetIdentity> header
	No
	As in this binding, the read operation only applies to the Service User Profile of a specific user, the BaseObject value MUST be the UserId (identification of the user for whom the profile is requested).

	Attributes
	<Select> element inside the <QueryItem>
	Yes
	A data consumer can request the whole profile, a view or a specific attribute per <QueryItem> through the <Select> element with the minimal required XPATH support defined in this specification.
In order to request a list of particular views or attributes, a data consumer SHOULD provide several <QueryItem> inside the <Query> operation.

	Filter
	<Select> element inside the <QueryItem>
	Yes
	Depending on the level of XPATH support at the SUPM Enabler for the <Select> element, a data consumer MAY provide more complex XPATH expressions to support filters on attributes of the Service User Profile.

	Scope
	N/A
	N/A
	

	TimeLimit
	<Timeout> header
	Yes
	Set the timeout for this operation.
The <Timeout> header defined in [LibertySOAPBinding] enables a data consumer to specify an integer specifying (in seconds) the maximum amount of time it wishes the SUPM Enabler to spend in processing the operation.


7.1.2.2 Output message: <QueryResponse>
	Abstract part name
	SOAP / ID-WSF part name
	Optional
	Description

	ResultEntries
	<Data> element(s)
	Yes
	Returns the requested Service User Profile (or view or attribute depending on what was requested). The response can contain multiple <Data> elements if multiple <QueryItem> were provided part of the <Query> operation.

	ResultCode
	<Status code="…">
	No
	Success indication or error code (with potential second level status code to refine the error code).

	ErrorMessage
	<Status comment="…">
	Yes
	Optional error diagnostic description.


7.1.3 Update service user profile information 
A data consumer can update service user profile information using the <Modify> element defined in [LibertyDST]. The <ModifyItem> element specifies the type of the modified object (through the objectType XML attribute) and new content (inside the <NewData> element). If <NewData> does not exist or is empty it means that the specified object should be removed. In the context of the SUPM Enabler, only one type of object is defined: the Service User Profile. The "objectType" attribute of the <QueryItem> element MUST therefore be omitted or set to the specific value "ServiceUserProfile". The scope of the data affected by this operation is therefore refined based on the <Select> element..


The following XPATH expressions MUST be supported for the <Select> element (full support of XPATH is NOT REQUIRED):

· /supm:ServiceUserProfile : provided <NewData> will replace the whole Service User Profile of a specific user. (default value if <Select> is not provided)
· /supm:ServiceUserProfile/supm:{name_of_view} : provided <NewData> will replace a particular view of the Service User Profile of a specific user.
· /supm:ServiceUserProfile/supm:{name_of_view}/supm:{attribute_name} : provided <NewData> will replace a particular attribute value of the Service User Profile of a specific user.
A <Modify> element MAY contain multiple <ModifyItem> elements to request multiple updates on attributes or views through a single Update operation.

The <ModifyResponse> element provides the result of this operation.
7.1.3.1 Input message: <Modify>

	Abstract part name
	SOAP / ID-WSF part name
	Optional
	Description

	Originator
	<Sender> header
	Yes
	The data consumer which requests the update of the Service User Profile for a specific user.

This <sender> header defined in [LibertySOAPBinding] is optional as the data consumer may be identified implicitly based on mutual authentication mechanisms mentioned in [SUPM-TS] (see section 7.1).

	UserId
	<TargetIdentity> header
	No
	Identification of the user for whom the profile is updated.

	Attributes
	<NewData> element inside <ModifyItem> element(s) qualified through the <Select> element.
	Yes
	A data consumer can update the whole Service User Profile, a view or a specific attribute per <ModifyItem>.
The scope of affected data is defined through the <Select> element with the minimal required XPATH support defined in this specification.


7.1.3.2 Output message: <ModifyResponse>
	Abstract part name
	SOAP / ID-WSF part name
	Optional
	Description

	ResultCode
	<Status code="…">
	No
	Success indication or error code (with potential second level status code to refine the error code).

	ErrorMessage
	<Status comment="…">
	Yes
	Optional error diagnostic description.


7.1.4 Delete service user profile information 
A data consumer can delete a Service User Profile for a specific user using the <Delete> element defined in [LibertyDST]. It is assumed that only one type of object can be deleted through this operation: the whole Service User Profile. The "objectType" attribute of the <DeleteItem> element MUST therefore be omitted or set to the specific value "ServiceUserProfile". It is recommended to use the Update operation to delete individual attributes or views of a Service User Profile.





The <DeleteResponse> element provides the result of this operation.
7.1.4.1 Input message: <Delete>

	Abstract part name
	SOAP / ID-WSF part name
	Optional
	Description

	Originator
	<Sender>
	Yes
	The data consumer which requests the deletion of the Service User Profile for a specific user.

This <sender> header defined in [LibertySOAPBinding] is optional as the data consumer may be identified implicitly based on mutual authentication mechanisms mentioned in [SUPM-TS] (see section 7.1).

	UserId
	<TargetIdentity>
	No
	Identification of the user for whom the profile is deleted.


7.1.4.2 Output message: <DeleteResponse>
	Abstract part name
	SOAP / ID-WSF part name
	Optional
	Description

	ResultCode
	<Status code="…">
	No
	Success indication or error code (with potential second level status code to refine the error code).

	ErrorMessage
	<Status comment="…">
	Yes
	Optional error diagnostic description.


7.2 Status and Fault reporting

7.2.1 Response codes

As defined in [LibertyDST], <CreateResponse>, <QueryResponse>, <ModifyResponse> and <DeleteResponse> elements contain one top level <Status> element to indicate whether or not the processing of the operation has succeeded. A <Status> element MAY contain other <Status> elements, providing more detailed information. A <Status> element has a code XML attribute, which contains the return status as a string.
Codes for top level <Status> elements are:

· OK

· Partial

· Failed

Codes for second level <Status> elements are also defined in [LibertyDST].
7.2.2 Faults codes

In some cases, the SUPM enabler is not able to respond with a <CreateResponse>, <QueryResponse>, <ModifyResponse> or <DeleteResponse> (and included <Status> element). In that case, a SOAP <S:Fault> should be returned as defined in [LibertySOAPBinding] (ID-* Fault Message).
8. 

9. Examples

9.1.1 Create service user profile information
 (Informative)

The following is an example of a Create request.

 <S:Envelope xmlns:S="http://schemas.xmlsoap.or g/soap/envelope/"

xmlns:wsse="http://docs.oasis-open.org/wss/2004 /01/oasis-200401-wss-wssecurit y-secext-1.0.xsd"

xmlns:wsu="http://docs.oasis-open.or g/wss/2004/01/oasis-200401-wss -wssecurity-utility-1.0.xsd"

xmlns:wsa="http://www.w3.org/2005/08/addressing"
xmlns:sbf="urn:liberty:sb"

xmlns:sb="urn:liberty:sb:2006-08"

xmlns:supm="urn:oma:xml:soap:servuserprof:1">

<S:Header>

      ...

     <wsse:Security>

          <wsu:Timestamp>

               <wsu:Created>2010-06-17T04:49:17Z</wsu:Created>

          </wsu:Timestamp>

     </wsse:Security>

     <wsa:MessageID>_55a3139c807188ffee7795b</wsa:MessageID>

     <wsa:To>http://supmenablerA.com/</wsa:To>

     <wsa:Action>urn:oma:xml:soap:servuserprof:1:Create</wsa:Action >

     <sbf:Framework version="2.0"/>

     <sb:Sender providerID="http://dataconsumer1.com"/>
     <sb:TargetIdentity>{userId}</sb:TargetIdentity>
     ...

</S:Header>

<S:Body>
     <supm:Create>

          <supm:CreateItem itemID="sup">

               <supm:NewData>
                    <supm:ServiceUserProfile>

                    …

                    </supm:ServiceUserProfile>

               </supm:NewData>
          </supm:CreateItem>

     </supm:Create>
</S:Body>

</S:Envelope>
The following is an example of a Create response.

<S:Envelope xmlns:S="http://schemas.xmlsoap.or g/soap/envelope/"

xmlns:wsse="http://docs.oasis-open.org/wss/2004 /01/oasis-200401-wss-wssecurit y-secext-1.0.xsd"

xmlns:wsu="http://docs.oasis-open.or g/wss/2004/01/oasis-200401-wss -wssecurity-utility-1.0.xsd"

xmlns:wsa="http://www.w3.org/2005/08/addressing"
xmlns:sbf="urn:liberty:sb"

xmlns:sb="urn:liberty:sb:2006-08"

xmlns:supm="urn:oma:xml:soap:servuserprof:1">

<S:Header>

      ...

     <wsse:Security>

          <wsu:Timestamp>

               <wsu:Created>2010-06-17T04:49:18Z</wsu:Created>

          </wsu:Timestamp>

     </wsse:Security>

     <wsa:MessageID>_12a3139c807188ffee88989</wsa:MessageID>

     <wsa:RelatesTo>_55a3139c807188ffee7795b</ wsa:To>

     <wsa:Action>urn:oma:xml:soap:servuserprof:1:CreateResponse</wsa:Action >

     <sbf:Framework version="2.0"/>

     <sb:Sender providerID="http://supmenablerA.com"/>

     ...

</S:Header>

<S:Body>
     <supm:CreateResponse timeStamp="2010-06-17T04:49:18Z">
          <supm:Status code="OK"/>

     </supm:CreateResponse>
</S:Body>

</S:Envelope>
9.1.2 Read service user profile information
 (Informative)

The following is an example of a Read request.

<S:Envelope xmlns:S="http://schemas.xmlsoap.or g/soap/envelope/"

xmlns:wsse="http://docs.oasis-open.org/wss/2004 /01/oasis-200401-wss-wssecurit y-secext-1.0.xsd"

xmlns:wsu="http://docs.oasis-open.or g/wss/2004/01/oasis-200401-wss -wssecurity-utility-1.0.xsd"

xmlns:wsa="http://www.w3.org/2005/08/addressing"
xmlns:sbf="urn:liberty:sb"

xmlns:sb="urn:liberty:sb:2006-08"

xmlns:supm="urn:oma:xml:soap:servuserprof:1">

<S:Header>

      ...

     <wsse:Security>

          <wsu:Timestamp>

               <wsu:Created>2005-06-17T04:49:17Z</wsu:Created>

          </wsu:Timestamp>

     </wsse:Security>

     <wsa:MessageID>_55a3139c807188ffee7795b</wsa:MessageID>

     <wsa:To>http://supmenablerA.com/</wsa:To>

     <wsa:Action>urn:oma:xml:soap:servuserprof:1:Query</wsa:Action >

     <sbf:Framework version="2.0"/>

     <sb:Sender providerID="http://dataconsumer1.com"/>

     <sb:TargetIdentity>{userId}</sb:TargetIdentity>

     ...

</S:Header>

<S:Body>
     <supm:Query>

          <supm:QueryItem itemID="sup">

               <supm:Select>/supm:ServiceUserProfile</supm:Select>

          </supm:QueryItem>

     </supm:Query>
</S:Body>

</S:Envelope>

The following is an example of a Read response.

<S:Envelope xmlns:S="http://schemas.xmlsoap.or g/soap/envelope/"

xmlns:wsse="http://docs.oasis-open.org/wss/2004 /01/oasis-200401-wss-wssecurit y-secext-1.0.xsd"

xmlns:wsu="http://docs.oasis-open.or g/wss/2004/01/oasis-200401-wss -wssecurity-utility-1.0.xsd"

xmlns:wsa="http://www.w3.org/2005/08/addressing"
xmlns:sbf="urn:liberty:sb"

xmlns:sb="urn:liberty:sb:2006-08"

xmlns:supm="urn:oma:xml:soap:servuserprof:1">

<S:Header>

      ...

     <wsse:Security>

          <wsu:Timestamp>

               <wsu:Created>2005-06-17T04:49:18Z</wsu:Created>

          </wsu:Timestamp>

     </wsse:Security>

     <wsa:MessageID>_12a3139c807188ffee88989</wsa:MessageID>

     <wsa:RelatesTo>_55a3139c807188ffee7795b</ wsa:To>

     <wsa:Action>urn:oma:xml:soap:servuserprof:1:QueryResponse</wsa:Action >

     <sbf:Framework version="2.0"/>

     <sb:Sender providerID="http://supmenablerA.com"/>

     ...

</S:Header>

<S:Body>
     <supm:QueryResponse timeStamp="2010-06-17T04:49:18Z">

          <supm:Status code="OK"/>

          <supm:Data itemIDRef="sup">
               <supm:ServiceUserProfile>

               …

               </supm:ServiceUserProfile>
          </supm:Data>

     </supm:QueryResponse>
</S:Body>

</S:Envelope>


9.1.3 Update service user profile information
 (Informative)

The following is an example of an Update request.

<S:Envelope xmlns:S="http://schemas.xmlsoap.or g/soap/envelope/"

xmlns:wsse="http://docs.oasis-open.org/wss/2004 /01/oasis-200401-wss-wssecurit y-secext-1.0.xsd"

xmlns:wsu="http://docs.oasis-open.or g/wss/2004/01/oasis-200401-wss -wssecurity-utility-1.0.xsd"

xmlns:wsa="http://www.w3.org/2005/08/addressing"
xmlns:sbf="urn:liberty:sb"

xmlns:sb="urn:liberty:sb:2006-08"

xmlns:supm="urn:oma:xml:soap:servuserprof:1">

<S:Header>

      ...

     <wsse:Security>

          <wsu:Timestamp>

               <wsu:Created>2005-06-17T04:49:17Z</wsu:Created>

          </wsu:Timestamp>

     </wsse:Security>

     <wsa:MessageID>_55a3139c807188ffee7795b</wsa:MessageID>

     <wsa:To>http://supmenablerA.com/</wsa:To>

     <wsa:Action>urn:oma:xml:soap:servuserprof:1:Modify</wsa:Action >

     <sbf:Framework version="2.0"/>

     <sb:Sender providerID="http://dataconsumer1.com"/>

     <sb:TargetIdentity>{userId}</sb:TargetIdentity>

     ...

</S:Header>

<S:Body>
     <supm:Modify>

          <supm:ModifyItem itemID="sup">
               <supm:Select>/supm:ServiceUserProfile/supm:{name_of_view}</supm:Select>
               <supm:NewData>

                    <supm:{name_of_view}>

                    …

                    </supm:{name_of_view}>

               </supm:NewData>

          </supm:ModifyItem>

     </supm:Modify>
</S:Body>

</S:Envelope>

The following is an example of an Update response.

<S:Envelope xmlns:S="http://schemas.xmlsoap.or g/soap/envelope/"

xmlns:wsse="http://docs.oasis-open.org/wss/2004 /01/oasis-200401-wss-wssecurit y-secext-1.0.xsd"

xmlns:wsu="http://docs.oasis-open.or g/wss/2004/01/oasis-200401-wss -wssecurity-utility-1.0.xsd"

xmlns:wsa="http://www.w3.org/2005/08/addressing"
xmlns:sbf="urn:liberty:sb"

xmlns:sb="urn:liberty:sb:2006-08"

xmlns:supm="urn:oma:xml:soap:servuserprof:1">

<S:Header>

      ...

     <wsse:Security>

          <wsu:Timestamp>

               <wsu:Created>2005-06-17T04:49:18Z</wsu:Created>

          </wsu:Timestamp>

     </wsse:Security>

     <wsa:MessageID>_12a3139c807188ffee88989</wsa:MessageID>

     <wsa:RelatesTo>_55a3139c807188ffee7795b</ wsa:To>

     <wsa:Action>urn:oma:xml:soap:servuserprof:1:ModifyResponse</wsa:Action >

     <sbf:Framework version="2.0"/>

     <sb:Sender providerID="http://supmenablerA.com"/>

     ...

</S:Header>

<S:Body>
     <supm:ModifyResponse timeStamp="2010-06-17T04:49:18Z">

          <supm:Status code="OK"/>

     </supm:ModifyResponse>
</S:Body>

</S:Envelope>


9.1.4 Delete service user profile information
 (Informative)

The following is an example of a Delete request.

<S:Envelope xmlns:S="http://schemas.xmlsoap.or g/soap/envelope/"

xmlns:wsse="http://docs.oasis-open.org/wss/2004 /01/oasis-200401-wss-wssecurit y-secext-1.0.xsd"

xmlns:wsu="http://docs.oasis-open.or g/wss/2004/01/oasis-200401-wss -wssecurity-utility-1.0.xsd"

xmlns:wsa="http://www.w3.org/2005/08/addressing"
xmlns:sbf="urn:liberty:sb"

xmlns:sb="urn:liberty:sb:2006-08"

xmlns:supm="urn:oma:xml:soap:servuserprof:1">

<S:Header>

      ...

     <wsse:Security>

          <wsu:Timestamp>

               <wsu:Created>2005-06-17T04:49:17Z</wsu:Created>

          </wsu:Timestamp>

     </wsse:Security>

     <wsa:MessageID>_55a3139c807188ffee7795b</wsa:MessageID>

     <wsa:To>http://supmenablerA.com/</wsa:To>

     <wsa:Action>urn:oma:xml:soap:servuserprof:1:Delete</wsa:Action >

     <sbf:Framework version="2.0"/>

     <sb:Sender providerID="http://dataconsumer1.com"/>

     <sb:TargetIdentity>{userId}</sb:TargetIdentity>

     ...

</S:Header>

<S:Body>
     <supm:Delete>

          <supm:DeleteItem itemID="sup"/>

     </supm:Delete>
</S:Body>

</S:Envelope>

The following is an example of a Delete response.

<S:Envelope xmlns:S="http://schemas.xmlsoap.or g/soap/envelope/"

xmlns:wsse="http://docs.oasis-open.org/wss/2004 /01/oasis-200401-wss-wssecurit y-secext-1.0.xsd"

xmlns:wsu="http://docs.oasis-open.or g/wss/2004/01/oasis-200401-wss -wssecurity-utility-1.0.xsd"

xmlns:wsa="http://www.w3.org/2005/08/addressing"
xmlns:sbf="urn:liberty:sb"

xmlns:sb="urn:liberty:sb:2006-08"

xmlns:supm="urn:oma:xml:soap:servuserprof:1">

<S:Header>

      ...

     <wsse:Security>

          <wsu:Timestamp>

               <wsu:Created>2005-06-17T04:49:18Z</wsu:Created>

          </wsu:Timestamp>

     </wsse:Security>

     <wsa:MessageID>_12a3139c807188ffee88989</wsa:MessageID>

     <wsa:RelatesTo>_55a3139c807188ffee7795b</ wsa:To>

     <wsa:Action>urn:oma:xml:soap:servuserprof:1:DeleteResponse</wsa:Action >

     <sbf:Framework version="2.0"/>

     <sb:Sender providerID="http://supmenablerA.com"/>

     ...

</S:Header>

<S:Body>
     <supm:DeleteResponse timeStamp="2010-06-17T04:49:18Z">

          <supm:Status code="OK"/>

     </supm:DeleteResponse>
</S:Body>

</S:Envelope>
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Appendix B. Static Conformance Requirements
(Normative)

B.1 SUPM Component
B.1.1 Operations

	Item
	Function
	Reference
	Status
	Requirement

	SUPM-SOAP-S-001
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	SUPM- SOAP-S-003
	Update Submission
	
	
	

	SUPM- SOAP-S-004
	Delete Submission
	
	
	

	
	
	
	
	


Appendix C. SUPM-1 SOAP sequence diagram
(Informative)

[image: image2] 
1. Data consumer issues a SUPM-1 SOAP <operation>Request.
2. SUPM component performs data consumer authentication (if mutual authentication mechanisms are enforced).
3. SUPM component performs the operation for the identified Service User Profile data. SUPM component determines based on configuration at deployment time, where the actual data specified in the request resides and reads (or creates, deletes, modifies) the data from the data source.
4. SUPM component returns the result of the operation to the data consumer using the corresponding SUPM-1 SOAP operation Response.
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