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1 Reason for Contribution

To add the next level of detail for the PEEM enabler.
2 Summary of Contribution

This contribution proposes to add the next level of detail description for the PEEM enabler in the OGSA AD.
3 Detailed Proposal

5.3.1.2 PEEM Enabler (OMA-AD-Policy_Evaluation_Enforcement_Management-V1_0-20080805-C)

The PEEM enabler evaluates and/or enforces policies. Policies are applied to requests to, or responses from resources or, when explicitly called by a resource.
Policies are formalisms that are used to express business, engineering or process criteria represented by a combination of policy conditions and actions. 
Note that this enabler does not specify individual policies, but rather specifies on how to express policies.
PEEM supports two options for expressing policies: 
· A ruleset-based option: Each rule is evaluated as separate entity, and the combination of the results of the processing of all the rules in the ruleset determines the policy outcome (notice that a precedence mechanism may be needed). The Policy Expression Language used is the XML Common Policy schema from IETF
· A workflow-based option: The entire policy is processed as a whole, following a flowchart approach, where at each node in the graph, a rule is being processed. The Policy Expression Language used is Web Services Business Process Execution Language (WSBPEL 2.0) from OASIS.
The PEEM enabler consists of a single functional entity:
Policy Evaluation and Enforcement Management (PEEM): This entity provides the following features: 
· identifies the policies associated with the request. 

· processes the policies, i.e. goes through the following steps:

· evaluates policies using messages received and other context information. The component may delegate to other resources where appropriate 

· executes the policy actions resulting from a positive evaluation of the policy conditions. The component may use delegation to other resources where appropriate, and

· after completing all previous processing the PEEM enabler

· may return, a policy decision to a requestor. The policy processing may complete by returning a policy decision to the requesting resource or perform enforcement itself. When a policy decision is returned to a resource, that resource is in control of deciding how to handle the rendered decision.

· may allow a request to continue to its original target destination. The policy processing completes by forwarding the original request to the destination resource (if the processing resulted into a “pass” condition) or by returning an error to the originating entity (if the processing resulted into a “fail” condition)

· provides the functions of describing, creating, updating, deleting, provisioning and viewing of policies.

Figure 1 below gives a graphical overview of the functional entities of the PEEM enabler and the interfaces, which expose functionality to entities external to the enabler, followed by a description in Table 1. 
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· Figure 1: Functional entities of the PEEM enabler (interface view) exposing PEEM functionality to external enablers/entities.

	Functional entities
	Functionality provided
	Via interface
	Protocol used

	PEEM
	The Proxy interface is used to exchange messages compliant to the target enablers or more generally messages compliant to combination of the target resource interface and the set of parameters that must be added to requests through that resource’s interface, as required to satisfy policies that are to be processed when exposing the resource. 

The Proxy Interface is not specified by PEEM.
	Proxy Interface
	Not specified

	
	The PEM-1 interface is used to make a direct request for policy processing. PEEM processes the request and may return a policy decision (the result of the policy evaluation) to the originating resource, using the same interface. Alternatively, it may also perform policy enforcement and possibly return no value to the requester.
	PEM-1 
	Diameter or SOAP

	
	The PEM-2 interface is used to make a request for policy management (e.g. creating, updating, deleting, and viewing policies) 
	PEM-2 
	XCAP


Table 1: Interface to entities external to the enabler that may make use of the exposed PEEM functionality

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

ARC to review and agree the proposed input for the OGSA AD.
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