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1 Reason for Change

As A142 was agreed, proposal to consistently remove supporting enablers from the generic list of suites.
The “key enablers” and “key enablers in early development stage” terms removed.

Also for easy maintenance the abbreviation, version number and status of the enabler was removed.

Address comments A148, A177, A178, A184, A179, A186, A191, A197, A200, A205, A210, A213, A229, A230, A231
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To accept the detailed changes close ADRR comments A148, A177, A178, A184, A179, A186, A191, A197, A200, A205, A210, A213, A229, A230, A231

6 Detailed Change Proposal

5.3.1Person-to-person communications

The enablers in the person-to-person communications suite are (but not limited to):
· 
· Converged IP Messaging 
· Mobile Email 
· Multimedia Messaging Service 
· SIMPLE Instant Messaging 
· Instant Messaging Presence Service 
· Push to talk over cellular 
· 
· Customised Multimedia Ringing 
· 
· 
· 
· 
· 
· 
5.3.2Access to content

The access to content suite enables access to digital content through multiple terminals so that the terminals become entertainment devices, by providing architectures and functionalities enabling users to subscribe to, and/or be able to receive multimedia content.

The enablers in the access to content suite are (but not limited to):
· 
· Mobile Broadcast 

· Dynamic Content Delivery
· Digital Rights Management (including, but not limited to, Secure Removable Media, Secure Content Exchange etc.)

· Smart Card Web Server 

· 
· Rich Media Environment

· Gaming (including, but not limited to, Games Services, Client Server Interface, Mobile Gaming Evolution, Mobile Gaming Centric Functions etc.)

· Browsing (including, but not limited to, Browser, Browser Conformance, Rich Media Environment, Scalable Vector Graphics, Multi-modal Multi-device etc.)

· 
· Mobile Codes

· Mobile Advertising 

· 
· 
· 
· 
· 
5.3.33rd parties access

The 3rd parties access suite includes enablers that facilitate exposing of OMA enablers functionality towards third party Applications Service Providers (ASPs) in a secure and controlled way. The enablers in the 3rd parties access suite are (but not limited to):

· 
· Parlay in OSE 
· Mobile Web Services 
· OWSER Network Identity 
· Identity Management Framework 

In addition, it has to be considered that every OMA enabler with an I0 interface (not necessarily belonging to the 3rd parties access suite) may expose its own capabilities to 3rd parties.

534Device enabling

The device enabling suite consists of the OMA enablers that provide functions and tools related to UE that may be used in various suites for the support of services enabled by that suite.

The enablers in the device enabling suite are (but not limited to):

· 
· Device Management  
· Firmware Update/Management Object 
· Client Provisioning 
· Smart Card Web Server  
· Device Profile Evolution 
· Connectivity/Management Object 
· Application Characteristics/Management Object 
· Device Capability/Management Object
· Device Management/Diagnostics and Monitoring 
· Device Management/Scheduling 
· Software Component/Management Object 
· Data Synchronization 
· Data Sync Maintenance and Enhancement 
· UAProf Specification Maintenance 
· 
· Lock And Wipe/Management Object  
· Device Management/Smart Card 
· Web Services IF for Device Management 
5.3.5Network access

The network access suite includes enablers that provide access to the resources in the networks and their exposed functionality. 

The enablers in the network access suite are (but not limited to):
· 
· Utilization of IMS capabilities  
· 
536Supporting enablers

The supporting enablers are enablers that provide functions and tools that may be used in various suites for the support  of services enabled by that suite. These enablers have different natures and include provisioning of parameters and services, data synchronisation, service platform common architecture, interconnections and some other horizontal activities such as security, privacy or charging etc. Supporting enablers may be used by the above listed suites.

The supporting enablers are:
· Location (including, but not limited to, Mobile Location Services, Mobile Location Protocol, Secure User Plane Location, Global Location, Location in SIP/IP core etc.)

· Presence SIMPLE

· XML Document Management
· Converged Address Book (CAB)
· URI Schemes

· vObject

· Policy Evaluation, Enforcement & Management 

· Global Permissions Management 

· General Service Subscription Management 

· Categorisation Based Content Screening 

· Standard Transcoder Interface

· Push (including, but not limited to, Push, SIP Push)

· Download over the air

· Email notification


· Look and Feel Customisation

· Domain Name Server



· Secure Content Identity Management 

· Charging (including, but not limited to, Charging, Charging Work Split, WAP Billing Framework etc.)

· Security (including, but not limited to, Security Common Functions, On-Board Key Generation and Key Enrolment, Online Certificate Status Protocol etc.)
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