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1 Reason for Change

This document removes the sub-grouping in the Supporting Enablers Suite as agreed in June 17 ARC-OGSA call when discussing CR OGSA #63.
Furthermore, it is proposed that the supporting Enablers Suite only contains such Enablers that are not member of any other suite. This is in line with the decision to remove the “primary supporting enablers” from the individual suite. Based on that decision, it is suggested that the “Supporting Enablers” suite only collects those enablers that do not occur in any other suite.

As a consequence, this CR proposes to remove from the Supporting Enablers Suite those Enablers that are already in the Devices Suite. 
Further, some changes are proposed to Enabler names in Devices Suite to harmonize with published OMA enablers.

For the same reason, the PEEM enabler is proposed to be removed from the Supporting Eablers suite as it is already in the 3rd Parties Access suite. For the same reason, the section that describes PEEM is proposed to be moved to that suite.
Moreover, the PSA Enabler is missing altogether and is included into the 3rd Parties Access Suite.

2 Impact on Backward Compatibility

There is no impact on backward compatibility.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

ARC is kindly requested to review and agree the changes detailed in section 6 below.
6 Detailed Change Proposal

Change 1:  Adding PSA. Shifting PEEM description from Supporting Enablers Suite to here (no changes to the PEEM section, just Cut & Paste).
5.3.3 3rd parties access

The 3rd parties access OGSA Suite includes Enablers that facilitate exposing of OMA Enablers functionality towards third party Applications Service Providers (ASPs) in a secure and controlled way. The Enablers in the 3rd parties access OGSA Suite are (but not limited to):

· Parlay in OSE 
· Parlay Service Access
· Mobile Web Services

· OWSER Network Identity

· Identity Management Framework

· Policy Evaluation, Enforcement & Management.

In addition, it has to be considered that every OMA Enabler with an I0 interface (not necessarily belonging to the 3rd parties access OGSA Suite) may expose its own capabilities to 3rd parties.
5.3.3.1
 PEEM Enabler V1_0       
The OGSA View for PEEM is based on the following specific document [ref missing REF ref_OMAPEEM \h 
].
The PEEM Enabler evaluates and/or enforces policies. Policies are applied to requests to, or responses from resources or, when explicitly called by a resource.

Policies are formalisms that are used to express business, engineering or process criteria represented by a combination of policy conditions and actions. 

Note that this Enabler does not specify individual policies, but rather specifies on how to express policies.

PEEM supports two options for expressing policies: 

· A ruleset-based option: Each rule is evaluated as separate entity, and the combination of the results of the processing of all the rules in the ruleset determines the policy outcome (notice that a precedence mechanism may be needed). The Policy Expression Language used is the XML Common Policy schema from IETF

· A workflow-based option: The entire policy is processed as a whole, following a flowchart approach, where at each node in the graph, a rule is being processed. The Policy Expression Language used is Web Services Business Process Execution Language (WSBPEL 2.0) from OASIS.

The PEEM Enabler consists of a single functional entity:

· Policy Evaluation and Enforcement Management (PEEM): This entity provides the following features: 

· identifies the policies associated with the request. 

· processes the policies, i.e. goes through the following steps:

· evaluates policies using messages received and other context information. The component may delegate to other resources where appropriate 

· executes the policy actions resulting from a positive evaluation of the policy conditions. The component may use delegation to other resources where appropriate, and

· after completing all previous processing the PEEM Enabler

· may return, a policy decision to a requestor. The policy processing may complete by returning a policy decision to the requesting resource or perform enforcement itself. When a policy decision is returned to a resource, that resource is in control of deciding how to handle the rendered decision.

· may allow a request to continue to its original target destination. The policy processing completes by forwarding the original request to the destination resource (if the processing resulted into a “pass” condition) or by returning an error to the originating entity (if the processing resulted into a “fail” condition)

· provides the functions of describing, creating, updating, deleting, provisioning and viewing of policies.

Figure 13 below gives a graphical overview of the functional entities of the PEEM Enabler and the interfaces, which expose functionality to entities external to the Enabler, followed by a description in Table 5. 
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Figure 13: Functional entities of the PEEM Enabler (OGSA View) exposing PEEM functionality to external Enablers/entities.
	Functional entities
	Functionality provided
	Via interface
	Protocol used

	PEEM
	The Proxy interface is used to exchange messages compliant to the target Enablers or more generally messages compliant to combination of the target resource interface and the set of parameters that must be added to requests through that resource’s interface, as required to satisfy policies that are to be processed when exposing the resource. 

The Proxy Interface is not specified by PEEM.
	Proxy Interface
	Not specified

	
	The PEM-1 interface is used to make a direct request for policy processing. PEEM processes the request and may return a policy decision (the result of the policy evaluation) to the originating resource, using the same interface. Alternatively, it may also perform policy enforcement and possibly return no value to the requester.
	PEM-1 
	Diameter or SOAP

	
	The PEM-2 interface is used to make a request for policy management (e.g. creating, updating, deleting, and viewing policies) 
	PEM-2 
	XCAP


Table 5: Interface to entities external to the Enabler that may make use of the exposed PEEM functionality.

Change 2:  Corrections to enabler names in Devices Suite

5.3.4 Device enabling

The device enabling OGSA Suite consists of the OMA Enablers that provide functions and tools related to UE that may be used in various OGSA Suites for the support of services enabled by that OGSA Suite.

The Enablers in the device enabling OGSA Suite are (but not limited to):

· Device Management  

· Firmware Update Management Object 
· Client Provisioning 

· Smart Card Web Server  

· Device Profiles Evolution 

· Connectivity Management Object 

· 
· Device Capability Management Object

· Diagnostics and Monitoring 

· Device Management Scheduling 

· Software Component Management Object 

· Data Synchronization 
· 
· User Agent Profile
· Lock And Wipe Management Object  

· Device Management Smart Card 

· Web Services IF for Device Management 

When an Enabler residing within another OGSA suite (e.g. person to person communication) specifies multiple components (e.g. client and server, multiple clients or multiple servers) and their interactions, each of these entities can be implemented as separate Enabler implementations (e.g. client Enabler implementation and server Enabler implementation). For simplifications the device enabling OGSA Suite does not include them, nevertheless, they may reuse or interact with the Enablers residing within device enabling OGSA Suite. Likewise for the case an OMA Enabler does not detail out, mandate or prevent the specific client Enabler implementation (e.g. PEEM, CBCS), the same exclusion applies. 
Change 3:  Remove sub-grouping from Supporting Enablers and remove those enablers that are in other suites (DS, DM, PEEM)
5.3.6 Supporting Enablers

The supporting Enablers are Enablers that provide functions and tools that may be used in various OGSA Suites for the support  of services enabled by that OGSA Suite. These Enablers have different natures and include provisioning of parameters and services, data synchronisation, service platform common architecture, interconnections and some other horizontal activities such as security, privacy or charging etc. Supporting Enablers may be used by the above listed OGSA Suites.

The supporting Enablers are:
· Mobile Location Service
· Mobile Location Protocol
· Secure User Plane Location
· Global Location
· Location in SIP/IP core
· Presence SIMPLE

· XML Document Management
· Converged Address Book 
· URI Schemes

· vObject

· Global Permissions Management 

· General Service Subscription Management 

· Categorisation Based Content Screening 

· Standard Transcoding Interface

· Push 
· SIP Push
· Download over the air

· Email notification
· 

· Look and Feel Customisation

· OMA Domain Name System
· 
· 
· Secure Content Identification Mechanism 

· Charging 
· Charging Data
· WAP Billing Framework 
·  Application Layer Security Common Functions
· On-Board Key Generation
· Online Certificate Status Protocol
· OMA Web Services
· OWSER Network Identity 
Change 4:  Remove the whole section 5.3.6.5 as it has been moved to become 5.3.3.1

5.3.6.5 PEEM Enabler V1_0       
…












�Editor, pls automate reference


�This is ACMO whitepaper. Suggest to remove.


�This is DS 2.0 which is already covered by DS. Remove.


�This is just a whitepaper, no Enabler. Remove.
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