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1. Scope

The Enabler Test Requirements (ETR) document for the Enabler under consideration is created and maintained by the Technical Working Group (TWG) responsible for the technical specifications for the corresponding Enabler.

The ETR document is intended to cover at least those requirements collected in the Requirements Document (RD) and the Architecture Document (AD) in addition to any other items the TWG has identified as important enough to warrant attention from interoperability perspective and identify any technical functionalities that should be covered by testing.

This Enabler Test Requirements for the NGSI-S enabler was created and is maintained by the Next Generation Service Interfaces (NGSI) Technical Sub-Working Group, which is responsible for the technical specifications that make up the enabler. The NGSI-S enabler provides SOAP bindings for the following interfaces defined in [NGSI v1.0]:

· Call Control (NGSI-4)

· Call Notification (NGSI-5)

· Call Handling (NGSI-6)

· Multimedia Conferencing (NGSI-7)

· Multimedia Streaming (NGSI-8)

· Identity Control (NGSI-13, 14).

2. References

The policy for reference lists is:

1.
OMA documents listed should have at least one approved version – draft-only docs should not be referenced.  Exception exists for documents that will be approved with or after the referenced doc is approved (may be part of same enabler package).  In short – approved docs should not reference unapproved docs.

2.
When a reference is made to an OMA specification, then Open Mobile Alliance with the TM symbol (™) should be used in the description.

3.
The name + version (no date) for OMA specifications are generally sufficient – dates should be used only if there is a specific reason to limit the usage.

4.
For references to WAP Forum docs, dates should not be included as DID's for the old WAP Forum specifications are enough and the reference description should refer to WAP Forum™.

5.
References to other affiliate docs should similarly provide sufficient information to uniquely determine the needed document and should provide the appropriate source information.

6.
The URL for OMA material (new OMA and affiliate) should always be http://www.openmobilealliance.org (an exception is OMNA that is reached through http://www.openmobilealliance.org/tech/omna)

Models to use


[REFLABEL]
<General Model> “Ref Title”, Ref information (source, date, id),
URL:http//<ref-source>/ 


[OMADOC]
<OMA Model> “OMA Document Title”,{ Version x.y,} Open Mobile Alliance™, OMA‑<docname>{‑<version>}, URL:http//www.openmobilealliance.org/ 

If there are no entries in the table – enter ‘none’ to be clear.
DELETE THIS COMMENT

2.1 Normative References

	[IOPPROC]
	“OMA Interoperability Policy and Process”, Version 1.3, Open Mobile Alliance™, 
OMA-ORG-IOP_Process-V1_3, URL:http://www.openmobilealliance.org/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[ERELD]
	 “Enabler Relese Document for <Enabler>”, Open Mobile Alliance™,
OMA-ERELD-<EnablerName>-Vx_y, URL:http://www.openmobilealliance.org/

	
	

	
	

	
	

	<< Add/Remove reference rows to this table as needed - DELETE This Row >>


2.2 Informative References

Check the version of the Dictionary you are using and update the reference below.  Delete the [OMADICT] entry if the dictionary is not used.  In general, use the latest available version unless seeking alignment with an existing set of specifications.

DELETE THIS COMMENT

	[OMADICT]
	“Dictionary for OMA Specifications”, Version x.y, Open Mobile Alliance™,
OMA-ORG-Dictionary-Vx_y, URL:http://www.openmobilealliance.org/

	
	

	
	

	<< Add/Remove reference rows to this table as needed - DELETE This Row >>


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

<< If needed, describe or declare using appropriate normative references the additional conventions that are used.  DELETE THIS COMMENT >>

3.2 Definitions

<< Add definitions in new rows of the following table as needed.  The following examples show how dictionary references should be made as well as locally defined terms.  This table should be maintained in sorted alphabetic order based on the labels of the terms.

Examples:


Entity
Use definition #1 from [OMADICT]


Interactive Service
Use definition from [OMADICT]


Local Term
The definition description would be presented directly

DELETE THIS COMMENT>>

	TestFest
	Multi-lateral interoperability testing event

	
	

	<< Add/Remove definition rows to this table as needed - DELETE This Row >>


3.3 Abbreviations

<< Add abbreviations as needed to the following table.  No special notation should be made regarding terms copied from the Dictionary.  This table should be maintained in alphabetic order.

DELETE THIS COMMENT >>

	AD
	Architecture Document

	OMA
	Open Mobile Alliance

	RD
	Requirements Document

	
	

	
	

	<< Add/Remove abbreviation rows to this table as needed - DELETE This Row>>


4. Introduction

The purpose of this Enabler Test Requirements document is to help guide the testing effort for the Enabler <Enabler_name><version>, documenting those areas where testing is most important to ensure interoperability of implementations.

The Enabler under consideration comprises the following specifications:

· OMA-<Enabler_name>-<version>: Brief description of the specification

· OMA-<Enabler_name>-<version>: Brief description of the specification

· …………….

· OMA-<Enabler_name>-<version>: Brief description of the specification

Generally, the testing activity should aim at validating the normal working behaviour of the client/server interactions, as well as testing the error conditions whenever it is possible to set up the appropriate scenarios. The following sections provide a more detailed description of the testing requirements for <Enabler>-<version>.

This document also intends to provide some guidance on the prioritization of the specifications and features to be tested  within Enabler <Enabler>-<version>

5. Test Requirements

Brief description of the Enabler capabilities and what it is mainly intended for>

Multi-operator testing requirements (i.e. testing in roaming) should also be specified when that makes sense for the corresponding Enabler and the multi-operator test requirements should be included in the following sections.

DELETE THIS COMMENT
5.1 Enabler Test Requirements

The test requirements collected in this section are related to the Enabler <Enabler>-<version>.

In this section, it should be defined what specific functionalities of this Enabler shall or should be tested to ensure adequate operational of the implementations, including any security requirements and constraints on usage if specified (e.g. user can forward a media object but can not visualize it). That means that devices (clients/serves) shall do what they have to do and they shall not do what they are not allowed to do. Both types of test requirements (positive and negative testing) should be included here if so required.

Besides this information, OMA Architecture specifies a “Framework Architecture”, consisting of a set of common functions that need to be invoked in most use cases involving the different Service Enablers. The functionality requirements defined in the OMA Framework Architecture, i.e. authentication, authorization, charging, billing, common directory, etc. should also be listed in this table.Use cases are the main input to identify test requirements.

The following test requirements should cover both Conformance test requirements (i.e. functionality to be tested to verify wheter it is implemented either in the client side or in the server side) and Interoperability test requirements (i.e. client/server interactions one with another)

The following sections (Mandatory and Optional test requirements) could also be separated for client and server test requirements.

The tables for the mandatory and optional test requirements include the following columns:

FEATURE KEY:
A set of characters uniquely identifying the enabler test  requirement to be tested. It is suggested that the Feature Key is no longer than 4 to 5 characters. The purpose of the Feature Key is that when used, it distinctly refers to only one feature to be tested.

FEATURE DESCRIPTION:
A description of a technical specification feature to be tested.

FEATURE TEST REQUIREMENTS:
A description of what shall be tested for the feature,
5.1.1 Mandatory Test Requirements

Mandatory test requirements should cover those features and use cases that require validation in order to approve the enabler. These include areas with complex interactions between the different functional components of the enabler architecture or where the complexity of the specification(s) is such that there is some uncertainty that they have been correctly specified.

These features and use cases SHOULD cover mandatory and MAY recommend prioritisation of optional implementation features. If testing of some of the mandatory features is not required, then the ETR SHALL contains an explanation for their exclusion.
5.1.1.1 Mandatory Test Requirements – NGSI-S Identity Control - Resolution

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	NGSI-13-IDC-001
	Resolve Identifier via the Identity Resolution interface (NGSI-13).
	An application gets the Identifier of an Identity to be exposed towards a specified target via Identity Resolution interface as specified in section 5.1.4. in [NGSI Identity Control].

	Error Flow
	NGSI-13-IDC-002
	Handle error cases
	Test standard error scenarios

•
Badly formed requests


Table 1: Applicability Table for Enabler Specific Mandatory Test Requirements - NGSI-S Identity Control - Resolution
5.1.1.2 Mandatory Test Requirements – NGSI-S Identity Control - Management

	
	Feature Key
	Feature Description
	Feature Test Requirements

	
	NGSI-14-IDC-001
	Create Identifier via the Identity Management interface (NGSI-14).
	An application requests to create a new Identifier which may be considered as Pseudonym for an Identity with a given target or preference of usage via the Identity Management interface as specified in section 5.1.5.2.1.1. in [NGSI Identity Control].

	
	NGSI-14-IDC-002
	Get Targets Of Identifier via the Identity Management interface


	An application requests to provide a list of targets with which the given Identifier has Policy associated via the Identity Management interface as specified in section 5.1.5.2.6 in [NGSI Identity Control].

	
	NGSI-14-IDC-003
	Revoke Identifier via the Identity Management interface
	An application requests to revoke an Identifier for further usage with the association with a given target via the Identity Management interface as specified in section 5.1.5.2.7. in [NGSI Identity Control].

	
	NGSI-14-IDC-004
	Delete Identifier via the Identity Management interface
	An application requests to delete an Identifier which is no longer related to any targets via the Identity Management interface as specified in section 5.1.5.2.8. in [NGSI Identity Control].

	Error Flow
	NGSI-14-IDC-005
	Handle error cases
	Test standard error scenarios

•
Badly formed requests


Table 1: Applicability Table for Enabler Specific Mandatory Test Requirements - NGSI-S Identity Control – Management
5.1.1.3 Mandatory Test Requirements – NGSI-S Multimedia Streaming
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	NGSI-8-MLH-001
	Set a Multimedia List (e.g. playlist) via the Streaming interface (NGSI-8).
	An application sets the content for a Multimedia List (playlist) on the Multimedia Stream Control via the Streaming interface (NGSI-8) as specified in section 5.4.1.1 in [NGSI Multimedia List Handling].

	
	NGSI-8-MLH-002
	Clear a playlist via Streaming interface.
	An application clears the Multimedia List on the Multimedia Stream Control via the Streaming interface as specified in section 5.4.1.2 in [NGSI Multimedia List Handling].  

	Error Flow
	NGSI-8-MLH-003
	Handle client error cases
	Test standard error scenarios

Badly formed requests


Table 1: Applicability Table for Enabler Specific Mandatory Test Requirements - NGSI-S Multimedia Streaming
5.1.2 Optional Test Requirements

Optional test requirements should cover those features and use cases that are not mandated to be tested, but it is still felt that their inclusion will enhance the quality of the enabler validation.

Additionally, important conformance test requirements MAY be listed.

These features and use cases SHOULD cover optional and MAY cover mandatory implementation features. In case a mandatory feature is listed here, the Feature Test Requirements column should provide an explanation why testing of this feature is not mandated.

5.1.2.1 Optional Test Requirements – NGSI-S Identity Control - Management
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	NGSI-14-IDC-006
	Create Identifier with NewIdentifier via the Identity Management interface
	An application requests to create a new Identifier by providing an existing Pseudonym of the Identity which must be used towards the specific target Identifier via the Identity Management interface as specified in section 5.1.5.2.1.1. in [NGSI Identity Control].

	
	NGSI-14-IDC-007
	Create Identifier with Target Identifier via the Identity Management interface
	An application requests to create a new Identifier by indicating the target, to which the new Identifier of the Identity is to be exposed via the Identity Management interface as specified in section 5.1.5.2.1.1. in [NGSI Identity Control].

	
	NGSI-14-IDC-008
	Create Identifier request with Policy via the Identity Management interface
	An application requests to create a new Identifier by indicating the policy describing the detail of the usage of Identifiers via the Identity Management interface as specified in section 5.1.5.2.1.1. in [NGSI Identity Control].

	
	NGSI-14-IDC-009
	Create Identifier request with Identifier Type via the Identity Management interface
	An application requests to create a new Identifier by indicating the type of Identifiers (e.g. SipURI, TelURI or Email address) via the Identity Management interface as specified in section 5.1.5.2.1.1. in [NGSI Identity Control].

	
	NGSI-14-IDC-010
	Set Identifier Policy via the Identity Management interface
	An application requests to update the Policy on the usage of a given identifier and gets returned a unique PolicyID for identifying the Policy to be set via the Identity Management interface as specified in section 5.1.5.2.2. in [NGSI Identity Control]. 

	
	NGSI-14-IDC-011
	Get Identifier Policy By PolicyId via the Identity Management interface
	An application requests to get the Policy identified as specified by the PolicyID parameter via the Identity Management interface as specified in section 5.1.5.2.3. in [NGSI Identity Control].. 

	
	NGSI-14-IDC-012
	Get Identifier Policy By TargetID via the Identity Management interface
	An application requests to get the Policy identified as specified by the TargetIdentifer parameter via the Identity Management interface as specified in section 5.1.5.2.3. in [NGSI Identity Control]..

	
	NGSI-14-IDC-013
	Clear Identifier Policy via the Identity Management interface
	An application can request to clear the Policy associated with the Identifier specified in the KnownIdentifier parameter via the Identity Management interface as specified in section 5.1.5.2.4. in [NGSI Identity Control]. The response will include the status message indicating the result of the operation.

	Error Flow
	NGSI-14-IDC-014
	Handle error cases
	Test standard error scenarios

•
Badly formed requests


Table 2: Applicability Table for Enabler Specific Optional Test Requirements - NGSI-S Identity Control – Management

5.1.2.2 Optional Test Requirements – NGSI-S Multimedia Streaming
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	NGSI-8-MLH-004
	Set a Multimedia List (e.g. playlist) via the Streaming interface with a “UserIdentifier”
	An application sets the content for a Multimedia List (playlist) on the Multimedia Stream Control via the Streaming interface (NGSI-8) as specified in section 5.4.1.1 in [NGSI Multimedia List Handling] and additionally specifies a set of Identifiers of users or groups to which the indicated playlist will be applied.

	
	NGSI-8-MLH-005
	Set a Multimedia List (e.g. playlist) via the Streaming interface with “OnPresenceStatusRules”
	An application sets the content for a Multimedia List (playlist) on the Multimedia Stream Control via the Streaming interface (NGSI-8) as specified in section 5.4.1.1 in [NGSI Multimedia List Handling] and additionally specifies “OnPresenceStatusRules” to indicate the condition to decide when the specified Multimedia List will be played.

	Error Flow
	NGSI-8-MLH-006
	Handle client error cases
	Test standard error scenarios

Badly formed requests


Table 2: Applicability Table for Enabler Specific Optional Test Requirements - NGSI-S Multimedia Streaming
5.2 Backwards Compatibility

<Clarification on which previous Releases the current version of the Enabler SHALL be compatible with and what, if any, test requirements there are for backwards compatibility>

5.3 Enabler Dependencies

This section should outline what dependencies (if any) Enabler <Enabler>-<version> has on other Enablers (e.g. underlying protocols needed to support the Enabler)
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<< The following is a model of a revision table.  DELETE THIS COMMENT >>
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Appendix B. <Additional Information>

If needed, add annex to provide additional information to support the document.  In general, this information should be informative, as normative material should be contained in the primary body of the document.

Note that the styles for the headers in the appendix (App1, App2, App3) are different than the main body.  The use below is intended to validate the styles to be used.  Remove if not needed.

DELETE THIS COMMENT
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