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1 Overview

This LS is a response to the LS ls0183-17 in which ITU-T SG17 inform OMA about the work on identity management for mobile application and environment.
2 Proposal

OMA ARC SEC would like to thank ITU-T SG17 for its LS ls0183-17. We have discussed the attachment of the LS. OMA ARC SEC collaborated with ITU-T SG13 and 3GPP SA3 on identity management when we worked on Application Layer Common Security Functions (SEC_CF) v1.1 [1], which has been published as Candidate Enabler Release.
OMA ARC SEC also wishes to inform ITU-T SG17 that there are several other OMA enablers related to identity management which have been released:
· OMA Secure Content Identification Mechanism (SCIDM) v1.0 [2]: this enabler is to leverage available identification mechanisms to identify all kinds of content including both premier and user generated content for various applications. 
· OMA Service User Profile Management (SUPM) v1.0 [3], this enabler provides a standardized interface to access and manage the user data especially related to service user profile, with which applications and/or enablers can create, read, update and delete those data in order to support contextualization and personalization of the user’s services.
· OMA General Service Subscription Management (GSSM) v1.0 [4], this enabler provides principals’ subscription management, subscription profile access and subscription validation, which can be used by other resources (e.g. OMA service enablers). This enabler is to specify how authorized principals are accessing and/or managing the service subscription and accessing subscription profile, and to specify how subscription validation requests are defined and processed.
· OMA Web Services Network Identity (OWSER_NI) v1.0 [5], this enabler is to support the discovery and use of Web Services for accessing end-user data in a privacy-protected manner, which is expected to be distributed amongst different parties, such as an individual’s bank, mobile operator etc. Many services are enhanced if such information can be used (with the user’s permission) by a service provider to personalize or make more efficient the end-user experience. 
OMA ARC SEC kindly asks ITU-T SG17 take above information into consideration for their work on identity management for mobile application and environment.
Next meetings:
11-15 April 2011    OMA F2F meeting   Sorrento, Italy

27-30 June 2011   OMA F2F meeting    Budapest, Hungary 

References:
[1] SEC_CF v1.1, http://www.openmobilealliance.org/Technical/release_program/sec_cf_v1_1.aspx
[2] SCIDM v1.0, http://www.openmobilealliance.org/Technical/release_program/scidm_v1_0.aspx
[3] SUPM v1.0, http://www.openmobilealliance.org/Technical/release_program/ServUserProf_v1_0.aspx
[4] GSSM v1.0, http://www.openmobilealliance.org/Technical/release_program/gssm_v1_0.aspx
[5] OWSER_NI v1.0, http://www.openmobilealliance.org/Technical/release_program/owser_ni_v1_0.aspx
3 Requested Action(s)

OMA ARC SEC kindly asks ITU-T SG17 take above information into consideration for their discussions.

4 Conclusion

OMA ARC SEC is looking forward to continued exchange and good co-operation.  
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