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1. Scope

Editor’s note: this chapter is a placeholder for text on the scope of this document, to be provided in a separate input contribution.
2. References

2.1 Normative References

	 [RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC4234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. October 2005, URL:http://www.ietf.org/rfc/rfc4234.txt

	[SCRRULES]
	“SCR Rules and Procedures”, Open Mobile Alliance™, OMA-ORG-SCR_Rules_and_Procedures, URL:http://www.openmobilealliance.org/

	[CBCS-RD]
	“Categorization Based Content Screening Framework Requirements”, Open Mobile Alliance™, OMA-RD_CBCS-V1_0, URL:http://www.openmobilealliance.org/ 

	[CBCS-AD]
	“Categorization Based Content Screening Framework Architecture”, Open Mobile Alliance™, OMA-RD_CBCS-V1_0, URL:http://www.openmobilealliance.org/

	[MPEG-7]
	“Information Technology – Multimedia Content Description Interface – Part 5: Multimedia Description Schemes – Amendmend 2: Multimedia Description Schemes User Preferences Extensions”, ISO/IEC 15938-5:2003/Amd.2:2005(E), International Standards Organization , URL:http://www.iso.org/ 

	[PEEM-RD]
	“Policy Evaluation, Enforcement and Management Requirements”, Open Mobile Alliance™, OMA-RD_Policy_Evaluation_Enforcement_Management-V1_0, URL:http://www.openmobilealliance.org/ 

	[PEEM-AD]
	“Policy Evaluation, Enforcement and Management Architecture”, Open Mobile Alliance™, OMA-AD_Policy_Evaluation_Enforcement_Management-V1_0, URL:http://www.openmobilealliance.org/ 


2.2 Informative References

	[OMADICT]
	“Dictionary for OMA Specifications”, Version x.y, Open Mobile Alliance™,
OMA-ORG-Dictionary-V2_4, URL:http://www.openmobilealliance.org/

	[RFC3507]
	“Internet Content Adaptation Protocol (ICAP)”, J. Elsom, A. Cerpa, April 2003, URL:http://www.ietf.org/rfc/rfc3507.txt


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

	Categorized Content
	Content for which a set of Content Categories have been assigned [CBCS-RD]

	Content
	Digitized work that is processed, stored, or transmitted. It includes such things as text, presentation, audio, images, video, executable files, etc. Content may have properties such as media type, mime type, etc.  [OMA-DICT]

	Content Category
	A category assigned to Content, aiming to describe the characteristics of the Content [CBCS-RD]

	Content Screening
	The act of blocking, allowing or amending Content [CBCS-RD]


3.3 Abbreviations
	CBCS
	Categorization Based Content Screening

	OMA
	Open Mobile Alliance


4. Introduction

Editor’s note: this chapter is a placeholder for introduction text, to be provided in a separate input contribution.
5. CBCS V1.0 Technical Specifications
5.1 PreCategorized Content

Pre-Categorized Content is Categorized Content which includes its Content Category and the Content Provider's identity.  It is used on the PEM-1 interface and proxy interface to submit requests to the Content Screening Component with Content that has been categorized previously.
5.1.1 Use of standard metadata schemes

This section specifies how the CBCS Enabler should handle Pre-Categorized Content encoded by standard metadata schemes external to the CBCS Technical Specifications.

Content submitted to the CBCS Enabler for screening may have metadata associated with it, described in one of the existing standard metadata schemes such as MPEG-7, SMIL, TV Anytime, EBU P/Meta, I3A DIG35 Metadata Specification, etc.  Some of these standards support metadata that can be interpreted as Pre-Categorized Content.

This section specifies which standard metadata schemes the CBCS Enabler should be able to process, and which parts of these metadata schemes are suitable for encoding Pre-Categorized Content:

5.1.1.1 MPEG-7

In case the content is provided in MPEG-7, the CBCS Screening Component SHOULD be able to parse and interpret the ParentalGuidanceType of the MPEG-7 Classification Description Scheme and the DisseminationType of the Availability Description Scheme, both defined in [MPEG-7].  The CBCS Screening Component MAY be able to parse and interpret other MPEG-7 Description Schemes to obtain additional metadata that can be used in Screening Rules.
5.1.2 Precategorized Content XML schema

In addition, this section specifies an optional simple and open format for pre-categorized content that allows for the association of Content Categories and Content Provider Identity with any type of Content. This section defines an XML Schema document cbcsPreCategorizedContent.xsd which defines a simple and universal format for Pre-Categorized Content.  

Pre-Categorized Content is specified by a complex type preCategorizedContent which consists of a sequence of three types of elements:

· contentCategories (1 or more) is of type contentCategoryType defined in the XML schema document cbcsCommonDataDefinitions.xsd, extended with an optional attribute part of type string.  This attribute allows the association of the Content Category(ies) with a specific part of the Content, if the Content is multipart (for example an e-mail with attachments, an MMS message, a ZIP archive, etc.).

· contentProvider (1 or more) is of type string and serves to identify the Content Provider.  It also carries an optional attribute part with the same type and purpose as described in the previous bullet.

· contentContainer (1 or more) is an element with no type declared, and can therefore hold any kind of mixed (i.e. plain text or XML or a mixture of both) Content.  This element does not structure the Content in any way, it is assumed that the Content is provided “as-is”.  Note that the contentContainer element is optional.  

· typeOfContent (exactly 1)

The definition of the document cbcsPreCategorizedContent.xsd is the following:

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema">

<!-- This schema includes the common data definitions for CBCS where the

     contentCategoryType is defined -->

<xs:include schemaLocation=" cbcsCommonDataDefinitions.xsd"/>

<xs:complexType name="preCategorizedContent">

    <xs:sequence>

      <xs:element name="contentCategories" maxOccurs="unbounded">

        <!-- The contentCategories element is of type contentCategoryType, 

             extended with an attribute "part" of type string.  This attribute 

             allows to describe the category(ies) of each part of the Content, 

             if the Content consists of multiple parts (for example an e-mail 

             with attachments or a ZIP file with several documents) -->

        <xs:complexType>

          <xs:complexContent>

            <xs:extension base="contentCategoryType">

              <xs:attribute name="part" type="xs:string" use="optional"/>

            </xs:extension>

          </xs:complexContent>

        </xs:complexType>

      </element>

      <xs:element name="contentProvider" minOccurs="0" maxOccurs="unbounded">

        <!-- The contentProvider element can be used to identify the origin 

             of the Content in the form of a string.  If the Content is 

             multi-part, then the "part" attribute can be used to indicate 

             what part of the Content the contentProvider refers to.  -->      

        <xs:complexType>

          <xs:simpleContent>

            <xs:extension base="xs:string">

              <xs:attribute name="part" type="xs:string" use="optional"/>

            </xs:extension>

          </xs:simpleContent>

        </xs:complexType>

      </xs:element>

      <xs:element name="contentContainer" minoccurs=”0” mixed=”True”/> 

        <!-- The contentContainer element specifies no type and can carry

             any type of Content. We deliberately do not try to structure the 

             Content at this level, however this element may contain structured 

             Content of any complexity (for example MIME, ZIP files, Content 

             with MPEG-7 metadata, etc).

             If this element is omitted, the preCategorizedContent type can be

             used to hold precategorization information in external metadata

             schemes. -->

    </xs:sequence>

  </xs:complexType>

</xs:schema>

One may express only pre-categorization information (Content Categories + Content Provider identity) for use with external meta-data schemes or Content containers.Pre-Categorized Content is specified by a complex type extraMetaData which consists of a sequence of two types of elements:

· contentCategories (1 or more) is of type contentCategoryType defined in the XML schema document cbcsCommonDataDefinitions.xsd, extended with an optional attribute part of type string.  This attribute allows the association of the Content Category(ies) with a specific part of the Content, if the Content is multipart (for example an e-mail with attachments, an MMS message, a ZIP archive, etc.).

· contentProvider (1 or more) is of type string and serves to identify the Content Provider.  It also carries an optional attribute part with the same type and purpose as described in the previous bullet.

[Editor’s note: the common data types need to be included.]
Appendix A. Change History
(Informative)

A.1 Approved Version History

	Reference
	Date
	Description

	n/a
	n/a
	No prior version –or- No previous version within OMA


A.2 Draft/Candidate Version <current version> History

	Document Identifier
	Date
	Sections
	Description

	OMA-TS-CBCS-V1_0-20070424-D
	24 Apr 2007
	all
	Initial version with placeholders for future contributions.  Only some initial references and definitions have been provided.

	OMA-TS-CBCS-V1_0-20071011-D
	11 Oct 2007
	2.2, 5.1, Appendix C, Appendix D
	Inclusion of agreed material from input contributions OMA-ARC-CBCS-2007-0027R01and OMA-ARC-CBCS-2007-0032R01. 

Added reference to RFC3507 (ICAP).


Appendix B. Static Conformance Requirements
(Normative)

Editor’s note: this appendix is a placeholder for SCRs.
The notation used in this appendix is specified in [SCRRULES].

B.1 SCR for XYZ Client

	Item
	Function
	Reference
	Status
	Requirement

	
	
	
	
	


B.2 SCR for XYZ Server

	Item
	Function
	Reference
	Status
	Requirement

	
	
	
	
	


Appendix C. On the use of metadata schemes in CBCS (Informative)

This appendix provides informative guidelines on the use of specific existing metadata schemes in CBCS for representing Pre-Categorized Content.

C.1 On the use of MPEG-7 in CBCS

This informative section provides some detail on how MPEG-7 can be used to represent Pre-Categorized Content as defined in the CBCS Requirements Document.  

Part 5 of the MPEG-7 standard [MPEG-7] defines the Classification Description Scheme (DS), and describes it as follows: “The Classification DS describes the classification of the multimedia content. The resulting descriptions facilitate searching and filtering of multimedia content based on user preferences (e.g, language, style, genre, and o forth) and service-oriented classifications (e.g, purpose, parental guidance, market segmentation, media review, and so forth).”
The Classification DS part that can be used to express the Content Categories part of Pre-Categorized Content is the  parentalGuidanceType which defines complex data for the form:

<ParentalGuidance>

   <ParentalRating href="urn:mpeg:mpeg7:cs:MPAAParentalRatingCS:2001">

     <Name>PG-13</Name>

   </ParentalRating>

   <Region>us</Region>

</ParentalGuidance>

A parental guidance description always starts with an element <ParentalGuidance>.  The children of this element are <ParentalRating> elements, which have an URI attribute referring to the MPEG-7 Classification Scheme (CS) that defines the rating terms.  MPEG-7 defines Classification Schemes for various Content rating schemes, including RIAA, MPAA and ICRA.

The <ParentalRating> element in turn has a <Name> child element which contains the rating value in textual format.  The <Region> sub-element of the <ParentalGuidance> element is optional, and may be used to specify one or more regions where the rating scheme applies.

Part 5 of the MPEG-7 standard [MPEG-7] also defines the Availability Description Scheme (DS), and describes it as follows: “The Availability DS describes the availability for use (broadcasting, on demand delivery, CD sales, and so forth) of the multimedia content.”
The Availability DS part that can be used to express the Content Provider’s identity part of Pre-Categorized Content is the DisseminationType.  This type can express several dissemination related properties of the Content, such as the format and region.   Within the DisseminationType, the <Disseminator> element identifies the organization that makes the Content available.

The <Disseminator> element is of type MediaAgentType, which describes the agents involved in handling multimedia and their roles.  An element of type DisseminationType then has the following form:

<Dissemination>

  <source>

     <!-- optional technical source information, e.g. a streaming server -->

  </source>

  <format>

     <!-- optional format information, e.g. CD-ROM --> 

  </format>

  <Disseminator>

     <Role href=”urn:mpeg:mpeg-7:cs:RoleCS:2001:PUBLISHER”/>

     <Agent xsi:type=”OrganizationType”>

        <Name>Discovery Channel</Name>

     </Agent>

  </Disseminator>

  <location>

    <!-- Optional location information where the content is released --> 

  </location>

</Dissemination>

The MPEG-7 MediaAgent type defines several roles, among which the following (this definition taken from [MPEG-7] is not complete and merely serves as informational example):

<ClassificationScheme uri="urn:mpeg:mpeg7:cs:RoleCS:2001"

                      domain="//CreationInformation/Creation/Creator/Role

                      //UsageInformation/Dissemination/Disseminator/Role">

<!—some content omitted here-->

<Term termID="PUBLISHER">

<Name xml:lang="en">Publisher</Name>

<Definition>A person or organization that prepares and issues material for

distribution or sale.

</Definition>

</Term>

<Term termID="DISTRIBUTOR">

<Name xml:lang="en">Distributor</Name>

<Definition>A person or organization that markets merchandise.</Definition>

</Term>

<Term termID="SYNDICATOR">

<Name xml:lang="en">Syndicator</Name>

<Definition>A person or organization that sells material for publication in

a number of venues simultaneously.

</Definition>

</Term>

<Term termID="AGGREGATOR">

<Name xml:lang="en">Aggregator</Name>

<Definition>A person or organization that gathers material into a sum or

whole.

</Definition>

</Term>

<Term termID="BROADCASTER">

<Name xml:lang="en">Broadcaster</Name>

<Definition>A person or organization that sends out or communicates material,

especially by radio or television.

</Definition>

</Term>

<Term termID="WEBCASTER">

<Name xml:lang="en">Webcaster</Name>

<Definition>A person or organization that sends out or communicates material

on the Internet by audio and/or video.

</Definition>

</Term>

<!—some content omitted here-->

</Classification>
Appendix D. CBCS-1: ICAP assessment

The following table presents an analysis to what extent ICAP fulfills CBCS-1 needs. 

The assessment criteria (left hand column) have been derived from [CBCS-RD] and [CBCS-AD]. 

The right hand column describes how ICAP fulfills the assessment criterion.

Table B.1 How ICAP matches CBCS-1 criteria

	CBCS-1 Assessment Criterion
	ICAP fulfillment

	Reuse an existing standard if possible, as per OMA principles to rather reuse instead of re-invent
	Supported: ICAP has been around since 2003.

	Is endorsed by content categorization industry
	Supported: check out the members of the ICAP forum (www.icap-forum.org) and the registered implementations.

	The CBCS content screening component must be able to retrieve categorization information from the content categorization entity.
	Supported: this is fulfilled by the ICAP response message [RFC3507] combined with the ICAP-forum endorsed extension for content classification. 

	The CBCS enabler may use information from multiple content categorization entities
	Supported, ICAP supports a parameter for the ICAP server name (i.e. content categorization server). The specification does –not- limit the ICAP client to interact with multiple servers.

	It may be possible to send multiple request/response pairs over a single connection to/from a content categorization entity
	Supported, as described per section 4 of [RFC3507]

	The interaction with the content categorization entity shall be lightweight
	Supported, the ICAP specification characterizes ICAP as: “ICAP is, in essence, a lightweight protocol for executing a "remote procedure call"”

	The request for content categorization can contain the  reference to content (e.g. URI) or the content itself or the content plus associated metadata
	Supported:

Practically any content can be sent to the Content Categorization Component:

· By means of the RESPMOD message, using the ICAP chunked-encoding, for any content that is not an HTTP request or response;

· By means of the REQMOD message for  HTTP request content and the RESPMOD message for HTTP response content (the latter using ICAP chunked-encoding)
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