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1 Reason for Change

This CR redesign of the FileTransfer API DataTypes, to consider the design decision compromise reached in Budapest for Chat/IS/VS/FT.
R01 is revision according to NSN comment with offline discussion
Caution to the editor: the numbering of the headlines seems completely clobbered, please apply automatic numbering when incorporating this CR.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Recommendation is to agree with the proposed changes.
6 Detailed Change Proposal

2.1 Normative References

	[RFC2045]
	“Multipurpose Internet Mail Extensions(MIME) Part One: Format of Internet Message Bodies”, N. Freed, November 1996, URL: http://www.ietf.org/rfc/rfc2045.txt

	[RFC2327]
[RFC2392]
	“SDP: Session Description Protocol”, M. Handley, April 1998, URL: http://www.ietf.org/rfc/rfc2327.txt 
“Content-ID and Message-ID Uniform Resource Locators”, E. Levinson, August 1998

, URL: http://www.ietf.org/rfc/rfc2392.txt

	[RFC4975]
	“The Message Session Relay Protocol (MSRP)”, B. Campbell et. al, September 2007, URL: http://www.ietf.org/rfc/rfc4975.txt 

	[RFC5547]
	“Session Description Protocol (SDP) Offer/Answer Mechanism to Enable File Transfer”, M. Garcia-Martin, May 2009, URL: http://www.ietf.org/rfc/rfc5547.txt

	[IR.79]
	“Image Share Interoperability Specification”, URL: http://www.gsmworld.com/documents/ireg/ir79_14.pdf 

	[RC API RD]
	“OMA-RD-RC_API-V1_0-20110704-D”, URL: http://member.openmobilealliance.org/ftp/Public_documents/ARCH/Permanent_documents/OMA-RD-RC_API-V1_0-20110704-D.zip 


Change 1:  Modify the filetransfer Data Types in 5.2
5.2.2 Structures
5.2.2.1 Type: FileTransferSessionInformation
This type defines information about a File Transfer Session.

	Element
	Type
	Optional
	Description

	originatorAddress
	xsd:anyURI
	No
	Address of the originator of this File Transfer session.

	originatorName
	xsd:string
	Yes
	Name of the originator of this File Transfer session.

	participantAddress
	xsd:anyURI   
	No
	Address of the participant of this File Transfer session

	participantName
	xsd:string
	Yes
	Name of the participant of this File Transfer session.

	status
	ParticipantStatus
	Yes
	Connection status of the participant. Set by the server. SHALL NOT be present in request bodies during resource creation.

	acceptTypes
	xsd:string

[1..unbounded]
	No
	The MSRP SDP parameter to specify the media-types that are acceptable to the endpoint.
In POST operation, it’s value is set by the SDP offerer.
In Get operation, it is set by SERVER according to session status. (When session is initial, it’s value is set by the SDP offerer. When session is connected, it’s value is set by the SDP answerer.)
See  [IR.79] & [RFC5547] [RFC4975]

	
	
	
	



	
	
	
	

	fileInformation
	FileInformation  
	No
	A set of file attributes.

	clientCorrelator
	xsd:string
	Yes
	A correlator that the client MAY use to tag this particular resource representation during a request to create a resource on the server. In case the field is present, the server SHALL not alter its value, and SHALL provide it as part of the representation of this resource. In case the field is not present, the server SHALL NOT generate it.

	resourceURL
	xsd:anyURI
	Yes
	Self referring URL 


A root element named fileTransferSessionInformation of type FileTransferSessionInformation is allowed in request bodies.

Note that the clientCorrelator is used for purposes of error recovery as specified in [REST_NetAPI_Common], and internal client purposes. The server is NOT REQUIRED to use the clientCorrelator value in any form in the creation of the URL of the resource. The specification [REST_NetAPI_Common] provides a recommendation regarding the generation of the value of this field.

5.2.2.2 Type: FileInformation

This type defines a set of attributes of a file.

	Element
	Type
	Optional
	Description

	fileSelector
	FileSelector
	No
	A tuple of file attributes that the SDP offerer includes in the SDP in order to select a file at the SDP answerer.
File name, size, type and hash as specified in [IR.79] & [RFC5547].

	
	

	
	

	fileDisposition
	FileDisposition
	Yes
	It is used by the file sender to indicate a preferred disposition of the file. To indicate that a file should be automatically rendered, the value is “render”. To indicate that a file should not be automatically rendered, the value is “attachment”.
See [RFC 5547].

According to [RC API RD], For File Transfer, ‘attachment’ SHALL be used
, ‘render’ is used to indicate an immediate display of the image during an Image Sharing session.


	mediatitle
	xsd:string
	Yes
	File media title.
 information (SDP Media description

 ‘i=’ line), may be set by originating side .
See [IR.79] & [RFC2327].

	fileDate
	FileDate
	Yes
	The dates on which the file was created, modified, or last read as specified in [RFC5547]. 



	fileIcon
	xsd:anyURI
	Yes
	It is useful with certain file types such as images. It allows the file sender to include a pointer to a body that includes a small preview icon representing the contents of the file to be transferred, the file receiver can use to determine whether it wants to receive such file.. The ’file-icon’ contains a Content-ID URL, [RFC2392] pointing to an additional body that contains the actual icon in a MIME multipart/related body.
See [RFC 5547] &requirement of RCAPI-RCFT-001  in [RC API RD]

	link
	common:Link
	Yes
	Link to the repository file (like: <link rel=”repository_ file” href=”fileid1@repository.example.com”/>)
See requirement of File Transfer API  
in [RC API RD]
We need to specify the rel value for the links.



5.2.2.3 Type: FileSelector

This type defines the basic information of a file such as name. 
	Element
	Type
	Optional
	Description

	type
	xsd:string
	No
	The MIME type of the file, It is concatenated by type, “/” and subtype [RFC 2045].
See [IR.79] & [RFC5547]

	name
	xsd:string
	Yes
	The name of the file.
See [IR.79] & [RFC5547]

	size
	xsd:integer
	Yes
	The size of the file.
See [IR.79] & [RFC5547]

	
	
	
	

	hash
	HashInformation
	Yes
	The file hash information including hash algorithm and hash value.
See [IR.79] & [RFC5547]


5.2.2.4 Type: FileDate
This type defines the dates on which the file was created, modified, or last read..
	Element
	Type
	Optional
	Description

	cDate
	xsd:dateTime
[0..1]
	Yes
	The date on which the file was last created.
FileDate MAY contain a combination of the ’creation’, ’modification’, and ’read’ parameters, but MUST NOT contain more than one of each type
See [RFC5547]

	mDate
	xsd:dateTime
[0..1]
	Yes
	The date on which the file was last modified.
FileDate MAY contain a combination of the ’creation’, ’modification’, and ’read’ parameters, but MUST NOT contain more than one of each type
See [RFC5547]

	rDate
	xsd:dateTime
[0..1]
	Yes
	The date on which the file was last read.
FileDate MAY contain a combination of the ’creation’, ’modification’, and ’read’ parameters, but MUST NOT contain more than one of each type
See [RFC5547]


5.2.2.5 Type: HashInformation

This type defines the file hash information.

	Element
	Type
	Optional
	Description

	algorithm
	xsd:string
	No
	The hash algorithm used (only "sha-1" currently supported).
See [RFC5547]

	value
	xsd:integer
	No
	The hash value of the file.
See [RFC5547]


5.2.2.6 Type: SessionInvitationNotificaiton
This describes the set of parameters in a File Transfer session invitation notification.

	Element
	Type
	Optional
	Description

	callbackData
	xsd:string
	Yes
	CallbackData if passed by the application during the associated subscription.

See [REST_TS_Common]

	link
	common:Link
[0..unbounded]
	Yes
	Links to other resources that are in relationship to the notification (e.g. related File Transfer session).

The server SHOULD include a link to the related subscription.



	originatorAddress 
	xsd:anyURI
	No
	Address of the originating user. 

	originatorName
	xsd:string
	Yes
	The name of the originator.

	participantAddress
	xsd:anyURI   
	No
	Address of participant invited to the session.

	participantName
	xsd:string
	Yes
	Name of participant

	acceptTypes
	xsd:string

[1..unbounded]
	No
	The MSRP SDP parameter to specify the media-types that are acceptable to the endpoint.

See  [IR.79] & [RFC5547] [RFC4975]

	
	
	
	


	
	
	
	

	fileInformation
	FileInformation  
	No
	A set of file attributes.
Ed. note: This is the file offer. In RCS FT API, we only have one file; but in SIMPLE IM FT, we may have multiple. We need to work on this a bit more to make it more developer-friendly (also specifying a default for none).



A root element named sessionInvitationNotification of type SessionInvitationNotification is allowed in notification request bodies.
The recipient can accept the request by sending a POST request with a “participantSessionStatus” root element in the body to the URL passed in the “href” attribute of the “link” element with rel=”participantSessionStatus”. 

Typically, this is http://{serverRoot}/{apiVersion}/filetransfer/{userId}/filetransferSessions/{sessionId}/status.
The recipient can decline the request by sending a DELETE request to the URL passed in the “href” attribute of the “link” element with rel=”FileTransferSessionInformation”. 

Typically, this is http://{serverRoot}/{apiVersion}/filetransfer/{userId}/filetransferSessions/{sessionId}.
If the recipient fails to react within a time interval defined by service policies, the session invitation will time out, and the session will be terminated.
5.2.2.7 Type: ParticipantSessionStatus
This type represents the status of a participant in the file transfer session.   

	Element
	Type
	Optional
	Description

	status
	ParticipantStatus
	No
	Status of the participant.

To indicate that the participant accepts the session invitation, this element MUST be set to “Connected”

	acceptTypes
	xsd:string

[1..unbounded]
	No
	
The MSRP SDP parameter to specify the media-types that are acceptable to the endpoint.
Ed. note: This is the file selector. In RCS FT API, we only have one file; but in SIMPLE IM FT, we may have multiple. We need to work on this a bit more to make it more developer-friendly (also specifying a default for none). Leave it as a baseline for further development for the time being.
See  [IR.79] & [RFC4975]


A root element named participantSessionStatus of type ParticipantSessionStatus is allowed in request bodies.
5.2.2.8 Type: FileTransferEventNotification

This type define a set of parameters for the File Transfer event notifications.
	Element
	Type
	Optional
	Description

	callbackData
	xsd:string
	Yes
	CallbackData if passed by the application during the associated subscription.

See [REST_TS_Common]

	eventType
	EventType
	No
	Type of event

	eventDescription
	xsd:string
	Yes
	Textual description of the event

	
	
	
	

	
	

	
	


	link
	common:Link
[0..unbounded]
	Yes
	Links to other resources that are in relationship to the notification (e.g. related File Transfer session).

The server SHOULD include a link to the related subscription, and MUST include links according to Table 1
.




A root element named fileTransferEventNotification of type FileTransferEventNotification is allowed in notification request bodies.
5.2.2.9 Type: FileTransferSubscriptionList

List of all active File Transfer notification subscriptions. In order to be able to receive notifications, the client needs to create a subscription first.
	Element
	Type
	Optional
	Description

	filetransferSubscription
	FileTransferSubscription
[0..unbounded]
	Yes
	Array of File Transfer notification subscriptions

	resourceURL
	xsd:anyURI
	Yes
	Self referring URL. SHALL NOT be included in POST requests, MUST be included in responses to any HTTP method that returns an entity body, and in PUT requests.


A root element named fileTransferSubscriptionList of type FileTransferSubscriptionList is allowed in request and/or response bodies.
5.2.2.10 Type: FileTransferSubscription

This type defines a set of parameters for the subscription of File Transfer related notifications, i.e. FileTransferEventNotification and SessionInvitationNotification,
	Element
	Type
	Optional
	Description

	callbackReference
	common:CallbackReference 
	No
	Client's Notification URL and OPTIONAL callbackData

	clientCorrelator
	xsd:string
	Yes
	A correlator that the client MAY use to tag this particular resource representation during a request to create a resource on the server. In case the field is present, the server SHALL not alter its value, and SHALL provide it as part of the representation of this resource. In case the field is not present, the server SHALL NOT generate it.

	resourceURL
	xsd:anyURI
	Yes
	Self referring URL. SHALL NOT be included in POST requests, MUST be included in responses to any HTTP method that returns an entity body, and in PUT requests.


A root element named fileTransferSubscription of type FileTransferSubscription is allowed in request and/or response bodies.
Regarding the clientCorrelator field, the note in section 0 applies.



	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


	
	

	
	


	
	
	
	

	
	
	
	






5.2.2.12 Type: FileContentNotification
This type define the File content notifications.
	Element
	Type
	Optional
	Description

	n/a
	
	
	

After participant has been accepted the session invitation, SERVER will send the FileContentNotification to participant which include the actual file content.
FileContentNotification has no parameter, it contains the actual file content in a MIME multipart/related body according to the value of fileSelector’s name, fileDate and fileDisposition. 


A root element named fileContentNotification of type FileContentNotification is allowed in notification request bodies.
5.2.2.13 Type: 
 ParticipantAcceptanceNotification
This type define a set of parameters for the participant has been accepted notifications.
	Element
	Type
	Optional
	Description

	callbackData
	xsd:string
	Yes
	CallbackData if passed by the application during the associated subscription.

See [REST_TS_Common]

	participantAddress
	xsd:anyURI   
	No
	Address of the participant of this File Transfer session

	participantName
	xsd:string
	Yes
	Name of the participant of this File Transfer session.

	participantSessionStatus
	ParticipantSessionStatus
	Yes
	the status of a participant in the file transfer session

	fileSelector
	FileSelector
	No
	mirror the corresponding values of the SDP offer
File name, size, type and hash as specified in [IR.79] & [RFC5547].

	link
	common:Link
[0..unbounded]
	Yes
	Links to other resources that are in relationship to the notification (e.g. related File Transfer session).

The server SHOULD include a link to the related subscription.




A root element named participantAcceptedNotification of type ParticipantAcceptedNotification is allowed in notification request bodies.
5.2.3 Enumerations
5.2.3.1 Enumeration: FileDisposition

	Enumeration
	Description

	Render
	Indicates that the file should be automatically rendered.

	Attachment
	Indicates that the file should not be automatically rendered.


5.2.3.2 Enumeration: EventType
This enumeration is used in notifications to describe the type of event which the notification is about.

	Enumeration
	Description

	SessionCancelled
	The originator has cancelled the File Transfer session during the invite phase.  

	SessionEnded
	The File Transfer session has ended.

	
	

	Declined
	The participant has declined the File Transfer session invite

	
	

	
	



  5.2.3.3 Enumeration: ParticipantStatus
List of the status values associated with a participant in an File Transfer session.

	Enumeration
	Description

	Invited
	User was invited to the session

	Connected
	User is connected to the session

	Disconnected
	User is disconnected from the session














�Wu Lin pointed out at this is a problem because of the clientCorrelator and resourceURL fields in these structures. This is a good catch. I have fixed this in Chat. Please replace by originatorAddress/originatorName/participantAddress/ParticipantName/status as in CR #124R02


�Uwe: what is this flag needed for? I believe this can be signalled by the presence / absence of the fileURL element.


�Uwe: more explanation needed.


�What does this mean? If it has always the same value in this API we do not need to expose it.


Uwe: I did not demand deleting it, but was seeking explanation. Is this really a SHALL? In some cases “render” may make sense. And after all it is in the SIMPLE IM FT spec if I am not mistaken. So rather than deleting, we may provide some more elaborate spec text for when to set which value.


�some more explanation would help the developer.


�Makes no sense if fileURL is used, in that case the pointer must point to a image file on a web server as we have no body parts.


[shao] This is according to RCS API requirement. file-icon={reduced image}





�Please align this with ChatSessionInvitation.


�Editor pls automate this reference


�we only need this type in multiparty FT. Can be deleted for the time being if we only support 1-1.


�Something missing here


�How does this one work? I assume it is the notification that tells the originator which files the client has accepted (in multi file environment) or that he has accepted the single file to be transmitted (in single file environment). 





This should be designed such that it allows extension to multi-file in the future.


�No longer supported (see above)
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