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1 Reason for Change

This CR closes the following CONR comment.
	A18
	2013.11.04
	Q/T
	5
	Source: Ericsson

Form: doc#0050

Comment: The second paragraph reads: “This Network API provides a method for the signalling of voice and video over IP sessions under the assumption that the applications which use this signalling are based on JSEP [IETF_RTCWeb_JSEP]”. Dos this mean that applications that are not based on JSEP would not be able to use this API?   

Proposed Change: If the answer is NO then the paragraph shall be rephrased.
	Status: CLOSED

Response: 

The API is geared towards usage of the WebRTC API which is based on JSEP.

Basically, what needs to be supported is SDP o/a plus ICE and pranswer. So in fact there are dependencies on JSEP. ICE can be implemented on top of SDP o/a, but pranswer is an issue. If the API GW does not use pranswer then basing this on plain vanilla SDP o/a would work.

Possible way fwd: State that SDP o/a + ICE + pranswer from JSEP must be supported. JSEP is a superset of that.

Closed by CR 2014-0002



2 Impact on Other Specifications

None
3 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

4 Recommendation

Agree this change.
5 Detailed Change Proposal
5. WebRTC Signaling API definition

This section is organized to support a comprehensive understanding of the WebRTC Signaling API design. It specifies the definition of all resources, definition of all data structures, and definitions of all operations permitted on the specified resources.
This Network API provides a method for the signaling of voice and video sessions over IP under the assumption that the applications which use this signaling are aligned with JSEP [IETF_RTCWeb_JSEP], e.g. as specified by WebRTC [W3C_WebRTC] which defines a Javascript API for use in the web browser. RTCWeb/WebRTC is a suite of IETF and W3C standards (see e.g. [IETF_RTCWeb_Overview]) primarily developed to allow web browsers to act as end points (source and/or sink) of real-time media (containing audio, video, and data channels) in a peer-to-peer fashion, or to communicate with another entity such as a media gateway or a media application. Media streams are transmitted over SRTP [IETF_RTCWeb_RTP]. 
The IETF RTCWeb specifications fully define how the media are transmitted. However, they do only partially specify the signaling [IETF_RTCWeb_JSEP]. In particular, JSEP requires SDP [RFC4566] to be used to describe the media streams involved in the session, and the offer-answer model [RFC3264] to negotiate the media. The offer-answer model mandates that an offer from one end point is followed by an answer from the other end point, after which a new offer can be initiated by any of the end points. Any other sequence (e.g. an answer followed by an answer) is considered a conflict. On top of the offer/answer model, JSEP  introduces the concept of a provisional answer (“pranswer”) which adds states to the offer-answer state machine (see [W3C_WebRTC] for a graphical representation). The concept of provisional answers is helpful in situations when the server needs to send multiple answers to the application. Provisional answers are also useful when the server would have to otherwise convert an offer into an answer (and vice versa) as part of its mediation role (see H.1.4 for an example). Finally, JSEP uses ICE [RFC5245] to penetrate firewalls.

The above three items defined in JSEP (i.e. SDP, offer/answer with the additional pranswer state and ICE) determine which information needs to be provided by the application to the WebRTC endpoint (usually the browser), and by the WebRTC endpoint to the application, in order to set up the end point for a communication session. It is however not specified how this information is transmitted from one endpoint to the other. This gap is covered by the present specification, which defines a RESTful Network API that allows a web application (e.g. a JavaScript running in a WebRTC-enabled browser) to signal a video and/or voice session over IP with another communication endpoint in the network. 

5.3 Sequence Diagrams
The following subsections describe the resources, methods and steps involved in typical scenarios.
In a sequence diagram, a step which involves delivering a notification is labeled with “POST or NOTIFY”, where “POST” refers to delivery via the HTTP POST method, and “NOTIFY” refers to delivery using the Notification Channel [REST_NetAPI_NotificationChannel].
The WebRTC Signaling API has been designed to work based on SDP, offer/answer with the additional pranswer state and ICE as defined by JSEP. A web browser which exposes the WebRTC API [W3C_WebRTC] is a typical runtime environment for an application using the WebRTC Signaling API, even though other instances such as native or server-side applications can use it as well..If the application is running in a WebRTC-enabled web browser, the web browser serves as the media engine for the session. By design, as the WebRTC Signaling API only covers the signalling part, the API needs to make assumptions w.r.t. the media engine. To illustrate how application, Network API and media engine interwork, the browser runtime environment which includes a media engine with an interface based on the W3C WebRTC API has been chosen to be depicted in the flow diagrams in this section. Therefore, many of the diagrams in this section include the web browser as an actor, and mention the PeerConnection object of the WebRTC API. Note that any media engine which is aligned with the JSEP subset mentioned above can be used in a deployment instead, however, at the time of writing, the WebRTC-enabled browser is the only well-specified instance of such a media engine.
This version of the specification has been designed under the assumption that the server acts as a gateway towards a SIP [RFC3261] infrastructure. Appendix H provides a mapping from API calls to SIP messages. In the flows in this section, only the API view is shown, i.e. the messages between the server and the SIP infrastructure are not depicted.

The flows in the sections below contain messages and participants that are defined in this specification, as well as those that are not defined in this specification, but that informatively show the interworking with external components and systems. The legend below introduces the graphical styles used to distinguish between these categories.
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