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1 Reason for Change

Addresses A227 and A228:
	A227
	2014.03.07
	Q
	6.4.4.1.1
	Source: Metaswitch

Form: CONR-2014-0009

Comment: Why does the request have to include the flag structure? Since a flag either exists or does not, and it is present on the PUT URL, including it in the request body is needless duplication.

Proposed Change: Remove the request body.
	Status: CLOSED as proposed by CR112.


	A228
	2014.03.07
	Q
	6.4.4.1.2
	Source: Metaswitch

Form: CONR-2014-0009

Comment: Why does the response include the flag body instead of no body? This appears to be needless duplication.

Proposed Change: Remove the response body.
	Status: CLOSED as proposed by CR112.



We have discussed this extensively offline, and come up with the proposal in this CR.

Background

The issue is the duplication highlighted here:

PUT  /exampleAPI/nms/v1/myStore/tel%3A%2B19585550100/objects/oId999/flags/%2FAnswered
<nms:flag>\Answered</nms:flag>

201 Created

…

GET /exampleAPI/nms/v1/myStore/tel%3A%2B19585550100/objects/oId999/flags/%2FAnswered
200 OK

<nms:flag>\Answered</nms:flag>

GET /exampleAPI/nms/v1/myStore/tel%3A%2B19585550100/objects/oId999/flags/%2FBogus
404 Not Found

…

This is particularly a problem with the PUT request, because the server must check that the requestURI and the body match; if they do not, it must respond with an error. This is an entirely unnecessary failure mode, and violates the Don’t Repeat Yourself (DRY) design principle.

Proposal

The proposal of this CR is to redefine the response to have no content (via a new type Empty), and use this as a “unit type” when all the information is conveyed by the HTTP request and status code, i.e., no content is required.

We do not use the empty (0-length) document for this purpose because we believe there are some implementations (JAXB?) which do not support this. However we permit clients to supply empty documents if they prefer.

The proposal is limited to the following changes:

1. 
2. Define Empty to be the unit type, i.e., <empty/>. This can be used as the value for flag operations where we don’t really need one, but should provide one to support some implementations.

3. Now handle the cases as follows: (this is for R01; for R02 revised table see below)
a. Test flag: GET

i. If flag exists: 200 OK with <flag/> body

ii. If flag does not exist: 404 Not Found with <flag/> body

b. Set flag: PUT with body ignored (can be empty or <flag/>)

i. If flag exists already: 204 No Content

ii. If flag did not exist: 201 Created, with Location header and <flag/> body

c. Unset flag: DELETE

i. If flag existed: 204 No Content

ii. If flag did not exist already: 404 Not Found with <flag/> body

If this change is not accepted, flag operations will continue to be unnecessarily redundant and complicated.
R01: Per AT&T offline feedback, clarify the presentation of the Flag type (which is empty), by presenting it in a way consistent with other empty data structures. No technical change.
R02: 
· Withdraw the changes to the Flag type

· Instead, introduce the Empty type

· Amend the proposal for GET response when a flag exists; clarify the justification for using the Empty type (where applicable). The following table shows the resulting request/response with change bars reflecting the delta between R02 and R01:
	
	Request
	Response, flag Exists
	Reponse, flag doesn’t exist

	GET 
	n/a
	
204 No Content
	404 Not Found, <empty/>  
(to denote no exception)

	PUT
	<empty/>
(to satisfy PUT with proxies)
	204 No Content
	201 Created, 

Location header, <empty/> 
(to satisfy PUT with proxies)

	DELETE
	n/a
	204 No Content  
	404 Not Found, <empty/>
(to denote no exception)


2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The ARC group is recommended to accept the proposed changes to the NMS TS.
6 Detailed Change Proposal

Change 1:  preserve case-insensitivity statement.
5.2.2.3.Type: Flag

Individual flag
Simple type derived from xsd:string. Flag name (case insensitive). See Appendix H.
A root element named flag of type Flag is allowed in request and/or response bodies.
5.2.2.4.Type: FlagList

List of flags 

	Element
	Type
	Optional
	Description

	Flag
	Flag[0..unbounded]
	Yes
	Set of flags. Flag names are case-insensitive. Duplicates are ignored and order is not preserved.  Appendix H defines the strings for flag names.

	resourceURL
	xsd:anyURI
	Yes
	Self referring URL.
 The resourceURL SHALL NOT be included in POST requests by the client, but MUST be included in POST requests representing notifications by the server to the client, when a complete representation of the resource is embedded in the notification. The resourceURL MUST also be included in responses to any HTTP method that returns an entity body, and in PUT requests.


A root element named flags of type FlagList is allowed in request and/or response bodies.

Change 2:  Add new dummy type (empty). Consider this type for Common spec
5.2.2.x.Type: Empty
A dummy element.

	Element
	Type
	Optional
	Description

	(empty)
	
	
	This type is empty and used as a dummy element, to overcome some limitations, for example:
1. HTTP PUT requires a body, but the semantics of the request/response may not need that body.
2. Some implementations may not be able to support non-existent (empty) HTTP body.


A root element named empty of type Empty is allowed in request and/or response bodies.
Change 3:  Update data type
Purpose: To allow a client to manage individual objects
[..]
	Individual flag
	/objects/{objectId}/flags/{flagName}

	Empty (used for some responses and for PUT requests)
	Retrieve/check existence of an individual flag (string label) 
	Add individual flag (string label) 
	no
	Remove individual flag (string label)


Change 4:  Updates to examples.
6.4.Resource: Individual flag associated with the stored object
The resource used is: 

//{serverRoot}/nms/{apiVersion}/{storeName}/{boxId}/objects/{objectId}/flags/{flagName}
This resource is used to manage an individual flag associated with a given object. .

7.1.1 Request URL variables

The following request URL variables are common for all HTTP methods:

	Name

	Description

	serverRoot
	Server base url: hostname+port+base path. Port and base path are OPTIONAL. 
Example: example.com/exampleAPI

	apiVersion
	Version of the API client wants to use.  The value of this variable is defined in section 5.1

	storeName
	Name of the storage. This variable can be used to allow multi-tenancy (i.e. a server hosting multiple independent stores). The value of this variable is deployment dependent (e.g. in simple deployment scenarios it could be a fixed literal).

	boxId
	Identifier of designated area within the store (a “box”). The value of this variable depends on the deployment scenario and the service provider’s policy. For example:

· in deployment scenario where each user is allocated a ‘box’ of its own, the value of “boxId” can be equivalent to the unique identifier of the user (e.g. userId). 

· in deployment scenario where a ‘box’ is allocated to a group of multiple users (or machines), the value of “boxId” can be a unique identifier of the group

· in deployment scenarios where a ‘box’ is allocated to a machine (non-human user), the value of the “boxId” can be a unique identifier of the machine

	objectId
	Object identifier 

	flagName
	Flag name (case sensitive). See Appendix H.


See section 6 for a statement on the escaping of reserved characters in URL variables.
7.1.2 Response Codes and Error Handling
For HTTP response codes, see [REST_NetAPI_Common].


For Policy Exception and Service Exception fault codes applicable to Network Message Storage, see section 7.

7.1.3 GET

Retrieve/check existence of an individual flag (string label).
If the flag is present, the server SHOULD respond with 204 No Content. 
If the flag is absent, the server SHOULD respond with 404 Not Found.,In that case the server SHOULD also include a dummy body in the GET response, containing the Empty element (this indicates that the 404 response is an expected condition, i.e not an exception). 
7.1.3.1 Example 1: Read an existing individual flag
(Informative)
The following example shows a request checking to find out if a given object (e.g. a message) has already been flagged as read (\Seen) or not. This is done by checking the existence of the “\Seen” flag. In this example, the flag exists, which results in the response containing the flag.

7.1.3.1.1 Request
	GET /exampleAPI/nms/v1/myStore/tel%3A%2B19585550100/objects/oId999/flags/%5CSeen  HTTP/1.1
Accept: application/xml
Authorization: BEARER 08776724-6d0d-4aa6-a404-2bc19b5cf903

Host: example.com




7.1.3.1.2 Response

	HTTP/1.1 204 No Content


Date: Thu, 05 Oct 2013 03:55:00 GMT







7.1.3.2 Example 2: Read a non-existing individual flag- using acr:auth 
(Informative)
The following example shows a request checking for the existence of the “\Answered” flag associated with an object. In this example, the flag does not exist and the user (i.e. boxId)  is identified by the access token present in the Authorization header (hence {boxId} in request URL is “acr:auth”).

7.1.3.2.1 Request
	GET /exampleAPI/nms/v1/myStore/acr%3Aauth/objects/oId999/flags/%5CAnswered  HTTP/1.1
Accept: application/xml
Authorization: BEARER 08776724-6d0d-4aa6-a404-2bc19b5cf903

Host: example.com



7.1.3.2.2 Response

	HTTP/1.1 404 Not Found
Date: Thu, 05 Oct 2013 03:55:00 GMT
Content-Type: application/xml

Content-Length: nnnn
<?xml version="1.0" encoding="UTF-8"?>

<nms:empty xmlns:nms="urn:oma:xml:rest:netapi:nms:1"/>


7.1.4 PUT

Add individual flag (string label).
The client SHOULD include a dummy body in the PUT request, containing the Empty element (this helps overcome some web infrastructure limitations, which require a body when using PUT).
If the flag did not exist and is now created, the server SHOULD respond with 201 Created, with a Location header containing the resource URL of the flag. In that case the server SHOULD also include a dummy body in the PUT response, containing the Empty element (this helps overcome some web infrastructure limitations, that require a body when using PUT).
If the flag already existed, the server SHOULD respond with 204 No Content.
7.1.4.1 Add “\Answered” flag to flaglist of an object
(Informative)
7.1.4.1.1  Request
	PUT  /exampleAPI/nms/v1/myStore/tel%3A%2B19585550100/objects/oId999/flags/%5CAnswered    HTTP/1.1
Content-Type: application/xml

Content-Length: nnnn
Accept: application/xml
Authorization: BEARER 08776724-6d0d-4aa6-a404-2bc19b5cf903
Host: example.com

<?xml version="1.0" encoding="UTF-8"?>

<nms:empty xmlns:nms="urn:oma:xml:rest:netapi:nms:1"/>



7.1.4.1.2 Response

	HTTP/1.1 201 Created


Location: http://example.com/exampleAPI/nms/v1/myStore/tel%3A%2B19585550100/objects/oId999/flags/%5CAnswered    
Date: Thu, 05 Oct 2013 03:58:59 GMT

Content-Type: application/xml

Content-Length: nnnn

<?xml version="1.0" encoding="UTF-8"?>

<nms:empty xmlns:nms="urn:oma:xml:rest:netapi:nms:1"/>


7.1.5 POST

Method not allowed by the resource. The returned HTTP error status is 405. The server should also include the ‘Allow: GET, PUT, DELETE’ field in the response as per section 14.7 of [RFC2616].

7.1.6 DELETE

Remove individual flag (string label).
If the flag was present, the server SHOULD respond with 204 No Content. 
If the flag was already absent, the server SHOULD respond with 404 Not Found. In that case the server SHOULD also include a dummy body in the DELETE response, containing the Empty element (this indicates that the 404 response is an expected condition, i.e. not an exception). 
	DELETE /exampleAPI/nms/v1/myStore/tel%3A%2B19585550100/objects/oId999/flags/%5CSeen    HTTP/1.1
Host: example.com
Authorization: BEARER 08776724-6d0d-4aa6-a404-2bc19b5cf903
Accept: application/xml



7.1.6.1.1 Response


	HTTP/1.1 204 No Content


Date: Thu, 05 Sep 2013 05:55:59 GMT
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