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1. Scope
(Informative)

The Service User Profile Management (ServUserProf) enabler provides one unique central point to access and allow management of data related to Service User Profile, where from OMA services/enablers can read and eventually update those data in order to support contextualization and personalization of the User’s mobile and/or fixed services.

 This document provides the architecture of the ServUserProf enabler. The role of the ServUserProf enabler is to specify how authorized principals can access and/ or manage the Service User Profile data (e.g. interrogating some of the user’s services preferences), and how they indicate which data they want to access/manipulate.

 This architecture is defined for this enabler to support the requirements described in the Service User Profile Management Requirements Document [ref- SUPM-RD].. 

 Place-holder>>> : what this architecture does not cover
2. References

2.1 Normative References

	[OSE]
	“OMA Service Environment”, Open Mobile Alliance™,
URL:http://www.openmobilealliance.org/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997,
URL:http://www.ietf.org/rfc/rfc2119.txt 

	[SUPM-RD]
	“OMA Service User Profile Management Requirements”, Open Mobile Alliance™,

 OMA-RD-Service_User_Profile_Management-V1_0

URL:http://www.openmobilealliance.org/


2.2 Informative References

	 [OMADICT]
	“Dictionary for OMA Specifications”, Version 2.7, Open Mobile Alliance™,
OMA-ORG-Dictionary-V2_7, URL:http://www.openmobilealliance.org/


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

	Principal
	See [OMADICT]

	Resource
	See [OMADICT]

	Service
	See [OMADICT]

	Service Provider
	See [OMADICT]

	User Profile
	See [OMADICT]

	User
	See [OMADICT]


3.3 Abbreviations

	AD
	Architecture Document

	OMA
	Open Mobile Alliance


4. Introduction
(Informative)

The Services User profile Management (SUPM) is an enabler whose objective is to offer to applications and other enablers the possibility to get data related to the users and their services that these applications / other enablers need for being able to personalise and contextualise those services that they want to deliver.

It acts as a middle-man between applications offering  user services for user experience (for example being recommended a program in correspondence with the preferences of the user, combined with its current location) and the “user-knowledge-owners” such as network applications, enablers, and/or any data repository.

The ServUserProf enabler allows an authorised principal to manipulate Services User Profile data, i.e. any element or group of element belonging to a managed set of information related to a User, that may be used to create personalized and contextualized services. The set of information may include both static and dynamic information. The set of accessible information is described through the Services User Profile Data Model.
 To do so, the ServUserProf  enabler allows an authorized principal:

· to read/update/create/delete Service User Profile data, .  
· to request transformation and/or aggregation of the requested data during the read/update/create/delete operations.

Consequently, this allows the authorized principal to manipulate the user data that it needs in order to personalize and contextualise a service for a given user. For example, to use the gender and age of the user, as well as his domain of interests in gaming, and current device capabilities  in order to personalise a game downloading service restricted to games in accordance with the Gender/Age/Device Capabilities/Type of Games. 
This document defines the functional components and the interfaces of the Services User profile Management enabler, thus providing its architecture, in alignment with the requirements towards that enabler that have been captured into the Services User Profile Management Requirements Document [ref  SUPM-RD]. 

4.1 Version 1.0

· This architecture document covers all requirements of SUPM 1.0.  [ref [SUPM-RD]].
4.2 Version <x.y>
 Place-holder for furthet release

5. Architectural Model




5.1 Dependencies

.

5.2 Architectural Diagram

The following figure represents the ServUserProf architecture, shows the ServUserProf interface (Northbound), locates the ServUserProf components, the relations to other enablers as well as the Interfaces used by ServUserprof (Southbound).

[image: image2.emf]ServUserProf Enabler

SUPM-1 SUPM-2


Figure x1 – architectural diagram

The above figure illustrates the ServUserProf architecture. It shows that ServUserProf enabler is composed of a single component whose role is to execute the operations as requested.

The role of this component is to

· be the single contact point for data consumers to access and allow management of Users related data, and to handle all their requests
· be responsible for transformation and consolidation of data from different data sources

NOTE it is ffs  if ServUserProf  provides  the contact point for Data Importer (i.e. entity pushing data into ServUserProf enabler)
NOTE : in some deployment scenarii, several instances of this component may exist
5.3 Functional Components and Interfaces/reference points definition
5.3.1 Component Description
This component provides the data request function to the Data consumer. It allows the consumer to request an operation : read/update/create/delete onto a set of data related to Service User Profile. At the same time, it allows, if needed, the Data consumer to require some data transformation (for data to be presented in a given way), as well as some data consolidation (grouping of data).

 To perform its role, the ServUserProf enabler component executes the following features:

· Treatment of the request:

· Analysis and Validation of the request: decodes the request in terms of which data elements are to be accessed, which operations are to be performed on those data elements

· Decomposition of the request into elementary items: as the data repositories where the requested data elements reside can be spread over several data repositories, with various access mechanisms, this feature  determines the list of the various accesses (which location, which access mechanism) to be performed before being able to answer to the request. The outcome maybe that only one “elementary item treatment” is necessary.
·  “Elementary item Treatment”: this feature performs the access of the requested data that are recorded in a single data repository, as well as execute the requested operation (read/update/create/delete)
· Collection of returned data:  this feature collects all the results from the list of all the “elementary item treatment” that was determined by the decomposition feature, and triggers the elaboration of the response feature when  it has received all the expected answers (or on a timer/ fault message basis, in case of unsuccess).

Note:  At this point the elements you collected may cause a loop back to “decomposition of the request into elementary items”.  Indeed, sometimes you need to collect some data before you have the correct information to launch another collection., in other words,  you may need to collect results from one southbound before you can query subsequent southbounds
· Elaboration of the response: this component creates the full response; this may include aggregating data coming from different sources, as well as application of a given presentation of the returned data.

5.3.2  SUPM-1 Interface

This interface provides the unique entry point to ServUserProf enabler for data consumers

It operates in real-time, following a  request/response model.
 The request to be prepared by the caller of this interface has to contain the following information related to the operation to be performed:

· Identification of the user for which the caller wants the operation to be performed

· Type of operation to be performed: read/update/create/delete
· Identification of the set of data the caller wants the operation to be performed onto.
5.4 Security Considerations

Appendix A. Change History
(Informative)
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	Date
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Appendix B. Flows (informative)

Appendix C. Detailed Deployment diagram (informative)

The following figure presents a more detailed diagram of the enabler
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Appendix D. <Additional Information>

D.1 App Headers

<More text>

D.1.1 More Headers

<More text>

D.1.1.1 More Headers

<More text>

	
	Column 1
	Column 2

	Row 1
	Grid 1,1 data
	Grid 1,2 data

	Row 2
	Grid 2,1 data
	Grid 2,2 data


Table 1: Example Table
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