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1 Overview

OMA wishes to express their thanks to ITU-T Q2/SG13 for the recent liaison COM13-LS176-E. In this response we focus (a) on your request for feedback on Appendix II of Y.ngn-openenv TD 422, (b) on answers to your request for additional clarification on specific OMA OSE matters and (c) on your proposal for a face-to-face meeting in Seoul. The other element of the liaison (the request for additional information) has been responded to in a Liaison Statement titled: “response to ITU-T SG13 NGN Open Service Environment (OSE) request for relevant OMA documentation” (OMA-ARC-2007-0109-ARC_to_ITUT_SG13_NGN_OSE_related_OMA_documentation).
2 Proposal

2.1 Feedback to Appendix II

Your request for feedback on Appendix II on Y.ngn-openenv reads:
“we would invite your feedback on the table in Appendix II of the Y.ngn-openenv

document (the last version from this April meeting is attached). This table captures our current

understanding of the relationships of NGN open environment capabilities with work undertaken by different Standards Development Organizations, Fora and Consortiums.”

The table in Appendix II lists various NGN capabilities. We looked at the requirements in section 7 to get an understanding of how to interpret the capabilities and based on that understanding we have determined changes to the table (notice that we haven’t reproduced the entire table as it was accessible in .pdf format):

OMA OSE [b-OMA OSE 2007]: http://www.openmobilealliance.org/release_program/docs/CopyrightClick.asp?pck=OSE&file=V1_0-20070313-C/OMA-RRP-OSE-V1_0-20070313-C.zip
NGN capabilities:
Service Coordination: OSE’s Policy Enforcer deals with the +P parameter which can serve coordination purposes. Tracking of services, components and their dependencies is provided by OMA’s OSPE (OMA Service Provider Environment) enabler. State change information may also be supported by OMA’s OSPE. 
Service Discovery: discovery of web services: OMA’s OWSER (UDDI), device profile information: OMA’s DPE, user profile information: a new Work Item is started in OMA, privacy: OMA’s GPM (Global Permissions Management).
Service Management: for Service Registration see Service Registry capability below. Service lifecycle management: OMA’s OSPE.
Service Composition: via OMA PEEM policies written in WS-BPEL.
Service Development Support: enabler reusability: OMA’s OSE, shared data: OMA’s XDM, lifecycle management: OMA’s OSPE.
Service Registry: Service’s Provider’s service: OMA’s OSPE. 
Security: OMA’s SEC_CF.
Additional comments to the suggested changes to the table:

1. With regard to the 3rd requirement on Service Coordination; it wasn’t entirely clear what is meant by state change of service components for applications.
2.2 Additional Clarifications
Your request for additional clarifications reads:

“we would like to have some additional clarifications on the

following items:

o +P policy levels of specification

o candidates for interfacing with 3rd application providers (for various enablers)
o commonalities among interfaces to the various enablers.”
2.2.1 +P policy levels of specification
Before we’ll introduce +P we’d like to elaborate on the PE (Policy Enforcer) element in OSE and how it relates to the PEEM (Policy Evaluation, Enforcement and Management) enabler: the PE element can play the role of an orchestration/composition element between various enablers. In order to do so, it includes a proxy mechanism between an application and an enabler. Typically +P parameters are consumed by the Policy Enforcer and not forwarded to the enabler. The PEEM enabler can be applied to realize the PE and it should be noted that PEEM can be applied to also realize the role of a callable policy engine that may be used by other enablers (or applications). The PEEM enabler specifies interfaces and a policy language. PEEM’s policy language can be extended to describe various types of policies (e.g. enduser preferences pertaining to a particular service, e.g. service provider policies) and the interfaces can be extended to carry information that is particular to the context that PEEM is applied in.
The +P parameter is rather an abstract conceptual parameter (a shorthand notation) to denote that the Enabler interface that is exposed by OSE’s Policy Enforcer (PE) can be extended with additional functionality (provided by PE, in addition to the enabler functionality):
· Extended to include e.g. an SLA, policy or list of prerequisites that needs to be adhered to by both the enabler requestor and the Policy Enforcer to be able to interface.
· Extended to include other additional information that may be required by the Policy Enforcer (e.g. authentication token or authorization token).

OMA hasn’t specified the +P parameter.
2.2.2 Candidates for interfacing with 3rd party application providers
The following non-exhaustive enumeration lists some OMA enablers that specify interfaces (or will specify) that may be used by 3rd party application providers:
Categorization Based Content Screening (CBCS): http://www.openmobilealliance.org/ftp/Public_documents/ARCH/Permanent_documents/OMA-AD-CBCS-V1_0-20070504-D.zip
Charging:

http://www.openmobilealliance.org/ftp/Public_documents/MCC/Permanent_documents/OMA-ERP-Charging-V1_0-20070208-C.zip
Device Profile Evolution (DPE): http://www.openmobilealliance.org/ftp/Public_documents/BT/DCAP/Permanent_documents/OMA-AD-DPE-V1_0-20070427-D.zip
http://www.openmobilealliance.org/ftp/Public_documents/BT/DCAP/Permanent_documents/OMA-TS-DPE-V1_0-20070427-D.zip
Dynamic Content Delivery (DCD):

http://www.openmobilealliance.org/ftp/Public_documents/CD/Permanent_documents/OMA-TS-DCD_Call_Flow-V1_0-20060613-D.zip
http://www.openmobilealliance.org/ftp/Public_documents/CD/Permanent_documents/OMA-AD-DCD-V1_0-20070522-D.zip
Global Permission Management (GPM):
http://www.openmobilealliance.org/ftp/Public_documents/ARCH/Permanent_documents/OMA-AD-GPM-V1_0-20070419-D.zip
Multimedia Messaging (MMS): http://www.openmobilealliance.org/ftp/Public_documents/MWG/MMS/Permanent_documents/OMA-TS-MMS-CONF-V1_3-20051027-C.zip
Mobile Location Service (MLS): http://www.openmobilealliance.org/ftp/Public_documents/LOC/Permanent_documents/OMA-ERP-MLS-V1_1-20060913-D.zip
Policy Evaluation, Enforcement and Management (PEEM):
http://www.openmobilealliance.org/ftp/Public_documents/ARCH/Permanent_documents/OMA-AD-Policy_Evaluation_Enforcement_Management-V1_0_0-20060625-D.zip
Parlay in OSE (PIOSE):
http://www.openmobilealliance.org/ftp/Public_documents/ARCH/Permanent_documents/OMA-AD-PIOSE-V1_0_1-20070418-D.zip
Presence (PRS):

http://www.openmobilealliance.org/release_program/Presence_simple_v1_0_1.html
Security [SEC_CF]: http://www.openmobilealliance.org/ftp/Public_documents/sec/Permanent_documents/OMA-AD-SEC_CF-V1_0-20070213-D.zip
SIP Push:

http://www.openmobilealliance.org/ftp/Public_documents/CD/Permanent_documents/OMA-AD-SIP_Push_AD-V1_0_0-20060607-D.zip
http://www.openmobilealliance.org/ftp/Public_documents/CD/Permanent_documents/OMA-TS-SIP_Push-V0_7_0-20070412-D.zip
Web Service Interface for Device Management (DMWSI): http://www.openmobilealliance.org/ftp/Public_documents/DM/WSI/Permanent_documents/OMA-AD-DMWSI-1_0-20060629-D.zip
XML Document Management (XDM):

http://www.openmobilealliance.org/release_program/xdm_v1_0_1.html
Device Management:

http://www.openmobilealliance.org/release_program/dm_v1_2A.html

2.2.3 Commonalities among interfaces to the various enablers
We are not sure what you mean with ‘commonalities between interfaces’.

If you refer to PEEM; the intent is to specify an extensible policy language and interfaces for general purpose. The GPM enabler and CBCS enabler reuse PEEM and may extend the language and interfaces specified for PEEM so that PEEM is specialized to suit their purpose.
If you refer to PE as an orchestrator of various enablers: the PEEM enabler can be used to realize such orchestrator and in principle it does not impose restrictions on semantics of interfaces of other enablers. If differences in semantics occur than it is up to the implementer to resolve these or to the other enabler specifications.
OMA does neither track nor mandate commonalities between interfaces to various enablers, however through the I0 concept, OSE encourages re-use of interfaces, and discourages duplication of functionality and/or silo architecture. Also; various enablers reuse other OMA enablers and their interfaces (e.g. GPM and CBCS reuse PEEM). Web Services and their description shall adhere to OMA’s OWSER.
2.3 Follow up face-to-face meeting
The OMA ARC WG would kindly invite ITU-T SG13 to have a joint meeting in Seoul somewhere in the August 20-24 timeframe. The exact date and agenda of the meeting has not been determined yet and will be prepared in due course, in collaboration with the chairman of SG13. 
3 Requested Action(s)

OMA kindly requests ITU-T Q2/SG13 to consider the feedback to Appendix II of Y.ngn-openenv TD 422 and the additional clarifications. ITU-T/SG13 is kindly requested to provide input to the agenda of the joint meeting.

4 Conclusion

OMA wishes to express their thanks to ITU-T Q2/SG13 for the recent liaison COM13-LS176-E and kindly requests ITU-T Q2/SG13 to consider OMA’s response that is provided in this document. We look forward to a continued collaboration.
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