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1 Reason for Change

This CR presents new requirements for secure authentication to be included in Section 6.1.1.  This CR also presents new requirements for inclusion of domains, revocation of credentials, and security between enablers and client devices in Section 6.2.
2 Impact on Backward Compatibility

There is no impact on backward compatibility.

3 Impact on Other Specifications

N/A

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The requirements in the next section are presented for agreement and inclusion into BCAST RD document.

6 Detailed Change Proposal

6 Requirements
(Normative)

6.1 High-Level Functional Requirements

6.1.1 Security

	SEC-01

	The open solution SHALL be capable of authenticating mobile broadcast service enablers to the underlying BDS.

	SEC-02

	The open solution SHALL be capable of authenticating the underlying BDS to the mobile broadcast service enablers.

	SEC-03

	The open solution SHALL be capable of authenticating mobile broadcast service enablers to other mobile broadcast service enablers.


Table 2: High-Level Functional Requirements – Security Items

6.1.2 Charging

Table 3: High-Level Functional Requirements – Charging Items

6.1.3 Administration and Configuration

Table 4: High-Level Functional Requirements – Administration and Configuration Items

6.1.4 Usability

Table 5: High-Level Functional Requirements – Usability Items

6.1.5 Interoperability

Table 6: High-Level Functional Requirements – Interoperability Items

6.1.6 Privacy

Table 7: High-Level Functional Requirements – Privacy Items

6.2 Overall System Requirements

	OSR-A Service and content protection - general
	The service and content protection enablers for mobile broadcast services SHALL support the concept of domains (as described in OMA DRM v2.0).

	OSR-B Service and content protection – security
	The service and content protection enablers SHALL be able to revoke the credentials of client devices. 

	OSR-C Service and content protection – security
	The service and content protection enablers SHALL be able to authenticate and ensure the integrity and confidentiality of communication between enablers and client devices.


Table 8: High-Level Functional Requirements – Security Items
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