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1 Reason for Change

The possibility of errors on broadcast radio link (whether DVB-H, MBMS or BCMCS) and the random behaviour of terminals joining the file delivery sessions at arbitrary times, combined with a concept of dynamic behaviour of file delivery session together create a challenge for a terminal to determine when the file delivery session is “complete enough” that the terminal can stop receiving packets and leave the session. This CR proposes a mechanism to determine the completeness of file delivery session. 

Further, this contribution proposes that FLUTE is used for file delivery, and consequently the completeness mechanism is specified in terms of FLUTE.

2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The proposed specification text in the following section is presented for BCAST agreement for inclusion into latest BCAST TS on File Distribution and Stream Distribution.

6 Detailed Change Proposal

The following is proposed text:

5.2 Protocol for File Distribution

5.2.1 Introduction 

The Terminal SHALL support FLUTE [ref: RFC 3926] as the protocol for File Distribution.

5.2.2 Determining Completeness of File Delivery Session 
The Terminal MAY determine the completeness of file delivery session by observing the completeness criteria that SHALL be signalled in-band within the file delivery session. After the Terminal has deduced that the file delivery session is complete (i.e. the completeness criteria has been fulfilled) the Terminal SHOULD leave the delivery session. 

The completeness determination mechanism is based on using three timer-parameters (fragmentWaitTimer, tableWaitTimer and objectWaitTimer) that is bound to the file delivery session. These parameters enable the sender of file delivery session to determine the criteria of complete session. When receiving timer values, the Terminal knows when to assume file delivery session to be complete.
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Figure X, State Machine for Determining Delivery Session Completeness

The state machine of Figure X includes is used to specify the operation of determining the completeness. In the “wait” state, the Service Guide Client at Terminal is waiting for a Transport Object (TO) identified by Transport Object Identifier (TOI), or for a declaration of a TOI via the File Delivery Table (FDT). In the “idle” state, the Service Guide Client at Terminal is idle. In the “TOs received” state, all the declared objects have been fully received. The session MAY be left in the error state, which indicates that an error has happened, or in “session complete” state, which indicates that a session is complete.  

There are a number of events, which SHALL trigger transition from the “wait” state. Transition 1 is triggered when an FDT that contains one or more new TOIs (i.e. TOIs that have not been previously declared), is received. This triggers the setting and starting of a fragmentWaitTimer t1 for each of the new TOIs. The transition 1 is to the “wait” state. Transition 2 is triggered in response to the event of receiving a packet for a TOI that has an active fragmentWaitTimer t1. The response is to stop the fragmentWaitTimer t1 for that TOI.  This transition 2 can occur only if there still are one or more active fragmentWaitTimers t1.  The transition 2 returns to the “wait” state. Transition 3 is triggered by the event of receiving an FDT that contains a declaration for a TOI that has an active tableWaitTimer t2. This can occur only if there are still one or more active table wait timers t2. On the transition 3 the active tableWaitTimer t2 for that TOI is stopped. The third transition 3 is to the “wait” state. Transition 4 is triggered by the event of receiving a first packet for a TOI, which is not an FDT table. This triggers the starting of a tableWaitTimer t2 for that TOI. The transition is to the “wait” state.

Transition 5 SHALL be made from the “wait” state to the “idle” state in response to the event of receiving a packet for a TOI that has an active fragmentWaitTimer t1. The fragmentWaitTimer t1 for that TOI is stopped. Transition 6 is triggered by the event of receiving an FTD that contains a declaration for a TOI that has an active tableWaitTimer t2. The tableWaitTimer for that TOI is stopped as a consequence of this transition 6. Transition 6 is from the “wait” state to the ”idle” state.   

When in the “idle” state, there SHALL be three possible transitions. Transition 7, is in response to the event of receiving a FDT that contains one or more new TOIs. This triggers a fragmentWaitTimer t1 to be set and start for each of those new TOIs. The transition is from the “idle” state to the “wait” state. Another transition 8 from the “idle” state to the “wait” state occurs in response to the receiving a first packet for a TOI which is not an FDT table. This triggers the starting of a tableWaitTimer t2 for that TOI. The transition from 9 from the “idle” state is to the objects “TOs received” state. This transition 9 occurs when the last missing file fragment is received. This triggers the resetting and starting of the objectWaitTimer t3. 

When in the “TOs received” state, three transitions SHALL be possible. Transition 10 is to the “wait” state, and occurs when an FDT, which contains one or more new TOIs, is received.  This triggers the setting and starting of a fragmentWaitTimer t1 for each of the new TOIs. Optionally, this transition 10 may cause the objectWaitTimer t3 to be stopped. Transition 11 is to the “wait” state, and occurs when a packet with a TOI that has not been declared in any received FDT instance so far is received. This triggers the setting and starting of a tableWaitTimer t2 for the received new TOIs. Optionally, this transition 11 may cause the objectWaitTimer t3 to be stopped. Transition 12 is from the “TOs received” state to the session complete state. This transition 12 occurs when the objectWaitTimer t3 expires.  

A transition from the “wait” state to the “error” state SHALL occur when any of the fragmentWaitTimers t1 or the tableWaitTimers t2 for any TOIs expires. This transition is labelled 13 in the diagram.  A transition 9 from the “wait”state 31 to the “TOs received” state occurs when the last missing file fragment is received. This resets and starts the objectWaitTimer t3.

5.2.3 Signalling the initial values for three timers

The Terminal SHALL support receiving the initial values for fragmentWaitTimer, tableWaitTimer and objectWaitTimer through in-band signalling within the delivery session (i.e. through the FDT). <The detailed specification is TBD>
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