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1 Reason for Change

This document is a reaction and answer to analysis as introduced in OMA-BCAST-2005-0157R01. In that document an analysis concludes that it might be feasible to separate metadata of files (such as name, URL, mime / media type, etc.) from the delivery of files itself. Further, it proposes that such file-related metadata should be a part of Service Guide rather than File Delivery.

We agree that such separation is a good idea for the delivery of Service Guide itself. Service Guide will have limited sets of Service Guide Fragments and signalling those sets in the Service Guide itself makes sense – not only can we localize the SG changes into one part of delivery chain, we can also provide the means to identify completeness of the Service Guide (or parts thereof). 

However, we maintain a concern that the separation of file-related metadata (into Service Guide) and delivery of files (into File Delivery Session) would work well in all cases. Especially the case of massively scalable file delivery may cause in such cases unnecessary burden and processing for the Service Guide reception. Hence, the general applicability of statements as laid out in OMA-BCAST-2005-0157R01 need to be further studied.

Motivated by OMA-BCAST-2005-0157R01, this CR proposes concrete text for the TS Service Guide achieving the separation of description of SG delivery and the delivery itself. The CR introduces an additional structure, Service Guide Delivery Descriptor, which is used to:

· Declare the metadata related to Service Guide Fragment

· Group the related Service Guide Fragments to provide different operator-defined views. These views can be used to provide the criteria for Service Guide completeness on the terminal side 

· Point to the target delivery session in which the declared (groups) of Service Guide Fragments are to be delivered.

In which part of Service Guide data model (Core, Access or Provisioning) to include the Service Guide Delivery Descriptor, and whether it should be included in more than one place there, is left for further discussion in BCAST. However, that decision does not affect the content of this CR.

2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The change request is presented for agreement.

6 Detailed Change Proposanl 

5.4.1.1 Delivery over the Broadcast Channel

Over the Broadcast Channel, the Service Guide SHALL be delivered with the same protocol that is used for file distribution.

When delivering the Service Guide over Broadcast Channel:

· The availability, metadata and grouping of fragments of Service Guide SHALL be declared in Service Guide Delivery Descriptor as specified in clause 5.4.x. 
· Fragments of Service Guide SHALL be delivered encapsulated as specified in clause 5.4.3
Each such descriptor SHALL carry one or more groupings and each grouping SHALL contain one or more declarations of Service Guide fragments. 
5.4.x
    Service Guide Delivery Descriptor

The following structure SHALL be used for declaring availability, metadata and grouping of the fragments of Service Guide, and to point to the actual delivery channel and the delivery unit where the declared fragments are to be delivered. 
ALTERNATIVE 1 – Service Guide Delivery Descriptor as XML
	<?xml version="1.0" encoding="UTF-8"?>

  <xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema"

             elementFormDefault:xs="qualified"

             targetNamespace:xs="http://www.example.com/ServiceGuideDeliveryDescriptor">

    <xs:element name="SgDeliveryDescriptor">

        <xs:complexType>

            <xs:sequence>

                <xs:element name="ContentTypeEnum" type="ContentTypeEnum" minOccurs="0"/>


<!-- This is ContentType mapping -->
                <xs:element name="Session" type="Session" maxOccurs="unbounded"/>

            </xs:sequence>

            <xs:attribute name="startTime" type="xs:positiveInteger" use="required"/>



<!--NTP timestamp. 32 bits.-->
            <xs:attribute name="endTime" type="xs:positiveInteger" use="required"/>



<!--NTP timestamp. 32 bits.-->
        </xs:complexType>

    </xs:element>

    <xs:complexType name="Session">

        <xs:sequence>

            <xs:element name="ServiceGuideDeliveryUnit" type="ServiceGuideDeliveryUnit" maxOccurs="unbounded"/>

        </xs:sequence>

        <xs:attribute name="address" type="xs:anyURI" use="required"/>



<!-- IP address of target delivery session for Service Guide Delivery Units. -->
        <xs:attribute name="port" type="xs:positiveInteger" use="required"/>



<!--Port of target session-->
        <xs:attribute name="sessionId" type="xs:positiveInteger" use="required"/>



<!-- Identifier of target delivery session-->
        <xs:attribute name="startTime" type="xs:positiveInteger"/>



<!--NTP timestamp. 32 bits.-->
        <xs:attribute name="endTime" type="xs:positiveInteger"/>



<!--NTP timestamp. 32 bits.-->
    </xs:complexType>

    <xs:complexType name="ServiceGuideDeliveryUnit">

        <xs:sequence>

            <xs:element name="Fragment" type="Fragment" maxOccurs="unbounded"/>



<!--This is the list of fragments in this ServiceGuideDeliveryUnit -->
        </xs:sequence>

        <xs:attribute name="id" type="xs:positiveInteger" use="required"/>



<!--This indicates the Transport Object Identifier carrying ServiceGuideDeliveryUnit-->
        <xs:attribute name="startTime" type="xs:positiveInteger"/>



<!--NTP timestamp. 32 bits.-->
        <xs:attribute name="endTime" type="xs:positiveInteger"/>



<!--NTP timestamp. 32 bits.-->
    </xs:complexType>

    <xs:complexType name="Fragment">

        <xs:attribute name="id" use="required"/>



<!-- ID of SG Fragment. (32 bits) -->
        <xs:attribute name="version" type="xs:positiveInteger" use="required"/>



<!-- The version of SG Fragment (32 bits). The value is the NTP timestamp -->
        <xs:attribute name="content-Type" type="xs:positiveInteger" use="required"/>


<!—- The content type enumeration value -->
    </xs:complexType>

    <xs:complexType name="ContentTypeEnum">



<!-- ContentType enumeration. A mapping from string to integer. The string gives the namespace for XML fragments and mime type for other data -->
        <xs:sequence>

            <xs:element name="Content-Type" maxOccurs="unbounded">

                <xs:complexType>

                    <xs:simpleContent>

                        <xs:extension base="xs:string">

                            <xs:attribute 
                                name="value" 
                                type="xs:positiveInteger" 
                                use="required"/>

                        </xs:extension>

                    </xs:simpleContent>

                </xs:complexType>

            </xs:element>

        </xs:sequence>

    </xs:complexType>

</xs:schema>


ALTERNATIVE 2 – Service Guide Delivery Descriptor in compact binary format
	Data Field Name
	Data Type

	Service_Guide_Delivery_Descriptor {
	

	
n_o_groupings
	16 bits

	
for (k=0; k< n_o_groupings; k++) {
	

	

reserved

	7 bits

	

access_present
	1 bit

	

n_o_service_guide_delivery_units
	16 bits

	      

AccessEntry
{
	

	


IP adderess
	32 / 128 bits

	


port
	16 bits

	


sessionID
	16 bits

	

}

	

	

for (j=0; j< n_o_service_guide_delivery_units; j++) {
	

	


transportObjectID[j]
	16 bits

	


validFrom[j]
	Uimsbf

	


validTo[j]
	Uimsbf

	


n_o_service_guide_fragments[j]
	16 bits

	


For(i=0; i< n_o_service_guide_fragments; i++) {
	

	



fragmentID[i]
	uimsbf

	



fragmentVersion[i]
	uimsbf

	



type
	16 bits

	


}

	

	

}
	

	
}

	

	}
	


Mnemonics

uimsbf = Unsigned 32bit Integer, most significant bit first

Semantics

	n_o_groupings
	Number of groupings in this descriptor

	reserved
	Set to all 0.

	access_present
	0 = AccessEntry is not present 
1 = AccessEntry present (the fragments are delivered in the session pointed to by AccessEntry)

	n_o_service_guide_delivery_units
	Number of Service Guide Delivery Units in this grouping

	IP address
	IP address of target delivery session for Service Guide Delivery Units.

	port
	Port of target session

	sessionID
	Identifier of target delivery session

	transportObjectID
	Transport object id

	validFrom
	The first moment of time this grouping of Service Guide fragments is valid. The format is NTP.

	validTo
	The last moment of time this grouping of Service Guide fragments is valid. The format is NTP.

	n_o_service_guide_fragment
	Number of service_guide_fragments declared in this Service Guide Delivery Unit. 

	fragmentID[I]
	Signals the identifier of the fragment of Service Guide.

	fragmentVersion[i]
	Signals the version of the fragment of Service Guide.
Note: The scope of the fragmentVersion is limited to this transport session. The value of FragmentVersion can turn over from 2^32-1 to 0.

	type
	Enumeration value designating the schema or MIME type for fragment. When most significant bit==1: user defined type is allowed. The enumeration is TBD.


5.4.3 Service Guide Encapsulation

The following structure SHALL be used for the Service Guide Delivery Unit carrying the fragments of a Service Guide. The optional compression SHALL be performed on transport layer and apply to a transport unit as a whole.

	Data Field Name
	Data Type

	Service_Guide_Delivery_Unit {
	

	
Unit_Header {
	

	

Reserved
	16 bits

	

n_o_service_guide_fragments
	16 bits

	

for(i=0; i< n_o_service_guide_fragments; i++) {
	

	


fragmentID[i]
	uimsbf

	


fragmentVersion[i]
	uimsbf

	
	

	
	

	


offset[i]
	16 bits

	

}
	

	
}
	

	
Unit_Payload {
	

	

for(i=0; i< n_o_service_guide_fragments; i++) {
	

	


service_guide_envelope_format[i]
	uimsbf

	


if(service_guide_ envelope_format[i] == 0x00) {
	

	



fragmentEncoding[i]
	uimsbf

	



service_guide_fragment[i]
	bitstring

	


}
	

	


if(service_guide_ envelope_format[i] == 0x01) {
	

	



3GPP_Metadata_Envelope
	bitstring

	


}
	

	


if(service_guide_ envelope_format[i] == 0x02) {
	

	



3GPP2_Metadata_Envelope
	bitstring

	


}
	

	

}
	

	
}
	

	}
	


Mnemonics

uimsbf = Unsigned 32bit Integer, most significant bit first

bitstring = Array of bits

Semantics

	n_o_service_guide_fragments
	Number of service_guide_fragments encapsulated in this specific Delivery Unit.

	offset[i]
	Offset in bytes from the start of the Unit_Payload to the start of the service_guide_fragment[i] in the Unit_Payload.

	fragmentID[i]
	Signals the identifier of the service_guide_fragment[i] unique in the scope of fragmentBaseURI, which is defined for the transport. In the broadcast case the fragmentBaseURI is signalled in the file delivery session in-band. In the bi-directional fetch case the fragmentBaseURI is signalled as “Content-Base” field in HTTP message.

	fragmentVersion[i]
	Signals the version of service_guide_fragment[i].

Note: The scope of the fragmentVersion is limited to this transport session. The value of FragmentVersion can turn over from 2^32-1 to 0.

	
	

	
	

	fragmentEncoding[i]
	Signals the encoding of service_guide_fragment[i] (fragment encodings TDB)

	service_guide_ envelope_format[i]
	Selector for distinguishing between the OMA envelope format (as defined in this specification) and 3GPP metadata envelope format.

	3GPP_Metadata_Envelope
	See 3GPP TS 26.346

	3GPP2_Metadata_Envelope
	See 3GPP2 X.S0022


Note: fragmentID[i] and fragmentVersion[i] are entities to support caching of service_guide_fragments without requiring the terminal to decompress the service_guide_fragments.
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