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1 Reason for Change

Recently, there has been considerable discussion within BCAST and joint meetings with DLDRM revolving around storage of rights objects (ROs) pertaining to either service access keys or rights decryption keys, or both, in removable, tamper-resistant module and specifically re-use of the USIM/R-UIM smartcard residing in 3G mobile terminals, whenever possible.  While some or all of these discussion points were necessary, but they were not sufficient, in clarifying the need to satisfy existing predominant mobile operator operational requirements as applied to emerging mobile broadcast services; namely, complete physical portability of such ROs which are attached to the user identity, as opposed to the device.
This proposed change to the BCast Requirements Document “SPCP-30 User Identity” explicitly mentions physical portability of rights objects (particularly post-acquisition rights) as supported by attachment of ROs to the removable, tamper-resistant smartcard module.
This is considered a ‘Bug Fix’ since only clarification of SPCP-30 is proposed.  Neither the core meaning of this requirement, or its optionality is changed. 
2 Impact on Backward Compatibility

BCast RD ‘SPCP-30 User Identity’ already establishes the highly recommended (“SHOULD”) requirement to attach Rights Objects to user identity and not only to the device.  Adoption of the proposed change does not add any new requirements; it will however clarify the implication of this requirement to 3G mobile terminals equipped with a USIM/R-UIM smartcard module containing the user/subscriber identity (as administered by mobile operators), which is physically portable.
3 Impact on Other Specifications

Possible similar rewording in the BCast AD and SPCP technical specification for clarification, as appropriate.

To accommodate both broadcast-only and 3G mobile terminals and their attendant prevailing business models, BCast-DLDRM recently agreed the use of OMA DRM V2.0 SPCP (as currently defined) is one option, and that there can be an alternative non-DRM V2.0 solution yet to be specified.  Hence, the proposed change in the BCast RD maintains the optionality of SPCP-30, but explicitly mentions its application to 3G mobile terminals equipped with a removable USIM/R-UIM smartcard.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to the proposed change and modify the BCast RD to reflect same accordingly.
6 Detailed Change Proposal

6.2.7 Service and Content Protection

	SPCP-30 User Identity
	It SHOULD be possible to attach Rights Objects (pertaining to service access, content access and any post-acquisition rights, as applicable) to user identity and not only to the device; where the user identity is stored in a physically removable smartcard (such as, in 3G mobile terminals), portability of these rights objects is implicitly supported. 


Table 1: Overall System Requirements – Service and Content Protection
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