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1 Reason for Change

In the current Service Guide TS baseline, all metadata pertaining to the delivery of non real time file content are contained in the Content fragment.  While some of these attributes are related to the file content itself, others are related to delivery information which enable the terminal to access the corresponding file content.  Therefore, the latter attributes should be moved to the Access “component” of the Service Guide, i.e. either the Access fragment or the access-related SessionDescription fragment, since by definition these inform the terminal how a service or content item can be accessed.

It is worthwhile to note that the following clarification is provided in RFC 3926 (FLUTE), Sec 3.2, regarding the FDT (File Delivery Table):

   Attributes related to the delivery of file:

   -  TOI value that represents the file

   -  FEC Object Transmission Information (including the FEC Encoding ID

      and, if relevant, the FEC Instance ID)

   -  Size of the transport object carrying the file

   -  Aggregate rate of sending packets to all channels

   Attributes related to the file itself:

   -  Name, Identification and Location of file (specified by the URI)

   -  MIME media type of file

   -  Size of file

   -  Encoding of file

   -  Message digest of file

From the above classification, it is apparent that the following file attributes in the Content fragment, residing under E1 sub-element “FileDescription” and its E2 sub-element “File” should be moved to the Access “portion” of the Service Guide (either the Access fragment or the SessionDescription fragment):

· TOI,

· FEC-OTI-FEC-Instance-ID,

· FEC-OTI-Maximum-Source-Block-Length,

· FEC-OTI-Encoding-Symbol-Length,

· FEC-OTI-Max-Number-of-Encoding-Symbols,

· Transfer-Length.

In addition, certain “attributes related to the file itself”, as indicated in RFC 3926, represent access-related information.  For example, to enable file retrieval over the interaction channel, the file’s location, represented by Content-Location, in the form of an URI, is required and should belong in Access.  Also, the file media type as represented by Content-Type is redundant since ContentType, defined by MIME media types, is already specified as a mandatory attribute for each content item in the Content fragment.
The above access-related file metadata may be declared as direct attributes of the Access fragment, as attributes of the E3 SDP sub-element of Access fragment, or by reference to the SessionDescription fragment.  The latter two methods require registration of OMA BCAST specific attribute extensions of SDP (RFC 2327) with IANA, and may take considerable time to accomplish.  In contrast, the first method would not require IETF coordination and hence is the proposed way forward.  Accordingly, the proposed normative changes to the Content and Access fragments in the Service Guide TS are shown in the detailed change proposal below.
In the R01 version, the Content-Location attribute of File is also added to the Access fragment, to allow linkage of  the file attributes for the same file between the Content and Access fragments.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree on the proposed changes and modify the Service Guide TS accordingly.
6 Detailed Change Proposal

5.2.1.3 Content 

Content fragment describes a content or programme that is a part of a service that the content refers to.

	Name
	T
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e
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	Description
	Data Type

	Content
	E
	O
	0..N
	Content fragment

Contains the following attributes:


id

version

validFrom

validTo

serviceIDRef

ContentType


Contains the following sub-elements:


ExtensionURL


Name


Description


ParentalRating


TargetUserProfile


Genre


UserRating


PreviewDataIDRef 

broadcast_area

             FileDescription
	

	…
	…
	…
	…
	…
	…

	FileDescription
	E1
	O
	0..1
	Description of a file or files related to this content.

Attributes:

Content-Length



Content-Encoding

Content-MD5





Sub-elements:

File
	

	Content-Length
	A
	O
	0..1
	See RFC 3926, section 3.4.2
	unsignedLong 

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	Content-MD5
	A
	O
	0..1
	See RFC 3926, section 3.4.2
	base64Binary

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	












	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	File
	E2
	M
	1..N
	Parameters of a file

Attributes:

Content-Location

Content-Length



Content-Encoding
Content-MD5





	

	Content-Location
	A
	M
	1
	See RFC 3926, section 3.4.2
Note 1: for delivery of the file over the Broadcast Channel, Content-Location is also needed in the Access fragment, to allow linkageof  the file attributes for the same file between the Content and Access fragments.
Note 2: for retrieval of the file using the interaction channel, Content-Location provides access information and in that case should belong in Access.
Note 2: for retrieval of the file using the Interaction Channel, Content-Location is needed in the Access fragment to provide access information to the terminal.
	AnyURI

	
	
	
	
	
	

	Content-Length
	A
	O
	0..1
	See RFC 3926, section 3.4.2
	unsignedLong 

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	Content-MD5
	A
	O
	0..1
	See RFC 3926, section 3.4.2
	base64Binary

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	…
	…
	…
	…
	…
	…


Legend: Type: E=Element A=Attribute E1=sub-element, E2=sub-element’s sub-element
Category=(O)ptionality/(M)andatority

5.2.1.4 Access

An access fragment describes to the terminal how it can access a service during the lifespan of the access fragment.

	Name
	T
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e
	C
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	Description
	Data Type

	Access
	E
	O
	0..N
	Access fragment

Contains the following attributes:


id

version

validFrom

validTo

ServiceProtection



AudioLanguage

Contains the following sub-elements:

             AccessType

             KeyManagementSystem


ExtensionURL


ServiceIDRef

             ScheduleIDRef

UsageInfo


AlternativeAccessURL

TerminalCapabilityRequirement


BandwidthRequirement


ServiceClass

PreviewDataIDRef

             NotificationReception
	

	…
	…
	…
	…
	…
	…

	TransmissionMedia
	A
	M
	1
	This attribute indicates which channel is used for the delivery of service.

0 : Broadcast Channel

1 : Interaction Channel
	Integer

	BroadcastTransmission
	E2
	O
	0..1
	This element is used for the indication of IP transmission.
Contains the following attribute:
      IpAddress
Contains the following elements:

      SessionDescriptionReference
      SDP
      FileAttributes
	

	IpAddress
	A
	O
	0..1
	Receiver IP address of IP stream, which transport A Service over Broadcast channel.

Note: This attribute is used when SDP is not included in Access Fragment. 

If SDP in Access Fragment exists, IP address of the receiver IP address in SDP is used. 
	String

	Session
Description
Reference
	E3
	O
	0..1
	The reference to the SessionDescription this access relates to.

Note: the SessionDescription itself may be delivered in two ways via broadcast or via fetch over interaction channel. 

In the case of broadcast delivery, the SessionDescription is either delivered in SGDU or encapsulated in this Access fragment. In the latter case, this element is not used but the SDP element is used instead.

In the case of fetch over interaction channel, the SessionDescription can be acquired by accessing the URI (given as attribute of this element).
Note: The representation of file metadata as session information MAY be instantiated as a standalone Service Guide fragment, using the syntax of SDP in text format, or it MAY be encapsulated within the Access fragment, in the form of the SDP element
Attributes:

Type

URI

             idRef
	

	Type
	A
	M
	1
	Type of the session description referred by this SessionDescriptionReference

1 – SDP

2 – MBMS User Service Description (MBMS-USD) as specified in [26.346] section 5.2. It may contain one or several SDP descriptions.
	Integer

	URI
	A
	O
	0..1
	The URI to the file containing SessionDescription that the media application in the terminal uses to access the service. 
	AnyURI

	idRef
	A
	O
	0..1
	The id of the SessionDescription fragment this access refers to, globally unique
	AnyURI

	SDP
	E3
	O
	0..1
	A session description in SDP (IETF session description protocol) format 
	String
(in SDP format)

	FileAttributes
	E3
	NO/TM
	0..N
	Access-related description of the file content referred to by this Access fragment.
Attributes:
             Content-Location
             TOI

             Transfer-Length
             FEC-Instance-ID

             Maximum-Source-Block-Length

             Encoding-Symbol-Length

             Max-Number-of-Encoding-Symbols
	

	TOI
	A
	NO/TM
	1
	ALC TOI value that represents the file
	positiveInteger

	Transfer-Length
	A
	NO/TM
	0..1
	Size of the ALC Transport Object carrying the file
	unsignedLong

	FEC-Instance-ID
	A
	NO/TM
	0..1
	The field “FEC Instance ID” of the ALC-specific LCT extension header EXT_FTI
	unsignedLong

	Maximum-Source-Block-Length
	A
	NO/TM
	0..1
	The field “Maximum Source Block Length” of the ALC-specific LCT extension header EXT_FTI for FEC Encoding IDs 0, 128, 129 and 130
	unsignedLong

	Encoding-Symbol-Length
	A
	NO/TM
	0..1
	The field “Encoding Symbol Length” of the ALC-specific LCT extension header EXT-FTI for FEC Encoding IDs 0, 128, 129 and 130
	unsignedLong

	Max-Number-of-Encoding-Symbols
	A
	NO/TM
	0..1
	The field “Maximum Number of Encoding Symbols” of the ALC-specific LCT extension header EXT-FTI for FEC Encoding ID 129 
	unsignedLong

	InteractiveTransmissionScheme
	E2
	O
	0..1
	This element indicates which communication system or protocol is used for Interaction Channel.
Containing the following attribute:
      TansmissionSchemeType
Contains the following elements:

       AccessServerIpAddress
       AccessServerURL
       AccessServerPhoneNumber
       Content-Location
	

	TransmissionSchemeType
	A
	M
	1
	1 : Interaction Channel provided by Interaction network

2 : MMS

3 : WAP 1.0

4 : WAP 2.x

5: SMS

6: HTTP

7: Voice Call
8: Service Provider defined Transmission Scheme

Note: Other protocol or communication system May be added based on OMA Service interaction function.
	Integer

	AccessServerIpAddress
	E3
	O
	0..N
	IP address of Sever, which provides different access( over Interaction Channel) of a Service
	String

	AccessServerURL
	E3
	O
	0..N
	ULR of Server, which provides different access (over Interaction Channel) of a Service
	AnyURI

	AccessServerPhoneNumber
	E3
	O
	0..N
	Phone number of Server, which provides different access (over Interaction Channel) of a Service, 

Note: MMS and SMS use phone number as an address.
	Integer

	Content-Location
	E3
	NO/TM
	0..N
	Identifier of the content file referred to by this Access fragment file, in the form of a location from which the file can be retrieved by the terminal over the interaction channel
	anyURI

	KeyManagementSystem
	E1
	NO/TM
	0..N
	Identifies the type of Key Management System(s)(KMS) that can be used to contact the Rights Issuer and, for GBA, whether GBA_U is mandatory or whether either GBA_ME or GBA_U can be used. 

Note that the Rights Issuer can support more than one KMS.

If KeyManagementSystem is not specified, it means no protection is applied.

Values:

· oma-bcast-drm-pki  

Indicates OMA DRM PKI (Public Key Infrastructure)

· oma-bcast-gba_u-mbms 


Indicates GBA_U 3GPP MBMS SKI (Symmetric Key Infrastructure)

· oma-bcast-gba_me-mbms


Indicates GBA_ME 3GPP MBMS SKI i.e. either GBA_ME or GBA_U can be used

· oma-bcast-gba_u-bcmcs 


Indicates GBA_U 3GPP2 BCMCS SKI

· oma-bcast-gba_me-bcmcs


Indicates GBA_ME 3GPP2 BCMCS SKI i.e. either GBA_ME or GBA_U can be used

· oma-bcast-prov-bcmcs 


Indicates provisioned 3GPP2 BCMCS SKI

Contains the following Attributes:


protectionType

RightsIssuerURI
	String

	…
	…
	…
	…
	…
	…
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