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1 Reason for Change

The user id is not very clear according to current specification. According to different understandings, there may be two means: 1) (U)SIM is used as user identity; 2) client-server method: username is used as user identity. 
When username is used as the BCAST service user ID, it will bring user more convenience to get the BCAST service. User can use Digital-TV, Notebook PC or PDA to watch a content which are broadcasting. If a user uses a terminal (mobile phone), he can set the username and password in his terminal or SIM card. Then the terminal may send the username and IMSI together to the network automatically. The IMSI or MSISDN is used for network authentication and the username can be used for BCAST service authentication. 
But this will bring some trouble to service and content protection. In order to protect the benefit of service providers and network operators, the BCAST SP or NP can set some policy, such as: don’t allow a subscriber to use more than three different SIM cards or devices, don’t allow two devices using same username to get BCAST services at the same time.
We suggest BCAST to consider both methods. 
2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

<provide a description of the intended actions to be taken by the group>

6 Detailed Change Proposal

5.1 Service Provisioning

This section describes the messages used in service provisioning between a connected device and the BSM. The proposed messages should be synchronized with the BCAST-AD once the AD work progresses further.
5.1.1 Protocol

All the messages defined below are XML documents. The XML Schemas are to be defined. The exact format of the parameters described below will be defined in XML schema and that will be submitted as a separate CR.
The Broadcast Service Provisioning Management function SHALL support HTTP POST to be used for service order requests over the Interactivity channel.

The Broadcast Service Provisioning Management function MAY support HTTPS POST to be used for service order requests over the Interactivity channel.

The Broadcast Service Provisioning Client function SHALL support HTTP POST and MAY support HTTPS POST for service order requests over the Interactivity channel.

The device needs to know the URL for HTTP or HTTPS sessions. It is expected that this is supported by information contained in the Service Guide.

Note: messages over MMS, SMS need to be specified.
5.1.2 HTTP Binding

Request messages are sent as HTTP content of type “application/xml”. A specific OMA-BCAST content-type should be defined. Responses are always sent as part of the “200 OK” response to the original request. The content type is “application/xml” if the response has only one payload, or “multipart/mixed” in case of multiple payload (e.g. if the response includes one or more ROAP triggers)**. In the latter case, the content type of a single payload of the multipart content will be “application/xml” for the messages defined here, and “application/vnd.oma.drm.roap-trigger+xml” for the ROAP triggers**.

5.1.3 Message Authentication

Message authentication will use the methods specified by the underlying protection mechanism.
5.1.4 User Authentication

When user subscribe service in BSM, user identity is a unique ID for BSM to identify the subscriber user. User ID can be defined in two formats:
1) 1) U(SIM) is used as user ID, for example: 3GPP IMSI (International Mobile Subscriber Identity);
2) 2) Username is used as user ID, and the username will be in the format of NAI(Network Access Identifier), such as: userA@BSMdomain. 
3) The network need use U(SIM) number to authentication a user. We name this is ‘network user id’.
4) The terminal SHOULD support transmitting both network user id and BCAST user id to the BSM for authentication.  The BSM SHOULD support store and manage the relationship between the BCAST user id and network user id, and use BCAST user id for user authentication.
5.1.5 Interactive service guide retrieval

5.1.5.1 Service Guide Request

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	Interface
Version
	E
	M
	1
	Version of this interface supported by the terminal. The interface version number described by this specification is 1.
	Integer

	NetUserID
	E
	M
	1
	The user identity known to the BDS network. (e.g. the 3GPP IMSI).
	String

	UserID
	E
	M
	1
	The user identity known to the BSM.
	String

	User
Language
	E
	O
	1
	The user’s preferred language. Response messages will be expressed in this language if possible. If unspecified, a system default is assumed.
	Two-letters code as defined in [RFC-3066].

	DeviceID
	E
	M
	1
	A unique device identification known to the BSM (e.g. the International Mobile Equipment Identity, IMEI).
	String

	BsdaID
	E
	M
	1
	Globally coordinated ID of the BSD/A. 
	Integer

	BsdaInfo
Url
	E
	M
	1
	The URL through which the BSM can retrieve service information from BSD/A. Received by the device via the service guide.
	AnyURI

	Service
ItemID
	E
	M
	1..N
	Identifiers of the service items of which the user wants to know the price.
	String

	RequestID
	E
	O
	1
	Identifier for the Service Guide request message.
	Integer

	Authentication
	E
	O
	1
	The message authentication, created as described in section ‎5.1.3.
	Base64-encoded binary


5.1.5.2 Service Guide Response

5.1.6 Interactive service ordering

5.1.6.1 Service Request

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	Interface
Version
	E
	M
	1
	Version of this interface supported by the terminal. The interface version number described by this specification is 1.
	Integer

	NetUserID
	E
	M
	1
	The user identity known to the BDS network. (e.g. the 3GPP IMSI).
	String

	UserID
	E
	M
	1
	The user identity known to the BSM.
	String

	User
Language
	E
	O
	1
	The user’s preferred language. Response messages will be expressed in this language if possible. If unspecified, a system default is assumed.
	Two-letters code as defined in [RFC-3066].

	DeviceID
	E
	M
	1
	A unique device identification known to the BSM (e.g. the International Mobile Equipment Identity, IMEI).
	String

	RequestID
	E
	O
	1
	Identifier for the Service request message.
	Integer

	BroadCast
Bearer
	E
	O
	1
	Lists each broadcast bearer supported by the device. Defined values are “dvbh”, “mbms”, “bcmcs”. The device is allowed to include more identifiers, however depending on the bearers supported by the network they may be ignored.
	String

	Service
Protection
Protocol
	E
	O
	1
	Lists each service protection protocol supported by the device, including the mandatory ones. Defined values: “ipsec”, “srtp”. The device is allowed to include more identifiers, however depending on the protocols supported by the network they may be ignored.
	String

	Broadcast
Mode
	E
	O
	1
	Indicates whether or not the device supports the optional broadcast mode of operation for rights acquisition, in addition to the interactive mode of operation.
	“yes” or “no”

	BsdaID
	E
	M
	1
	Globally coordinated ID of the BSD/A. 
	Integer

	BsdaInfo
Url
	E
	M
	1
	The URL through which the BSM can retrieve service information from BSD/A. Received by the device via the service guide.
	AnyURI

	BsdaKey
Url
	E
	M
	1
	The URL from which an RI can receive keys from the BSD/A. Received by the device via the service guide.
	AnyURI

	RiID
	E
	O
	1
	Globally coordinated ID of the Rights Issuer (integer).
	Integer

	RiURL
	E
	O
	1
	The Rights Issuer URL, from which BSM can retrieve the ROAP triggers** that will be delivered to the device.
	AnyURI

	Service
Item
	E
	M
	1..N
	A list of items the user wants to order. 
	Complex type

	Item ID
	E1
	M
	1
	The service item ID. Item IDs are advertised in the service guide and are inserted in this message in the same format.
	String

	Order
Option
	E1
	O
	1
	The order option identifier. Possible order options are advertised in the service guide.
	String

	Price
	E1
	O
	1
	The price known to the user.
	Decimal

	Currency
	A
	O
	1
	The currency in which the price is expressed. If missing, a system default is assumed.
	Currency code as specified in [ISO4217]

	Authentication
	E
	O
	1
	The message authentication, created as described in section ‎5.1.3.
	Base64-encoded binary


5.1.6.2 Service Guide Response

5.1.7 Interactive service ordering

5.1.7.1 Service Request

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	Interface
Version
	E
	M
	1
	Version of this interface supported by the terminal. The interface version number described by this specification is 1.
	Integer

	NetUserID
	E
	M
	1
	The user identity known to the BDS network. (e.g. the 3GPP IMSI).
	String

	UserID
	E
	M
	1
	The user identity known to the BSM.
	String

	User
Language
	E
	O
	1
	The user’s preferred language. Response messages will be expressed in this language if possible. If unspecified, a system default is assumed.
	Two-letters code as defined in [RFC-3066].

	DeviceID
	E
	M
	1
	A unique device identification known to the BSM (e.g. the International Mobile Equipment Identity, IMEI).
	String

	RequestID
	E
	O
	1
	Identifier for the Service request message.
	Integer

	BroadCast
Bearer
	E
	O
	1
	Lists each broadcast bearer supported by the device. Defined values are “dvbh”, “mbms”, “bcmcs”. The device is allowed to include more identifiers, however depending on the bearers supported by the network they may be ignored.
	String

	Service
Protection
Protocol
	E
	O
	1
	Lists each service protection protocol supported by the device, including the mandatory ones. Defined values: “ipsec”, “srtp”. The device is allowed to include more identifiers, however depending on the protocols supported by the network they may be ignored.
	String

	Broadcast
Mode
	E
	O
	1
	Indicates whether or not the device supports the optional broadcast mode of operation for rights acquisition, in addition to the interactive mode of operation.
	“yes” or “no”

	BsdaID
	E
	M
	1
	Globally coordinated ID of the BSD/A. 
	Integer

	BsdaInfo
Url
	E
	M
	1
	The URL through which the BSM can retrieve service information from BSD/A. Received by the device via the service guide.
	AnyURI

	BsdaKey
Url
	E
	M
	1
	The URL from which an RI can receive keys from the BSD/A. Received by the device via the service guide.
	AnyURI

	RiID
	E
	O
	1
	Globally coordinated ID of the Rights Issuer (integer).
	Integer

	RiURL
	E
	O
	1
	The Rights Issuer URL, from which BSM can retrieve the ROAP triggers** that will be delivered to the device.
	AnyURI

	Service
Item
	E
	M
	1..N
	A list of items the user wants to order. 
	Complex type

	Item ID
	E1
	M
	1
	The service item ID. Item IDs are advertised in the service guide and are inserted in this message in the same format.
	String

	Order
Option
	E1
	O
	1
	The order option identifier. Possible order options are advertised in the service guide.
	String

	Price
	E1
	O
	1
	The price known to the user.
	Decimal

	Currency
	A
	O
	1
	The currency in which the price is expressed. If missing, a system default is assumed.
	Currency code as specified in [ISO4217]

	Authentication
	E
	O
	1
	The message authentication, created as described in section ‎5.1.3.
	Base64-encoded binary


5.1.7.2 Service Response

5.1.7.3 Service Completion

5.1.7.4 Subscription Long-Term Key Renewal Request

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	Interface
Version
	E
	M
	1
	Version of this interface supported by the terminal. The interface version number described by this specification is 1.
	Integer

	NetUserID
	E
	M
	1
	The user identity known to the BDS network. (e.g. the 3GPP IMSI).
	String

	UserID
	E
	M
	1
	The user identity known to the BSM
	String

	User
Language
	E
	O
	1
	The user’s preferred language. Response messages will be expressed in this language if possible. If unspecified, a system default is assumed.
	Two-letters code as defined in [RFC-3066].

	DeviceID
	E
	M
	1
	A unique device identification known to the BSM (e.g. the International Mobile Equipment Identity, IMEI).
	String

	BsdaID
	E
	M
	1
	Globally coordinated ID of the BSD/A. 
	Integer

	BsdaKey
Url
	E
	M
	1
	The URL from which an RI can receive keys from the BSD/A. Received by the device via the service guide.
	AnyURI

	RiID
	E
	O
	1
	Globally coordinated ID of the Rights Issuer (integer).
	Integer

	RiURL
	E
	O
	1
	The Rights Issuer URL, from which BSM can retrieve the ROAP triggers** that will be delivered to the device.
	AnyURI

	Service
ItemID
	E
	M
	1..N
	A list of identifiers of subscriptions the user wants to renew.
	String

	RequestID
	E
	O
	1
	Identifier for the Subscription request message.
	Integer

	Authentication
	E
	O
	1
	The message authentication, created as described in section ‎5.1.3.
	Base64-encoded binary


5.1.7.5 Subscription Renewal Response

5.1.7.6 Subscription Long-Term Key Renewal Completion

5.1.7.7 Unsubscribe Request

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	Interface
Version
	E
	M
	1
	Version of this interface supported by the terminal. The interface version number described by this specification is 1.
	Integer

	NetUserID
	E
	M
	1
	The user identity known to the BDS network. (e.g. the 3GPP IMSI).
	String

	UserID
	E
	M
	1
	The user identity known to the BSM
	String

	User
Language
	E
	O
	1
	The user’s preferred language. Response messages will be expressed in this language if possible. If unspecified, a system default is assumed.
	Two-letters code as defined in [RFC-3066].

	DeviceID
	E
	M
	1
	A unique device identification known to the BSM (e.g. the International Mobile Equipment Identity, IMEI).
	String

	BsdaID
	E
	M
	1
	Globally coordinated ID of the BSD/A. 
	Integer

	Service Item ID
	E
	M
	1..N
	ID of the service item(s) the user wants to unsubscribe from.
	String

	RequestID
	E
	O
	1
	Identifier for the Unsubscribe request message.
	Integer

	Auhtentication
	E
	O
	1
	The message authentication, created as described in section ‎5.1.3.
	Base64-encoded binary


5.1.7.8 Unsubscribe Response

5.1.7.9 Token Purchase Request

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	Interface
Version
	E
	M
	1
	Version of this interface supported by the terminal. The interface version number described by this specification is 1.
	Integer

	NetUserID
	E
	M
	1
	The user identity known to the BDS network. (e.g. the 3GPP IMSI).
	String

	UserID
	E
	M
	1
	The user identity known to the BSM
	String

	User
Language
	E
	O
	1
	The user’s preferred language. Response messages will be expressed in this language if possible. If unspecified, a system default is assumed.
	Two-letters code as defined in [RFC-3066].

	DeviceID
	E
	M
	1
	A unique device identification known to the BSM (e.g. the International Mobile Equipment Identity, IMEI).
	String

	bsdaID
	E
	M
	1
	Globally coordinated ID of the BSD/A. 
	Integer

	BsdaKey
Url
	E
	M
	1
	The URL from which an RI can receive keys from the BSD/A. Received by the device via the service guide.
	AnyURI

	RiID
	E
	O
	1
	Globally coordinated ID of the Rights Issuer (integer).
	Integer

	RequestID
	E
	O
	1
	Identifier for the Token Purchase request message.
	Integer

	RiURL
	E
	O
	1
	The Rights Issuer URL, from which BSM can retrieve the ROAP triggers** that will be delivered to the device.
	AnyURI

	Charging
Type
	E
	O
	1
	The type of charging (pre-paid or post-paid) the user wishes to use. The BSM will verify that the requested charging type is available for this user.
	Accepted values: “prepaid”, “postpaid”.

	Requested
Token
Amount
	E
	M
	1
	The amount of new tokens requested by the device (integer). In case of pre-paid, the amount of tokens requested is subtracted from the user’s credit. In case of post-paid, it is verified that the amount of tokens requested doesn’t exceed the user’s credit limit.
	Integer

	Authentication
	E
	O
	1
	The message authentication, created as described in section ‎5.1.3.
	Base64-encoded binary














NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2005 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 9)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20050824-I]

© 2005 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 2 (of 9)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20050824-I]

