Doc# OMA-BCAST-2005-0748-Wording-for-Service-Content-Protection-Profiles.doc[image: image1.jpg]"sOMaQa

Open Mobile Alliance




Change Request

Doc# OMA-BCAST-2005-0748-Wording-for-Service-Content-Protection-Profiles.doc
Change Request



Change Request

	Title:
	Two alternative wordings on BCAST Service and Content Profiles
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	BAC BCAST and BAC DLDRM

	Doc to Change:
	OMA-TS-BCAST_SvcCntProtection-V1_0_0 (latest revision)

	Submission Date:
	14 Dec 2005

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Toni Paila, Chair BAC BCAST, toni.paila@nokia.com
Jan van der Meer, Chair BAC DLDRM, jan.vandermeer@philips.com

	Replaces:
	n/a


1 Reason for Change

If Athens meeting there was a lively discussion on the wording related to determining which profile (DRMv2.0-based or Smartcard-based) should be supported by terminal and system and under which conditions. This CR provides the two main alternatives that ensure unbiased approach with respect to profiles. 

2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The following two alternatives are presented for BCAST/DLDRM. Only one of the alternatives is to be selected by the group.

6 Detailed Change Proposal

Change 1:  Proposed text for section 5.1.1.1

There are two options on the wording. In either case, the text below will be placed in within the section 5.1.1.1 (Overview of the solution), in SvcCntProtection specification. The differences between the two options below are marked with grey. The marking is not intended to be left into the specification, but is here only to highlight the differences of the two options.


Option 1:

For OMA BCAST terminals with service/content protection capability, the following applies:

OMA BCAST terminal SHALL support OMA BCAST DRM profile or OMA BCAST Smartcard profile, or both the profiles. 

OMA BCAST terminal that has DRMv2.0 capability only SHALL support OMA BCAST DRM profile. 

OMA BCAST terminal that has a USIM and GBA-capability only SHALL support OMA BCAST Smartcard profile. 

OMA BCAST terminal that has an R-UIM and capability for pre-provisioning of shared-key only SHALL support OMA BCAST Smartcard profile. 

OMA BCAST terminal that has DRMv2.0 capability and has a USIM and GBA-capability MAY support OMA BCAST DRM profile or OMA BCAST Smartcard profile, or both the profiles. 

OMA BCAST terminal that has DRMv2.0 capability and has an R-UIM and capability for pre-provisioning of shared-key MAY support OMA BCAST DRM profile or OMA BCAST Smartcard profile, or both the profiles.

Table XX: Mapping of capabilities and Service/Content Protection profiles for a terminal that supports Service and/or Content Protection
	Terminal capabilities
	Service/content protection profiles

	DRMv2.0 capability
	USIM and GBA-capability

OR

R-UIM and capability for pre​-provisioning of shared key
	DRM profile
	Smartcard profile

	YES
	NO
	MANDATORY
	N/A

	YES
	YES
	OPTIONAL
	OPTIONAL

	NO
	YES
	N/A
	MANDATORY


OMA BCAST system using service/content protection SHALL support OMA BCAST DRM profile or OMA BCAST Smartcard profile, or both two profiles.

‘Terminal Support’ and ´System Support’ of a service/content protection profile means ´is capable of it´, but does not necessarily mandate its use.  Decision to use (or not to use) a supported service/content protection profile is made at the time of service deployment.
Option 2:

For OMA BCAST terminals with service/content protection capability, the following applies:

OMA BCAST terminal SHALL support OMA BCAST DRM profile or OMA BCAST Smartcard profile, or both the profiles. 

OMA BCAST terminal that has DRMv2.0 capability only SHALL support OMA BCAST DRM profile. 

OMA BCAST terminal that has a USIM and GBA-capability only SHALL support OMA BCAST Smartcard profile. 

OMA BCAST terminal that has an R-UIM and capability for pre-provisioning of shared-key only SHALL support OMA BCAST Smartcard profile. 

OMA BCAST terminal that has DRMv2.0 capability and has a USIM and GBA-capability SHALL support OMA BCAST DRM profile and OMA BCAST Smartcard profile.

OMA BCAST terminal that has DRMv2.0 capability and has an R-UIM and capability for pre-provisioning of shared-key SHALL support OMA BCAST DRM profile and OMA BCAST Smartcard profile.

Table XX: Mapping of capabilities and Service/Content Protection profiles for a terminal that supports Service and/or Content Protection
	Terminal capabilities
	Service/content protection profiles

	DRMv2.0 capability
	USIM and GBA-capability

OR

R-UIM and capability for pre​-provisioning of shared key
	DRM profile
	Smartcard profile

	YES
	NO
	MANDATORY
	N/A

	YES
	YES
	MANDATORY
	MANDATORY

	NO
	YES
	N/A
	MANDATORY


OMA BCAST system using service/content protection SHALL support OMA BCAST DRM profile or OMA BCAST Smartcard profile, or both two profiles.

‘Terminal Support’ and ´System Support’ of a service/content protection profile means ´is capable of it´, but does not necessarily mandate its use.  Decision to use (or not to use) a supported service/content protection profile is made at the time of service deployment.
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