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1 Reason for Contribution

Dynamic Content Delivery - OMA-BAC-MAE-WI- has discussed the delivery of contents over Interaction Channel as well as Broadcast Channel. The content delivery is the basic functionality of BCAST. Moreover, DCD has considered the existing BCAST functionality. Therefore, this input contribution is submitted to show what BCAST has to BAC-MAE(DCD)

Tables in chapter 4 are from OMA-DCD-RD and we added one column to show BCAST requirements, which seems to match up to DCD requirements.
2 Summary of Contribution

Tables of comparison between DCD RD and BCAST RD are shown in this contribution.
3 Detailed Proposal

7. Requirements
(Normative)

7.1 High-Level Functional Requirements

7.1.1 DCD Features and Functions

5.2.1.1 Content Delivery

	Label
	Description
	BCAST Requirement

	DCD-FUNC-001
	The DCD Enabler SHALL support the delivery of DCD Content when initiated. This occurs in the following cases:

a) upon the demand from the DCD-Enabled Client Application 
b) upon expiration of currently stored content.

c) upon a pre-defined schedule for requesting content updates.
	· FILE-01 Use of Broadcast Channel : It SHALL be possible to use the Broadcast Channel for distribution of files.
· FILE-02 Use of Interaction Channel : It SHALL be possible to use the Interaction Channel in conjunction with File Distribution.
· FILE-03 Repetition : File Distribution SHALL enable distribution of a set of files in a repetitive manner, where the set of files can change over time.
· Note: BCAST requirements are written in network operation point of view while DCD requirements are written in terminal operation point of view.

	DCD-FUNC-002
	The DCD Enabler SHALL support the delivery of DCD Content when initiated by a DCD Service Provider including on behalf of any authorized actor
	· Partially covered by HLFR-06 Multiple Service Providers: It SHALL be possible for a Broadcast Distribution System to distribute services and/or content from multiple service or Content Providers.

	DCD-FUNC-003
	The DCD Enabler SHALL support the re-establishment of DCD Service upon master-reset in the mobile device where sufficient information allows.
	· None

	DCD-FUNC-004
	The DCD Enabler SHALL support the re-establishment of DCD Service upon master-clear in the mobile device where sufficient information allows..
	· None

	DCD-FUNC-006
	The DCD Enabler Client SHALL support the partial transfer and resumption of content transfers that are interrupted before completion.
	· None

	DCD-FUNC-007
	The DCD Enabler SHOULD support the bandwidth efficiency through both transport level and content level compression using standard techniques, e.g. GZIP compression.
	· HLFR-05 Efficient Resource Usage : Mobile Broadcast Services SHALL use the resources of the underlying Broadcast Distribution System efficiently.

	DCD-FUNC-008
	The DCD Server and the DCD Generic Client SHALL support transaction efficiency through DCD Content packaging using standard techniques, e.g. multipart MIME encoding.
	· Partially covered by
· FILE-05 File Type : File Distribution SHALL enable specifying the types of the files, for example, MIME type.
· FILE-12 Agnostic to File Type and Encoding: File Distribution mechanism SHALL be agnostic with respect to the file type or file encoding.

	DCD-FUNC-009
	The DCD Enabler SHALL enable the user and service provider, including on behalf of authorized actor, to manage the DCD Content delivery options, e.g. content delivery schedule, channel / content selection etc.
	· None

	DCD-FUNC-010
	The DCD Enabler SHALL support the content expiry and replacement information along with the content delivery.
	· Regarding the content expiry , DCD-FUNC-010 is covered by FILE-06 Validity of File : File Distribution SHALL enable means to indicate activation and expiration time of each file.
· For the replacement, BCAST does not have the requirement.

	DCD-FUNC-012
	The DCD Enabler SHALL support the delivery of differential content, i.e. only those content that have been changed SHALL be delivered.
	· None

	DCD-FUNC-013
	The DCD Enabler SHALL support the background (delivery) of additional related content initiated by the DCD Enabled Client Application and the DCD Server
	· Partially covered by HLFR-08 Simultaneous Reception of Services : It SHOULD be possible for a Terminal that is receiving one Mobile Broadcast Service to also receive simultaneously other Mobile Broadcast Services..

	DCD-FUNC-015
	Under normal conditions, the DCD Client SHALLD be able to receive the content and deliver it, to the DCD-Enabled Client Application without user interaction.
	· None

	DCD-FUNC-016
	The DCD Enabler SHALL support delivery of DCD Contents to multiple DCD-Enabled Client Applications on a device.
	· None.

	DCD-FUNC-017
	The DCD Enabler SHALL support simultaneous delivery of DCD Content to multiple end-users. e.g.broadcast
	OSR-02 Broadcast and multicast distribution of Broadcast Services : It SHALL be possible to distribute Mobile Broadcast Services over broadcast mode and/or multicast mode of a broadcast distribution system.

· 

	DCD-FUNC-018
	The DCD Enabler SHALL provide the ability to deliver DCD Content and related meta data, , to the DCD-Enabled Client Application.
	· None

	DCD-FUNC-019
	The DCD Enabler SHOULD have the ability to support progressive download
	· None

	DCD-FUNC-020
	The DCD Client SHOULD support the update of its software via the relevant OMA enablers.
	PROV-15

Terminal Provisioning using DM: The Terminal provisioning function for Mobile Broadcast Services SHALL build on OMA Device Management (DM).
PROV-16

· Terminal Provisioning over Broadcast: The Terminal provisioning function SHALL enable delivery of software updates over Broadcast Channel.

	DCD-FUNC-021
	The DCD Enabler SHOULD provide the ability to personalize and customize DCD Content for users subscribed to a DCD Service such as based upon OMA presence and location information. Note that the content transformation is out of the scope..
	Partially covered by HLFR-09 

· Declaration of End User Preferences : It SHOULD be possible for the End User to temporarily or permanently declare service preferences to the Mobile Broadcast Service Provider.

	DCD-FUNC-022
	The DCD Enabler SHALL support content filtering via relevant enablers.
	· Partially covered by SD-11
· SD-11 User Profile and Preference : The Service Guide SHALL specify means to provide an extensible list of attributes, such as information about target End User groups, or genre attributes for a particular Broadcast Service, which enables End User profile filtering and End User preference filtering of Broadcast Services.

	DCD-FUNC-024
	The DCD Enabler SHALL support transport level delivery confirmation upon the receipt of the DCD Contents by the DCD Client.
	FILE-13 Reception Reporting : It SHOULD be possible to report from the device to the Broadcast Service provider whether a file delivery service has been received by the Terminal.

	DCD-FUNC-025
	The DCD Enabler SHALL allow DCD-Enabled Client Application to provide application level delivery confirmation to the DCD Service Provider upon the receipt of the DCD Content.
	Covered by Stream-08 and File-13 :

Stream 08 : It SHOULD be possible to report from the device to the Broadcast Service provider whether a streaming service has been received by the Terminal.
File-13 : It SHOULD be possible to report from the device to the Broadcast Service provider whether a file delivery service has been received by the Terminal.
Note :Terminal having interaction capability in BCAST shall support this requirement. 


Table 1: High-Level Functional Requirements – Content Delivery

5.2.1.2 Service Registration

	Label
	Description
	BCAST Requirement

	DCD-SVCR-001
	The DCD Client SHALL have theability to register with a DCD Service upon detection of the change of subscription identity, including upon SIM insertion and power-up..
	SPCP-30 User Identity: It SHOULD be possible to bind Rights Objects (pertaining to service access, digital rights for content and any post-acquisition rights, as applicable) to user identity and not only to the device.  When the user identity is stored in a removable smartcard administered by the service provider (such as, in 3G mobile terminals), portability of these rights objects to another DRM-compliant device SHOULD enable the user’s continued use of any pre-existing digital rights
Note : SPCP-30 is only slightly related requirement. 


	DCD-SVCR-002
	The DCD Enabler SHALL provide the ability for the DCD Service Provider to deliver default channels and content items to DCD Generic Clients on initial SIM insertion and power-on.
	None

	DCD-SVCR-003
	The user interaction in the DCD Service registration SHALL be required only in the case of “Advice Of Charge”.
	None


Table 2: High-Level Functional Requirements – Service Registration

5.2.1.3 Service and Content Subscription

	Label
	Description
	BACST Requirement


	DCD-CSUB-001
	The DCD Enabler SHALL provide the capability for a user to subscribe to additional channels provided by the DCD Content Provider.
	PROV-02 Broadcast Subscription: The Mobile Broadcast Service Provider SHALL be able to offer a subscription to a Broadcast Service or a bundle of Broadcast Services (= “Service Bundle”).
PROV-03 Time-based Broadcast Subscription: The Mobile Broadcast Service Provider SHALL be able to offer subscriptions based on time period.
PROV-04 Consumption-based Subscription: The Mobile Broadcast Service Provider MAY be able to offer subscriptions based on effectively consumed content.
PROV-05 Purchase Transaction Initiation: The End-User SHALL be able to initiate the acquisition of Broadcast Subscriptions from the Terminal.
PROV-12 Content-based Subscription : The Mobile Broadcast Service Provider SHALL be able to offer subscriptions based on content.
· PROV-14 Subscribing and Unsubscribing Service: The End User SHALL be able to subscribe and to unsubscribe to a service or a service bundle.
· PROV- 15 Content Subscription: The Content Provider SHALL be able to offer for purchase a subscription to content.
· Note 1 : At least PROV-02, -03, -04, -05, -12, -14, and -15 seem to be relevant and cover DCD-CSUB-001 to a large extent. other PROV-XX requirements may be relevant as well.
· Note 2 : Channel is owned by Service Provider in BCAST.

	DCD-CSUB-002
	The DCD Enabler SHALL enable the user to subscribe to DCD Channels using the DCD-Enabled Client Application as well as other means such as through customer care or through the web.
	See comments for DCD-CSUB-001
· 

	DCD-CSUB-003
	The DCD Enabler SHALL enable the user to subscribe to a DCD Service using the DCD-Enabled Client Application.
	· PROV-02 Broadcast Subscription : The Mobile Broadcast Service Provider SHALL be able to offer a subscription to a Broadcast Service or a bundle of Broadcast Services (= “Service Bundle”).
· PROV-05 Purchase Transaction Initiation: The End-User SHALL be able to initiate the acquisition of Broadcast Subscriptions from the Terminal.
· 

	DCD-CSUB-004
	The DCD Enabler SHALL provide the capability for a DCD Service Provider to originate a request for content subscription on behalf of an end-user subscribed to the DCD Service.
	· None.

	DCD-CSUB-005
	The DCD Enabler SHALL be informed of a change of subscriber identity, e.g. (U)SIM as defined in 3GPP.
	· None

	DCD-CSUB-006
	The DCD Client SHALL support the portability of subscription information, and service options between devices (e.g. using smart cards. (u)SIM, removal disks, network storage)
	SEC-STO-01 secure storage entity: The Mobile Broadcast solution SHALL employ a security solution to guarantee the access control, the confidentiality and the integrity of data and processing functions identified as sensitive within the device. 

· These features SHALL be provided by a function referred as a secure storage entity.
· Note : SEC-STO-01 covers only the  security perspective. Secure storage for service options is not covered by BCAST requirements.

	DCD-CSUB-008
	Upon detection that a change of subscriber has occurred for a device with previously activated DCD Service, the DCD Enabler SHALL have the capability to automatically activate the DCD Service for the latest subscriber, as a new subscriber to DCD.
	· None

	DCD-CSUB-009
	Upon DCD subscriber-change detection, if the new subscriber had a previously activative subscription to a DCD Service, the DCD Enabler SHALL have the capability to automatically activate the DCD Service with the content selections and service options for the current subscriber.
	· None

	DCD-CSUB-010
	The DCD Enabler SHALL support automatic un-subscription initiated by the DCD Service Provider on behalf of a user, e.g. when the weather report is no longer valid or when a special event channel is no longer available.
	·  Partially covered by PROV-14 Subscribing and Unsubscribing Service: The End User SHALL be able to subscribe and to unsubscribe to a service or a service bundle.

	DCD-CSUB-011
	The DCD Enabler SHALL provide the ability for a user to cancel their subscription to an existing content channel
	· PROV-14 Subscribing and Unsubscribing Service : The End User SHALL be able to subscribe and to unsubscribe to a service or a service bundle.

	DCD-CSUB-013
	The DCD Enabler SHALL stop delivery of the previously subscribed to content as soon as possible, after the user cancels the subscription to that content.
	·  None.

	DCD-CSUB-014
	Upon subscription cancellation to a DCD Content Item, the DCD Client SHALL prevent this content from being delivered to the user.
	. None.


Table 3: High-Level Functional Requirements – Service and Content Subscription

5.2.1.4 Content Presentation

	Label
	Description
	BCAST Requirement



	DCD-CPRE-001
	Content types supported by the DCD Enabler SHALL be handled in an interoperable manner between the DCD Client and DCD Server.
	Partially covered by STREAM-07 and File-12 in terms of interoperability 
STREAM-07 Agnostic to Stream Type and Encoding: The Stream Distribution mechanism SHALL be agnostic with respect to the stream type or stream encoding.
FILE-12 Agnostic to File Type and Encoding: File Distribution mechanism SHALL be agnostic with respect to the file type or file encoding.


	DCD-CPRE-002
	The DCD Enabler SHALL allow for the support of multiple simultaneous presentation windows.
	 None.

	DCD-CPRE-003
	The DCD Enabler SHALL provide the capability to display the DCD Content according to user preferences.
	None.

	DCD-CPRE-004
	When a device function or application which takes over device display and controls has ended, or the user has returned to the DCD-Enabled Client Application, the display / control of DCD Content SHALL return to the normal state.
	. None.

	DCD-CPRE-005
	If high-priority DCD Content is received, the presentation of lower priority DCD Content SHOULD be pre-empted by the DCD-Enabled Client Application.
	None.

	DCD-CPRE-006
	Pre-emptive display of high-priority DCD Content SHALL be timed, with user’s option to manually back out of the notification.
	None.

	DCD-CPRE-007
	The DCD Enabler SHALL support the policies and attributes of how the contents are displayed in the mobile device, e.g. allowing the tickers running simultaneously, but disallowing the midi files running simultaneously. The policies and attributes include, but not limited to, pre-emption policies, display timer, display area, content priority, the order of content items at the same priority, etc.
	Partially covered by SD-11 and File-08

SD-11:User Profile and Preference: The Service Guide SHALL specify means to provide an extensible list of attributes, such as information about target End User groups, or genre attributes for a particular Broadcast Service, which enables End User profile filtering and End User preference filtering of Broadcast Services.
FILE-08 User Profile and Preference : File Distribution SHALL enable means to provide target user information or attributes (eg. Genre) for a particular file which enables user profile and user preference filtering of files.

	DCD-CPRE-008
	The DCD Enabler SHALL support that the presentation of content be dependent on the device capabilities.
	Partially covered by SD-12 Terminal Capabilities : The Service Guide SHALL specify means to provide target Terminal capabilities requirements for a particular Broadcast Service which enables Terminal capability filtering of Broadcast Services.

	DCD-CPRE-009
	The DCD-Enabled Client Application SHALL provide the ability for a user to navigate and interact with content that resides locally to the client or remotely to the client.
	None.

	DCD-CPRE-010
	The DCD Enabler SHOULD support the ordering of channels for presentation (e.g. based on high priority, alphabetical order, etc.) as specified by the DCD Service Provider and user.
	None

	DCD-CPRE-011
	The DCD-Enabled Client Application SHALL enable the user to switch between Channels. 
	None

	DCD-CPRE-012
	The DCD-Enabled Client Application that supports multiple simultaneous windows for DCD Content SHALL support user selection of Channels to be displayed in each window.
	None.

	DCD-CPRE-013
	Upon content preemption, the DCD-Enabled Client Application SHOULD be able to control the presentation of the low priority content according to a predefined policy.
	None.

	DCD-CPRE-014
	The DCD Enabler SHOULD enable the user and / or the DCD Service Provider to set the policy on the presentation of low-priority DCD Content upon content preemption.
	None.


Table 4: High-Level Functional Requirements – Content Presentation

5.2.1.5 Content

	Label
	Description
	BCAST Requirement

	DCD-CONT-001
	The DCD Enabler SHALL provide the capability to distinguish between different priorities of of DCD Content, e.g. high-priority and normal-priority.
	OSR-07 Broadcast Content Priority: It SHALL be possible to assign different priorities to particular broadcast content
Note : However, OSR-07 is only used for Emergency case.


	DCD-CONT-002
	The DCD Enabler SHALL support retrieval of cached content or persistently stored content for an item from the DCD Client Device's local content storage.
	None

	DCD-CONT-003
	The DCD Enabler SHALL provide the means to allow a DCD Service Provider to specify the Channels and content that can be subscribed and unsubscribed by a user, including those that are always provided and cannot be unsubscribed by a user.
	None

	DCD-CONT-004
	The DCD Enabler SHALL provide the ability for the DCD Service Provider to specify the life-span of Channels and their Content Items (e.g. by defining the availability of content for user consumption)
	SD-08 Validity of Service Guide Component: The Service Guide SHALL enable the Terminal to know the validity of a particular Service Guide Component.
FILE-06 Validity of File : File Distribution SHALL enable means to indicate activation and expiration time of each file.

	DCD-CONT-005
	The DCD Enabler SHALL allow content models such as the Topical Content model to be supported.
	None

	DCD-CONT-006
	The DCD Enabler SHALL support the means of associating additional content related to a content item.
	None

	DCD-CONT-007
	The DCD Generic Client SHALL support retrieving additional content related to a Content Item.
	None.


	DCD-CONT-008
	The DCD Client SHALL support the elements of Content Items, including structure, style, and media object embedding etc., in order to achieve interoperability.
	Partially covered by FILE-05 File Type: File Distribution SHALL enable specifying the types of the files, for example, MIME type.


	DCD-CONT-009
	The DCD Enabler SHALL be able to specify which content shall be automatically stored and which shall not be.
	None

	DCD-CONT-010
	The DCD Client SHALL support the content storage period individually for each Channel.
	Partially covered by FILE-06 Validity of File: File Distribution SHALL enable means to indicate activation and expiration time of each file.
Partially covered by SPCP-8 Terminal-initiated Rights Acquisition: The service and content protection functions SHALL support Terminal-initiated access requests. [DRM REL]


	DCD-CONT-011
	The DCD Client MAY be capable of directly accessing a Service Guide for DCD Content discovery and selection.
	SD-01 Use of Broadcast Channel: It SHALL be possible to deliver the Service Guide over the Broadcast Channel.
SD-02 Use of Interaction Channel: Service Discovery SHALL provide a mechanism to deliver some or all of the Service Guide over the Interaction Channel.



	DCD-CONT-012
	The DCD Server SHALL be able to discover the amount of DCD Content storage available for a DCD Client.
	None

	DCD-CONT-013
	The DCD Service Provider SHALL have a content delivery policy based on DCD Client content storage availability.
	None

	DCD-CONT-014
	The DCD Client SHALL support content storage / cache that is independent from other clients on the device.
	None


Table 5: High-Level Functional Requirements – Content

5.2.1.6 Content Personalization and Customization

	Label
	Description
	BCAST Requirement

	DCD-PERS-001
	The DCD Enabler SHALL support personalized and customized content delivery, including but not limited to the location-based content update, if such personalized information (e.g. location) is available.
	· Partially covered by SD-11 User Profile and Preference : The Service Guide SHALL specify means to provide an extensible list of attributes, such as information about target End User groups, or genre attributes for a particular Broadcast Service, which enables End User profile filtering and End User preference filtering of Broadcast Services.
· Partially covered by FILE-08 User Profile and Preference: File Distribution SHALL enable means to provide target user information or attributes (eg. Genre) for a particular file which enables user profile and user preference filtering of files.

	DCD-PERS-004
	The DCD Enabler SHALL provide the ability for the DCD Service Provider to personalize DCD Content based upon a user’s latest profile.
	· Partially covered by OSR-05 Re-use of Subscription Information: It SHALL be possible to use subscription information for management of distribution of Mobile Broadcast Service to End Users, e.g. in multicast mode.
· Partially covered by SD-11 User Profile and Preference : The Service Guide SHALL specify means to provide an extensible list of attributes, such as information about target End User groups, or genre attributes for a particular Broadcast Service, which enables End User profile filtering and End User preference filtering of Broadcast Services.

	DCD-PERS-005
	The DCD Enabler SHALL provide the ability for the DCD Service Provider to customize DCD Content based upon a user’s specific preferences.
	None


Table 6: High-Level Functional Requirements – Content Personalizaton and Customization

5.2.1.7 States and Operations

	Label
	Description
	BCAST Requirement

	DCD-STAT-001
	The DCD Enabler SHALL enable the user to manually suspend and resume DCD Service, either from the DCD-Enabled Client Application or e.g. web-based service.
	None

	DCD-STAT-002
	The DCD Enabler SHALL enable the user to automatically suspend and resume both server-initiated and client-initiated DCD Content delivery requests, based upon pre-configured conditions, e.g. on a set schedule or based upon roaming status.
	None

	DCD-STAT-003
	It SHALL be possible to suspend a DCD Service without additional content buffering by the DCD Client.
	None

	DCD-STAT-004
	A DCD Client MAY support buffering of DCD Content upon DCD Service Suspension.
	None

	DCD-STAT-005
	When DCD Service is suspended by the Service Provider, the DCD Server SHALL NOT initiate or continue delivery of DCD Content to the DCD Client.
	None

	DCD-STAT-006
	When DCD Service is suspended, the DCD Client SHALL NOT initiate delivery of DCD Content from the DCD Server.
	None

	DCD-STAT-007
	When a DCD Client becomes inaccessible, the DCD Server SHOULD suspend server-initiated DCD Content delivery.
	None

	DCD-STAT-008
	When a DCD Server becomes inaccessible, the DCD Client SHALL suspend client-initiated DCD Content delivery requests.
	None

	DCD-STAT-009
	When a previously inaccessible DCD Client becomes accessible, the DCD Server SHALL resume server-initiated DCD Content delivery.
	None

	DCD-STAT-010
	When a previously inaccessible DCD Server becomes accessible, the DCD Client SHALL resume DCD Content reception
	None

	DCD-STAT-011
	When a previously inaccessible DCD Server becomes accessible, the DCD Client SHALL resume initiating DCD Content delivery requests.
	None

	DCD-STAT-012
	When a previously suspended DCD Service is resumed, any content that is ready to be delivered SHALL be delivered.
	None


Table 7: High-Level Functional Requirements – States and Operations

5.2.1.8 Integration with Native Functions

	Label
	Description
	BCAST Requirement

	DCD-INTG-001
	The user SHALL be able to use the device for any purpose without either waiting for DCD client-server interaction to complete, or impacting the reliability of the DCD Service.
	None

	DCD-INTG-002
	The DCD-Enabled Client Application SHALL be capable of launching the device browser to access a Service Guide.
	None

	DCD-INTG-003
	The DCD-Enabled Client Application SHALL be capable of launching the device browser for DCD Content discovery, selection, and subscription.
	None

	DCD-INTG-004
	The DCD-Enabled Client Application MAY be capable of launching a client other than the device browser to access a Service Guide.
	None.

	DCD-INTG-005
	The DCD-Enabled Client Application MAY be capable of launching a client other than the device browser for DCD Content discovery, selection, and subscription.
	None.

	DCD-INTG-006
	The DCD-Enabled Client Application SHALL be capable of interworking with other clients present in the device, as specified by the "URI Schemes" RD [OMA-URI] launching other present clients in the device (e.g. web site containing full news story following the selection of an embedded url within a content item).
	None.


Table 8: High-Level Functional Requirements – Integration with Native Functions

5.2.1.9 Device and Network Capabilities

	Label
	Description
	BCAST Requirement

	DCD-CAPA-001
	The DCD Enabler SHALL support device capabilities negotiation.
	None.

	DCD-CAPA-002
	The DCD Client SHALL support UTC time synchronization for the content cache.
	None

	DCD-CAPA-003
	The DCD Enabler SHALL support various network technologies, (i.e. network types and / or bearers).
	BC-02 Network Technology Agnosticism: It SHALL be possible to use any network technology that provides IP-based Mobile Broadcast capabilities (such as MBMS, BCMCS, DVB-H, ISDB-T, T-DMB) as the underlying network technology. [3GPP MBMS] [3GPP2 BCMCS] [DBV-H] [ISDB-T] [T-DMB]

IC-01 Possibility to Utilize: A Broadcast Service MAY utilize an Interaction Channel.


Table 9: High-Level Functional Requirements – Device and Network Capabilities

5.2.1.10 Miscellaneous DCD Functions
	Label
	Description
	BCAST Requirement

	DCD-MISC-001
	The DCD Service SHALL support device, client, and user identification
	Partially covered by SPCP-30 User Identity: It SHOULD be possible to bind Rights Objects (pertaining to service access, digital rights for content and any post-acquisition rights, as applicable) to user identity and not only to the device.  When the user identity is stored in a removable smartcard administered by the service provider (such as, in 3G mobile terminals), portability of these rights objects to another DRM-compliant device SHOULD enable the user’s continued use of any pre-existing digital rights

	DCD-MISC-002
	The Devices supporting DCD Client SHALL support the related (to be specified) DM client features.
	PROV-15
Terminal Provisioning using DM: The Terminal provisioning function for Mobile Broadcast Services SHALL build on OMA Device Management (DM).

	DCD-MISC-003
	The DCD Enabler shall not duplicate functionality available through other OMA enablers.
	HLFR-10 Use of other OMA Enablers: The Mobile Broadcast solution SHALL use other OMA enablers to accomplish its purpose whenever appropriate enablers exist.

	DCD-MISC-004
	The DCD Enabler SHALL support association of a Connection Profile to each DCD Channel.
	None

	DCD-MISC-005
	When a change of subscriber has occurred for a device with previously activated DCD Service, the DCD Client SHOULD delete the DCD Content of the previous subscriber.
	None

	DCD-MISC-006
	The DCD Enabler SHALL provide the ability for the user to specify their service preferences (e.g. user profile). These can be manually set by the user as well as dynamically determined by a personalization.
	HLFR-09 Declaration of End User Preferences: It SHOULD be possible for the End User to temporarily or permanently declare service preferences to the Mobile Broadcast Service Provider.

	DCD-MISC-007
	The DCD Enabler SHOULD support notification of new Content Item delivery to the User (e.g. audio, visual, ticker, icon, vibration) in the ACTIVE or INACTIVE state.
	Partially covered by NOTIF-2 Notification Information: It SHALL be possible for the notification sent to the End User to include the relevant service guide information, or a reference to that information, related to the Broadcast Service for which the notification is sent.

	DCD-MISC-008
	The DCD Client Device SHALL support the manual launch of the DCD-Enabled Client Application
	None

	DCD-MISC-009
	The DCD Enabler SHALL support subscriber identification via a direct client-server method.
	None


Table 10: High-Level Functional Requirements – Miscellaneous DCD Functions

7.1.2 Security

	Label
	Description
	BCAST Requirement

	DCD-SEC-001
	The DCD Client SHALL be able to verify and determine the identity of the source of any subscription information (e.g. subscription server that manages user profile and subscription management) prior to accepting any information.
	Partially covered by SEC-09 Mutual Component Authentication: The Mobile Broadcast solution SHALL be capable of authenticating its components to other components.

	DCD-SEC-002
	The DCD Client SHALL be able to verify and determine the identity of the DCD Server when the DCD Server tries to push content.
	Partially covered by SEC-09 Mutual Component Authentication: The Mobile Broadcast solution SHALL be capable of authenticating its components to other components.

	DCD-SEC-003
	The DCD Server SHALL be able to verify and determine the identity of the DCD Client when the DCD Client tries to retrieve content.
	None

	DCD-SEC-004
	The DCD Server SHALL be able to verify and determine the identity of the DCD Client when the DCD Client tries to retrieve / alter a subscription list.
	None.

	DCD-SEC-005
	The source of any subscription information SHALL be able to verify and determine the identity of the User before sending any subscription information.
	Partially covered by PROV-06 Purchase Transaction Security: It SHALL be possible to secure the purchase transaction (authentication, confidentiality, integrity).
Note : If subscription and purchase are done simultaneously, PROV-06 covers DCD-SEC-005.

	DCD-SEC-006
	The DCD Enabler SHALL ensure that only authorized agents are permitted to update DCD provisioning information on client devices , e.g. with user’s confirmation if necessary.
	Partially cover by SEC-09 Mutual Component Authentication: The Mobile Broadcast solution SHALL be capable of authenticating its components to other components


	DCD-SEC-007
	Upon detection that a change of subscriber has occurred for a device with previously activated DCD Service, the DCD Enabler SHALL prevent access to all device-resident DCD subscription information of the previous subscriber, as specified by previous subscriber.
	None

	DCD-SEC-008
	The DCD Enabler SHALL support secure delivery of DCD Content.
	SEC-12 Content and Service Confidentiality End-to-End: The Mobile Broadcast solution SHALL be capable of protecting content and service confidentiality between its components in the network and in the Terminal.
SEC-13 Content and Service Integrity End-to-End: The Mobile Broadcast solution SHALL be capable of protecting the integrity of the content and services between its components in the network and in the Terminal.
SPCP-6 Discrete Object Protection: The service and content protection functions SHALL provide protection for discrete objects of any type.
SPCP-7 Stream Protection: The service and content protection functions SHALL provide means for protecting real-time streaming.

	DCD-SEC-009
	The DCD Enabler SHALL support specification of security requirements for each Channel.
	None.

	DCD-SEC-010
	The DCD Client SHALL support logging of security violations, e.g. attempted DCD Content delivery by an unauthorized content server.
	None

	DCD-SEC-011
	The DCD Content SHOULD be possible to be protected by utilizing the OMA DRM [OMA-DRM].
	SPCP-1 OMA DRM: The service and content protection functions for Mobile Broadcast Services SHALL build on OMA DRM 2.0, where appropriate. [DRM v2.0]


Table 11: High-Level Functional Requirements – Security Items

7.1.3 Charging

	Label
	Description
	BCAST Requirement

	DCD-CHAR-001
	The DCD Enabler SHALL support different charging models for different categories of content.
	PROV-03 Time-based Broadcast Subscription: The Mobile Broadcast Service Provider SHALL be able to offer subscriptions based on time period.
PROV-04 Consumption-based Subscription: The Mobile Broadcast Service Provider MAY be able to offer subscriptions based on effectively consumed content.

	DCD-CHAR-002
	The DCD Enabler SHOULD provide an “Advice of Charge” to the user (e.g. [OMA-MCC]) if applicable to the content or action.
	Implied by PROV-xx requirements and SG requirements.

	DCD-CHAR-003
	The DCD Enabler SHALL support an “Advice of Charge” to the user upon DCD Service registration.
	Implied by PROV-xx requirements and SG requirements.

	DCD-CHAR-004
	The DCD Enabler SHALL support an “Advice of Charge” to the user upon DCD Channel subscription.
	Implied by PROV-xx requirements and SG requirements.

	DCD-CHAR-005
	The DCD Enabler SHALL support an “Advice of Charge” to the user upon changes in DCD Content selection and service options.
	Implied by PROV-xx requirements and SG requirements.

	DCD-CHAR-006
	The DCD Enabler SHOULD utilize the OMA Charging enabler [OMA-MCC] for its needed charging functionalities.
	HLFR-10 Use of other OMA Enablers: The Mobile Broadcast solution SHALL use other OMA enablers to accomplish its purpose whenever appropriate enablers exist.

	DCD-CHAR-007
	The DCD Enabler SHALL enable DCD Service Providers to use various content charging models for different groups of content, e.g. free-of-charge channels, per-KB-charge channels, or Monthly-Recurring-Charge channels that are KB-usage-free.
	PROV-01 Free-to-Air Services: It SHALL be possible to provide Free-to-Air Broadcast Services that don’t require the End-User to subscribe to a Broadcast Service or to have any other interaction with the Mobile Broadcast Service Provider or Content Provider.
PROV-02 Broadcast Subscription: The Mobile Broadcast Service Provider SHALL be able to offer a subscription to a Broadcast Service or a bundle of Broadcast Services (= “Service Bundle”).

PROV-03 Time-based Broadcast Subscription: The Mobile Broadcast Service Provider SHALL be able to offer subscriptions based on time period.
PROV-04 Consumption-based Subscription: The Mobile Broadcast Service Provider MAY be able to offer subscriptions based on effectively consumed content.
PROV-12 Content-based Subscription: The Mobile Broadcast Service Provider SHALL be able to offer subscriptions based on content.


Table 12: High-Level Functional Requirements – Charging Items

7.1.4 Administration and Configuration

	Label
	Description
	BCAST Requirement

	DCD-ADM-001
	The DCD Enabler SHOULD support initial and continuous client provisioning using the OMA Client Provisioning [OMA-CP] and / or OMA Device Management [OMA-DM].
	Partially covered by PROV-15
Terminal Provisioning using DM: The Terminal provisioning function for Mobile Broadcast Services SHALL build on OMA Device Management (DM).

	DCD-ADM-002
	The DCD Enabler SHALL provide the ability to administrate and configure the DCD Client and the DCD-Enabled Client Application using OTA mechanisms.
	Partially covered by PROV-15
Terminal Provisioning using DM: The Terminal provisioning function for Mobile Broadcast Services SHALL build on OMA Device Management (DM).

	DCD-ADM-003
	The DCD Enabler SHALL support the activation and deactivation of the DCD-Enabled Client Application in the mobile device either initiated by the mobile device or by the server.
	None

	DCD-ADM-004
	The DCD-Enabled Client Application SHALL support the enabling and disabling the display of the content in the mobile device, initiated in the mobile device.
	None

	DCD-ADM-005
	The DCD Enabler SHALL support the DCD Service Provider to provision and un-provision the service channel contents.
	None

	DCD-ADM-006
	The DCD Enabler SHALL support the DCD Service Provider in specifying the number of contents / Channels that a mobile device can subscribe to.
	None

	DCD-ADM-007
	The DCD Enabler SHALL support the DCD Service Provider to limit the frequency of the content update from a mobile device.
	None

	DCD-ADM-008
	The DCD Enabler SHALL support the DCD Service Provider to specify the frequency of the content update from a mobile device.
	None

	DCD-ADM-009
	The DCD Enabler SHALL support the DCD Client to specify the frequency of the content update from a mobile device.
	None

	DCD-ADM-010
	The DCD Client SHALL report error information back to the DCD Service Provider.
	In file reception error, DCD requirement is covered by FILE-13 Reception Reporting: It SHOULD be possible to report from the device to the Broadcast Service provider whether a file delivery service has been received by the Terminal.
In Stream reception error, DCD requirement is covered by STREAM-08 Reception Reporting : It SHOULD be possible to report from the device to the Broadcast Service provider whether a streaming service has been received by the Terminal


Table 13: High-Level Functional Requirements – Administration and Configuration Items

7.1.5 Usability

	Label
	Description
	BCAST Requirement

	DCD-USA-001
	The access to the dialing application SHALL NOT be restricted or hindered by the DCD Enabler.
	None

	DCD-USA-002
	The DCD Enabler SHALL provide the user with a means to discover the available contents for subscription.
	SD-01 Use of Broadcast Channel: It SHALL be possible to deliver the Service Guide over the Broadcast Channel.
SD-02 Use of Interaction Channel: Service Discovery SHALL provide a mechanism to deliver some or all of the Service Guide over the Interaction Channel.

Note: whether or not the Interaction Channel is used is up to the operator, and very likely depends on the mechanisms used for Service Discovery; a broadcast-only Terminal may experience some degradation of Service Discovery


	DCD-USA-003
	The DCD Enabler SHALL provide the user with a means to receive a list of contents that the user currently has subscribed.
	PROV-11 Account Inquiry: It SHOULD be possible to offer to the End-User means to inquire account status information (eg. All currently active subscriptions) from the Mobile Broadcast Service Provider and/or Content Provider.

	DCD-USA-004
	The DCD Enabler SHALL provide the user with a means to request an immediate content update for selected channels.
	Partially covered by IC-01 Possibility to Utilize: A Broadcast Service MAY utilize an Interaction Channel.
NOTIF-2

Notification Information : It SHALL be possible for the notification sent to the End User to include the relevant service guide information, or a reference to that information, related to the Broadcast Service for which the notification is sent.
NOTIF-3 Subscribed/Scheduled Notifications : The Mobile Broadcast Service Provider SHALL be able to send notifications to the End User based on subscribed services or scheduled services before Broadcast Services start, based on the availability of an appropriate channel over which the notifications may be sent. 

	DCD-USA-005
	The DCD Client SHALL have a means to request the content update automatically from the DCD Server.
	None

	DCD-USA-006
	The DCD Server SHALL be able to push the content update to the DCD Client.
	None


Table 14: High-Level Functional Requirements – Usability Items

7.1.6 Interoperability

	Label
	Description
	BCAST Requirement

	DCD-IOP-001
	Any DCD Client SHALL be able to communicate to any DCD Server
	HLFR-12 – Support for Point-to-Point Communication: The Mobile Broadcast solution SHALL be capable of supporting point-to-point communication between a Mobile Broadcast Service Application in the network and a Mobile Broadcast Service Client on the mobile Terminal.

	DCD-IOP-002
	The DCD Service requires that the roaming service on the underlying data bearer SHALL be available
	Partially covered by SD-13 Roaming: Service Discovery SHALL enable a roaming Terminal to discover and access services from the visited network.

PROV-10 Roaming: It SHALL be possible to permit visiting End-Users to access free services or subscribe to content or services.

	DCD-IOP-003
	The DCD Server SHOULD NOT send the content to a device that is not capable of rendering that content type.
	None

	DCD-IOP-004
	The DCD Enabler SHALL support standard international character sets.
	None

	DCD-IOP-005
	The DCD Client SHALL identify its application type, version, device type and device capability to the DCD Server.
	None


Table 15: High-Level Functional Requirements – Interoperability Items

7.1.7 Privacy

	Label
	Description
	BCAST Requirement

	DCD-PRV-001
	The DCD Client SHALL support subscriber selection of privacy options for DCD Content, e.g. to block access to the content on the subscriber’s device unless the subscriber’s identity can be verified.
	None

	DCD-PRV-002
	The DCD Server SHALL authenticate the DCD Client and User before giving it the current subscription information or allowing it to change the subscription.
	None.

	DCD-PRV-003
	The DCD-Enabled Client Application SHALL enable the user to delete locally cached content manually.
	None.

	DCD-PRV-004
	The DCD Client SHALL allow a properly authenticated DCD Service Provider to update cached content remotely.
	Partially covered by SEC-09 Mutual Component Authentication: The Mobile Broadcast solution SHALL be capable of authenticating its components to other components.


Table 16: High-Level Functional Requirements – Privacy Items

7.2 Overall System Requirements

	Label
	Description
	BCAST Requirement

	DCD-SYS-001
	Without prior configuration, the DCD Client SHALL support the discovery of a DCD Service.
	SD-07 Initial Discovery: It SHALL be possible for the Terminal to find the initial entry-point for Service Guide acquisition.

	DCD-SYS-002
	The DCD Enabler SHALL provide the ability for a DCD Service Provider to multiplex channels and content originating from different sources, e.g. different content providers.
	HLFR-06 Multiple Service Providers: It SHALL be possible for a Broadcast Distribution System to distribute services and/or content from multiple service or Content Providers.

	DCD-SYS-004
	The DCD Enabler SHALL provide the ability for a DCD Service Provider to manage the subscription to each multiplex channel and content originating from different sources, e.g. different content providers.
	None.

	DCD-SYS-005
	The DCD Enabler SHALL provide the ability for different Management Authorities (e.g. Enterprise, Network Operator, Service Provider etc.) to manage their content for delivery by the DCD Service Provider.
	None.


Table 17: High-Level System Requirements

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

This IC has shown What BCAST has to BAC-MAE(DCD) delegates in requirement point of view, 

Please contact BCAST if MAE(DCD) wants to know a related technical solution. 
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