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1 Overview

The Open Mobile Alliance Browser And Content Broadcast sub working group (OMA BAC BCAST) is working on broadcast services over IP, including service and content protection. Consistency review period has started and the specifications are expected to be finalised in July 2006.
The service & content protection solution for the Smartcard profile relies on the ongoing work item on the secure authenticated channel between terminal and smartcard. We are using a normative reference to 3GPP TS 33.110. We have the following text in our specification (http://www.openmobilealliance.org/ftp/Public_documents/BAC/BCAST/Permanent_documents/OMA-TS-BCAST_SvcCntProtection-V1_0-20060412-D.zip):

For smartcard profiles based on MBMS the smartcard-terminal interface SHALL respect [ETSI SCP reference and 3GPP TS 33.110].

Editor's note: 3GPP currently has a work item (SA3 S3-050726) to provision the secure channel key (TS 33.110). The secure channel protocol is worked on at ETSI SCP.   SA3 Work item is S3-050625 and ETSI SCP requirement SCPr050466 will modify ETSI TS 102.412 "Smart Card Platform Requirements R7". ETSI SCP Work Item has a planned finalization for June 2006. The relevant specification(s) should be used for the above reference(s).
As we have a dependence on work that is ongoing in your groups we would like to inform you of this fact and would appreciate your feedback on the progress of the work items. We hope you are making good progress and that we will be able to reference your work.

We would also appreciate links to snapshots of your draft specifications if this is possible.
The following documents may be of use to better understand our specification:

Architecture Document
http://www.openmobilealliance.org/ftp/Public_documents/BAC/BCAST/Permanent_documents/OMA-AD-BCAST-V1_0-20060329-D.zip
Service and Content Protection specification
http://www.openmobilealliance.org/ftp/Public_documents/BAC/BCAST/Permanent_documents/OMA-TS-BCAST_SvcCntProtection-V1_0-20060412-D.zip
2 Proposal

OMA BAC BCAST informs 3GPP SA3 and ETSI SCP that normative references are made to their ongoing work on a secure channel between terminal and smartcard. 
Furthermore, technical specifications are frozen during consistency review. Comments during the review can be accepted until 24th of May. 
OMA BAC BCAST kindly requests that 3GPP SA3 and ETSI SCP update us on their progress and provide us with snapshots of their specifications.
3 Requested Action(s)

OMA BAC BCAST hopes that 3GPP SA3 and ETSI SCP can:

· Inform us of the status of the secure authenticated channel work items
· Clarify the relationship between MBMS and the Secure Authenticated Channel work items 

· Provide the relevant references to the technical specifications so these can be used normatively in OMA BAC BCAST 1.0 specifications
· Provide snapshots of the technical specifications and keep us informed of their progress
· Provide us with a realistic estimate finalisation date of the work items
As OMA BAC BCAST has tight deadlines for the finalization of BCAST 1.0, a prompt reply is very much appreciated. 
4 Conclusion

OMA BAC BCAST group looks forward to a prompt reply from 3GPP SA3 and ETSI SCP. We thank you in advance for your response.
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