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1 Reason for Contribution

Orange consistency review comments on OMA-ETR-BCAST-V1_0-20060407-D
2 Summary of Contribution

Review comments on OMA-ETR-BCAST-V1_0-20060407-D
3 Detailed Proposal

Comments regarding OMA-ETR-BCAST-V1_0-20060407-D
	ID
	Open Date
	Edit
	Section
	Description
	Status

	
	
	Y
	3.2,3.3
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

order alphabteticallly

Proposed Resolution:
	Status: OPEN

<provide response>

	
	
	Y
	3.2
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

LTKM not defined, take definition from ServContProt if needed

Proposed Resolution:
	Status: OPEN

<provide response>

	
	
	N
	3.2
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

Rights Issuer refers to DRM only but it is used in ServContProt in smartcard profile, hence it is more generic.

Proposed Resolution:
	Status: OPEN

<provide response>

	
	
	N
	4
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

Correct reference to USIM and R-UIM

Proposed Resolution:

· OMA-TS-BCAST_SvcCntProtection-V1_0 [BCAST10–ServContProt]: Specification for Service and Content Protection of Mobile Broadcast Services. The document specifies two profiles for Service Protection: DRM 2.0 based (DRM Profile); and 3GPP-(U)SIM / 3GPP2-(R-)UIM/CSIM –based (Smartcard Profile).
	Status: OPEN

<provide response>

	
	
	N
	4
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

XBS are for service and content protection

Proposed Resolution:

· OMA-TS-DRM-XBS-V1_0 [DRM20-Broadcast-Extensions]: Specification for DRM 2.0 extensions for DRM 2.0-based Service & Content Protection.
	Status: OPEN

<provide response>

	
	
	Y
	5.1
	Source: Orange

From: <INP doc, mtg, confcall

Comment: text says terminals/serves rather than terminals/servers

Proposed Resolution:

(terminals/servres)
	Status: OPEN

<provide response>

	
	
	N
	5.1
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

Introductory section clearly states that mandatory features shall always be implemented whereas optional ones cover optional features.

This is not what is reflected in the tables below for Service & Content protection. 

Proposed Resolution:
	Status: OPEN

<provide response>

	
	
	N
	5.1.5.2, 5.1.5.4, 5.1.5.5
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

Is it correct for DM to be optional test requirement for terminal & server?

Proposed Resolution:
	Status: OPEN

<provide response>

	
	
	.N
	5.1.7, 5.1.8, 5.1.9
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

Introductory text refers to adaptation when re-using underlying BDS functionality, but it is also possible to use the BDS only as a bearer, i.e. without the limitations. 

Proposed Resolution:
	Status: OPEN

<provide response>

	
	
	N
	5.1.7.1
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

Support for SRTP, IPSec and ISMACryp should be M for terminal.

Proposed Resolution:
	Status: OPEN

<provide response>

	
	
	N
	5.1.7.3
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

Encryption protocols not in BSDA requirements table? Why? These should be Mandatory.

Proposed Resolution:
	Status: OPEN

<provide response>

	
	
	N
	5.1.8.1
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

SRTP support for terminal should be mandatory. Depending on group decision, so should be ISMACryp & IPSec.

Proposed Resolution:
	Status: OPEN

<provide response>

	
	
	N
	5.1.8.3
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

Shouldn't BSD/A support for SRTP be added as mandatory? What about other encryption protocols?

Proposed Resolution:
	Status: OPEN

<provide response>

	
	
	N
	5.1.9.1
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

Shouldn't terminal support of SRTP be mandatory? What about IPsec and ISMACryp?

Proposed Resolution:
	Status: OPEN

<provide response>

	
	
	N
	5.1.9.3
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

What about requirement for mandatory support of encryption protocols? SRTP? IPSec? ISMACryp?

Proposed Resolution:
	Status: OPEN

<provide response>

	
	
	N
	5.1.10 and sections within
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

The statement that optional features are not common to both profiles is rather confusing. People tend to think as mandatory / optional features for the DRM profile or the Smartcard Profile. Whether they are common or not to both is not particularly relevant. The tables should show for DRM profile what is mandatory / optional and in a separate table what is mandatory / optional for the smartcard profile. To propose anything else is confusing and unclear.

Proposed Resolution:

Reorganise tables to reflect the above. Mandatory means mandatory, optional optional. Currently mandatory means common to both profiles, the rest is optional.
	Status: OPEN

<provide response>

	
	
	N
	5.1.10 and sections within
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

ISMACryp is now done by BSD/A, not BSA. Should be corrected.

Proposed Resolution:
	Status: OPEN

<provide response>

	
	
	N
	5.1.10 and sections within
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

STKM generation is no longer done by BSA. Correct throughout.

Proposed Resolution:
	Status: OPEN

<provide response>

	
	
	N
	5.1.10 and sections within
	Source: Orange

From: <INP doc, mtg, confcall

Comment:

Is the list of separate service and content protection "functions" complete? Has anything been omitted?

Proposed Resolution:
	Status: OPEN

<provide response>


4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Consider and resolve comments during consistency review.
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