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	Title:
	XBS Message Protocol Versions
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	BCAST and DLDRM

	Doc to Change:
	OMA-TS-DRM-XBS-V1_0-20060321-D

	Submission Date:
	05 Jul 2006

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Aram Perez, QUALCOMM, Inc., aramp@qualcomm.com

	Replaces:
	n/a


1 Reason for Change

The purpose of the CR is to close the Action Point assigned to Aram Perez during the BACBCAST-BACDLDRM-TS XBS meeting of June 21, 2006 related to the Consistency Review of XBS, item DX120. See the meeting minutes (OMA-BCAST-2006-0628R01-MINUTES_21Jun2006Joint-BCAST-DLDRM-CC).
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

QUALCOMM recommends that this CR be approved.
6 Detailed Change Proposal

Change 1:  Change Note in Section 6.1.3.2.2
Change the Note at the end of Section 6.1.3.2.2 as follows:
Note: The SK SHALL be stored into protected storage of the Device. The AES encrypted keyset_block MAY be stored as is into unprotected storage and decrypted by the Device upon use. If the encrypted keyset_block is not stored but the decrypted keys from that block are stored instead, the Device SHALL store all key data safely. In either case, the Device SHOULD use integrity protection of what is stored in unprotected storage to prevent tampering of the keys. The keys SHALL NOT leak outside the Device.
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