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1 Reason for Change

This CR resolves the following comments that were given during BCAST ETR review.
	ETR007
	2006.05.24
	N
	5.1
	Source: Orange

From: OMA-BCAST-2006-527
Comment:

Introductory section clearly states that mandatory features shall always be implemented whereas optional ones cover optional features.

This is not what is reflected in the tables below for Service & Content protection. 

Proposed Resolution:
(Editor’s opinion)

Discussion is required
	Status: OPEN
Action to Orange/Samsung/Qualcomm: provide separate table for each Profiles



	ETR016
	2006.05.24
	N
	5.1.10 and sections within
	Source: Orange

From: OMA-BCAST-2006-527

Comment:

The statement that optional features are not common to both profiles is rather confusing. People tend to think as mandatory / optional features for the DRM profile or the Smartcard Profile. Whether they are common or not to both is not particularly relevant. The tables should show for DRM profile what is mandatory / optional and in a separate table what is mandatory / optional for the smartcard profile. To propose anything else is confusing and unclear.

Proposed Resolution:

Reorganise tables to reflect the above. Mandatory means mandatory, optional optional. Currently mandatory means common to both profiles, the rest is optional.

(Editor’s opinion)

This comment should be considered with ETR007.


	Status: OPEN

This comment is related to ETR007 and will be resolved by results from an action item on ETR007.

	
	
	
	
	
	

	ETR009
	2006.05.24
	.N
	5.1.7, 5.1.8, 5.1.9
	Source: Orange

From: OMA-BCAST-2006-527
Comment:

Introductory text refers to adaptation when re-using underlying BDS functionality, but it is also possible to use the BDS only as a bearer, i.e. without the limitations. 

Proposed Resolution:
(Editor’s opinion)

Discussion is required
	Status: OPEN



	ETR011
	2006.05.24
	N
	5.1.7.3
	Source: Orange

From: OMA-BCAST-2006-527
Comment:

Encryption protocols not in BSDA requirements table? Why? These should be Mandatory.

Proposed Resolution:
(Editor’s opinion)

Discussion is required.
	Status: OPEN

Editor took an action to make a draft to move section 5.1.10 following section 5.1.6 and modify introductory text for each adaptation section.


For ETR007 and ETR016, 
Created separate sections for DRM Profile and Smartcard Profile. A separate section is used for service protection and content protection as these are separate functions.
One level in the title hierarchy has been removed to ease readability. None of the sections before or after Service & Content Protection have been changed.

Following confirmation from Toni and Sungoh, separate Chapters are now used for each BCAST function. This eases readability.
For ETR009 and ETR011,

Test requirements for SPCP is moved before the chapters of Adaptation specification.  And introduction text for the chapter of each adaptation specification is revised.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Accept this as part of consistency review comment resolution.
6 Detailed Change Proposal

5. Test Requirements 

The test requirements collected in this Chapter and the following Chapters are related to the Mobile Broadcast Services Enabler BCAST-1.0. The focus for the BCAST-1.0 ETRs is to define the means to verify interoperability of Mobile Broadcast Services.

This Chapter and subsequent Chapters  defines what specific functionalities for individual functions of BCAST-1.0 shall or should be tested to ensure adequate operational interoperability of the implementations, including any security requirements and constraints on usage if specified. That means that devices (terminals/serves) shall do what they have to do and they shall not do what they are not allowed to do. Both types of test requirements (positive and negative testing) are included here as applicable.

The following test requirements cover both Conformance test requirements (i.e. functionality to be tested to verify whether it is implemented either in the terminal side or in the server side) and Interoperability test requirements (i.e. terminal/server interactions one with another).

. The anticipated reconciliation or discrepancies or problems no matter when found SHALL be through the problem and change processes established for the drafting and evolution, validation and post approval phases for specifications.

In the following Chapter and Chapters, each Chapter collects the test requirements per function. Test requirements are divided to terminal and server requirements. Further, the test requirements are categorized into “Mandatory” and “Optional” classes:

· Mandatory test requirements are covering mandatory features/functions of BCAST-1.0 Enabler. 
They shall always be implemented in the terminal/server.
· Optional test requirements are covering optional features/functions of an Enabler.
If an optional requirement of the Enabler is implemented in the terminal/server, this requirement SHALL be tested.

6. Chapter 6 covers Test Requirements for the Service Guide and Notification functions.

7. Chapter 7 covers Test Requirements for the File and Stream Distribution functions.

Chapter 8 covers Test Requirements for the Service Interaction function.

Chapter 9 covers Test Requirements for the Service Provisioning function.

Chapter 10 covers Test Requirements for the Terminal Provisioning function.

Chapter 11 covers Test Requirements for the Mobility and Roaming function.

Chapter 12 covers Test Requirements for the Service Protection and Content Protection functions for the DRM Profile.

Chapter 13 covers Test Requirements for the Service Protection and Content Protection functions for the Smartcard Profile.

Chapter 14 covers Test Requirements for the 'IPDC over DVB-H" adaptation.

Chapter 15 covers Test Requirements for the '3GPP MBMS" adaptation.

Chapter 16 covers Test Requirements for the '3GPP2 BCMCS" adaptation.



Chapter 17 deals with backward compatibility.
Chapter 18 deals with enabler dependencies.
8. Enabler Test Requirements related to Service Guide and Notification

9. 
10. Mandatory Terminal Test Requirements

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Support for Service Guide XML Schema for Service Guide Fragments.
	Required to test whether Service Guide XML Schema is parsed properly.

	
	Interpretation of mandatory fields of Service Guide Fragments.
	Required to test whether the mandatory elements and attributes of the Service Guide XML Schema are parsed and interpreted properly.

	
	Support for Service Guide Delivery Descriptor for declaring Service Guide fragments.
	Required to test whether Service Guide Delivery Descriptor is interpreted correctly.

	
	Support for Service Guide Delivery Unit encapsulation for delivery of Service Guide fragments.
	Required to test whether Service Guide Delivery Unit is encapsulated properly for delivery of Service Guide fragments.

	
	Support GZIP for compression of Service Guide Delivery Unit
	Required to test whether the GZIP compression is supported for Service Guide Delivery Unit.

	
	Support MIME media types related to Service Guide specification.
	Required to test whether the MIME types defined for Service Guide are interpreted properly.

	
	Support for using fragment id, version and validity for managing the Service Guide fragments.
	Required to test whether Service Guide fragments are properly managed based on fragment id, version and validity.

	
	Service class descriptions with Service Guide
	Required to test whether the Service Guide descriptions for the service classes are properly interpreted.

	
	Support for initial Service Guide discovery method over Broadcast Channel.
	Required to test that the initial Service Guide discovery (may be BDS-specific) results in the entry point to either Service Guide Announcement Channel or Service Guide Delivery Channel.

	
	Support ALC for Service Guide delivery over Broadcast Channel.
	Required to test whether ALC is supported for the delivery of Service Guide over Broadcast Channel.

	
	Support for Service Guide Delivery Descriptor when applied to delivery over Broadcast Channel.
	Required to test whether the Service Guide Delivery Descriptor is correctly interpreted when it refers to transport over Broadcast Channel.

	
	Support for Service Guide management methods over Broadcast Channel.
	Required to test that the Service Guide management methods over Broadcast Channel are properly supported.

	
	Support for initial Service Guide discovery method over Interaction Channel.
	Required to test that the initial Service Guide discovery (may be BDS-specific) results in the entry point to either Service Guide Announcement Channel or Service Guide Delivery Channel.

	
	Support HTTP for Service Guide delivery over Interaction Channel.
	Required to test whether HTTP is supported for the retrieval of Service Guide over Interactive Channel.

	
	Support for Service Guide Delivery Descriptor when applied to delivery over Interaction Channel.
	Required to test whether the Service Guide Delivery Descriptor is correctly interpreted when it refers to transport over Interaction Channel.

	
	Support for HTTP-based Service Guide management method over Interaction Channel.
	Required to test whether the HTTP-based Service Guide management methods over Interaction Channel are properly supported.

	
	Discovery of entry point for generic Notification Messages through Service Guide Delivery Descriptor.
	Required to test whether the entry point for generic Notification Messages – as signalled through Service Guide Delivery Descriptor – is supported.

	
	Discovery of entry point for service-specific Notification Messages through Access fragment.
	Required to test whether the entry point for service-specific Notification Messages – as signalled through Access fragment – is supported.

	
	Support for Notification Message format.
	Required to test whether the Notification Message format is supported and its elements properly interpreted.

	
	Support for Notification Message delivery over Broadcast Channel.
	Required to test whether the Notification Message delivery over Broadcast Channel is supported.

	
	Support for Notification Message delivery over Interaction Channel.
	Required to test whether the Notification Message delivery over Interaction Channel is supported.

	ERROR FLOW
	
	

	
	
	


Table 1:  Applicability Table for Enabler Specific Mandatory Test Requirements

11. Optional Terminal Test Requirements

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Interpretation of optional fields of Service Guide Fragments.
	Required to test whether the optional elements and attributes of the Service Guide XML Schema are parsed and interpreted properly.

	
	Support for optional ALC extensions for the Service Guide delivery
	Required to test whether the optional ALC extensions for the Service Guide delivery are properly interpreted.

	
	Support FLUTE for Service Guide delivery over Broadcast Channel.
	Required to test whether FLUTE is supported for the delivery of Service Guide over Broadcast Channel.

	ERROR FLOW
	
	

	
	
	


Table 2:  Applicability Table for Enabler Specific Optional Test Requirements

12. 6.3 Mandatory BSDA Test Requirements

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Support for Service Guide XML Schema for Service Guide Fragments.
	Required to test whether Service Guide XML Schema is assembled and provided properly.

	
	Interpretation of mandatory fields of Service Guide Fragments.
	Required to test whether the mandatory elements and attributes of the Service Guide XML Schema are filled in and provided properly.

	
	Support for Service Guide Delivery Descriptor for declaring Service Guide fragments.
	Required to test whether Service Guide Delivery Descriptor is used correctly.

	
	Support for Service Guide Delivery Unit encapsulation for delivery of Service Guide fragments.
	Required to test whether Service Guide Delivery Unit is encapsulated properly for delivery of Service Guide fragments.

	
	Support GZIP for compression of Service Guide Delivery Unit
	Required to test whether the GZIP compression is supported for Service Guide Delivery Unit.

	
	Support MIME media types related to Service Guide specification.
	Required to test whether the MIME types defined for Service Guide are used properly.

	
	Support for using fragment id, version and validity for managing the Service Guide fragments.
	Required to test whether fragment id, version and validity are correctly used to manage the Service Guide fragments.

	
	Service class descriptions with Service Guide
	Required to test whether the Service Guide descriptions for the service classes are properly announced through Service Guide.

	
	Support for initial Service Guide discovery method over Broadcast Channel.
	Required to test that the initial Service Guide discovery (may be BDS-specific) results in the entry point to either Service Guide Announcement Channel or Service Guide Delivery Channel.

	
	Support ALC for Service Guide delivery over Broadcast Channel.
	Required to test whether ALC is supported for the delivery of Service Guide over Broadcast Channel.

	
	Support for Service Guide Delivery Descriptor when applied to delivery over Broadcast Channel.
	Required to test whether the Service Guide Delivery Descriptor is correctly provided when it refers to transport over Broadcast Channel.

	
	Support for Service Guide management methods over Broadcast Channel.
	Required to test that the Service Guide management methods over Broadcast Channel are properly supported.

	
	Support for initial Service Guide discovery method over Interaction Channel.
	Required to test that the initial Service Guide discovery (may be BDS-specific) results in the entry point to either Service Guide Announcement Channel or Service Guide Delivery Channel.

	
	Support HTTP for Service Guide delivery over Interaction Channel.
	Required to test whether HTTP is supported for making available the Service Guide over Interactive Channel.

	
	Support for Service Guide Delivery Descriptor when applied to delivery over Interaction Channel.
	Required to test whether the Service Guide Delivery Descriptor is correctly provided when it refers to transport over Interaction Channel.

	
	Support for HTTP-based Service Guide management method over Interaction Channel.
	Required to test whether the HTTP-based Service Guide management methods over Interaction Channel are properly supported.

	
	Support HTTP and HTTPS for receipt of Service Guide Source via SG-2
	Required to test whether HTTP and HTTPS is supported for exchanging Service Guide Source Information  from BSA

[Note: Test is required when backend interface is exposed]

	
	Support HTTP and HTTPS for receiving Service Guide Source or sharing Service Guide Fragments via SG-4
	Required to test whether HTTP and HTTPS is supported for exchanging Service Guide Source Information  from BSA

[Note: Test is required when backend interface is exposed]

	
	Support Backend Interface message for delivery message of Service Guide Source
	Required to test whether Request and Response messages is used correctly between BSDA and either BSA or BSM

[Note: Test is required when backend interface is exposed]

	
	Support Backend Interface message for Service Guide Request and Delivery 
	Required to test whether Service Guide Delivery and Service Guide Request is working properly.

[Note: Test is required when backend interface is exposed]

	
	Discovery of entry point for generic Notification Messages through Service Guide Delivery Descriptor.
	Required to test whether the entry point for generic Notification Messages – as signalled through Service Guide Delivery Descriptor – is supported.

	
	Discovery of entry point for service-specific Notification Messages through Access fragment.
	Required to test whether the entry point for service-specific Notification Messages – as signalled through Access fragment – is supported.

	
	Support for Notification Message delivery over Broadcast Channel.
	Required to test whether the Notification Message delivery over Broadcast Channel is supported.

	
	Support for Notification Message delivery over Interaction Channel.
	Required to test whether the Notification Message delivery over Interaction Channel is supported.

	
	Support HTTP and HTTPS for receiving Notification Event and Notification Message via NT-4
	Required to test whether HTTP and HTTPS is supported for receiving Notification Message from BSM and delivering Notification Event to BSM.

[Note: Test is required when backend interface is exposed]

	
	Support Backend Interface message for Notification Event Delivery and Notification Message Delivery
	Required to test whether Notification Event Delivery and Notification Message Delivery procedure is used correctly between BSDA and either BSM

[Note: Test is required when backend interface is exposed]

	ERROR FLOW
	
	

	
	
	


Table 3:  Applicability Table for Enabler Specific Mandatory Test Requirements

13. Optional BSDA Test Requirements

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Interpretation of optional fields of Service Guide Fragments.
	Required to test whether the optional elements and attributes of the Service Guide XML Schema are filled in and provided properly

	
	Support for optional ALC extensions for the Service Guide delivery.
	Required to test whether the optional ALC extensions for the Service Guide delivery are properly provided.

	
	Support FLUTE for Service Guide delivery over Broadcast Channel.
	Required to test whether FLUTE is supported for the delivery of Service Guide over Broadcast Channel.

	ERROR FLOW
	
	

	
	
	


Table 4:  Applicability Table for Enabler Specific Optional Test Requirements

14. 6.5 Mandatory BSM Test Requirements

	MANDATORY FEATURES
	TEST REQUIREMENTS

	 NORMAL FLOW
	Support for Notification Message format.
	Required to test whether the Notification Message format is supported and its elements properly provided.

	
	Support HTTP and HTTPS for delivering Service Guide Source via SG-4
	Required to test whether HTTP and HTTPS is supported for delivering Service Guide Source to BSDA

[Note: Test is required when backend interface is exposed]

	
	Support Backend Interface message for delivery message of Service Guide Source
	Required to test whether Request and Response messages to BSDA is used correctly 

[Note: Test is required when backend interface is exposed]

	
	Support Backend Interface message for Service Guide Request and Delivery 
	Required to test whether Service Guide Delivery and Service Guide Request to BSDA are working properly.

[Note: Test is required when backend interface is exposed]

	
	Support HTTP and HTTPS for receiving Notification Event via NT-3
	Required to test whether HTTP and HTTPS is supported for receiving Notification Event from BSA.

[Note: Test is required when backend interface is exposed]

	
	Support HTTP and HTTPS for receiving Notification Event and delivering Notification Message via NT-4
	Required to test whether HTTP and HTTPS is supported for receiving Notification Message from BSM and delivering Notification to BSM.

[Note: Test is required when backend interface is exposed]

	
	Support Backend Interface message for Notification Event Delivery and Notification Message Delivery
	Required to test whether Notification Event Delivery and Notification Message Delivery procedure is used correctly between BSDA and either BSM

[Note: Test is required when backend interface is exposed]

	ERROR FLOW
	
	

	
	
	


Table 5:  Applicability Table for Enabler Specific Mandatory Test Requirements
15. Optional BSM Test Requirements
n/a

16. Mandatory BSA Test Requirements

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Support HTTP and HTTPS for delivering Service Guide Source via SG-2
	Required to test whether HTTP and HTTPS is supported for delivering Service Guide Source to BSDA.

[Note: Test is required when backend interface is exposed]

	
	Support Backend Interface message for delivery message of Service Guide Source
	Required to test whether Request and Response messages to BSDA is used correctly 

[Note: Test is required when backend interface is exposed]

	
	Support HTTP and HTTPS for delivering Notification Event via NT-3
	Required to test whether HTTP and HTTPS is supported for delivering Notification Event to BSM.

[Note: Test is required when backend interface is exposed]

	
	Support Backend Interface message for Notification Event Delivery
	Required to test whether Notification Event Delivery to BSM is used correctly

[Note: Test is required when backend interface is exposed]

	ERROR FLOW
	
	

	
	
	


Table 6:  Applicability Table for Enabler Specific Mandatory Test Requirements
17. Optional BSA Test Requirements
n/a.
18. Test Requirements related to File and Stream Distribution

19. Mandatory Terminal Test Requirements

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Support SDP descriptions for stream delivery sessions.
	Required to test whether the SDP descriptions for stream delivery sessions are interpreted correctly.

	
	Support SDP descriptions for file delivery sessions.
	Required to test whether the SDP descriptions for file delivery sessions are interpreted correctly.

	
	Support RTP for delivery of streams.
	Required to test that the terminal is able to receive and process the RTP-based streams properly and respecting the RTCP signalling constraints.

	
	Support ALC for delivery of files.
	Required to test that the terminal is able to receive files over the ALC-based file delivery session.

	
	File parameter signalling using FLUTE
	Required to test whether the file parameter signalling is correctly received over FLUTE.

	
	File parameter signalling using Service Guide
	Required to test whether the file parameter signalling is correctly received over Service Guide.

	
	File delivery using HTTP over Interaction Channel
	Required to test that the terminal is able to retrieve file using HTTP.

	
	Stream delivery using RTP over Interaction Channel
	Required to test that the terminal is able to access RTP stream over Interaction Channel.

	ERROR FLOW
	
	

	
	
	


Table 7:  Applicability Table for Enabler Specific Mandatory Test Requirements

20. Optional Terminal Test Requirements

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Associated delivery procedure: post-delivery repair of files. 
	Required to test that the terminal initiates the relevant procedures for post-delivery repair of files that were initially delivered as a part of file delivery session.

	
	Associated delivery procedure: content reception reporting of files.
	Required to test that the terminal initiates the relevant procedures for content reception reporting for files that were delivered as a part of file delivery session.

	
	Support FLUTE for delivery of files.
	Required to test that the terminal is able to receive files over the FLUTE file delivery session.

	ERROR FLOW
	
	

	
	
	


Table 8:  Applicability Table for Enabler Specific Optional Test Requirements

21. Mandatory BSDA Test Requirements

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Support SDP descriptions for stream delivery sessions.
	Required to test whether the SDP descriptions for stream delivery sessions are filled in and provided correctly.

	
	Support SDP descriptions for file delivery sessions.
	Required to test whether the SDP descriptions for file delivery sessions are filled in and provided correctly.

	
	Support RTP for delivery of streams.
	Required to test that the server is able to form the RTP-based streams properly and respecting the RTCP signalling constraints.

	
	Support ALC for delivery of files.
	Required to test that the server is able to send files over the ALC-based file delivery session.

	
	File parameter signalling 
	Required to test whether the file parameter signalling is correctly provided over FLUTE or over Service Guide.

	
	File delivery using HTTP over Interaction Channel
	Required to test that the server is able to make available files using HTTP.

	
	Stream delivery using RTP over Interaction Channel
	Required to test that the server is able to provide RTP stream over Interaction Channel.

	
	Support HTTP and FTP for receiving file via FD-2
	Required to test whether HTTP and FTP is supported properly to receive file from BSA 

[Note: Test is required when backend interface is exposed]

	
	Support HTTP and FTP for receiving stream via SD-2
	Required to test whether HTTP and FTP is supported properly to receive stream from BSA

[Note: Test is required when backend interface is exposed]

	ERROR FLOW
	
	

	
	
	


Table 9:  Applicability Table for Enabler Specific Mandatory Test Requirements

22. Optional BSDA Test Requirements

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	File parameter signalling using FLUTE
	Required to test whether the file parameter signalling is correctly provided over FLUTE.

	
	File parameter signalling using Service Guide
	Required to test whether the file parameter signalling is correctly provided over Service Guide.

	
	Associated delivery procedure: post-delivery repair of files. 
	Required to test that the server executes the relevant procedures for post-delivery repair of files upon request from terminal.

	
	Associated delivery procedure: content reception reporting of files.
	Required to test that the server executes the relevant procedures for content reception reporting for files upon request from terminal.

	
	Support FLUTE for delivery of files.
	Required to test that the BSDA is able to send files over the FLUTE file delivery session.

	ERROR FLOW
	
	

	
	
	


Table 10:  Applicability Table for Enabler Specific Optional Test Requirements

23. Mandatory BSA Test Requirements

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Support SDP descriptions for stream delivery sessions.
	Required to test whether the SDP descriptions for stream delivery sessions are filled in and provided correctly.

	
	Support SDP descriptions for file delivery sessions.
	Required to test whether the SDP descriptions for file delivery sessions are filled in and provided correctly.

	
	Support RTP for delivery of streams.
	Required to test that the server is able to form the RTP-based streams properly and respecting the RTCP signalling constraints.

	
	Support ALC for delivery of files.
	Required to test that the server is able to send files over the ALC-based file delivery session.

	
	File parameter signalling 
	Required to test whether the file parameter signalling is correctly provided over FLUTE or over Service Guide.

	
	File delivery using HTTP over Interaction Channel
	Required to test that the server is able to make available files using HTTP.

	
	Stream delivery using RTP over Interaction Channel
	Required to test that the server is able to provide RTP stream over Interaction Channel.

	
	Support HTTP and FTP for delivering file via FD-2
	Required to test whether HTTP and FTP is supported properly to deliver file to BSDA

[Note: Test is required when backend interface is exposed]

	
	Support HTTP and FTP for delivering stream via SD-2
	Required to test whether HTTP and FTP is supported properly to deliver stream to BSDA

[Note: Test is required when backend interface is exposed]

	ERROR FLOW
	
	

	
	
	


Table 11:  Applicability Table for Enabler Specific Mandatory Test Requirements

24. Test Requirements related to Service Interaction

25. Optional Terminal Test Requirements

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Describing service related interaction and feedback – Interactivity Media Document.
	Required to test that the Interactivity Media Document is parsed and interpreted correctly.

	
	Service related interaction and feedback through HTTP request.
	Required to test that the terminal is able to send feedback – based on the Interactivity Media Document – in the form of HTTP request.

	
	Service related interaction and feedback through SMS message.
	Required to test that the terminal is able to send feedback – based on the Interactivity Media Document – in the form of SMS message.

	
	Service related interaction and feedback through MMS message.
	Required to test that the terminal is able to send feedback – based on the Interactivity Media Document – in the form of MMS message.

	ERROR FLOW
	
	

	
	
	


Table 12:  Applicability Table for Enabler Specific Optional Test Requirements

26. Mandatory BSA Test Requirements

	MANDATORY FEATURES
	TEST REQUIREMENTS

	
	Describing service related interaction and feedback – Interactivity Media Document.
	Required to test that the Interactivity Media Document is filled in and provided correctly.

	
	Service related interaction and feedback through HTTP request.
	Required to test that the server is able to receive feedback – based on the Interactivity Media Document – in the form of HTTP request.

	ERROR FLOW
	
	

	
	
	


Table 13:  Applicability Table for Enabler Specific Mandatory Test Requirements

27. Optional BSA Test Requirements

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Service related interaction and feedback through SMS message.
	Required to test that the server is able to receive feedback – based on the Interactivity Media Document – in the form of SMS message.

	
	Service related interaction and feedback through MMS message.
	Required to test that the server is able to receive feedback – based on the Interactivity Media Document – in the form of MMS message.

	ERROR FLOW
	
	

	
	
	


Table 14:  Applicability Table for Enabler Specific Optional Test Requirements

28. Test Requirements related to Service Provisioning

29. Mandatory Terminal Test Requirements

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Retrieval of Service Provisioning information (such as price) in the form of Service Guide fragments over Interactive Channel.
	Required to test that the terminal is able to retrieve Service Provisioning information (such as price) in the form of Service Guide fragments over Interactive Channel

	
	Interactive Service ordering, order renewal and cancellation.
	Required to test that the terminal is able to support interactive Service ordering, order renewal and cancellation.

	ERROR FLOW
	
	

	
	
	


Table 15:  Applicability Table for Enabler Specific Mandatory Test Requirements

30. Mandatory BSM Test Requirements

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Retrieval of Service Provisioning information (such as price) in the form of Service Guide fragments over Interactive Channel.
	Required to test that the BSM is able to make available and serve Service Provisioning information (such as price), upon request from the terminal, in the form of Service Guide fragments, over Interactive Channel.

Note: In case that BSM delivers Service Guide Fragment to Terminal and Service Guide Fragments is not present or the latest version in BSM, BSM should receive Service Guide Fragments via SG-4 using Service Guide Function

	
	Interactive Service ordering, order renewal and cancellation.
	Required to test that the server is able to support interactive Service ordering, order renewal and cancellation.

	ERROR FLOW
	
	

	
	
	


Table 16:  Applicability Table for Enabler Specific Mandatory Test Requirements
31. Test Requirements related to Terminal Provisioning

32. Mandatory Terminal Test Requirements

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Announcing the existence of and access to Terminal Provisioning through Service Guide
	Required to test whether the terminal correctly interprets the declaration and access to Terminal Provisioning function through Service Guide.

	ERROR FLOW
	
	

	
	
	


Table 17:  Applicability Table for Enabler Specific Mandatory Test Requirements

33. Optional Terminal Test Requirements

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Support OMA DM 1.2 over Interaction Channel for Terminal Provisioning
	Required to test whether the terminal supports OMA DM 1.2 for Terminal Provisioning over Interaction Channel.

	
	Support delivery of specific OMA DM 1.2 messages for broadcast-based Terminal Provisioning
	Required to test whether the terminal support the delivery mechanism to deliver specific OMA DM 1.2 messages for broadcast-based Terminal Provisioning over Broadcast Channel.

	
	Support BCAST Management Objects in conjunction of OMA DM 1.2
	Required to test whether the terminal supports BCAST Management Objects so that the respective terminal parameters can be provisioned when the terminal supports OMA DM 1.2 for Terminal Provisioning.

	ERROR FLOW
	
	

	
	
	


Table 18:  Applicability Table for Enabler Specific Optional Test Requirements

34. Mandatory BSDA Test Requirements

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Announcing the existence of and access to Terminal Provisioning through Service Guide
	Required to test whether the BSDA correctly fills in and provides the declaration and access to Terminal Provisioning function through Service Guide.

	ERROR FLOW
	
	

	
	
	


Table 19:  Applicability Table for Enabler Specific Mandatory Test Requirements

35. Optional BSDA Test Requirements

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	NORMAL FLOWS
	Support delivery of specific OMA DM 1.2 messages for broadcast-based Terminal Provisioning
	Required to test whether the BSDA supports the delivery mechanism to deliver specific OMA DM 1.2 messages for broadcast-based Terminal Provisioning over Broadcast Channel.

	
	Support BCAST Management Objects in conjunction of OMA DM 1.2
	Required to test whether the BSDA supports BCAST Management Objects so that the server can manage the respective parameters on the terminal when the terminal supports OMA DM 1.2 for Terminal Provisioning.

	ERROR FLOW
	
	

	
	
	


Table 20:  Applicability Table for Enabler Specific Optional Test Requirements

36. Optional BSM Test Requirements

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Support OMA DM 1.2 over Interaction Channel for Terminal Provisioning
	Required to test whether the server supports OMA DM 1.2 for Terminal Provisioning over Interaction Channel.

	ERROR FLOW
	
	

	
	
	


Table 21:  Applicability Table for Enabler Specific Optional Test Requirements
37. 11. Test Requirements related to Mobility and Roaming

38. Mandatory Terminal Test Requirements

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Find the roaming service area
	Required to test that the terminal correctly parses and interprets the availability of roaming information in the Service Guide and correctly find whether terminal is located in Roaming Area or not with the information in Service Guide

	
	Support for roaming request and response.
	Required to test that the terminal is able to correctly execute the message exchange that is required to complete roaming request / response to BSM.

	ERROR FLOW
	
	

	
	
	


Table 22:  Applicability Table for Enabler Specific Mandatory Test Requirements

39. Optional Terminal Test Requirements

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Service continuity via AlternativeAccessURL
	Required to test that the terminal is able – upon mobility from broadcast coverage to non-broadcast coverage – to continue receiving the service through AlternativeAccessURL. 

	
	Global service identification and look-up.
	Required to test that the terminal is able to identify and locate services based on the GlobalServiceID

	ERROR FLOW
	
	

	
	
	


Table 23:  Applicability Table for Enabler Specific Optional Test Requirements

40. Mandatory BSDA Test Requirements

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Roaming information Provision in Service Guide
	Required to test that the server correctly fills in and provides the roaming information(i.e. BSM ID) to be used by terminal in the Service Guide.

	ERROR FLOW
	
	

	
	
	


Table 24:  Applicability Table for Enabler Specific Mandatory Test Requirements

41. Mandatory BSM Test Requirements

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Support for roaming request and response.
	Required to test that the BSM is able to correctly execute the message exchange that is required to complete roaming request / response.

	
	Support for Roaming information exchange with other BSM
	Required to test that the BSM is able to correctly exchange the message that is required to complete roaming request / response with Other BSMs.

	ERROR FLOW
	
	

	
	
	


Table 25:  Applicability Table for Enabler Specific Mandatory Test Requirements

42. Optional BSA Test Requirements

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Service continuity via InteractiveAccessURL
	Required to test that the server is able provide the service via InteractiveAccessURL. 

	
	Global service identification and look-up.
	Required to test that the BSDA and BSA can be identified and located based on the GlobalServiceID

	ERROR FLOW
	
	

	
	
	


Table 26:  Applicability Table for Enabler Specific Mandatory Test Requirements

43. Test Requirements related to Service and Content Protection for the DRM Profile
The following sections define the test requirements for Terminals and Servers supporting the Service Protection function and the Content Protection function for the DRM Profile.

Section 14.1 covers the Service Protection function, while Section 14.2 covers the Content Protection function.

43.1 Test Requirements related to Service Protection 
For clarity, each table has (SP) in the title; this indicates the table is related to the Service Protection function.

43.1.1 Mandatory Terminal Test Requirements

The following table indicates MANDATORY features and test requirements for a Terminal supporting  the Service Protection function .

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Support Service Protection for the DRM Profile.
	Required to test whether the terminal supports the DRM Profile for Service  Protection.

	
	Support for Long Term and Short Term Key Management for the DRM Profile
	Required to test whether the terminal supports the defined formats and specified procedures for Long Term and Short Term Key Management of DRM Profile.

	
	Support for processing of SRTP for Transport Layer encryption.
	Required to test whether the terminal supports processing of SRTP for Transport Layer encryption. 

	
	Support for SDP-based signalling related to Service and Content Protection
	Required to test whether the terminal supports SDP-based signalling of Service and Content Protection.

	
	Support for OMA DRMv2 DCF for file protection
	Required to test whether the terminal supports the defined OMA DRMv2 DCF format for file protection

	ERROR FLOW
	
	

	
	
	


Table 27:  Applicability Table for Enabler Specific Mandatory Test Requirements DRM Profile (SP) (Terminal)

43.1.2 Optional Terminal Test Requirements

The following table indicates OPTIONAL features and test requirements for a Terminal supporting the Service Protection function.

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	
	Support for Usage Metering
	Required to test whether the terminal supports Usage Metering and the related procedures and signalling 

	
	Support for adapted PDCF
	Required to test whether the terminal supports the adapted PDCF

	
	Support for recording of streamed content.
	Required to test whether the terminal support recording of streamed content.

	
	Support for processing of IPsec for Transport Layer encryption.
	Required to test whether the terminal supports processing of IPsec for Transport Layer encryption. 

	
	Support for processing of ISMACRYP for Content Layer encryption, RTP encapsulation and SDP signalling.
	Required to test whether the terminal supports processing of ISMACRYP for Content Layer encryption, RTP encapsulation and SDP signalling. 

	
	Support for broadcast extensions of DRM 2.0 (mandatory for terminals without interactive channel)
	Required to test whether the terminal supports broadcast extensions of DRM 2.0

	ERROR FLOW
	
	

	
	
	


Table 28:   Applicability Table for Enabler Specific Optional Test Requirements for DRM Profile (SP) (Terminal)
43.1.3 Mandatory BSDA Test Requirements

The following table indicates MANDATORY features and test requirements for a BSDA server supporting the Service Protection function. 

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Support Service Protection for the DRM Profile.
	Required to test whether the BSDA supports the DRM Profile for Service Protection.

	
	Support for processing of SRTP for Transport Layer encryption.
	Required to test whether the BSDA supports processing of SRTP for Transport Layer encryption.

	
	Support for SDP-based signalling related to Service and Content Protection.
	Required to test whether the BSDA supports SDP-based signalling of Service and Content Protection.

	
	Support for TEK Generation
	Required to test whether the BSDA properly generate TEK

	
	Support for TEK transport
	Required to test whether the BSDA support TEK transport to BSM or BSA



	
	Support for STKM delivery over Broadcast Channel
	Required to test whether the BSDA support the transmission of STKM over Broadcast Channel

	
	Support for STKM generation
	Required to test whether the BSDA support STKM generation



	ERROR FLOW
	
	

	
	
	


Table 29:  Applicability Table for Enabler Specific Mandatory Test Requirements for DRM Profile (SP) (BSDA Server)

43.1.4 Mandatory BSM Test Requirements

The following table indicates MANDATORY features and test requirements for a BSM  server supporting the Service Protection function. 

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Support Service Protection for the DRM Profile.
	Required to test whether the server supports the DRM Profile for Service Protection.

	
	Support for Long Term and Short Term Key Management 
	Required to test whether the server supports the defined formats and specified procedures for Long Term and Short Term Key Management

	
	Support for SDP-based signalling to BSDA related to Service and Content Protection.
	Required to test whether the BSM supports SDP-based signalling of Service and Content Protection to BSDA.

	
	Support for TEK reception
	Required to test whether the BSM support TEK reception from BSDA 



	
	Support for STKM generation
	Required to test whether the BSDA support STKM generation



	
	Support for STKM transport
	Required to test whether the BSM support STKM transmission to BSDA



	ERROR FLOW
	
	

	
	
	


Table 30:  Applicability Table for Enabler Specific Mandatory Test Requirements for DRM Profile (SP) (BSM Server)

43.1.5 Mandatory BSA Test Requirements

The following Tables show the MANDATORY features and test requirements for a BSA supporting the Service Protection function.

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Support Service Protection for the DRM Profile.
	Required to test whether the server supports the DRM Profile for Service Protection.

	
	Support for processing of ISMACRYP for Content Layer encryption.
	Required to test whether the server supports processing of ISMACRYP for Content Layer encryption. 

	
	Support for TEK reception
	Required to test whether the BSA support TEK reception from BSDA 



	
	Support for OMA DRMv2 DCF for file protection
	Required to test whether the server supports the defined OMA DRMv2 DCF format for file protection for the DRM Profile

	ERROR FLOW
	
	

	
	
	


Table 31:  Applicability Table for Enabler Specific Mandatory Test Requirements for DRM Profile (SP) (BSA Server)

43.1.6 Optional BSDA Test Requirements

The following table indicates OPTIONAL features and test requirements for a BSDA server supporting the Service Protection function.

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	
	Support for BCRO delivery over Broadcast Channel 
	Required to test whether the server supports BCRO delivery over Broadcast Channel for the DRM Profile

	
	Support for processing of IPsec for Transport Layer encryption.
	Required to test whether the BSDA supports processing of IPsec for Transport Layer encryption.

	
	Support for processing of ISMACRYP RTP encapsulation and SDP signalling.
	Required to test whether the server supports processing of ISMACRYP RTP encapsulation and SDP signalling. 

	ERROR FLOW
	
	

	
	
	


Table 32:  Applicability Table for Enabler Specific Optional Test Requirements for DRM Profile (SP) (BSDA Server)

43.1.7 Optional BSM Test Requirements

The following table indicates OPTIONAL features and test requirements for a BSDA server supporting the Service Protection function.

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	
	Support for Usage Metering
	Required to test whether the server supports Usage Metering and the related procedures and signalling for the DRM Profile.

	
	Support for broadcast extensions of DRM 2.0
	Required to test whether the server supports broadcast extensions of DRM 2.0 for the DRM Profile

	ERROR FLOW
	
	

	
	
	


Table 33:  Applicability Table for Enabler Specific Optional Test Requirements for DRM Profile (SP) (BSM Server)

43.1.8 Optional BSA Test Requirements

The following table indicates OPTIONAL features and test requirements for a BSA server supporting the Service Protection function.

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	
	Support for Short Term Key Message generation 
	Required to test whether the server supports the defined formats and specified procedures for Short Term Key Message generation.

	
	Support for adapted PDCF
	Required to test whether the server supports the adapted PDCF

	ERROR FLOW
	
	

	
	
	


Table 34:  Applicability Table for Enabler Specific Optional Test Requirements (SP) (BSA Server)

43.2 Test Requirements related to Content Protection
For clarity, each table has (CP) in the title; this indicates the table is related to the Content Protection function.

43.2.1 Mandatory Terminal Test Requirements

The following table indicates MANDATORY features and test requirements for a Terminal supporting the Content Protection Function.

	MANDATORY FEATURES
	TEST REQUIREMENTS

	
	Support Content Protection for the DRM Profile.
	Required to test whether the terminal supports the DRM Profile for Content Protection.

	
	Support for Long Term and Short Term Key Management for the DRM Profile
	Required to test whether the terminal supports the defined formats and specified procedures for Long Term and Short Term Key Management of DRM Profile.

	
	Support for processing of SRTP for Transport Layer encryption.
	Required to test whether the terminal supports processing of SRTP for Transport Layer encryption. 

	
	Support for SDP-based signalling related to Service and Content Protection
	Required to test whether the terminal supports SDP-based signalling of Service and Content Protection.

	
	Support for OMA DRMv2 DCF for file protection
	Required to test whether the terminal supports the defined OMA DRMv2 DCF format for file protection

	
	Support for OMA DRMv2
	Required to test whether the terminal supports the features defined in OMA DRMv2

	ERROR FLOW
	
	

	
	
	


Table 35:  Applicability Table for Enabler Specific Mandatory Test Requirements (Terminal) for the DRM Profile (CP)
43.2.2 Optional Terminal Test Requirements

The following Tables define the OPTIONAL features and test requirements for Terminals supporting the Content Protection function.

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	
	Support for Usage Metering
	Required to test whether the terminal supports Usage Metering and the related procedures and signalling 

	
	Support for adapted PDCF
	Required to test whether the terminal supports the adapted PDCF

	
	Support for recording of streamed content.
	Required to test whether the terminal support recording of streamed content.

	
	Support for processing of IPsec for Transport Layer encryption.
	Required to test whether the terminal supports processing of IPsec for Transport Layer encryption. 

	
	Support for processing of ISMACRYP for Content Layer encryption, RTP encapsulation and SDP signalling.
	Required to test whether the terminal supports processing of ISMACRYP for Content Layer encryption, RTP encapsulation and SDP signalling. 

	
	Support for broadcast extensions of DRM 2.0 (mandatory for terminals without interactive channel)
	Required to test whether the terminal supports broadcast extensions of DRM 2.0

	ERROR FLOW
	
	

	
	
	


Table 36:   Applicability Table for Enabler Specific Optional Test Requirements for DRM Profile (CP) (Terminal)

43.2.3 Mandatory BSDA Test Requirements

The following Table shows the MANDATORY features and test requirements for a BSDA server supporting the Content Protection function.

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Support Content Protection for the DRM Profile.
	Required to test whether the BSDA supports the DRM Profile for Content Protection.

	
	Support for processing of SRTP for Transport Layer encryption.
	Required to test whether the BSDA supports processing of SRTP for Transport Layer encryption.

	
	Support for SDP-based signalling related to Service and Content Protection.
	Required to test whether the BSDA supports SDP-based signalling of Service and Content Protection.

	
	Support for TEK Generation
	Required to test whether the BSDA properly generate TEK

	
	Support for TEK transport
	Required to test whether the BSDA support TEK transport to BSM or BSA



	
	Support for STKM delivery over Broadcast Channel
	Required to test whether the BSDA support the transmission of STKM over Broadcast Channel

	
	Support for STKM generation
	Required to test whether the BSDA support STKM generation



	ERROR FLOW
	
	

	
	
	


Table 37:  Applicability Table for Enabler Specific Mandatory Test Requirements for DRM Profile (CP) (BSDA Server)

43.2.4 Mandatory BSM Test Requirements

The following Tables show the MANDATORY features and test requirements for a BSM supporting the Content Protection function.

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Support Content Protection for the DRM Profile.
	Required to test whether the server supports the DRM Profile for Content Protection.

	
	Support for Long Term and Short Term Key Management 
	Required to test whether the server supports the defined formats and specified procedures for Long Term and Short Term Key Management

	
	Support for SDP-based signalling to BSDA related to Service and Content Protection.
	Required to test whether the BSM supports SDP-based signalling of Service and Content Protection to BSDA.

	
	Support for TEK reception
	Required to test whether the BSM support TEK reception from BSDA 



	
	Support for STKM generation
	Required to test whether the BSDA support STKM generation



	
	Support for STKM transport
	Required to test whether the BSM support STKM transmission to BSDA



	ERROR FLOW
	
	

	
	
	


Table 38:  Applicability Table for Enabler Specific Mandatory Test Requirements for DRM Profile (CP) (BSM Server)

43.2.5 Mandatory BSA Test Requirements

The following Tables show the MANDATORY features and  test requirements for a BSA supporting the Content Protection function.

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Support Content Protection for the DRM Profile.
	Required to test whether the server supports the DRM Profile for Content Protection.

	
	Support for TEK reception
	Required to test whether the BSA support TEK reception from BSDA 



	
	Support for OMA DRMv2 DCF for file protection
	Required to test whether the server supports the defined OMA DRMv2 DCF format for file protection for the DRM Profile

	ERROR FLOW
	
	

	
	
	


Table 39:  Applicability Table for Enabler Specific Mandatory Test Requirements for DRM Profile (CP) (BSA Server)

43.2.6 Optional BSDA Test Requirements

The following table indicates OPTIONAL features and test requirements for a BSDA server supporting the Content Protection function.

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	
	Support for BCRO delivery over Broadcast Channel
	Required to test whether the server supports BCRO delivery over Broadcast Channel for the DRM Profile

	
	Support for processing of IPsec for Transport Layer encryption.
	Required to test whether the BSDA supports processing of IPsec for Transport Layer encryption.

	
	Support for processing of ISMACRYP RTP encapsulation and SDP signalling.
	Required to test whether the server supports processing of ISMACRYP RTP encapsulation and SDP signalling. 

	ERROR FLOW
	
	

	
	
	


Table 40:  Applicability Table for Enabler Specific Optional Test Requirements for DRM Profile (CP) (BSDA Server)

43.2.7 Optional BSM Test Requirements

The following table indicates OPTIONAL features and test requirements for a BSDA server supporting the Content Protection function.

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	
	Support for Usage Metering
	Required to test whether the server supports Usage Metering and the related procedures and signalling for the DRM Profile.

	
	Support for broadcast extensions of DRM 2.0
	Required to test whether the server supports broadcast extensions of DRM 2.0 for the DRM Profile

	ERROR FLOW
	
	

	
	
	


Table 41:  Applicability Table for Enabler Specific Optional Test Requirements for DRM Profile (CP) (BSM Server)

43.2.8 Optional BSA Test Requirements

The following table indicates OPTIONAL features and test requirements for a BSA server supporting the Content Protection function.

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	
	Support for Short Term Key Message generation 
	Required to test whether the server supports the defined formats and specified procedures for Short Term Key Message generation.

	
	Support for adapted PDCF
	Required to test whether the server supports the adapted PDCF

	ERROR FLOW
	
	

	
	
	


Table 42:  Applicability Table for Enabler Specific Optional Test Requirements for DRM Profile (CP) (BSA Server)

44. Test Requirements related to Service and Content Protection for the Smartcard Profile
The following sections define the test requirements for Terminals and Servers supporting the Service Protection function and the Content Protection function for the Smartcard Profile.

Section 15.1 covers the Service Protection function, while Section 15.2 covers the Content Protection function.

44.1 Test Requirements related to Service Protection
For clarity, each table has (SP) in the title; this indicates the table is related to the Service Protection function.

44.1.1 Mandatory Terminal Test Requirements

The following table indicates MANDATORY features and test requirements for a Terminal supporting the Service Protection function.

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Support Service Protection for the Smartcard Profile.
	Required to test whether the terminal supports the Smartcard Profile for Service Protection.

	
	Support for Long Term and Short Term Key Management – Smartcard Profile 
	Required to test whether the terminal supports the defined formats and specified procedures for Long Term and Short Term Key Management of Smartcard Profile.

	
	Support for processing of SRTP for Transport Layer encryption.
	Required to test whether the terminal supports processing of SRTP for Transport Layer encryption. 

	
	Support for SDP-based signalling related to Service and Content Protection
	Required to test whether the terminal supports SDP-based signalling of Service and Content Protection.

	
	Support for DCF for file protection.
	Required to test whether the terminal supports the defined DCF format for file protection

	ERROR FLOW
	
	

	
	
	


Table 43:  Applicability Table for Enabler Specific Mandatory Test Requirements (Terminal) for Smartcard Profile (SP)
44.1.2 Optional Terminal Test Requirements

The following table indicates OPTIONAL features and test requirements for a Terminal supporting the Service Protection function.

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	
	Support for Usage Metering
	Required to test whether the terminal supports Usage Metering and the related procedures and signalling 

	
	Support for adapted PDCF
	Required to test whether the terminal supports the adapted PDCF

	
	Support for recording of streamed content.
	Required to test whether the terminal support recording of streamed content.

	
	Support for processing of IPsec for Transport Layer encryption.
	Required to test whether the terminal supports processing of IPsec for Transport Layer encryption. 

	
	Support for processing of ISMACRYP for Content Layer encryption, RTP encapsulation and SDP signalling.
	Required to test whether the terminal supports processing of ISMACRYP for Content Layer encryption, RTP encapsulation and SDP signalling. 

	
	Support for Terminal Binding Key (Mandatory for Smartcard Profile using (U)SIM)
	Required to test whether the terminal supports the procedures related to Terminal Binding Key.

	
	Support for Secure Authenticated Channel (SAC) (Mandatory for Smartcard Profile using (U)SIM)
	Required to test whether the terminal and (U)SIM support the procedures related to the SAC

	
	Support for Terminal authentication and BCAST_Client_ID (Mandatory for Smartcard Profile using (U)SIM)
	Required to test whether the terminal supports the procedures related to terminal authentication and BCAST_Client_ID

	
	Support for Tokens (Mandatory for the Smartcard Profile using (U)SIM) 
	Required to test whether the terminal or smartcard supports Tokens and the related procedures and signalling.

	ERROR FLOW
	
	

	
	
	


Table 44:   Applicability Table for Enabler Specific Optional Test Requirements for Smartcard Profile (SP) (Terminal)
44.1.3 Mandatory BSDA Test Requirements

The following table indicates MANDATORY features and test requirements for a BSDA server supporting the Service Protection function. 

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Support Service Protection for the Smartcard Profile.
	Required to test whether the BSDA supports the Smartcard Profile Service Protection.

	
	Support for processing of SRTP for Transport Layer encryption.
	Required to test whether the BSDA supports processing of SRTP for Transport Layer encryption.

	
	Support for SDP-based signalling related to Service and Content Protection.
	Required to test whether the BSDA supports SDP-based signalling of Service and Content Protection.

	
	Support for TEK Generation
	Required to test whether the BSDA properly generate TEK

	
	Support for TEK transport
	Required to test whether the BSDA support TEK transport to BSM or BSA



	
	Support for STKM delivery over Broadcast Channel
	Required to test whether the BSDA support the transmission of STKM over Broadcast Channel

	
	Support for STKM generation
	Required to test whether the BSDA support STKM generation



	ERROR FLOW
	
	

	
	
	


Table 45:  Applicability Table for Enabler Specific Mandatory Test Requirements  for Smartcard Profile (SP) (BSDA Server)

44.1.4 Mandatory BSM Test Requirements

The following table indicates MANDATORY features and test requirements for a BSM supporting the Service Protection function. 

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Support Service Protection for the Smartcard Profile.
	Required to test whether the server supports the Smartcard Profile for Service Protection.

	
	Support for Long Term and Short Term Key Management 
	Required to test whether the server supports the defined formats and specified procedures for Long Term and Short Term Key Management

	
	Support for SDP-based signalling to BSDA related to Service and Content Protection.
	Required to test whether the BSM supports SDP-based signalling of Service and Content Protection to BSDA.

	
	Support for TEK reception
	Required to test whether the BSM support TEK reception from BSDA 



	
	Support for STKM generation
	Required to test whether the BSDA support STKM generation



	
	Support for STKM transport
	Required to test whether the BSM support STKM transmission to BSDA



	ERROR FLOW
	
	

	
	
	


Table 46:  Applicability Table for Enabler Specific Mandatory Test Requirements for Smartcard Profile (SP) (BSM Server)

44.1.5 Mandatory BSA Test Requirements

The following Tables show the MANDATORY features and test requirements for a BSA supporting the Service Protection function.

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Support Service Protection for the Smartcard Profile.
	Required to test whether the server supports the Smartcard Profile for Service Protection.

	
	Support for DCF for file protection.
	Required to test whether the server supports the defined DCF format for file protection for the Smartcard Profile

	ERROR FLOW
	
	

	
	
	


Table 47:  Applicability Table for Enabler Specific Mandatory Test Requirements for Smartcard Profile (SP) (BSA Server)

44.1.6 Optional BSDA Test Requirements

The following table indicates OPTIONAL features and test requirements for a BSDA server supporting the Service Protection function.

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	
	Support for encryption of TEKs with the Terminal Binding Key as part of STKM generation.(Smartcard Profile for (U)SIM)


	Required to test whether the BSDA supports the procedures related to encryption of TEKs with the Terminal Binding Key as part of STKM generation.

	
	Support for processing of IPsec for Transport Layer encryption.
	Required to test whether the BSDA supports processing of IPsec for Transport Layer encryption.

	
	Support for processing of ISMACRYP RTP encapsulation and SDP signalling.
	Required to test whether the server supports processing of ISMACRYP RTP encapsulation and SDP signalling. 

	ERROR FLOW
	
	

	
	
	


Table 48:  Applicability Table for Enabler Specific Optional Test Requirements for Smartcard Profile (SP) (BSDA Server)

44.1.7 Optional BSM Test Requirements

The following table indicates OPTIONAL features and test requirements for a BSDA server supporting the Service Protection function.

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	
	Support for Usage Metering
	Required to test whether the server supports Usage Metering and the related procedures and signalling for the Smartcard Profile.

	
	Support for Terminal authentication and BCAST_Client_ID (Mandatory for Smartcard Profile using (U)SIM)
	Required to test whether the terminal supports the procedures related to terminal authentication and BCAST_Client_ID for the Smartcard Profile using (U)SIM

	
	Support for encryption of TEKs with the Terminal Binding Key as part of STKM generation. (Mandatory for Smartcard Profile using (U)SIM)
	Required to test whether the BSDA supports the procedures related to encryption of TEKs with the Terminal Binding Key as part of STKM generation.

	
	Support for Secure Authenticated Channel (SAC) (Mandatory for Smartcard Profile using (U)SIM)
	Required to test whether the BSM supports the procedures related to the SAC

	
	Support for generation and issuing of Terminal Binding Key. (Mandatory for Smartcard Profile using (U)SIM)
	Required to test whether the BSM supports the procedures related to Terminal Binding Key generation and issuing.

	
	Support for Terminal authentication and BCAST_Client_ID (Mandatory for Smartcard Profile using (U)SIM)
	Required to test whether the terminal supports the procedures related to terminal authentication and BCAST_Client_ID for the Smartcard Profile using (U)SIM

	ERROR FLOW
	
	

	
	
	


Table 49:  Applicability Table for Enabler Specific Optional Test Requirements for Smartcard Profile (SP) (BSM Server)

44.1.8 Optional BSA Test Requirements

The following table indicates OPTIONAL features and test requirements for a BSA server supporting the Service Protection function.

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	
	Support for adapted PDCF
	Required to test whether the server supports the adapted PDCF

	
	Support for encryption of TEKs with the Terminal Binding Key as part of STKM generation.


	Required to test whether the BSDA supports the procedures related to encryption of TEKs with the Terminal Binding Key as part of STKM generation.

	ERROR FLOW
	
	

	
	
	


Table 50:  Applicability Table for Enabler Specific Optional Test Requirements for Smartcard Profile (SP) (BSA Server)

44.2 Test Requirements related to Content Protection
For clarity, each table has (CP) in the title; this indicates the table is related to the Content Protection function.

44.2.1 Mandatory Terminal Test Requirements

The following Tables define the MANDATORY features and test requirements for Terminals supporting the Content Protection function.

	MANDATORY FEATURES
	TEST REQUIREMENTS

	
	Support Content Protection for the Smartcard Profile.
	Required to test whether the terminal supports the Smartcard Profile for Content Protection.

	
	Support for Long Term and Short Term Key Management for Smartcard Profile 
	Required to test whether the terminal supports the defined formats and specified procedures for Long Term and Short Term Key Management of Smartcard Profile.

	
	Support for processing of SRTP for Transport Layer encryption.
	Required to test whether the terminal supports processing of SRTP for Transport Layer encryption. 

	
	Support for SDP-based signalling related to Service and Content Protection
	Required to test whether the terminal supports SDP-based signalling of Service and Content Protection.

	
	Support for Terminal Binding Key (Mandatory for Smartcard Profile using (U)SIM)
	Required to test whether the terminal supports the procedures related to Terminal Binding Key.

	
	Support for DCF for file protection.
	Required to test whether the terminal supports the defined DCF format for file protection

	
	Support for Secure Authenticated Channel (SAC) (Mandatory for Smartcard Profile using (U)SIM)
	Required to test whether the terminal and (U)SIM support the procedures related to the SAC

	
	Support for Terminal authentication and BCAST_Client_ID
	Required to test whether the terminal supports the procedures related to terminal authentication and BCAST_Client_ID

	
	Support for Tokens
	Required to test whether the terminal supports Tokens and the related procedures and signalling.

	ERROR FLOW
	
	

	
	
	


Table 51:  Applicability Table for Enabler Specific Mandatory Test Requirements (Terminal) for Smartcard Profile (CP)
44.2.2 Optional Terminal Test Requirements

The following table indicates OPTIONAL features and test requirements for a Terminal supporting the Content Protection function.
	OPTIONAL FEATURES
	TEST REQUIREMENTS

	
	Support for adapted PDCF
	Required to test whether the terminal supports the adapted PDCF

	
	Support for recording of streamed content.
	Required to test whether the terminal support recording of streamed content.

	
	Support for processing of IPsec for Transport Layer encryption.
	Required to test whether the terminal supports processing of IPsec for Transport Layer encryption. 

	
	Support for processing of ISMACRYP for Content Layer encryption, RTP encapsulation and SDP signalling.
	Required to test whether the terminal supports processing of ISMACRYP for Content Layer encryption, RTP encapsulation and SDP signalling. 

	
	Support for Tokens (Mandatory for Smartcard profile using (U)SIM)
	Required to test whether the (U)SIM supports Tokens and the related procedures and signalling.

	ERROR FLOW
	
	

	
	
	


Table 52:   Applicability Table for Enabler Specific Optional Test Requirements for Smartcard Profile (CP) (Terminal)

44.2.3 Mandatory BSDA Test Requirements

The following table indicates MANDATORY features and test requirements for a BSDA server supporting the Content Protection function.

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Support Content Protection for the Smartcard Profile.
	Required to test whether the BSDA supports the Smartcard Profile for Service Protection.

	
	Support for processing of SRTP for Transport Layer encryption.
	Required to test whether the BSDA supports processing of SRTP for Transport Layer encryption.

	
	Support for SDP-based signalling related to Service and Content Protection.
	Required to test whether the BSDA supports SDP-based signalling of Service and Content Protection.

	
	Support for encryption of TEKs with the Terminal Binding Key as part of STKM generation.(Mandatory for Smartcard Profile using (U)SIM)


	Required to test whether the BSDA supports the procedures related to encryption of TEKs with the Terminal Binding Key as part of STKM generation.

	
	Support for TEK Generation
	Required to test whether the BSDA properly generate TEK

	
	Support for TEK transport
	Required to test whether the BSDA support TEK transport to BSM or BSA



	
	Support for STKM delivery over Broadcast Channel
	Required to test whether the BSDA support the transmission of STKM over Broadcast Channel

	
	Support for STKM generation
	Required to test whether the BSDA support STKM generation



	ERROR FLOW
	
	

	
	
	


Table 53:  Applicability Table for Enabler Specific Mandatory Test Requirements for Smartcard Profile (CP) (BSDA Server)

44.2.4 Mandatory BSM Test Requirements

The following table indicates MANDATORY features and test requirements for a BSM supporting the Content Protection function.

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Support Content Protection for the Smartcard Profile.
	Required to test whether the server supports the Smartcard Profile for Content Protection.

	
	Support for Long Term and Short Term Key Management 
	Required to test whether the server supports the defined formats and specified procedures for Long Term and Short Term Key Management

	
	Support for SDP-based signalling to BSDA related to Service and Content Protection.
	Required to test whether the BSM supports SDP-based signalling of Service and Content Protection to BSDA.

	
	Support for encryption of TEKs with the Terminal Binding Key as part of STKM generation. (Mandatory for Smartcard Profile using (U)SIM)
	Required to test whether the BSDA supports the procedures related to encryption of TEKs with the Terminal Binding Key as part of STKM generation.

	
	Support for Secure Authenticated Channel (SAC) (Mandatory for Smartcard Profile using (U)SIM)
	Required to test whether the BSM supports the procedures related to the SAC

	
	Support for generation and issuing of Terminal Binding Key. (Mandatory for Smartcard Profile using (U)SIM)
	Required to test whether the BSM supports the procedures related to Terminal Binding Key generation and issuing.

	
	Support for TEK reception
	Required to test whether the BSM support TEK reception from BSDA 



	
	Support for STKM generation
	Required to test whether the BSDA support STKM generation



	
	Support for STKM transport
	Required to test whether the BSM support STKM transmission to BSDA



	
	Support for Terminal authentication and BCAST_Client_ID (Mandatory for Smartcard Profile using (U)SIM)
	Required to test whether the terminal supports the procedures related to terminal authentication and BCAST_Client_ID for the Smartcard Profile using (U)SIM

	
	Support for Usage Metering
	Required to test whether the server supports Usage Metering and the related procedures and signalling for the Smartcard Profile.

	ERROR FLOW
	
	

	
	
	


Table 54:  Applicability Table for Enabler Specific Mandatory Test Requirements for Smartcard Profile (CP) (BSM Server)

44.2.5 Mandatory BSA Test Requirements

The following Tables show the MANDATORY features and test requirements for a BSA supporting the Content Protection function.

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Support Content Protection for the Smartcard Profile.
	Required to test whether the server supports the Smartcard Profile for Content Protection.

	
	Support for DCF for file protection.
	Required to test whether the server supports the defined DCF format for file protection for the Smartcard Profile

	ERROR FLOW
	
	

	
	
	


Table 55:  Applicability Table for Enabler Specific Mandatory Test Requirements for Smartcard Profile (CP) (BSA Server)

44.2.6 Optional BSDA Test Requirements

The following table indicates OPTIONAL features and test requirements  for a BSDA server supporting the Content Protection function.

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	
	Support for processing of IPsec for Transport Layer encryption.
	Required to test whether the BSDA supports processing of IPsec for Transport Layer encryption.

	
	Support for processing of ISMACRYP RTP encapsulation and SDP signalling.
	Required to test whether the server supports processing of ISMACRYP RTP encapsulation and SDP signalling. 

	ERROR FLOW
	
	

	
	
	


Table 56:  Applicability Table for Enabler Specific Optional Test Requirements for Smartcard Profile (BSDA Server)

44.2.7 Optional BSM Test Requirements

The following table indicates OPTIONAL features and test requirements for a BSDA server supporting the Content Protection function.

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	
	
	

	
	
	

	
	
	

	ERROR FLOW
	
	

	
	
	


Table 57:  Applicability Table for Enabler Specific Optional Test Requirements for Smartcard Profile (CP) (BSM Server)

44.2.8 Optional BSA Test Requirements

The following table indicates OPTIONAL features and test requirements for a BSA server supporting the Content Protection function.

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	
	Support for adapted PDCF
	Required to test whether the server supports the adapted PDCF

	ERROR FLOW
	
	

	
	
	


Table 58:  Applicability Table for Enabler Specific Optional Test Requirements for the Smartcard Profile (CP) (BSA Server)

45. Test Requirements for “IPDC over DVB-H” Adaptation

In BCAST 1.0, the Broadcast Distribution System (BDS) Adaptation specifications further narrow down or elaborate the functionality specified in the main technical specifications. That is, the role of adaptation specification is to be more specific or restrictive with regards of the use of normative statements compared to the main specifications. This chapter lists the resulting test requirements for such BDS-specific elaborations when the BDS in use is “IPDC over DVB-H”. Note that only those requirements that are different than those in the chapter 6 through 13 are listed. For the rest of the requirements, the ETR defined in chapter 6 through 13 apply also to the case of “IPDC over DVB-H” adaptation. If there are competing requirements in this chapter and chapter 6 through 13, the requirements defined in this chapter are considered to take priority.
46. Mandatory Terminal Test Requirements

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Support FLUTE for Service Guide delivery over Broadcast Channel.
	Required to test whether the terminal supports FLUTE for the delivery of Service Guide over Broadcast Channel.

	
	Support SessionDescription rules for broadcast streamed media sessions.
	Required to test whether the terminal is able to parse and interpret the SessionDescriptions that are composed according to rules as defined in section 6.2.3.1 of [BCAST10-DVBH-IPDC-Adaptation]

	
	Support SessionDescription rules for broadcast file delivery sessions.
	Required to test whether the terminal is able to parse and interpret the SessionDescriptions that are composed according to rules as defined in section 6.2.3.2 of [BCAST10-DVBH-IPDC-Adaptation]

	
	Support for Bootstrap descriptors
	Required to test whether the terminal correctly interprets the bootstrap descriptor format as specified in 6.2.5.1 of [BCAST10-DVBH-IPDC-Adaptation]

	
	Support FLUTE for delivery of files.
	Required to test that the terminal is able to receive files over the FLUTE file delivery session.

	
	Support for initial buffering delay
	Required to test that the terminal uses the initial buffering delay as specified in 6.4.3.1. of  [BCAST10-DVBH-IPDC-Adaptation]

	
	Support for MANDATORY codecs and payload types in DVB-H
	Required to test that the terminal supports all MANDATORY codecs and payload types as defined in 6.4.4 of [BCAST10-DVBH-IPDC-Adaptation].

	ERROR FLOW
	
	

	
	
	


Table 59:  Applicability Table for Enabler Specific Mandatory Test Requirements

47. Optional Terminal Test Requirements

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Interpretation of Cell_ID and Cell_Group_ID
	Required to test whether the terminal supports the DVB-H specific format of Cell_ID and Cell_Group_ID.

	
	Support for OPTIONAL and RECOMMENDED codecs and payload types in DVB-H
	Required to test that the terminal supports OPTIONAL and RECOMMENDED codecs and payload types as defined in 6.4.4 of [BCAST10-DVBH-IPDC-Adaptation].

	ERROR FLOW
	
	

	
	
	


Table 60:  Applicability Table for Enabler Specific Optional Test Requirements

48. Mandatory BSDA Test Requirements

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Support SessionDescription rules for broadcast streamed media sessions.
	Required to test whether the BSDA is able to compose the SessionDescriptions according to rules as defined in section 6.2.3.1 of [BCAST10-DVBH-IPDC-Adaptation]

	
	Support SessionDescription rules for broadcast file delivery sessions.
	Required to test whether the BSDA is able to compose the SessionDescriptions according to rules as defined in section 6.2.3.2 of [BCAST10-DVBH-IPDC-Adaptation]

	
	Support for Bootstrap descriptors
	Required to test whether the BSDA correctly provides the bootstrap descriptors in the format as specified in 6.2.5.1 of [BCAST10-DVBH-IPDC-Adaptation]

	
	Support FLUTE for delivery of files.
	Required to test that the BSDA is able to deliver files over the FLUTE file delivery session.

	
	Support for Hypothetical Receiver Buffering Model
	Required to test whether the BSDA implements Hypothetical Receiver Buffering Model as defined in section 6.4.3.1 of [BCAST10-DVBH-IPDC-Adaptation] 

	
	Sending of RTCP sender reports
	Required to test whether the BSDA sends the RTCP sender reports.

	ERROR FLOW
	
	

	
	
	


Table 61:  Applicability Table for Enabler Specific Mandatory Test Requirements

49. Optional BSDA Test Requirements

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Interpretation of Cell_ID and Cell_Group_ID
	Required to test whether the BSDA supports the DVB-H specific format of Cell_ID and Cell_Group_ID.

	ERROR FLOW
	
	

	
	
	


Table 62:  Applicability Table for Enabler Specific Mandatory Test Requirements

50. Test Requirements for “3GPP MBMS” Adaptation

In BCAST 1.0, the Broadcast Distribution System (BDS) Adaptation specifications further narrow down or elaborate the functionality specified in the main technical specifications. That is, the role of adaptation specification is to be more specific or restrictive with regards of the use of normative statements compared to the main specifications. This chapter lists the resulting test requirements for such BDS-specific elaborations when the BDS in use is “3GPP MBMS”. Note that only those requirements that are different than those in the chapter 6 through 13 are listed. For the rest of the requirements, the ETR defined in chapter 6 through 13 apply also to the case of “3GPP MBMS” adaptation. If there are competing requirements in this chapter and chapter 6 through 13, the requirements defined in this chapter are considered to take priority.
51. Mandatory Terminal Test Requirements

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Support FLUTE for Service Guide delivery over Broadcast Channel.
	Required to test whether the terminal supports FLUTE for the delivery of Service Guide over Broadcast Channel.

	
	Support MBMS-USD as SessionDescription.
	Required to test whether the terminal is able to parse and interpret the SessionDescriptions that are composed according to rules as defined in section 5.2.3 of [BCAST10-MBMS-Adaptation]

	
	Support for Smartcard profile for service protection.
	Required to test whether the terminal supports smartcard profile for service protection

	
	Support FLUTE for delivery of files.
	Required to test that the terminal is able to receive files over the FLUTE file delivery session.

	
	Support for MANDATORY codecs and payload types in 3GPP MBMS
	Required to test that the terminal supports all MANDATORY codecs and payload types as defined in 5.4.4 of [BCAST10-MBMS-Adaptation].

	ERROR FLOW
	
	

	
	
	


Table 63:  Applicability Table for Enabler Specific Mandatory Test Requirements

52. Optional Terminal Test Requirements

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Interpretation of Cell_ID and Cell_Group_ID
	Required to test whether the terminal supports the 3GPP specific format of Cell_ID and Cell_Group_ID.

	
	Support for OPTIONAL and RECOMMENDED codecs and payload types in 3GPP MBMS
	Required to test that the terminal supports OPTIONAL and RECOMMENDED codecs and payload types as defined in 5.4.4 of [BCAST10-MBMS-Adaptation].

	ERROR FLOW
	
	

	
	
	


Table 64:  Applicability Table for Enabler Specific Optional Test Requirements

53. Mandatory BSDA Test Requirements

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Support MBMS-USD as SessionDescription.
	Required to test whether the BSDA is able to compose the SessionDescriptions according to rules as defined in section 5.2.3 of [BCAST10-MBMS -Adaptation]

	
	Support for Smartcard profile for service protection.
	Required to test whether the BSDA supports smartcard profile for service protection

	
	Obey the restrictions related to composition of SGDDs
	Required to test whether the BSDA obeys the restrictions defined for the composition of SGDDs as defined in section 5.2.4 of [BCAST10-MBMS -Adaptation]

	
	Support FLUTE for delivery of files.
	Required to test that the terminal is able to receive files over the FLUTE file delivery session.

	
	Sending of RTCP sender reports
	Required to test whether the BSDA sends the RTCP sender reports.

	ERROR FLOW
	
	

	
	
	


Table 65:  Applicability Table for Enabler Specific Mandatory Test Requirements

54. Optional BSDA Test Requirements

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Interpretation of Cell_ID and Cell_Group_ID
	Required to test whether the BSDA supports the 3GPP specific format of Cell_ID and Cell_Group_ID.

	ERROR FLOW
	
	

	
	
	


Table 66:  Applicability Table for Enabler Specific Mandatory Test Requirements

55. Test Requirements for “3GPP2 BCMCS” Adaptation

In BCAST 1.0, the Broadcast Distribution System (BDS) Adaptation specifications further narrow down or elaborate the functionality specified in the main technical specifications. That is, the role of adaptation specification is to be more specific or restrictive with regards of the use of normative statements compared to the main specifications. This chapter lists the resulting test requirements for such BDS-specific elaborations when the BDS in use is “3GPP2 BCMCS”. Note that only those requirements that are different than those in the chapter 6 through 13 are listed. For the rest of the requirements, the ETR defined in chapter 6 through 13 apply also to the case of “3GPP2 BCMCS” adaptation. If there are competing requirements in this chapter and chapter 6 through 13, the requirements defined in this chapter are considered to take priority.
56. Mandatory Terminal Test Requirements

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Support Service Discovery of SGDD and SG as BCMCS programs.
	Required to test whether the terminal supports the Service Discovery of SGDD and SG as BCMCS programs as defined in section 6.1 of [BCAST10-BCMCS-Adaptation]

	
	Support delivery of a service as BCMCS programs.
	Required to test whether the terminal supports delivery of a service as BCMCS program.

	
	Support for Smartcard profile for service protection.
	Required to test whether the terminal supports smartcard profile for service protection

	ERROR FLOW
	
	

	
	
	


Table 67:  Applicability Table for Enabler Specific Mandatory Test Requirements

57. Optional Terminal Test Requirements

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Interpretation of Cell_ID and Cell_Group_ID
	Required to test whether the terminal supports the 3GPP specific format of Cell_ID and Cell_Group_ID.

	ERROR FLOW
	
	

	
	
	


Table 68:  Applicability Table for Enabler Specific Optional Test Requirements

58. Mandatory BSDA Test Requirements

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Support Service Discovery of SGDD and SG as BCMCS programs.



	Required to test whether the BSDA supports the Service Discovery of SGDD and SG as BCMCS programs as defined in section 6.1 of [BCAST10-BCMCS-Adaptation]

	
	Support delivery of a service as BCMCS programs.
	Required to test whether the BSDA supports delivery of a service as BCMCS program.

	
	Support for Smartcard profile for service protection.
	Required to test whether the BSDA supports smartcard profile for service protection

	ERROR FLOW
	
	

	
	
	


Table 69:  Applicability Table for Enabler Specific Mandatory Test Requirements

59. Optional BSDA Test Requirements

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Interpretation of Cell_ID and Cell_Group_ID
	Required to test whether the BSDA supports the 3GPP2 specific format of Cell_ID and Cell_Group_ID.

	ERROR FLOW
	
	

	
	
	


Table 70:  Applicability Table for Enabler Specific Optional Test Requirements
60. Backwards Compatibility

BCAST-1.0 is the first release of OMA Mobile Broadcast Services Enabler. Therefore, there are no backwards compatibility considerations.

61. Enabler Dependencies

The enabler test requirements of Location, Device Management [OMA DM] , and DRM [DRM-v2.0] should be considered in conjunction with BCAST1.0 ETR to the extent these test requirements are related to this document.
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�Hi David, is SP in DRM profile optional? if so I would like to propose change TSs. We already indicates that DRM profile is optional. so, I don't think we make SP in DRM optional. what do you think?


�Optional in main spec ?


�General question. Don't we need to indicate the test requirements for OMA DRM? or do we need to make the general requirement for OMA DRM 2.0 for BCAST Terminal? For instance, support for OMA DRM 2.0 based operation.what is your opinion?


�Can we apply the priinple that I proposed for DRM extenstion in table 1? As you wrote, this requirement is only mandatory for terminal supporting for Smartcard Profile using (U)SIM for Content Protection. It looks good that the table for mandatory test requirement only contains the real mandatory requirement. What is your opinion?


�Whant do you think about that we make the table for SP and the table for CP, respectively?


�Is this test requirement mandatory for other smartcard based profile. E.g (U)RIM?


considering the purpose of DR�M, it is quite interesting to make CP optional. Content protection is the essential feature of DRM. So, I also would like to change the content of TS.


�These are OPTIONAL in main spec


�Don’t we need to indicate the test test requirements for the general operation of  smartcard based profile?


�Is this test requirement mandatory for other smartcard based profile. E.g (U)RIM?


�Don’t we need to indicate the test test requirements for the general operation of  smartcard based profile?





NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2006 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 52 (of 53)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20060101-I]

© 2006 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 51 (of 53)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20060101-I]

