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1 Reason for Change

Following AD comments are addressed in this CR:
AD127 Section 5.2.1 " Table 1 says BSA does content protection. This is now done by BSD/A."

AD128 Section 5.2.1 " Table 1 BSD/A should reflect new architecture i.e. the fact it also does content protection."

AD131 Section 5.3.3 " Stream distribution can do service protection or content protection depending on rights given."
AD132 Section 5.3.3 " Do we need to talk about delivery of Access Units from BSA to BSD/A for ISMACryp? Perhaps not." Transport uses RTP as usual. No action needed.
AD137 Section 5.4.2.1 " Fig 19 shows content protection and service protection in BSA and BSD/A but the latest understanding puts these in BSD/A."

2 Impact on Backward Compatibility

n/a.
3 Impact on Other Specifications

None known.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree the proposed changes as part of consistency review resolution.
6 Detailed Change Proposal

Change 1:  Comment AD127 and AD128 on Table 1 in Section 5.2.1

5.2.1 Logical Entities for BCAST Enabler

The BCAST enabler involves a collection of logical entities that work together to realize the needed capabilities.  The following table presents these logical entities.  The table includes entities that will be driven by the functionality defined in the BCAST enabler and other logical entities that provide services but whose definitions are defined elsewhere.

	Logical Entity
	Major Functionality

	Entities in-scope of OMA BCAST

	BCAST Service Application
	Represents the service application of the BCAST Service, such as, streaming audio/video or movie file download.  It encompasses the functionality of media encoding and interaction related to BCAST Service.  It also provides the BCAST service attributes to the BCAST Service Distribution/Adaptation and BCAST Subscription Management.
It may generate charging information, for example, according to the user charging information that it obtains from the BCAST subscription management and the content creator.  Legacy mechanisms may be used for charging information generation and delivery.

	BCAST Service Distribution/Adaptation
	Responsible for the aggregation and delivery of BCAST Services, and performs the adaptation of the BCAST Enabler to underlying Broadcast Distribution Systems. It provides the functionality of File and Stream Distribution, Service Aggregation, Service and Content Protection- data encryption, TEK generation, and protection key message distribution- , Service Guide generation and delivery, Notification Delivery, and the adaptation to the underlying BDS.  The functionality of adaptation to each BDS may vary depending on the underlying BDS. 
 

	BCAST Subscription Management
	Responsible for service provisioning such as subscription and payment related functions, the provision of information used for BCAST Service reception, and BCAST Terminal management. 

It provides the functionality of Notification, Service Protection management, Content Protection management, Service Guide generation support, Terminal Provisioning and interaction with the BDS Service Distribution to communicate/manage subscription information with the Terminal.
It may send the user charging information to the BCAST service application.

	Terminal
	The user device that receives broadcast content as well as the BCAST service related information, such as, service guide, content protection information. The user device may support the interactive channel in which case it would be able to directly communicate to the network regarding the available services.

	Entities out-of-scope of OMA BCAST

	Content Creation
	Source of content, may provide support for delivery paradigms (e.g. streaming servers); provides base material for content descriptions.

	BDS Service Distribution
	Responsible for the coordination and delivery of broadcast services to the BDS for delivery to the terminal, including file and stream distribution, and Service Guide distribution.  It may also include key distribution, broadcast subscription management, and accounting functionalities. BDS Service Distribution may not exist in certain BDSs.  In that case it would be considered a “Null Function”.  It works with the interactive network to perform service discovery, BDS-specific service protection and handles other interaction functions. It also works with the BDS for content delivery to the terminal.

	Broadcast Distribution System
	Specific support for the distribution of content over the broadcast channel.  This may involve the same or different radio network from that used by the interactive channel.

	Interaction Network
	Specific support for the interaction channel.  This may involve the same or different radio network from that used by the broadcast channel.


Table 1 - Descriptions of Logical Entities

5.2.2 Reference Points for BCAST Enabler

The logical entities of the BCAST enabler are connected to permit them to provide the functions needed. These points of connection establish the reference points documented in this section. As with the logical entities, certain of these reference points will be fully defined as part of the BCAST enabler. The following table describes these reference points.

	Reference Point
	Usage

	Reference Points within BCAST Scope

	BCAST-1
	Content, Content attributes, Notification event, etc.

	BCAST-2
	Content-unprotected BCAST Service, BCAST Service attributes and content attributes pertaining to the program such as description, rating and genre.

	BCAST-3
	BCAST Service attributes and content attributes pertaining to service provisioning such as targeted user profile and location information.  User preference and subscription information, User request, User reporting, notification event and maybe user charging information.

	BCAST-4
	Notification, Service Guide, fragments (related to provisioning, purchasing, subscription, terminal provisioning, etc.), Service keys, Terminal Provisioning object, Terminal Provisioning message, Terminal management message, etc.

	BCAST-5
	Unprotected and/or protected BCAST Service, content-unprotected and/or content-protected BCAST Service, BCAST Service attributes and content attributes, Notification, Service Guide, Security material, all distributed over the Broadcast Distribution System.

	BCAST-6
	 Unprotected and/or protected BCAST Service, content-unprotected and/or content-protected BCAST Service, BCAST Service attributes and content attributes, Notification, Service Guide, Security material, terminal reports related to stream and file delivery, all distributed over the Interaction Network.

	BCAST-7
	Service provisioning, Subscription information, Terminal provisioning, Security material and device registration.

	BCAST-8
	User interaction, reporting, and user preference. 

	BDS Specific Reference Points

	BDS-1
	Unprotected and/or protected BCAST Service, content-unprotected and/or content-protected BCAST Service, BCAST Service attributes and Content attributes, Notification, Service Guide and Security material.
Note: Service protection or Content Protection of RTP streams may be employed by the BDS itself, if available.

	BDS-2
	Service provisioning, Subscription information, Device management, Security material.

	Reference Points out of BCAST Scope

	X-1
	Reference Point between BDS Service Distribution and BDS

	X-2
	Reference Point between BDS Service Distribution and Interaction Network

	X-3
	Reference Point between BDS and Terminal

	X-4
	Reference Point between BDS Service Distribution and Terminal over Broadcast Channel

	X-5
	Reference Point between BDS Service Distribution and Terminal over Interaction Channel

	X-6
	Reference Point between Interaction Network and Terminal


Table 2 - Descriptions of Reference Points
Change 2:  Comment AD131 and AD132 on Section 5.3.3 on SP and CP

5.2.3 Stream Distribution Function

The Stream Distribution Function distributes streams having CODEC used by BDS to Terminals. The Stream Distribution Function mainly distributes stream over Broadcast Channel; but it can also transmit stream to Terminal over Interaction Channel. 
In addition to the distribution functionality, the Stream Distribution Function may use the Service protection / Content protection capability provided by the Service Protection / Content Protection Function. The Stream Distribution Function may provide for error resilience by different methods such as forward error correction coding. 
The Stream Distribution Function has CODECs, which are used by BDS.
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Figure 6 - Stream Distribution Functional Architecture
The BCAST Stream Distribution Functional Architecture defines the following interfaces:

	Interfaces
	Reference Point
	Description

	SD-1
	BCAST-1
	Delivery of an unprocessed stream for BCAST streaming Service

Delivery of stream with media type and CODEC supported by BCAST

	SD-2
	BCAST-2
	Delivery of a stream having BCAST standard media type and CODEC

Delivery of stream attributes to Stream Distribution Function in BCAST Service Distribution/Adaptation



	SD-5
	BCAST-5
	Unidirectional delivery of a BCAST-standardized stream.

Unidirectional delivery of a stream, which is adapted to BDS specific condition (e.g., a data rate supported by BDS). 

Unidirectional delivery of in-band signalling for Stream Distribution (e.g., signalling used for stream reception). 



	SD-6
	BCAST-6
	Delivery of a stream to terminal.

Delivery of report about a stream reception.

Delivery of request from terminal e.g. request for the retransmission of a whole stream. 

	SD-B1
	BDS-1
	Delivery of a stream to BDS.

Delivery of a protected stream to BDS.

Delivery of a stream attribute to determine bearers used for stream distribution.

Delivery of bearer information used for a stream distribution.

Delivery of a BDS specific profile for the adaptation of Stream to BDS.

Note:  If BDS service distribution does not exist, then the interface defined for FD-B1 is applied for x-1 and/or x-2.


5.2.3.1 Stream Application Component

The Stream Application Component (SA) in the network is responsible for transmission of a stream having BCAST standard media type and CODEC, as defined by BDS, to Stream Distribution Function in BCAST Service Distribution/Adaptation. 

SA receives an unprocessed stream, to be encoded by CODEC supported by OMA BCAST, from Content Creation via SD-1. In this case, SA translates unprocessed stream into BCAST standardized stream. 

SA may receive a stream encoded by CODEC supported by OMA-BCAST.

SA provides the attributes of stream (e.g., a media type of stream and required data rate) and additional information ( e.g., location information and attributes relevant to user profile and preferences) used for BCAST service.
5.2.3.2 Stream Delivery Component

The Stream Delivery Component (SD) in the network is responsible for the delivery of a media stream, the determination of bearers used for stream transmission and the adaptation of a stream to a specific BDS. 
SD receives a stream with attributes of a stream from SA via SD-2. Stream delivery may take place in one of the following modes:
- BDS transparent mode: Using configured attributes and attributes received from SA, SD negotiates the bearers to be used for stream distribution in cooperation with BDS Service Distribution through the interface SD-B1. If BDS Service Distribution does not exist, then X-1 or X-2 can be used.  SD normally transmits IP flows (containing a stream) to Terminals via SD-5. 
- BDS assisted mode: SD also can transmit IP flows (containing a stream) to BDS via SD-B1 and then, BDS Service Distribution distributes stream files to Terminal. This operation is out of scope of OMA BCAST.
SD may do trans-code OMA BCAST stream into BDS specific Stream according to BDS request from the interface SD-B1. SD also can adapt the data rate of stream according to report of BDS network condition through the interface SD-B1. If SD-B1 does not exist, then X-1 or X-2 can be used.

If the Service or Content Protection is done by BCAST, the SD may cooperate with the Service or Content Protection function to encrypt the bearer to be used for stream delivery. 

SD transmits in-band signaling used for the stream reception and Service or Content protection through the interface SD-5 and provides the method for media synchronization. 

SD can provide the method for adaptive reception and can imply techniques for error resilience based on the characteristics specific to a Broadcast service and a Broadcast Channel. 
5.2.3.3 Stream Delivery Client Component

The Stream Delivery Client Component (SD-C) in the terminal is responsible for receiving a stream over Broadcast Channel or Interaction Channel through either the SD-5 interface or via the BDS (in case of BDS-assisted stream delivery) 

If the Service or Content Protection is done by BCAST, the SD-C may cooperate with the Service or Content Protection function to decrypt the bearer containing the stream. The SD-C does the operation for error resilience method if error resilience method is applied by SD.  

SD-C has the capability for media synchronization and may have the method for adaptive reception.
SD-C forwards the information about a stream to a relevant function.

For post error recovery, SD-C may send the report of a stream reception if the interaction network is available.
Change 3:   . Comment AD137 on  Figure 19 Section 5.4.2.1, also update all following sections
NOTE to the Editor: following diagrams have been modified but this is not shown with change tracking
5.4.2.1 File Distribution over Broadcast channel
The figure below shows an example for File Distribution over Broadcast Channel.
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Figure 19 - File Distribution over Broadcast channel
1. The CC sends a file (or files) and its (or their) attribute such as file type to FA in BSA (FD-1). 
2. The FA in BSA sends a file (or files) to FD in BSD/A (FD-2).  FA also sends the attribute of a file (or files) to FD in BSD/A in order that FD can negotiate bearers to be used for file (or files) distribution with BDS Service Distribution.  The FD in BSD/A may do Service or Content Protection with the functionality provided by Service or Content Protection Function.
3. Before FD in BSD/A requests bearers to be used for file distribution, FD may aggregate files from a few FAs in order to make a bundle of files. The configuration information of a bundle of files is provided by Service Provisioning Function in BSM. After the aggregation is over, the FD requests the assignment of bearers to be used for file distribution to BDS Service Distribution with the file (or a bundle of files) attributes (FD-B1).

4. To the response to step 3, BDS Service Distribution responds to the request (FD-B1). Normally, BDS Service Distribution assigns the bearers used for file distribution. If BDS Service Distribution does not have a resource for file distribution, it may reject that request. The description about reject case is out of scope of this example. If BDS service Distribution does not have enough resource, then it may assign bearers which having low data rate than the requested data rate. 

5. If Service Protection is required, then FD performs service protection for the file (or bundle of files).  After that, FD may notify BDS Service Distribution of the start of file distribution (FD-B1).

6a. 
FD may notify FD-C in Terminal of the start of file distribution with in-band notification (over FD-5) or out-of-band notification (over FD-6).

6b.  BDS Service Distribution may notify FD-C in Terminal of the start of file distribution; how this operates is out of OMA BCAST scope (X4 or X5).
7. If Step 5 exists, BDS Service Distribution may respond to the notification of the start of file distribution (FD-B1). 
8. FD in BSD/A distributes the file (or bundle of files) over Broadcast Channel (FD-6). Before the real data transmission, some in-band signaling message can be distributed over the same Broadcast Channel (FD-6).
5.4.2.2 File Repair over Broadcast Channel when Interaction Channel exists
The figure below shows an example for the file repairing over Broadcast Channel. This example can be used if there are many terminals requires the retransmission of a file (or bundle of files) or the retransmission of a portion of a file (or a bundle of files)
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Figure 20 - File Repairing over Broadcast Channel when Interaction Channel exists
1. The FD-C in the terminal sends the request about the retransmission of a file (or a bundle of files) or the retransmission of a portion of a file (or a bundle of files) to FD in BDS/A (FD-6).

2. The FD in BSD/A may respond to the request from terminals (FD-8). 
3. Before FD in BSD/A requests bearers to be used for file distribution (FD-B1), FD may send the missing file or bundle of missing files in order to avoid transmission of any unnecessary portion of the file or bundle of files.  FD may also select transmission area based on terminal request.  For this, terminal should include the location information about terminal (e.g. Cell ID) into the terminal request.  After the reconfiguration and transmission area selection are over, the FD requests the assignment of bearers to be used for the reconfigured file (or bundle of files) to BDS Service Distribution with the reconfigured file (or a bundle of files) attributes.
4. To the response to step 3, BDS Service Distribution responds to the request (FD-B1). Normally, BDS Service Distribution assigns the bearers used for file distribution. If BDS Service Distribution does not have a resource for file distribution, it may reject that request. The description about reject case is out of scope of this example. If BDS service Distribution does not have enough resource, then it may assign bearers which having low data rate than the requested data rate. 
5. If FD transmits the missing file (or bundle of files) to terminal, then FD transmits the reconfigured file (or bundle of files) to FD-C in Terminal (FD-6). The FD in BSD/A may do Service or Content Protection with the functionality provided by Service or Content Protection Function before it transmits the missing file to terminal
5.4.2.3 File transmission or repairing over Interaction Channel when BDS Service Distribution exists
The figure below shows an example for File transmission or repairing over Interaction Channel when BSD Service Distribution exists.

In technical point of view, the file retransmission over Interaction Channel is almost identical to the file transmission over Interaction channel. Therefore, even though the figure below focuses on the file retransmission case, the figure can also cover the file transmission over Interaction channel. 

The figure also depicts the file transmission by FD in BSD/A as well as Interaction Channel.
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Figure 21 - File transmission or repairing over Interaction Channel when BSD Service Distribution exists
1. The FD-C in terminals sends the request about the retransmission of a file (or a bundle of files) or the retransmission of a portion of a file (or a bundle of files) to FD in BDS/A (FD-8).

2. The FD in BSD/A may respond to the request from terminals (FD-8). 
3. Before FD in BSD/A requests bearers to be used for file distribution, FD may reconfigure the file (or bundle of files) in order not to the unnecessary portion of file or bundle of files is transmitted. After the reconfiguration is over, the FD requests the assignment of bearers to be used for the reconfigured file (or bundle of files) to BDS Service Distribution with the reconfigured file (or a bundle of files) attributes (FD-B1).

4. BDS Service Distribution requests the bearers used for the file transmission to Interaction Network(X-2).

5. Interaction Network responds to the request from BDS Service Distribution(X-2).

6. To the response to step 3, BDS Service Distribution responds to the request from FD in BSD/A (FD-B1).

7. FD may do Service or Content Protection before it notifies BDS Service Distribution of the start of File transmission. After the Service or Content Protection is over, FD notifies BDS Service Distribution of the start of file transmission (FD-B1).

7a. BDS Service Distribution notifies Interaction Network of the start of file transmission.(X-2) 

7b. Interaction Network may notify FD-C in Terminal of the start of File transmission.(X-6) 

7c. If step 7b does not exist, BDS Service Distribution notifies FD-C in Terminal of the start of file transmission(X-5)

8. To the response to step 7a, Interaction Network may send the response to BDS Service Distribution(X-2)

9. If step 7 exists, BDS Service Distribution may send the response to FD (FD-B1)

10. If Interaction Channel transmits the reconfigured file (or bundle of files) to Terminal, then FD delivers the file (or bundle of files) to Interaction Network (FD-B1 and X-2).

11. As Interaction Network transmits the reconfigured file (or bundle of files), the reconfigured file (or bundle of files) is transmitted to FD-C in the Terminal (X-6).
12. If FD transmits the reconfigured file ( or bundle of files ) to terminal, then FD transmits the reconfigured file ( or bundle of files ) to FD-C in Terminal.(FD-8)
5.4.2.4 File Delivery to BDS Service Distribution
The figure below shows an example for the file delivery to BDS Service Distribution
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Figure 22 - File Delivery to BDS Service Distribution
1. The CC sends a file (or files) and its (or their) attribute such as file type to FA in BSA. 
2. The FA in BSA sends a file (or files) to FD in BSD/A (FD-2). FA also sends the attribute of a file ( or files ) to FD in BSD/A in order that BDS service Distribution can determine bearers to be used for file ( or files ) distribution. The FD in BSD/A may do Service or Content Protection with the functionality provided by Service or Content Protection Function in BSD/A.
3. Before FD in BSD/A sends a file (or files), FD may aggregate files from a few FAs in order to make a bundle of files. The configuration information of a bundle of files is provided by Service Provisioning Function in BSM. After the aggregation is over, the FD may notify BDS Service Distribution of the start of the file (or bundle of files) delivery (FD-B1). 

4. If step 3 exists, BDS Service Distribution may respond about the start of file (or a bundle of files) delivery to FD (FD-B1).
5. FD delivers the file (or a bundle of files) to BDS Service Distribution (FD-B1). BDS Service Distribution may do Service or Content Protection and BDS Specific work before it distributes the file (or a bundle of files) to Terminals.
6. BDS Service Distribution may notify FD-C in Terminal of the start of the file (or bundle of files) distribution(X-5). The detail operation is out of BCAST scope.
5. BDS Service Distribution distributes the file (or bundle of files) to Terminal(X-1, X-3). The detail operation is out of BCAST scope.

Change 4:  Update following sections

5.4.3.1 Stream Distribution over Broadcast channel
The figure below shows an example for Stream Distribution over Broadcast Channel.


[image: image6.emf]CC

SD 

in BSD/A

BDS Service 

Distribution

SD-C

In Terminal

1. Stream and its 

attribute

3. Request for an 

assignment of Bearers 

used for stream distribution

SA 

in BSA

2. Stream and its 

attribute

Service / Content

Protection

Translation

Stream adaptation

4. Response to request for 

an assignment of Bearers 

used for stream distribution

8. Stream Delivery

5. Notify on the start of 

stream distribution

7. Response to the 

notification of the start of 

stream distribution

6a. Notify on the start of 

stream distribution

6b. Notify on the start of 

stream distribution


Figure 25 - Stream Distribution over Broadcast channel
1. The CC sends stream and its attribute such as media type and CODEC information to SA in BSA. If a media type and CODEC of that stream are different from those of OMA BCAST Standard, then SA translates a stream to BCAST Standard Stream. (SD-1)

2. The SA in BSA sends a stream having BCAST Standard media type and CODEC to SD in BSD/A (SD-2).  SA also sends the attribute of a stream to SD in BSD/A in order that SD can negotiate bearers to be used for stream distribution with BDS Service Distribution. 

3. The SD in BSD/A requests the assignment of bearers to be used for stream distribution to BDS Service Distribution with the stream attributes (SD-B1).

4. To the response to step 3, BDS Service Distribution responds to the request (SD-B1). Normally, BDS Service Distribution assigns the bearers used for stream distribution. If BDS Service Distribution does not have a resource for stream distribution, it may reject that request. The description about reject case is out of scope of this example. BDS Service Distribution also may request the adaptation of a stream in case that the required data rate for stream delivery is too high or some BDS Specific media type or CODEC should be used for a stream.

5. If BDS specific request exists, SD in BSD/A may adapt BCAST Standard stream for BDS specific stream (SD-B1). If Service or Content Protection is required, then SD provides service protection or content protection for the stream.  After that, SD may notify BDS Service Distribution of the start of stream distribution.

6a. SD may notify SD-C in Terminal of the start of stream distribution via SD-5.
6b. BDS Service Distribution may notify SD-C in Terminal of the start of stream distribution (X-4). How BDS Service distribution notifies SD-C in Terminal of the start of stream distribution is covered by OMA-TS-BDS- Adaptation Specifications. 
7. If Step 5 exists, BDS Service Distribution may respond to the notification of the start of stream distribution (SD-B1). 
8. SD in BSD/A distributes the stream over Broadcast Channel (SD-6). Before the real data transmission, some in-band signaling message can be distributed over the same Broadcast Channel.
5.4.3.2 Stream Delivery to BDS Service Distribution
The figure below shows an example for the stream delivery to BDS Service Distribution
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Figure 26 - Stream Delivery to BDS Service Distribution
1. The CC sends stream and its attribute such as media type and CODEC information to SA in BSA. If a media type and CODEC of that stream are different from those of OMA BCAST Standard, then SA translates a stream to BCAST Standard Stream. (SD-1)

2. The SA in BSA sends a stream having BCAST Standard media type and CODEC to SD in BSD/A (SD-2).  SA also sends the attribute of a stream to SD in BSD/A in order that SD can inform BDS Service Distribution of the attributes of stream.  Before SD delivers a stream to BDS Service Distribution, SD may adapt BCAST Standard Stream to BDS Specific Stream on condition that BDS Specific Codec and media type are known to SD. 
3. SD may notify BDS Service Distribution of the start of stream delivery (SD-B1).

4. BDS Service Distribution may send the response about the start of stream delivery to SD (SD-B1).

5. SD delivers the stream to BDS Service Distribution (SD-B1). BDS Service Distribution may do Stream Adaptation and Service or Content Protection before it distributes the stream to Terminals.

6. BDS Service Distribution may notify SD-C in Terminal of the start of stream distribution(X-4). The detail operation is covered by OMA-TS-BDS- Adaptation Specifications.

7. BDS Service Distribution distributes the stream to Terminal (X-1, X-3). The detail operation is covered by OMA-TS-BDS- Adaptation Specifications.
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