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1 Reason for Change

It’s to make consistency of section 5.2 Terminal Provisioning after deleting the broadcast delivery of DM messages. Refer to the below comment, SE-F-045:
	SE-F-045
	2007.1.13
	N
	Section 5.2
	Source: LG Electronics

From: OMA-BCAST-2007-0035

Comment:

As the section 5.2.3 Carrying OMA DM messages within OMA File Distribution was deleted by the result of 1st consistency review, it’s needed to delete/modify the related several parts for delivery DM message through broadcast channel in section 5.2.

Proposed Resolution:


	Status : OPEN




Revision 01

· The interface TP-4 was deleted as following the results in AD.
2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

This CR is presented for decision.
6 Detailed Change Proposal

5.2 Terminal Provisioning

The Terminal Provisioning function SHALL support OMA Device Management [OMA DM 1.2], as specified in this chapter. To allow firmware upgrades using DM over the interaction channel, the Terminal Provisioning function SHOULD support OMA FUMO 1.0 [OMA FUMO].

Terminal Provisioning function provides data structures to provision and manage the terminal through the interaction channel using OMA DM [OMA DM 1.2]. 

The interfaces related to Terminal Provisioning function, as outlined in BCAST Architecture [BCAST10-Architecture] are normatively specified as follows:

· Over interface TP-7, both the network and the terminal SHALL support exchange of terminal provisioning and management messages as specified in [OMA DM]
· 
· 
6. Terminal Provisioning of BCAST Client 
The Terminal Provisioning Client Component (TP-C) SHALL receive the parameters needed for OMA BCAST service (see [BCAST10-Services] Appendix E) by the Terminal Provisioning function which manage the terminal configuration parameters, e.g. data, parameters and applications with the help of OMA DM [OMA DM v1.2]. This information would be delivered through TP-7 as specified in OMA DM [OMA DM v1.2].

The Terminal Provisioning Client Component (TP-C) SHALL be able to:

· receive the parameters needed for BCAST service included in the terminal provisioning messages sent over TP-7. 

· update the parameters needed for BCAST service included in the terminal provisioning messages sent over TP-7.
· perform firmware upgrades of the BCAST client using the interaction channel over TP-7.

Further, the existence and access description to Terminal Provisioning function MAY be declared through the Service Guide using the Service, Access and Content fragments of Service Guide or through the  process as specified in OMA DM. Both of the following cases are specified in section 5.2.2:

· 
· Declaration of the existence and access to the OMA DM based exchange over TP-7..

5.2.2 Declaring the existence of and access to Terminal Provisioning

There are two ways to declare the existence of and the access to Terminal Provisioning with Service Guide: Terminal Provisioning declared as a Service; and; Terminal Provisioning declared as a means for accessing of a Service. The terminal SHALL support both methods of declaring the Terminal Provisioning within the Service Guide. The following sections specify both of these ways.

The TP-C MAY also be bootstrapped with the Terminal Provisioning server information to access the Terminal Provisioning by TP-7.

5.2.2.1 Declaring Terminal Provisioning as a Service within Service Guide

When the Terminal Provisioning is declared as a service, the following applies:

· There SHALL be at least one Service fragment with the value of attribute “ServiceType” equals “9 - Terminal Provisioning service”.

· There SHALL be at least one Access fragment that specifies the access to the above-mentioned Service:

· 
· In case Terminal Provisioning over TP-7 is declared, the AccessType SHALL contain “UnicastServiceDelivery” element, which defines the access to the respective provisoning server.

· There MAY be one or more Content fragments that specify the Terminal Provisioning messages as files, as defined in section 5.2.1.

5.2.2.2 Declaring Terminal Provisioning as an Access of a Service within Service Guide

When the Terminal Provisioning is declared as an access of a service, the following applies:

· There SHALL be at least one Service fragment that defines a service of arbitrary type.

· There SHALL be at least one Access fragment associated with the above-mentioned Service. The Access fragment SHALL have “ServiceClass” element present with value “sdo.oma.tp”. Further:

· 
· In case Terminal Provisioning over TP-7 is declared, the AccessType SHALL contain “InteractiveTransmissionScheme” element, which defines the access to the respective OMA DM server.
5.2.2.3 Declaring Terminal Provisioning through Bootstrap

Terminals with cellular interface and (U)SIM/R-UIM/CSIM that support BCAST and OMA DM [OMA DM] SHALL support bootstrap from the smartcard as specified in [DMBOOT]. In these terminals DM TND Serialization [DMTNDS] SHALL also be supported otherwise  Terminal Provisioning through bootstrap (e.g. server information or account for such as the Session Description, Authentication, and/or Connectivity) MAY be supported as specified in [OMA DM]. Bootstrap information comprising DM server’s Connectivity information, would be delivered to the terminal. Then, the DM server would deliver to the terminal information for the Terminal Provisioning server such as Session Description, Authentication Information (certificate, OCSP Response) for secure delivery and/or Connectivity as specified in [OMA DM].

 

The following table shows the DM Client Requirements. The table is based on section 8 of [ERELDSC].

	Feature / Application
	Status
	References

	DM Client
	MANDATORY
	[DMPRO] 

 REF DMREPU \h  \* MERGEFORMAT 
[DMREPU]

 REF DMSEC \h  \* MERGEFORMAT 

[DMSEC] 

 REF DMTND \h  \* MERGEFORMAT 
[DMTND]
  [DMSTDOBJ]  [DMDDFDTD]

	DM Client Bootstrap
	MANDATORY if Terminal with cellular radio interface and (U)SIM/(R-)UIM/CSIM
	[DMBOOT]

	DM TND Serialization
	MANDATORY if Terminal with cellular radio interface and (U)SIM/(R-)UIM/CSIM
	[DMTNDS]


Table OMA BCAST Device Management Client Requirements


5.2.2 Carrying OMA DM messages through Interaction Channel

Over interface TP-7, DM provisioning messages SHALL be delivered using DM mechanism. The details follow the OMA DM procedure.
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