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	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Friedhelm Rodermund, Vodafone, friedhelm.rodermund@vodafone.com 
Fred Grardel, SFR, frederic.grardel@inovatel.sfr.com 
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1 Reason for Change

This CR proposes to add the optional ProtectionKeyID elements in the Access fragment, in addition to the Purchase Item, Service and Content fragments.
Rationale:

· Allow to focus all access related information in the Access fragment 
Document History:

· 01 Feb 2007: Initial submission

· 23 Feb 2007 (R01): 

· Focus on ProtectionKeyID. 
Indeed, baseCID is used in such a way that it must be in Service and/or Content fragments.

· Change the “move” proposal into a simple “add”, so that everyone can decide where to put the ProtectionKeyID, which fragments to share and which fragment to dedicate per channel and/or per service provider.
· Add some notice to clarify the use of ProtectionKeyID.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree and incorporate the proposed changes to the SG spec.
6 Detailed Change Proposal

Change 1:  Changes to Service fragment
5.1.2.1 Service

A service represents a bundle of content items, which forms a logical group to the end-user. An example would be a TV channel, composed of several TV shows. A ‘Service’ fragment contains the metadata describing the Mobile Broadcast service. It is possible that the same metadata (i.e., attributes and elements) exist in the ‘Content’ fragment(s) associated with that ‘Service’ fragment. In that situation, for the following elements: ‘ParentalRating’, ‘TargetUserProfile’, ‘Genre’ and ‘BroadcastArea’, 
the values defined in ‘Content’ fragment take precedence over those in ‘Service’ fragment.
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	Service
	E
	
	
	‘Service’ fragment

Contains the following attributes:

id
version
validFrom
validTo

weight
serviceContentProtection
baseCID

Contains the following sub-elements:

ProtectionKeyID

ServiceType 
GlobalServiceID

Name

Description
AudioLanguage

TextLanguage
ParentalRating

TargetUserProfile 
Genre

Extension

PreviewDataReference
BroadcastArea

TermsOfUse
	

	id
	A
	NM/

TM
	1
	ID of the ‘Service’ fragment, globally unique
	anyURI

	version
	A
	NM/

TM
	1
	Version of this fragment. The newer version overrides the older one starting from the time specified by the ‘validFrom’ attribute, or as soon as it has been received if no ‘validFrom’ attribute is given. This field expressed as the first 32bits integer part of NTP time stamps.
	unsignedInt 

	validFrom
	A
	NM/
TM
	0..1
	The first moment when this fragment is valid. If not given, the validity is assumed to have started at some time in the past. This field expressed as the first 32bits integer part of NTP time stamps.
	unsignedInt

	validTo
	A
	NM/
TM
	0..1
	The last moment when this fragment is valid. If not given, the validity is assumed to end in undefined time in the future.
	unsignedInt

	weight
	A
	NM/

TM
	0..1
	Intended order of display of this service relative to other services as presented to the end user.  The order of display is by increasing weight value (i.e., service with lowest weight is displayed first).

User preference, if available, SHALL override the weight.
	unsignedInt



	serviceProtection
	A
	NO/
TO
	0..1
	Specifies if the service is encrypted (true) or not (false). This element will be used for presentation purpose to users.
	boolean

	baseCID
	A
	NO/
TO
	0..1
	For the DRM Profile, part of the Service or Program CID used to identify the corresponding asset within a OMA DRM 2.0 Rights Object. The Service or Program CID is obtained from the BaseCID as described in [BCAST10-ServContProt] section 5.5.3].

This element is only Mandatory to support for the network and terminal in case the DRM Profile is supported [BCAST10-ServContProt].
	string

	ProtectionKeyID
	E1
	NO/
TO
	0..N
	List of key identifiers needed to access protected content. This information allows the terminal to determine whether or not it has the correct key material to access services within a PurchaseItem. In a scenario where this fragment is shared among multiple service providers, different key identifiers from the different service providers to access this specific protected service/content may be mixed in this element and the terminal SHOULD be able to sort out the key identifiers associated with the terminal’s affiliated service provider based on the Key Domain ID. How this is used is out of scope and is left to implementation.

The network and terminal SHALL support this element in case the Smartcard Profile is supported [BCAST10-ServContProt].
ProtectionKeyID has attribute:

type
	base64Binary

	type
	A
	NM/TM
	1
	Type of ProtectionKeyID:

0: ProtectionKeyID = SEK or PEK ID as used in the Smartcard Profile [BCAST10-ServContProt]

1-128 Reserved for future use

129-255 Reserved for proprietary use 
	unsignedByte 

	ServiceType 
	E1
	NM/

TM
	0..N
	Type of the service. It SHALL be processed by the terminal strictly for rendering to the user for example as a textual indicator, an icon, or graphic representation for the service. 

Allowed values are:

0 - unspecified
1 - Basic TV
2 - Basic Radio
4 - Cachecast

5 - File download services
6 - Software management services

7 – Notification

8 – Service Guide
9 - Terminal Provisioning services
10 - 127  reserved for future use

128 -255 reserved for proprietary use

The mixed service types SHALL be indicated by the presence of multiple instances of ServiceType (for example, for mixed Basic TV and Cachecast, two instances of ServiceType, with values 1 and 3 are present for this ‘Service’ fragment.
	unsigned Byte 



	GlobalServiceID
	E1
	NM/

TM
	0..1
	The globally unique identifier identifying the service this ‘Service’ fragment describes.
	anyURI


Change 2:  Changes to Content fragment

5.1.2.3 Content
‘Content’ fragment describes a content or programme that is a part of a service that the content refers to. A   ‘Content’ fragment can be composed of several (audiovisual) media streams originating from several sources which together form a logical entity. An example is a single TV show broadcasted in several audio languages. A ‘Content’ fragment contains the metadata to describe a content or programme, represented by the attributes and elements in the following table. In the case
 of ParentalRating, TargetUserProfile, Genre, and BroadcastArea, should one or more of these elements exist in both the ‘Content’ fragment and its associated ‘Service’ fragment, the values of those elements in the ‘Content’ fragment take precedence over its counterparts in ‘Service’ fragment.
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	Content
	E
	
	
	‘Content’ fragment

Contains the following attributes:

id
version
validFrom
validTo
type
globalContentID

Contains the following sub-elements:

ServiceReference
BaseCID
ProtectionKeyID
Name

Description

StartTime
EndTime
AudioLanguage
TextLanguage
Length

ParentalRating

TargetUserProfile

Genre

Extension

PreviewDataReference 
BroadcastArea
FileDescription

TermsOfUse
	

	id
	A
	NM/
TM
	1
	ID of the ‘Content’ fragment, globally unique
	anyURI

	version
	A
	NM/
TM
	1
	Version of this fragment. The newer version overrides the older one starting from the time specified by the ‘validFrom’ attribute, or as soon as it has been received if no ‘validFrom’ attribute is given.
	unsignedInt 

	validFrom
	A
	NM/
TM
	0..1
	The first moment when this fragment is valid. If not given, the validity is assumed to have started at some time in the past.

This field expressed as the first 32bits integer part of NTP time stamps.
	unsignedInt



	validTo
	A
	NM/
TM
	0..1
	The last moment when this fragment is valid. If not given, the validity is assumed to end in undefined time in the future.

This field expressed as the first 32bits integer part of NTP time stamps.
	unsignedInt



	type
	A
	NM/
TM
	0..1
	Type of the media content, defined by MIME media types [RFC2046].

For atomic content item described by this ‘Content’ fragment, the value of type is “text”, “image”, “audio”, “video” or “application”. 

For composite content item described by this ‘Content’ fragment, the value of type is “multipart”.  

If ‘FileDescription’ element and its ‘Content-Type’ attribute are present in the ‘Content’ fragment, this ‘type’ attribute can be absent.
	string

	globalContentID
	A
	NM/
TM
	0..1
	The globally unique identifier identifying the content that this ‘Content’ fragment describes.

	anyURI

	ServiceReference
	E1
	NM/

TM
	0..N
	Reference to the ‘Service’ fragment(s) to which the ‘Content’ fragment belongs.

Contains the following attribute:

idRef

weight
	

	idRef
	A
	NM/

TM
	1
	Identification of the ‘Service’ fragment which this ‘Content’ fragment is associated with.

	anyURI

	BaseCID
	E1
	NO/
TO
	0..1
	For the DRM Profile, part of the Service or Program CID used to identify the corresponding asset within an OMA DRM 2.0 Rights Object. The Service or Program CID is obtained from the BaseCID as described in [BCAST10-ServContProt], section 5.5.3].

In case this element is present the terminal SHALL use this element to identify the corresponding asset within an OMA DRM 2.0 Rights Object, instead of the baseCID(s) of the ‘Service’ fragment(s) this ‘Content’ fragment is associated with. 

In case this ‘Content’ fragment contains a reference to a ‘Service’ fragment this element MAY be present when:

- this ‘Content’ fragment is referenced by a ‘PurchaseItem’ fragment or when 
- a ‘PurchaseItem’ fragment references a ‘Schedule’ fragment that references this ‘Content’ fragment,

to identify the corresponding asset within an OMA DRM 2.0 Rights Object, in case the network supports the DRM profile.
In case this ‘Content’ fragment does not contain a reference to a ‘Service’ fragment this element SHALL be present when:

- this ‘Content’ fragment is referenced by a ‘PurchaseItem’ fragment or when 
- a ‘PurchaseItem’ fragment references a ‘Schedule’ fragment that references this ‘Content’ fragment,

to identify the corresponding asset within an OMA DRM 2.0 Rights Object, in case the network supports the DRM profile.

The network and terminal SHALL support this element in case the DRM Profile is supported [BCAST10-ServContProt].
	anyURI

	ProtectionKeyID
	E1
	NO/TO
	0..N
	List of key identifiers needed to access protected content. This information allows the terminal to determine whether or not it has the correct key material to access services within a PurchaseItem. In a scenario where this fragment is shared among multiple service providers, different key identifiers from the different service providers to access this specific protected service/content may be mixed in this element and the terminal SHOULD be able to sort out the key identifiers associated with the terminal’s affiliated service provider based on the Key Domain ID. How this is used is out of scope and is left to implementation.

The network and terminal SHALL support this element in case the Smartcard Profile is supported [BCAST10-ServContProt].


ProtectionKeyID has attribute:

- type
	base64Binary

	type
	A
	NM/TM
	1
	Type of ProtectionKeyID:

0: ProtectionKeyID = SEK or PEK ID as used in the Smartcard Profile [BCAST10-ServContProt]

1-128 Reserved for future use

129-255 Reserved for proprietary use 
	unsignedByte 

	weight
	A
	NM/

TM
	0..1
	Intended order of display of this ‘Content’ fragment relative to other ‘Content’ fragments belonging to the same service as presented to the end user.  The order of display is by increasing Weight value (i.e., content with lowest Weight is displayed first).
	unsignedInt




Change 3:  Changes to Access fragment

5.1.2.4 Access

An ‘Access’ fragment describes to the terminal how it can access a service or a schedule during the lifespan of the ‘Access’ fragment. If the service or content is protected, the fragment also contains service and content protection information.
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	Access
	E
	
	
	‘Access’ fragment

Contains the following attributes:

id
version
validFrom
validTo

Contains the following sub-elements:

AccessType

ServiceAccessNotificationURL

KeyManagementSystem

EncryptionType
ServiceReference

ScheduleReference

AlternativeAccessURL
TerminalCapabilityRequirement

BandwidthRequirement

ServiceClass

PreviewDataReference

NotificationReception
	

	id
	A
	NM/
TM
	1
	ID of the ‘Access’ fragment, globally unique
	anyURI

	version
	A
	NM/
TM
	1
	Version of this fragment. The newer version overrides the older one starting from the time specified by the validFrom attribute, or as soon as it has been received if no validFrom attribute is given.
	unsignedInt 

	validFrom
	A
	NM/
TM
	0..1
	The first moment when this fragment is valid. If not given, the validity is assumed to have started at some time in the past. This field expressed as the first 32bits integer part of NTP time stamps.
	unsignedInt



	validTo
	A
	NM/
TM
	0..1
	The last moment when this fragment is valid. If not given, the validity is assumed to end in undefined time in the future. This field expressed as the first 32bits integer part of NTP time stamps.
	unsignedInt



	AccessType
	E1
	NM/
TM
	1
	Defines the type of access.
Note: Either one of BroadcastServiceDelivery or UnicastServiceDelivery but not both SHALL be instantiated. Implementation in XML Schema should use <choice>.
Contains the following sub-elements:
BroadcastServiceDelivery

UnicastserviceDelivery
	

	BroadcastServiceDelivery
	E2
	NM/
TM
	0..1
	This element is used for the indication of IP transmission.
Contains the following sub-elements:
BDSType
SessionDescriptionReference
SDP

FileDescription
	

	BDSType
	E3
	NM/

TM
	0..1
	Identifier of the type of underlying distribution system that this ‘Access’ fragment relates to.
Contains the following sub-element:
Type

Version 
	

	Type
	E4
	NM/
TM
	0..1
	Type of underlying BDS, possible values:

0. IPDC over DVB-H 

1. 3GPP MBMS
2. 3GPP2 BCMCS 
3 -127. reserved for future use

128 -255. reserved for proprietary use
	unsignedByte

	Version
	E4
	NM/
TM
	0..N
	Version of underlying BDS. For instance, possible values are Rel-6 or Rel-7 for MBMS and 1x or HRPD or Enhanced HRPD for BCMCS.
	string

	Session
Description
Reference
	E3
	NM/
TM
	0..N
	The reference to a ‘SessionDescription’ fragment associated with this ‘Access’ fragment that the media application in the terminal uses to access the service.

Note: the ‘SessionDescription’ fragment may be delivered in two ways: via broadcast or via fetch over interaction channel. 

In the case of fetch over interaction channel, the ‘SessionDescription’ fragment can be acquired by accessing the URI (given as attribute of this element).
Contains the following attributes:

type

uri

idRef
	

	type
	A
	NM/
TM
	1
	Type of the session description referred by this SessionDescriptionReference

0 – reserved

1 – SDP

2 – MBMS User Service Description (MBMS-USD) as specified in [26.346] section 5.2. It MAY contain one or several SDP descriptions.

3 – AssociatedDeliveryProcedure for File and Stream Distribution as specified in [BCAST10-Distribution] section 5.3.4
4 –127 Reserved for future use

128-255 Reserved for proprietary use
	unsignedByte

	uri
	A
	NM/
TM
	0..1
	The URI referencing an external resource containing SessionDescription information or AssociatedDeliveryProcedure for File and Stream Distribution. This URI is used for interactive retrieval.
	anyURI

	idRef
	A
	NM/
TM
	0..1
	The id of the referenced ’SessionDescription’ fragment if the fragment is delivered over the broadcast channel in SGDU, globally unique
	anyURI

	SDP
	E3
	NM/
TM
	0..N
	A session description in SDP (IETF session description protocol) format 
	string


	FileDescription
	E3


	NO/
TM
	0..1
	File metadata for file delivery sessions.

This element SHALL be provided when ALC is used. This element SHALL NOT be used in conjunction with FLUTE.

The network SHALL support ‘FileDescription’ element and all its sub-elements and attributes if ALC is used for File Distribution function.

Attributes:

Content-Type

Content-Encoding

FEC-OTI-FEC-Encoding-ID

FEC-OTI-FEC-Instance-ID

FEC-OTI-Maximum-Source-Block-Length

FEC-OTI-Encoding-Symbol-Length

FEC-OTI-Max-Number-of-Encoding-Symbols

FEC-OTI-Scheme-Specific-Info

Sub-elements:

File
	

	Content-Type
	A
	NO/
TM
	0..1
	See RFC 3926, section 3.4.2
	string

	Content-Encoding
	A
	NO/
TM
	0..1
	See RFC 3926, section 3.4.2
	string

	FEC-OTI-FEC-Encoding-ID
	A
	NO/TM
	0..1
	See RFC 3926, section 3.4.2
	unsignedByte

	FEC-OTI-FEC-Instance-ID
	A
	NO/
TM
	0..1
	See RFC 3926, section 3.4.2
	unsignedLong

	FEC-OTI-Maximum-Source-Block-Length
	A
	NO/
TM
	0..1
	See RFC 3926, section 3.4.2
	unsignedLong

	FEC-OTI-Encoding-Symbol-Length
	A
	NO/
TM
	0..1
	See RFC 3926, section 3.4.2
	unsignedLong

	FEC-OTI-Max-Number-of-Encoding-Symbols
	A
	NO/
TM
	0..1
	See RFC 3926, section 3.4.2
	unsignedLong

	FEC-OTI-Scheme-Specific-Info
	A
	NO/TM
	0..1
	This attribute MAY be used to communicate FEC information which is not adequately represented by the other attributes related to FEC.
	base64Binary

	File
	E4
	NO/
TM
	1..N
	Parameters of a file

Attributes:

Content-Location

TOI

Content-Length

Transfer-Length

Content-Type

Content-Encoding

Content-MD5

FEC-OTI-FEC-Encoding-ID

FEC-OTI-FEC-Instance-ID

FEC-OTI-Maximum-Source-Block-Length

FEC-OTI-Encoding-Symbol-Length

FEC-OTI-Max-Number-of-Encoding-Symbols

FEC-OTI-Scheme-Specific-Info
	

	Content-Location
	A
	NO/
TM
	1
	See RFC 3926, section 3.4.2
	anyURI

	TOI
	A
	NO/
TM
	1
	See RFC 3926, section 3.4.2
	positiveInteger

	Content-Length
	A
	NO/
TM
	0..1
	See RFC 3926, section 3.4.2
	unsignedLong 

	Transfer-Length
	A
	NO/
TM
	0..1
	See RFC 3926, section 3.4.2
	unsignedLong

	Content-Type
	A
	NO/
TM
	0..1
	See RFC 3926, section 3.4.2
	string

	Content-Encoding
	A
	NO/
TM
	0..1
	See RFC 3926, section 3.4.2
	string

	Content-MD5
	A
	NO/
TM
	0..1
	See RFC 3926, section 3.4.2
	base64Binary

	FEC-OTI-FEC-Encoding-ID
	A
	NO/TM
	0..1
	See RFC 3926, section 3.4.2
	unsignedByte

	FEC-OTI-FEC-Instance-ID
	A
	NO/
TM
	0..1
	See RFC 3926, section 3.4.2
	unsignedLong

	FEC-OTI-Maximum-Source-Block-Length
	A
	NO/
TM
	0..1
	See RFC 3926, section 3.4.2
	unsignedLong

	FEC-OTI-Encoding-Symbol-Length
	A
	NO/
TM
	0..1
	See RFC 3926, section 3.4.2
	unsignedLong

	FEC-OTI-Max-Number-of-Encoding-Symbols
	A
	NO/
TM
	0..1
	See RFC 3926, section 3.4.2
	unsignedLong

	FEC-OTI-Scheme-Specific-Info
	A
	NO/TM
	0..1
	This attribute MAY be used to communicate FEC information which is not adequately represented by the other attributes related to FEC.
	base64Binary

	UnicastServiceDelivery
	E2
	NM/
TM
	0..N
	This element indicates which server and/or protocol is used for delivery of service over Interaction Channel.

Contains the following attribute:

type

Contains the following sub-elements:

AccessServerURL
SessionDescriptionReference

SDP
	

	type
	A
	NM/TM
	1
	Specifies transport mechanism that is used for this access.

0 - HTTP

1 - WAP 1.0

2- WAP 2.x

3 - RTSP

4 - 3GPP-PSS (3GPP packet-switched streaming service)

5 - 3GPP2-MSS (3GPP2 multimedia streaming services)
6 – FLUTE (Note that FLUTE for Unicast delivery is not specified in current version of BCAST)

7-127 Reserved for future use

128-255 Reserved for proprietary use
Note: Specification or negotiation of ports used for unicast service delivery is handled by the used unicast distribution mechanisms. For example, RTSP and PSS based systems (values 3 and 4) do port negotiation within the RTSP signalling exchange.
	unsignedByte

	AccessServerURL
	E3
	NM/
TM
	0..N
	Server URL from which the terminal can receive the service via the Interaction Network.

For example, AccessServerURL can be an HTTP URL pointing to downloadable content, or an RTSP URL pointing to a streaming server for starting a streaming session. 
	anyURI

	SessionDescriptionReference
	E3
	NM/
TM
	0..N
	The reference to a ‘SessionDescription’ fragment associated with this ‘Access’ fragment that the media application in the terminal uses to access the service.

Note: the ‘SessionDescription’ fragment may be delivered in two ways: via broadcast or via fetch over interaction channel. 

In the case of fetch over interaction channel, the ‘SessionDescription’ fragment can be acquired by accessing the URI (given as attribute of this element).
Contains the following attributes:

type

uri

idRef
	

	type
	A
	NM/
TM
	1
	Type of the session description referred by this SessionDescriptionReference

0 – reserved

1 – SDP

2 – MBMS User Service Description (MBMS-USD) as specified in [26.346] section 5.2. It MAY contain one or several SDP descriptions.

3 – AssociatedDeliveryProcedure for File and Stream Distribution as specified in [BCAST10-Distribution] section 5.3.4
4 –127 Reserved for future use

128-255 Reserved for proprietary use
	unsignedByte

	uri
	A
	NM/
TM
	0..1
	The URI referencing an external resource containing SessionDescription information or AssociatedDeliveryProcedure for File and Stream Distribution. This URI is used for interactive retrieval.
	anyURI

	idRef
	A
	NM/
TM
	0..1
	The id of the referenced ‘SessionDescription’ fragment if the fragment is delivered over the broadcast channel in SGDU, globally unique
	anyURI

	SDP
	E3
	NM/
TM
	0..N
	A session description in SDP (IETF session description protocol) format 
	string


	ServiceAccessNotificationURL
	E1
	NM/ TM
	0..N
	URL that the terminal MAY use to notify when it accesses (switches to) this service over this access. The terminal SHALL NOT use this URL for notification without user consent. 

Note: This URL can for example be used for initiating server-managed channel switching in unicast transmission. 
	anyURI

	KeyManagementSystem
	E1
	NM/

TM
	0..N
	Information of Key Management System(s)(KMS) that can be used to contact the Rights Issuer and, for GBA, whether GBA_U is mandatory or whether either GBA_ME or GBA_U can be used. 

Note that the Rights Issuer can support more than one KMS.

If KeyManagementSystem is not specified, it means no service or content protection is applied.

Contains the following sub-elements:

ProtectionKeyID
TerminalBindingKeyID

Contains the following Attributes:

kmsType

protectionType
rightsIssuerURI
	

	kmsType
	A
	NM/

TM
	1
	Identifies the type of Key Management System(s)(KMS). Possible values:

0. oma-bcast-drm-pki  

Indicates OMA DRM PKI (Public Key Infrastructure)

1. oma-bcast-gba_u-mbms

Indicates GBA_U 3GPP MBMS SKI (Symmetric Key Infrastructure)

2. oma-bcast-gba_me-mbms

Indicates GBA_ME 3GPP MBMS SKI i.e. either GBA_ME or GBA_U can be used

3. oma-bcast-prov-bcmcs 

Indicates provisioned 3GPP2 BCMCS SKI

4 -127 Reserved for future use

128 – 255 Reserved for proprietary use
	unsignedByte

	protectionType
	A
	NM/
TM
	1
	Specifies the protection type offered by the KMS.

Values:

0. Content protection only
(protection_after_reception in STKM = 0x00 [BCAST SPCP])

1. Service protection only

(protection_after_reception in STKM = 0x02 or 0x03 [BCAST SPCP])

2. Both Content protection and Service Protection 
(protection_after_reception in STKM = 0x01 [BCAST SPCP])

3 – 127  Reserved for future use

128 – 255 Reserved for proprietary use
This attribute may also be used for presentation purpose to users, to indicate whether the content item(s), associated with the referenced Schedule by this ‘Access’ fragment, is protected or not.
	unsignedByte 

	rightsIssuerURI
	A
	NM/
TM
	1
	Specifies the RightsIssuer URI
	anyURI

	ProtectionKeyID
	E2
	NO/
TO
	0..N
	List of key identifiers needed to access protected content. This information allows the terminal to determine whether or not it has the correct key material to access services within a PurchaseItem. In a scenario where this fragment is shared among multiple service providers, different key identifiers from the different service providers to access this specific protected service/content may be mixed in this element and the terminal SHOULD be able to sort out the key identifiers associated with the terminal’s affiliated service provider based on the Key Domain ID. How this is used is out of scope and is left to implementation.

The network and terminal SHALL support this element in case the Smartcard Profile is supported [BCAST10-ServContProt].
ProtectionKeyID has attribute:

type
	base64Binary

	type
	A
	NM/TM
	1
	Type of ProtectionKeyID:

0: ProtectionKeyID = SEK or PEK ID as used in the Smartcard Profile [BCAST10-ServContProt]

1-128 Reserved for future use

129-255 Reserved for proprietary use 
	unsignedByte 

	TerminalBindingKeyID
	E2
	NO/

TO
	0..1
	Number identifying the Terminal Binding Key ID (TBK ID) that is needed to access the service.

If the element is absent, no TerminalBindingKey is used.

Both the network and the terminal with the smartcard profiles using (U)SIM SHALL support this element. It is TM for terminals with the smartcard profile.

It does not apply to the DRM profile or the Smartcard Profile using (R-)UIM/CSIM.

Contains the following attribute:

rightsIssuerURI
	unsignedInt

	rightsIssuerURI
	A
	NO/
TM
	0..1
	Specifies the RightsIssuer URI for the TerminalBindingKey if it is different to the RightsIssuerURI indicated in the ‘KeyManagementSystem’ element 

If the attribute is not present the same rightsIssuerURI indicated for KeyManagementSystem is used to acquire both SEK / PEK and TerminalBindingKey
	anyURI

	Encryption
Type
	E1
	NM/
TM
	0..N
	Specifies which encryption methods the terminal is to be able to support in order to utilize this Access. Contains the same value as traffic_protection_protocol signalled in STKM.
0 – IPsec

1 – STRP

2 – ISMACryp

3 – DCF

4..255 – Reserved for future use.

If this element is not present, this Access is not encrypted.
	unsignedByte

	ServiceReference
	E1
	NM/
TM
	0..N
	Reference to the ‘Service’ fragment(s) to which the ‘Access’ fragment belongs.

Either one of ServiceReference or ScheduleReference but not both SHALL be instantiated. 
Each ‘Service’ fragment SHALL be associated to at least one ‘Access’ fragment to enable the terminal to access the Service.
A single ‘Access’ fragment MAY reference to multiple ‘Service’ fragments. This is used when there are several independent descriptions of a single Service.
	

	idRef
	A
	NM/

TM
	1
	Identification of the ‘Service’ fragment which this ‘Access’ fragment is associated with.

	anyURI

	ScheduleReference
	E1
	NM/
TM
	0..N
	Reference to the ‘Schedule’ fragment(s) to which the ‘Access’ fragment belongs. 

This provides a reference to a ‘Schedule’ fragment to temporarily override the default ‘Access’ fragment of the Service addressed by the Schedule. 

Either one of ServiceReference or ScheduleReference but not both SHALL be instantiated. Note: Implementation in XML Schema using <choice>. 

Contains attribute:

idRef

Contains sub-element:

DistributionWindowID
	

	idRef
	A
	NM/

TM
	1
	Identification of the ‘Schedule’ fragment which the ‘Access’ fragment relates to.


	anyURI

	DistributionWindowID
	E2
	NO/

TM
	0..N
	Relation reference to the DistributionWindowID to which the ‘Access’ fragment belongs. 

The ‘DistributionWindowID’ element declared in this element SHALL be the complete collection or a subset of the DistributionWindow ids declared in the ‘Schedule’ fragment, to which ‘idRef’ reference belongs.
	integer

	AlternativeAccessURL
	E1
	NM/
TM
	0..N
	Specify alternative URL of the content for retrieving it via the interaction channel (eg. if the content cannot be received via the broadcast channel). 
	anyURI

	TerminalCapabilityRequirement
	E1
	NO/

TM
	0..1
	Terminal capabilities needed to consume the service or content. 

For video and audio, the media type and the related ‘type’ attribute in the SDP (see section 5.1.2.5) signal the audio/video decoder. This way, these parameters complement the TerminalCapabilityRequirement. Additionally, the complexities of the audio/video streams are described here if they differ from the complexities which can be derived from the media type attributes in the SDP (e.g. level). In this case, the parameters defined in the ‘Access’ fragment take priority.

Sub-elements:

Video

Audio

DownloadFile
	

	Video
	E2
	NO/

TM
	0..1
	Video codec capability related requirements 
Sub-elements:

Complexity
	

	Complexity
	E3
	NO/

TM
	0..1
	The complexity the video decoder has to deal with. It is RECOMMENDED that this element is included if the complexity indicated by the MIME type parameters in the SDP differs from the actual complexity.

Sub-elements:

Bitrate

Resolution

MinimumBufferSize
	

	Bitrate
	E4
	NO/

TM
	0..1
	The total bit-rate of the video stream. 

Attributes:

average

maximum
	

	average
	A
	NO/

TM
	0..1
	The average bit-rate in kbit/s
	unsignedShort 

	maximum
	A
	NO/

TM
	0..1
	The maximum bit-rate in kbit/s
	unsignedShort 

	Resolution
	E4
	NO/

TM
	0..1
	The resolution of the video.

Attributes:

horizontal

vertical

temporal
	

	horizontal
	A
	NO/

TM
	1
	The horizontal resolution of the video in pixels.
	unsignedShort

	vertical
	A
	NO/

TM
	1
	The vertical resolution of the video in pixels.
	unsignedShort

	temporal
	A
	NO/

TM
	1
	The maximum temporal resolution in frames per second.


	decimal

	MinimumBufferSize
	E4
	NO/

TM
	0..1
	The minimum decoder buffer size needed to process the video content in kbytes. 
	unsignedInt 

	Audio
	E2
	NO/

TM
	0..1
	The audio codec capability. 

Sub-elements:

Complexity
	

	Complexity
	E3
	NO/

TM
	0..1
	The complexity the audio decoder has to deal with. It is RECOMMENDED that this element is included if the complexity indicated by the MIME type parameters in the SDP differs from the actual complexity.

Sub-elements:

Bitrate

MinimumBufferSize
	

	Bitrate
	E4
	NO/

TM
	0..1
	The total bit-rate of the audio stream.

Attributes:

average

maximum
	

	average
	A
	NO/

TM
	0..1
	The average bit-rate in kbit/s
	unsignedShort 

	maximum
	A
	NO/

TM
	0..1
	The maximum bit-rate in kbit/s
	unsignedShort 

	MinimumBufferSize
	E4
	NO/

TM
	0..1
	The minimum decoder buffer size needed to process the audio content in kbytes. 
	unsignedInt 

	DownloadFile
	E2
	NO/

TM
	0..1
	The required capability for the download files.

Sub-elements:

MIMETypeSet
	

	MIMETypeSet
	E3
	NO/

TM
	0..N
	Assuming a download service consists of a set of files with different MIME types which together make up the service, the terminal must support all of these MIME types in order to be able to present the service to the user.

A MIMETypeSet lists all these MIME types. If a terminal does not support one or more of the MIME types, it will probably not be able to present the service. 

Sub-elements:

Type
	

	Type
	E4
	NO/

TM
	0..N
	One MIME type in the MIMETypeSet. The format of this string SHALL follow the Content-type syntax in [RFC 2045]. 

Contains the following attributes:

codec
	string

	codec
	A
	NO/

TM
	0..1
	The codec parameters for the associated MIME Media type. If the file's MIME type definition specifies mandatory parameters, these MUST be included in this string. Optional parameters containing information that can be used to determine as to whether the terminal can make use of the file SHOULD be included in the string. One example of the parameters defined for audio/3GPP, audio/3GPP2, video/3GPP, video/3GPP2 is specified in [RFC4281].
	string

	BandwidthRequirement
	E1
	NO/
TM
	0..1
	Specification of needed network bandwidth in kbit/s to the access channel described in this fragment.

A broadcast service can include multiple accessible streams (same content) with different bandwidth, so that the terminal can make a choice depending on its current reception condition.
	integer

	ServiceClass
	E1
	NM/

TM
	1..N
	The ServiceClass identifies the class of service. This identification is more detailed than the ‘ServiceType’ element in the ‘Service’ fragment and allows the association of service / access combination to specific applications. 
The Terminal SHALL be able to interpret the ServiceClasses as defined in OMNA registry.
	string

	PreviewDataReference
	E1
	NM/
TM
	0..N
	Reference to the ‘PreviewData’ fragment which specifies the preview data (eg. picture, video clip, or low-bit rate stream).associated with this access.
Contains the following attributes:
idRef
usage 
	

	idRef
	A
	NM/

TM
	1
	Identification of the ‘PreviewData’ fragment which this fragment associated with.

	anyURI

	usage
	A
	NM/
TM
	1
	Specifies the usage of the preview data associated with this access. Possible values: 

0.   unspecified

1-5. (invalid)

6. service/channel switching

7-127. reserved for future use
128 -255. reserved for proprietary use

Note: usage= 1-5. are used when PreviewDataIDRef is referenced by ‘Service’, ‘Schedule’, ‘Content’ or ‘PurchaseData’ fragment. 
	unsignedByte 

	NotificationReception
	E1
	NM/
TM
	0..1
	Reception information for service-specific Notification Messages.  

In case of delivery over Broadcast channel, port is MANDATORY in both Network and Terminal because a designated UDP Port has to be used to deliver the Notification Message through an on-going session or the designated session while address is OPTIONAL to be used for the delivery of Notification Messages through the designated multicast or broadcast session.
In case of delivery over Interaction channel, requestURL specifies address information for subscribing notification, pollURL specifies address information for polling notification.
Contains the following attributes:

port

address
requestURL
pollURL
	

	port
	A
	NM/
TM
	0..1
	Service-specific Notification Message delivery UDP destination port number, delivery over broadcast channel.
	integer

	address
	A
	NM/
TM
	0..1
	Service-specific Notification Message delivery IP multicast address, delivery over broadcast channel.
	string

	requestURL
	A
	NM/
TM
	0..1
	URL through which the terminal can subscribe to service-specific Notification Messages.
	anyURI

	pollURL
	A
	NM/
TM
	0..1
	URL through which the terminal can poll service-specific Notification Messages.
	anyURI

	PrivateExt 
	E1 
	NO/
TO
	0..1


	An element serving as a container for proprietary or application-specific extensions. 
	

	<proprietary elements>
	E2
	NO/TO
	0..N
	Proprietary or application-specific elements that are not defined in this specification. These elements may further contain sub-elements or attributes.
	


Change 4:  Changes to Purchase Item fragment

5.1.2.6 Purchase Item

A purchase item groups one or multiple services/contents, or schedules associated with specific services or contents that an end-user can purchase or subscribe to as a whole.

An instance of the ‘PurchaseItem’ fragment SHALL only reference one type of ‘Service’, ‘Schedule’, ‘Content’, or ‘PurchaseItem’ fragments. This constraint is expressed by the using the ‘choice’ element in the Service Guide XML schema.
	Name
	T
y
p
e
	C
a
t
e
g
o
r
y
	C
a
r
d
i
n
a
l
i
t
y
	Description
	Data Type

	PurchaseItem
	E
	
	
	‘PurchaseItem’ fragment

Contains the following attributes:

id
version
validFrom
validTo

globalPurchaseItemId

binaryPurchaseItemID

weight

closed

Contains the following sub-elements:

ServiceReference
ScheduleReference

ContentReference
PurchaseItemReference

ProtectionKeyID
Name

Description

StartTime
EndTime
Extension

ParentalRating

Dependencies
Exclusions
	

	id
	A
	NM/
TM
	1
	ID of the ‘PurchaseItem’ fragment, globally unique
	anyURI

	version
	A
	NM/
TM
	1
	Version of this fragment. The newer version overrides the older one starting from the time specified by the ‘validFrom’ attribute, or as soon as it has been received if no validFrom attribute is given.
	unsignedInt 

	validFrom
	A
	NM/
TM 
	0..1
	The first moment when this fragment is valid. If not given, the validity is assumed to have started at some time in the past. This field expressed as the first 32bits integer part of NTP time stamps.
The validFrom time of the PurchaseItem SHALL be no earlier than the latest of the validFrom time(s) of the referenced PurchaseItem(s).
	unsignedInt

	validTo
	A
	NM/
TM
	0..1
	The last moment when this fragment is valid. If not given, the validity is assumed to end in undefined time in the future. This field expressed as the first 32bits integer part of NTP time stamps.
The ‘validTo’ time of the PurchaseItem SHALL be no later than the earliest of the validTo time(s) of the referenced PurchaseItem(s).
	unsignedInt

	globalPurchaseItemID
	A
	NM/TM
	1
	The globally unique identifier identifying the purchase item described by this fragment. The ‘globalPurchaseItemID’ is used when identifying the purchase item during purchase or other purchase item related actions (see [BCAST10-Services]).
	anyURI

	binaryPurchaseItemID
	A
	NO/TO
	0..1
	A 32-bit identifier generated by BSM, identifying the purchase item described by this fragment. The binaryPurchaseitemID is used to relate this  purchase item with the corresponding BCRO.

Networks and Broadcast Devices implementing the DRM Profile [BCAST10-ServContProt] SHALL support this attribute.
	unsignedInt 

	weight
	A
	NM/TM
	0..1
	Intended order of display of this purchase item relative to other purchase items as seen by the end user.  The order of display is by increasing weight value (i.e., purchase item with lowest weight is displayed first).
	unsignedInt 

	closed
	A
	NM/TM
	0..1
	If present and value = 1, it indicates the Purchase Item is closed to new subscribers. If value = 0, unspecified.
	boolean

	ServiceReference
	E1
	NM/
TM
	0..N
	References to the ‘Service’ fragments which belong to this PurchaseItem.

Note: a ‘Service’ fragment can be referenced by multiple PurchaseItems.
Contains the following attribute:

idRef
	

	idRef
	A
	NM/
TM
	1
	Identification of the ‘Service’ fragment which this ‘PurchaseItem’ fragment is associated with.

	anyURI

	ScheduleReference
	E1
	NM/
TM
	0..N
	References to the ‘Schedule’ fragments which belong to this PurchaseItem.

Note: a ‘Schedule’ fragment can be referenced by multiple PurchaseItems.
Contains attribute:
idRef

Contains sub-element:
PresentationWindowIDRef
	

	idRef
	A
	NM/TM
	1
	Identification of the ‘Schedule’ fragment which the ‘PurchaseItem’ fragment relates to.


	anyURI

	PresentationWindowIDRef
	E2
	NM/TM
	0..N
	Relation reference to the PresentationWindow to which the ‘PurchaseItem’ fragment belongs. 
The ‘PresentationWindowIDRef’ declared in this element SHALL be the complete collection or a subset of the PresentationWindow ids declared in the ‘Schedule’ fragment, to which the above Schedule ’idRef’ reference belongs.
	integer

	ContentReference
	E1
	NM/
TM
	0..N
	References to the ‘Content’ fragments which belong to this PurchaseItem.

Contains the following attribute: 

idRef

Note: a ‘Content’ fragment can be referenced by multiple PurchaseItems.
	

	idRef
	A
	NM/
TM
	1
	Identification of the ‘Content’ fragment which this ‘PurchaseItem’ fragment is associated with.

	anyURI

	PurchaseItemReference
	E1
	NM/TM
	0..N
	References to the ‘PurchaseItem’ fragments which belong to this PurchaseItem by reference

Note: a ‘PurchaseItem’ fragment can be referenced by multiple PurchaseItems.

The depth of the PurchaseItem tree SHALL NOT be more than three.

The reference to a PurchaseItem SHALL NOT depend on, nor be excluded by, the subscription to other purchaseable PurchaseItem(s), if the latter PurchaseItem(s) are indeed not subscribed.
Contains the the following attribute:

idRef
	


	idRef
	A
	NM/
TM
	1
	Identification of the ‘PurchaseItem’ fragment which this ‘PurchaseItem’ fragment is associated with.

	anyURI

	ProtectionKeyID
	E1
	NO/TM
	0..N
	List of key identifiers needed to access protected content. This information allows the terminal to determine whether or not it has the correct key material to access services within a PurchaseItem. In a scenario where this fragment is shared among multiple service providers, different key identifiers from the different service providers to access this specific protected service/content may be mixed in this element and the terminal SHOULD be able to sort out the key identifiers associated with the terminal’s affiliated service provider based on the Key Domain ID. How this is used is out of scope and is left to implementation.

The network and terminal SHALL support this element in case the Smartcard Profile is supported [BCAST10-ServContProt].

Contains attribute:

type
	base64Binary

	type
	A
	NM/TM
	1
	Type of ProtectionKeyID, possible values: 

0: ProtectionKeyID = SEK or PEK ID as used in the Smartcard Profile [BCAST10-ServContProt]

1-128 Reserved for future use

129-255 Reserved for proprietary use 


	unsignedByte 

	
	
	
	
	Start of program guide 

The program guide elements of this fragment are grouped between the Start of program guide and end of program guide cells in this fragment. 

The program guide elements are for user interpretation. This enables the content creator to provide user readable information about the service. The terminal SHOULD use all declared program guide elements in this fragment for presentation to the end-user. The terminal MAY offer search, sort etc functionalities.

The Program Guide consists of the following elements:

Name

Description

StartTime
EndTime
ParentalRating

Extension
	

	Name
	E1
	NM/
TM
	1..N
	Name of the PurchaseItem, possibly in multiple languages. The language is expressed using built-in XML attribute ‘xml:lang’ with this element.
	string

	Description
	E1
	NM/TM
	0..N
	Description of the purchase item, possibly in multiple languages. The language is expressed using built-in XML attribute ‘xml:lang’ with this element. 
	string

	StartTime
	E1
	NM/TM
	0..1
	The first moment when the item can be purchased, which is for presentation purposes to the end user in UTC, using ‘dateTime’ XML built-in datatype.
yyyy=year
mm=month
dd=day
T = time separator to clarify the different use of ‘mm’
hh=hour
mm = minutes
	dateTime

	EndTime
	E1
	NM/TM
	0..1
	The last moment when the item can be purchased, which is for presentation purposes to the end user in UTC, using ‘dateTime’ XML built-in datatype. 

yyyy=year
mm=month
dd=day
T = time separator to clarify the different use of ‘mm’
hh=hour
mm = minutes
	dateTime

	ParentalRating
	E1
	NM/
TM
	0..1
	The rating level defining criteria parents can use to determine whether the associated item is suitable for access by children, defined according to the regulatory requirements of the service area  

This determines the rating level for service purchase, not the rating level of the actual service consumption.

Contains the following attribute:

ratingSystem
	string

	ratingSystem
	A
	NO/TO
	0..1
	Specifies the parental rating system in use, in which context the value of ‘ParentalRating’ element is semantically defined.
	string

	Extension
	E1
	NM/
TM
	0..N
	Additional information related to this fragment. 

Contains following attribute:

url

Contains following sub-element:

Description
	

	url
	A
	NM/
TM
	1
	URL containing additional information related to this fragment. 
	anyURI

	Description
	E2
	NM/TM
	0..N
	Description regarding the additional information which can be retrieved from a web page. The language is expressed using built-in XML attribute ‘xml:lang’ with this element
	string

	
	
	
	
	End of program guide
	

	Dependencies
	E1
	NO/TO
	0..N
	Pointer to IDs of those ‘PurchaseItem’ fragments, subscription to at least one of which is REQUIRED before subscription SHOULD be offered for this PurchaseItem.
	anyURI

	Exclusions
	 E1
	NO/TO
	0..N
	Pointer to IDs of those ‘PurchaseItem’ fragments, subscription to which SHOULD NOT be offered after the user subscribes to this PurchaseItem.
	anyURI

	PrivateExt 
	E1 
	NO/
TO
	0..1


	An element serving as a container for proprietary or application-specific extensions. 
	

	<proprietary elements>
	E2
	NO/TO
	0..N
	Proprietary or application-specific elements that are not defined in this specification. These elements may further contain sub-elements or attributes.
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