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Change Request

	Title:
	File Delivery Backend Interface Bugfix
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	BAC BCAST

	Doc to Change:
	OMA-TS-BCAST_Distribution-V1_0-20061229-D

	Submission Date:
	07 Feb 2007

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Uwe Rauschenbach, Siemens, uwe.rauschenbach@siemens.com
Martin Pamler, Siemens, martin.pamler@siemens.com 

	Replaces:
	n/a

	Attachments:
	


1 Reason for Change

This CR fixes some small bugs/inconsistencies in the file distribution messages data tables for the corresponding XML schema. The tables are consistent with the XML schema changes proposed in 2007-0066. 
2 Impact on Backward Compatibility

none

3 Impact on Other Specifications

none

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The group is requested to agree the proposed changes.

6 Detailed Change Proposal

Change 1
5.4.1.2.2 Session Creation

Session creation will be used for requesting the creation of session for file delivery.   The parameters of the session can be assigned by either the network entity requesting session creation or the network entity  being requested to create a session. While requesting the creation of a session, CC or FA SHALL use the following ‘SessionCreation’ XML message in the HTTP payload.
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	Description
	Data Type

	SessionCreation
	E
	
	
	Specifies the Session Creation Message

Contains the following attributes:

   tsi

   ipAddress

   portNumber

   useFDT

   bandwidth

   startTime

   endTime
   blockLengthMax
   encodingSymbolLength
   
	

	tsi
	A
	O
	0..1
	Transport Session Identifier of ALC/FLUTE
	unsignedInt

	ipAddress
	A
	O
	0..1
	Target IP Address of ALC/FLUTE
	string

	portNumber
	A
	O
	0..1
	Port number of Target Address of ALC/FLUTE
	unsignedShort

	useFDT
	A
	O
	0..1
	If this attribute set TRUE, it means the session will contain FDT Instances otherwise the session will have no FDT Instances.
	boolean

	bandwidth
	A
	O
	0..1
	Recommended Bandwidth(bps) to the client backend entity. If this attribute is not present, it means all bandwidth and all capacity will be requested to reserve.
	unsignedInt

	startTime
	A
	M
	1
	The first moment of the Session to be created. If the value is zero, the transmission is to be started immediately. This field expressed as the most significant 32 bits of NTP time format. 
	unsignedInt

	endTime
	A
	M
	1
	The last moment of the Session to be created. If the value is zero, the transmission is to be ended only when requested explicitly by the client using the “Session Deletion” request. This field expressed as the most significant 32 bits of NTP time format.
	unsignedInt

	blockLengthMax
	A
	O
	0..1
	The maximum number of source symbols per source block
	unsignedInt

	encodingSymbolLength
	A
	O
	0..1
	the length of encoding symbol in bytes
	unsignedInt


Table 2: Request Message for Session Creation
Upon successful processing of the ‘SessionCreation’ request, the FA or FD SHALL use the following ‘SessionCreationRes’  message in HTTP payload of  the response.
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	Data Type

	SessionCreationRes
	E
	
	
	Specifies the Response message for Session Creation Request. If an error occurs, then at least one Parameter element SHALL be present in the response.

Contains the following elements:

    SessionInfo

    Parameter
	

	SessionInfo
	E1
	M
	1
	Specifies the created session information

Contains the following attributes:

   tsi

   ipAddress

   portNumber

   useFDT

   bandwidth

   startTime

   endTime
   blockLengthMax
   encodingSymbolLength
	

	tsi
	A
	M
	1
	Transport Session Identifier of ALC/FLUTE
	unsignedInt

	ipAddress
	A
	M
	1
	Target IP Address of ALC/FLUTE
	string

	portNumber
	A
	M
	1
	Port number of Target Address of ALC/FLUTE
	unsignedShort

	useFDT
	A
	M
	1
	If this attribute set TRUE, it means the session will contain FDT Instances otherwise the session will have no FDT Instances.
	boolean

	bandwidth
	A
	M
	0..1
	This is the bandwidth assigned for the session.
	unsignedInt

	startTime
	A
	M
	1
	The first moment of the Session to be created. If the value is zero, the transmission is to be started immediately. This field expressed as the most significant 32 bits of NTP time format. 
	unsignedInt

	endTime
	A
	M
	1
	The last moment of the Session to be created. If the value is zero, the transmission is to be ended only when requested explicitly by the client using the “Session Deletion” request. This field expressed as the most significant 32 bits of NTP time format.
	unsignedInt

	blockLengthMax
	A
	M
	1
	The maximum number of source symbols per source block
	unsignedInt

	encodingSymbolLength
	A
	M
	1
	The length of encoding symbol in bytes
	unsignedInt

	Parameter
	E1
	O
	0..N
	If this element is present, it signals that there was an error w.r.t. to a parameter in the request.

Contains the following attributes:

   field

   reason
	

	field
	A
	O
	1
	Character string specifying the name of the faulty parameter in the request message. This is a name of an element or attribute in the request.
	string

	reason


	A
	O
	1
	Contains the reason for the rejection of the parameter, according to the global status code (as specified in [BCAST10-Services]). 

For Instance, if the value is set to “17 – Information Element non-existent”, it signals that FA or FD could not find the parameter at all in the request. If the value is set to “021 – Information Invalid”, it signals that  while parameter is present in the request, the value of the parameter is not accepted by the FA or FD.
	unsignedByte


Table 3: Response Message for Session Creation

5.4.1.2.3 Session Deletion 

Session Deletion will be used for request to delete session for file delivery from CC to FA or from FA to FD.

5.4.1.2.3.1. Request Message for Session Deletion

While requesting a deletion of a session, clients of the FA or FD SHALL use the following XML message in the HTTP payload.
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	Description
	Data Type

	SessionDeletion
	E
	
	
	Specifies the Session Deletion Message

Contains the following attributes:

   tsi

   ipAddress

   portNumber

   endTime
	

	tsi
	A
	M
	1
	Transport Session Identifier of ALC/FLUTE
	unsignedInt

	ipAddress
	A
	M
	1
	Target IP Address of ALC/FLUTE
	string

	portNumber
	A
	M
	1
	Port number of Target Address of ALC/FLUTE
	unsignedShort

	endTime
	A
	M
	1
	The moment of the Session to be deleted. If the value is zero, the transmission is to be ended immediately. This field expressed as the most significant 32 bits of NTP time format.
	unsignedInt


Table 4: Request Message for Session Deletion

Upon successful processing of the ‘SessionDeletion’ request, the FA or FD SHALL use the following ‘SessionDeletionRes’  message in the HTTP payload of  the response.

. 
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	Data Type

	SessionDeletionRes
	E
	
	
	Specifies the response message for Session Deletion

If error occurs, then at least one Parameter element SHALL be present in the response.

Contains the following elements:

   Parameter
	

	Parameter
	E1
	O
	0..N
	If this element is present, it signals that there was an error w.r.t. to a parameter in the request.

Contains the following attributes:

   field

   reason
	

	field
	A
	O
	1
	Character string specifying the name of the faulty parameter in the request message. This is a name of an element or attribute in the request.
	string

	reason


	A
	O
	1
	Contains the reason for the rejection of the parameter, according to the global status code (as specified in [BCAST10-Services]). 

For Instance, if the value is set to “17 – Information Element non-existent”, it signals that FA or FD could not find the parameter at all in the request. If the value is set to “021 – Information Invalid”, it signals that  while parameter is present in the request, the value of the parameter is not accepted by the FA or FD.
	unsignedByte


Table 5: Response Message for Session Deletion

Change 2
5.4.1.2.4 File Insertion 

While requesting an insertion of a file into a file delivery session, the FA or FD SHALL use the following as the payload of the corresponding HTTP message; first the XML message  'FileInsertion' described below immediately followed by the payload of the file itself. 
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	Data Type

	FileInsertion
	E
	
	
	Specifies the File Insertion Message

Contains the following attributes:

   tsi

   ipAddress

   portNumber

   startTime

   endTime

Contains the following element:

   File
	

	tsi
	A
	M
	1
	Transport Session Identifier of ALC/FLUTE
	unsignedInt

	ipAddress
	A
	M
	1
	Target IP Address of ALC/FLUTE
	string

	portNumber
	A
	M
	1
	Port number of Target Address of ALC/FLUTE
	unsignedShort

	startTime
	A
	M
	1
	The first moment of the File to be transmitted. If the value is zero, the transmission is to be started immediately. This field expressed as the most significant 32 bits of NTP time format. 
	unsignedInt

	endTime
	A
	M
	1
	The last moment of the File to be transmitted. If the value is zero, the transmission is to be ended only when requested explicitly by the client using the “File Insertion” request. This field expressed as the most significant 32 bits of NTP time format.
	unsignedInt

	File
	E1
	M
	1
	Element containing the metadata for the file to be inserted as specified by the FLUTE FDT File element[RFC 3926].
	ComplexType


Table 6: Request Message for File Intertion

Upon successful processing of the ‘FileInsertion’ request, the FA or FD SHALL use the following ‘FileInsertionRes’  message in the HTTP payload of  the response.
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	Description
	Data Type

	FileInsertionRes
	E
	
	
	Specifies the response message for File Insertion

If error occurs, then at least one Parameter element SHALL be present in the response.

Contains the following elements:

   FileInformation

   Parameter
	

	FileInformation
	E1
	M
	1
	Contains the File Information

Contains the following attributes:

   tsi

   ipAddress

   portNumber

   startTime

   endTime

Contains the following element:

   File
	

	tsi
	A
	M
	1
	Transport Session Identifier of ALC/FLUTE
	unsignedInt

	ipAddress
	A
	M
	1
	Target IP Address of ALC/FLUTE
	string

	portNumber
	A
	M
	1
	Port number of Target Address of ALC/FLUTE
	unsignedShort

	startTime
	A
	M
	1
	The first moment of the File to be transmitted. If the value is zero, the transmission is to be started immediately. This field expressed as the most significant 32 bits of NTP time format. 
	unsignedInt

	endTime
	A
	M
	1
	The last moment of the File to be transmitted. If the value is zero, the transmission is to be ended only when requested explicitly by the client using the “File Insertion” request. This field expressed as the most significant 32 bits of NTP time format.
	unsignedInt

	File
	E2
	M
	1
	Element containing the metadata for the file to be inserted as specified by the FLUTE FDT File element[RFC 3926].
	ComplexType

	Parameter
	E1
	O
	0..N
	If this element is present, it signals that there was an error w.r.t. to a parameter in the request.

Contains the following attributes:

   field

   reason
	

	field
	A
	O
	1
	Character string specifying the name of the faulty parameter in the request message. This is a name of an element or attribute in the request.
	string

	reason


	A
	O
	1
	Contains the reason for the rejection of the parameter, according to the global status code (as specified in [BCAST10-Services]). 

For Instance, if the value is set to “17 – Information Element non-existent”, it signals that FA or FD could not find the parameter at all in the request. If the value is set to “021 – Information Invalid”, it signals that  while parameter is present in the request, the value of the parameter is not accepted by the FA or FD.
	unsignedByte


Table 7: Response Message for File Intertion

5.4.1.2.5 File Removal

The FA or FD may request removal of files from file delivery sessions. While requesting a removal of a file from a file delivery session, the FA or FD SHALL use the following ‘FileRemoval’ message as the payload of the corresponding HTTP message.
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	Data Type

	FileRemoval
	E
	
	
	Specifies the File Removal Message

Contains the following attributes:

   toi

   tsi

   ipAddress

   portNumber

   endTime
	

	toi
	A
	M
	1
	Transport Object Identifier of file on the ALC/FLUTE session
	unsignedInt

	tsi
	A
	M
	1
	Transport Session Identifier of ALC/FLUTE
	unsignedInt

	ipAddress
	A
	M
	1
	Target IP Address of ALC/FLUTE
	string

	portNumber
	A
	M
	1
	Port number of Target Address of ALC/FLUTE
	unsignedShort

	endTime
	A
	M
	1
	The moment of the File to be removed. If the value is zero, the transmission is to be ended immediately. This field expressed as the most significant 32 bits of NTP time format.
	unsignedInt


Table 8: Request Message for File Removal

Upon successful processing of the ‘FileRemoval’ request, the FA or FD SHALL use the following ‘FileRemovalRes’  message in the HTTP payload of  the response.
	Name
	T

y

p

e
	C

a

t

e

g

o

r

y
	C

a

r

d

i

n

a

l

i

t

y
	Description
	Data Type

	FileRemovalRes
	E
	
	
	Specifies the response message for File Removal

If error occurs, then at least one Parameter element SHALL be present in the response.

Contains the following element:

   Parameter
	

	Parameter
	E1
	O
	0..N
	If this element is present, it signals that there was an error w.r.t. to a parameter in the request.

Contains the following attributes:

   field

   reason
	

	field
	A
	O
	1
	Character string specifying the name of the faulty parameter in the request message. This is a name of an element or attribute in the request.
	string

	reason


	A
	O
	1
	Contains the reason for the rejection of the parameter, according to the global status code (as specified in [BCAST10-Services]). 

For Instance, if the value is set to “17 – Information Element non-existent”, it signals that FA or FD could not find the parameter at all in the request. If the value is set to “021 – Information Invalid”, it signals that  while parameter is present in the request, the value of the parameter is not accepted by the FA or FD.
	unsignedByte


Table 9: Response Message for File Removal
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