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1 Reason for Change

	SG-F-237
	2007.02.16
	T
	5.4.3.3, 5.4.3.4
	Source: Ericsson

From: BCAST-2007-0252 
Comment: 
These comments are general for all the "key-value" parameters specified in these chapters:
 1)  The cardinality of the key-value parameters in the http POST request is not always very clearly specified..

For example, can you specify more than one sgddID? The text in chapter 5.4.3.3 seems to suggest

plural "identifiers" but only a single "name-value pair"

2) The possibility to combine the parameters is not very clear,

i mean what constraints are there when mixing key-value parameters ?   

For example:  

    - Can you have a request containing both "tgc-start" and "tgc-end" ?
    - Can you have "tgc-start" and "complete=true"? 
3) The chapter sometimes uses the term name-value, but other times <key> and <value> which is a little confusing

Proposed Change: 

it would be useful to specify these parameters in a table (similar to the other interfaces) where we

specify columns "name" "data type" "cardinality" "description" and where the description contains also 

specifies any constraints (constraints e.g. parameter x is ignored if paramater y is given ). 
CR will be provided
	Status: OPEN

	SG-F-238
	2007.02.16
	T
	5.4.3.2, 

5.4.3.3,

5.4.3.4,

5.5.2
	Source: Ericsson

From: BCAST-2007-0252 
Comment: 

Regarding the "Service Guide update and management using the interaction channel", an efficient mechanism for polling should aim to minimize the processing and data transfer in the case that no updates have actually occurred. 

Proposed Change: 

A timing parameter e.g. “modified-since” should be included as a possible parameter for the requests.

CR will be provided
	Status: OPEN

	SG-F-239
	2007.02.16
	T
	5.4.3.4
	Source: Ericsson

From: BCAST-2007-0252 
Comment:
It is not possible to request SG information based on access type (e.g. SG information for broadcast channel, or interactive channel). 
Proposed Change: 

This possibility should be added by adding a suitable key.

CR will be provided
	Status: OPEN

	SG-F-240
	2007.02.16
	T
	5.4.3.4
	Source: Ericsson

From: BCAST-2007-0252 
Comment:
It is not clear how different keys can be combined in one request. This needs to be clarified.

Proposed Change: 
Specify how different keys can be combined and are evaluated.

CR will be provided
	Status: OPEN


2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Accept the proposed change for inclusion into the affected TS.
6 Detailed Change Proposal

Change 1:  Changes in section 5.4.3 
5.4.3. Delivery over the Interaction Channel

If a terminal has access to the Interaction Channel, then it SHALL support the mechanisms for accessing the Service Guide over Interaction Channel as defined by the provisions of this section.

The following gives a brief overview on the ways of requesting Service Guide over the Interaction Channel in the light of use cases enabled:

· Terminal can request Service Guide fragments by their identifiers. This requires that the terminal knows the identifiers of the fragments prior to request. Consequently, the terminal can use this request to update the version of the fragments it already has or to retrieve fragments declared in the Service Guide Delivery Descriptor it had acquired earlier.

· Terminal can request Service Guide Delivery Descriptors by their identifiers. This requires that the terminal knows the identifiers of the Service Guide Delivery Descriptors prior to request. Consequently, the terminal can use this request to update the version of the Service Guide Delivery Descriptors.

· Terminal can specify within the request whether it wants responses as SGDDs or SGDUs. This way the terminal can either get the declarations of fragments, the fragments itself or both.

· Terminal can request Service Guide Delivery Descriptors by using the grouping criteria present in Service Guide Delivery Descriptors as request criteria. This way the terminal can request all Service Guide Delivery Descriptors fulfilling the given criteria. If the terminal also requested to have the fragments, it will receive the fragments that are available over Interaction Channel.

· Terminal can request Service Guide fragments by using the attributes / elements present in Service Guide fragments as request criteria. This way the terminal can request all Service Guide fragments fulfilling the given criteria. If the terminal also requested to have the SGDDs, it will receive the SGDDs that declare the fragments.

· Terminal can request Service Guide fragments and/or Service Guide Delivery Descriptors without any specific criteria or identifiers. This way terminal can request “any” view of Service Guide and let network to decide which set to provide to terminal.

· Terminal can request all Service Guide fragments and/or Service Guide Delivery Descriptors. This way terminal can request the widest possible view to Service Guide.

5.4.3.1. Rules applicable to all requests

When requesting either Service Guide fragments or Service Guide Delivery Descriptors over Interaction Channel, the terminal and network SHALL comply with the following rules:

· The terminal SHALL originate requests. The network SHALL respond to requests.

· The request SHALL be made using ‘POST’ method of HTTP/1.1

· The parameters associated with the request SHALL be communicated as key-value-pairs following the conventions defined in section 17.13 of [HTML4.01] for submitting HTML form data by the ‘POST’ method using the "application/x-www-form-urlencoded" encoding type. More specifically, once encoded as "application/x-www-form-urlencoded", the parameters to be passed from terminal to system SHALL be communicated in the ‘message-body’ of HTTP/1.1 ‘Request’ message as defined in section 5 of [RFC 2616]. 

· Within a single request, the terminal MAY include multiple key-value pairs. As defined by [HTML4.01] these key-value pairs SHALL be delimited by an ‘&’.

· Within the request, the terminal MAY specify the requested format of response. 

· When the terminal requests only Service Guide Delivery Descriptors the ‘message-body’ of HTTP/1.1 request SHALL be prefixed with “type=sgdd”. 

· When the terminal requests only Service Guide Delivery Units the ‘message-body’ of HTTP/1.1 request SHALL be prefixed with “type=sgdu” 

· When the terminal requests Service Guide Delivery Descriptors and all Service Guide fragments declared within the Service Guide Delivery Descriptors that are available over Interaction Channel, the ‘message-body’ of HTTP/1.1 request SHALL be prefixed with “type=sgdd+sgdu”. 

· The response to the request SHALL be HTTP/1.1 response with status ‘200 OK’. Depending on the content of response, the following options are possible and SHALL be supported by terminal and the network:

· If the content of the response is a single Service Guide Delivery Unit:

· the ‘message-body’ of HTTP/1.1 ‘Response’ SHALL contain ‘Content-Type’ field that SHALL be set to  “application/vnd.oma.bcast.sgdu” and

· the Service Guide Delivery Unit SHALL be encapsulated in the ‘message-body’ following the ‘Content-Type’ declaration according to rules on HTTP/1.1

· If the content of the response is a single Service Guide Delivery Descriptor:

· the ‘message-body’ of HTTP/1.1 ‘Response’ SHALL contain ‘Content-Type’ field that SHALL be set to  “application/vnd.oma.bcast.sgdd” and

· the Service Guide Delivery Descriptor SHALL be encapsulated in the ‘message-body’ following the ‘Content-Type’ declaration according to rules on HTTP/1.1

· If the content of the response consists of multiple Service Guide Delivery Units, multiple Service Guide Delivery Descriptors or a combination of Service Guide Delivery Units and Service Guide Delivery Descriptors:

· the ‘message-body’ of HTTP/1.1 ‘Response’ SHALL contain ‘Content-Type’ field that SHALL be set to  “multipart/mixed” and

· the associated payload structure SHALL comply with provisions of [RFC 2046], so that each part of “multipart/mixed” SHALL be set to either “application/vnd.oma.bcast.sgdd” if the part represents an SGDD, or, “application/vnd.oma.bcast.sgdu” if the part represents an SGDU.

5.4.3.2. Unspecific request for retrieving service guide over Interaction Channel

If the terminal supports unspecific request for retrieving service guide over Interaction Channel, the terminal SHALL request Service Guide fragments and Service Guide Delivery Descriptors over the Interaction Channel as follows:

· When terminal requests Service Provider’s default view to Service Guide, the ‘message-body’ of HTTP/1.1 request message SHALL contain no data.

· The ‘Request-URI’ of HTTP POST request SHALL be set to the Service Guide entry point address (URL).
· The response of the request MAY contain Service Guide Delivery Descriptors, Service Guide Delivery Units or both.

5.4.3.3. Requests for specific Service Guide Delivery Descriptors

If the terminal supports requests for specific Service Guide Delivery Descriptors, the terminal SHALL request specific Service Guide Delivery Descriptors over the Interaction Channel as follows:

· When terminal requests individual Service Guide Delivery Descriptors by their identifiers, the ‘message-body’ of HTTP/1.1 request message SHALL contain one or several key-value pairs, using "sgddID" as the key and the attribute ‘id’ of the requested fragment as the value.

· When terminal requests Service Guide Delivery Descriptors with criteria other than SGDD identifier, the ‘message-body’ of HTTP/1.1 request message SHALL contain one or several key-value pairs, using <key> as the key representing the criteria and the <value> as the value from the domain of the criteria. If several key-value pairs are given, they are combined as follows
· key-value pairs having the same key are combined using OR logic, i.e. the expected reply are Service Guide Delivery Descriptors that satisfy at least one of the given criteria. The group of OR-combined keys is in the next step below treated as one entity.
· Key-value pairs (or groups of pairs having the same key) having different keys are combined using AND logic, i.e. the expected reply are Service Guide Delivery Descriptors that satisfy all given criteria. 
· Furthermore, terminal SHALL support the following assignments for the <key> and <value> fields:

· <key>
: 
“tgc-start” 
<value>
: 
Attribute ‘startTime’ associated with element ‘TimeGroupingCriteria’ used within SGDD
Meaning
: 
Terminal requests SGDD grouped with ‘TimeGroupingCriteria’, whose ‘startTime’ equals 

to <value>.
Note
:
This <key> SHALL be used if and only if <key> “tgc-end” is used.

· <key>
: 
“tgc-end” 
<value>
: 
Attribute ‘endTime’ associated with element ‘TimeGroupingCriteria’ used within SGDD
Meaning
: 
Terminal requests SGDD grouped with ‘TimeGroupingCriteria’, whose ‘endTime’ equals 

to <value>.
Note
:
This <key> SHALL be used if and only if <key> “tgc-end” is used.

· <key>
: 
“ggc” 
<value>
: 
Value of element ‘GenreGroupingCriteria’ used within SGDD.
Meaning
: 
Terminal requests SGDD grouped with ‘GenreGroupingCriteria’, whose value equals 

to <value>.

· <key>
: 
“srvc” 
<value>
: 
Value of element ‘ServiceCriteria’ used within SGDD.
Meaning
: 
Terminal requests SGDD grouped with ‘ServiceCriteria’, whose value equals to <value>.

· <key>
: 
“bsms” 
<value>
: 
Value of element ‘BSMSelector’ used within SGDD. The value is given as the following 

structure:



If ‘type’ equals “1”: 


“1+”<mobileCountryCode>”+”< mobileNetworkCode>”+”<networkSubsetCode>”+”


<networkSubsetCodeRangeStart>”+”< networkSubsetCodeRangeEnd >”+”


<serviceProviderCode>”+”<corporateCode>”



If ‘type’ equals “2”: 


“2+”<nonSmartCardCode> 

Meaning
: 
Terminal requests SGDD grouped with ‘BSMSelector’, whose value equals to <value>.

· <key>
: 
“complete” 
<value>
: 
“true”
Meaning
: 
Terminal requests a complete set of SGDDs. Note: this key should not be combined with criteria. i.e. keys, restricting the set of SGDDs.
· <key>
: 
“user” 
<value>
: 
User id. 
Meaning
: 
Terminal requests a set of SGDDs personalized to the user associated with user 


identification of <value>.

· The ‘Request-URI’ of HTTP POST request SHALL be set to the Service Guide entry point address (URL).
· The response of the request MAY contain Service Guide Delivery Descriptors, Service Guide Delivery Units or both.

5.4.3.4. Requests for specific Service Guide fragments

If the terminal supports requests for specific Service Guide fragments, the terminal SHALL request specific Service Guide fragments over the Interaction Channel as follows:

· When terminal requests individual Service Guide fragments by their identifiers, the ‘message-body’ of HTTP/1.1 request message SHALL contain key-value pair, using "fragmentID" as the key and the attribute ‘id’ of the requested fragment as the value. 

· When terminal requests Service Guide fragments associated to an SGDD, the ‘message-body’ of HTTP/1.1 request message SHALL contain key-value pair, using "sgddID" as the key and the attribute ‘id’ of the SGDD as the value. 

· When terminal requests Service Guide fragments with criteria other than the fragment identifier or SGDD identifier, the ‘message-body’ of HTTP/1.1 request message SHALL contain key-value pairs, using <key> as the key representing the criteria and the <value> as the value from the domain of the criteria. These key-value pairs SHALL be delimited by a ‘&’. Furthermore, terminal SHALL support the following assignments for the <key> and <value> fields:

· <key>
: 
“globalServiceID” 
<value>
: 
Attribute ‘globalServiceId’ used within ‘Service’ fragment 
Meaning
: 
Terminal requests Service Guide fragment associated with ‘Service’ fragments 


having ‘globalServiceId’ equal to <value>.

· <key>
: 
“globalContentID” 
<value>
: 
Attribute ‘globalContentId’ used within ‘Content’ fragment 
Meaning
: 
Terminal requests Service Guide fragment associated with ‘Content’ fragments 


having ‘globalContentId’ equal to <value>.

· <key>
: 
“validFrom”
<value>
: 
Attribute ‘validFrom’ used within Service Guide fragments
Meaning
: 
Terminal requests Service Guide fragments whose attribute ‘validFrom’ is greater or equal to the 

<value>

· <key>
: 
“validTo”
<value>
: 
Attribute ‘validTo’ used within Service Guide fragments 
Meaning
: 
Terminal requests Service Guide fragments whose attribute ‘validTo’ is less or equal to the 

<value>

· <key>
: 
“contentType”
<value>
: 
Attribute ‘contentType’ used within ‘Content’ fragment
Meaning
: 
Terminal requests Service Guide fragments associated with ‘Content’ fragments having

‘contentType’ equal to <value>.

· <key>
: 
“serviceType”
<value>
: 
Attribute ‘serviceType’ used within ‘Service’ fragment
Meaning
: 
Terminal requests Service Guide fragments associated with ‘Service’ fragments having

‘serviceType’ equal to <value>.

· <key>
: 
“genre”
<value>
: 
Element ‘genre’ used within Service Guide fragments
Meaning
: 
Terminal requests Service Guide fragments and fragments associated to them whose element 

‘genre’ equal to <value>.

· <key>
: 
“fragmentEncoding”
<value>
: 
Possible values listed in Table X3 under ‘fragmentEncoding’.
Meaning
: 
Terminal requests Service Guide fragments that are encoded with encoding scheme defined 

by <value>.

· <key>
: 
“fragmentType”
<value>
: 
Possible values listed in Table X3 under ‘fragmentType’.
Meaning
: 
Terminal requests Service Guide fragments of that are of type <value>.

· <key>
: 
“all” 
<value>
: 
“true”
Meaning
: 
Terminal requests all available Service Guide fragments. 
· <key>
: 
“modified-since” 
<value>
: 
NTP time
Meaning
: 
Terminal requests a set of fragments modified since the specified point in time.
· <key>
: 
“BroadcastAccess” 
<value>
: 
Attribute ‘Type’ under element ‘BDSType’ in Access fregment
Meaning
: 
Terminal requests Service Guide fragments receivable over the specified Broadcast access

· <key>
: 
“UnicastAccess” 
<value>
: 
Attribute ‘type’ under element ‘UnicastServiceDelivery’ in Access fregment
Meaning
: 
Terminal requests Service Guide fragments receivable over the specified Unicast access

· The following applies for the selection of the target for the request:
· Upon the terminal requesting an individual Service Guide fragment by its identifier the terminal does this as follows: In case the terminal had acquired an SGDD that declared the fragment in question and the element ‘AlternativeAccessURL’, the ‘Request-URI’ of HTTP POST request SHALL be set to ‘AlternativeAccessURL’.

· In any other case, the ‘Request-URI’ of HTTP POST request SHALL be set to the Service Guide entry point address (URL)
· In the response the requested Service Guide fragments SHALL be encapsulated in a SGDU as defined in section 5.4.1.3. 

Change 2:  Changes in section 5.5.1

5.5.1. Service Guide update and management using the Interaction Channel

The Service Guide update and management over the Interaction Channel is enabled in two ways: In a terminal-based way and in a system-based way. The terminal-based way and system-based way can be applied mutually complementing each other. 

In the terminal-based way the terminal keeps the state of version and validity of acquired Service Guide fragments and Service Guide Delivery Descriptors. Based on that information and the information available via Service Guide Delivery Descriptors possibly made available over Broadcast Channel the terminal detects the changes and reacquires the necessary fragments. The terminal can also poll for changes by trying to reacquire the already acquired Service Guide fragments and/or SGDDs over the Interaction Channel and deduce the changes that way. The delivery of Service Guide over Interactive Channel is normatively specified in section 5.4.3 

In the system-based way the terminal requests the system to keep the terminal updated upon changes on the requested Service Guide fragments and/or on Service Guide Delivery Descriptors. If the terminal supports OMA PUSH the terminal SHALL support the system-based way of update and management using the Interaction Channel as follows:

· Upon terminal requesting Service Guide Delivery Descriptors or Service Guide fragments through means as specified in section 5.4.3., the ‘message-body’ of HTTP/1.1 request SHALL be suffixed with string “&keep-updated=true” meaning that terminal requests the system to keep the terminal updated on changes to requested Service Guide Delivery Descriptors or Service Guide fragments.

· Upon changes or updates to the Service Guide fragments and/or Service Guide Delivery Descriptors for which the terminal has requested system to keep the terminal updated the following happens. The system SHOULD send the updated Service Guide fragments and/or Service Guide Delivery Descriptors to the terminal using OMA PUSH. 

· For Service Guide fragments, the MIME type “application/vnd.oma.bcast.sgdu” SHALL be used to identify that the PUSH message carries an SGDU containing the fragments.

· For Service Guide Delivery Descriptor, the MIME type “application/vnd.oma.bcast.sgdd” SHALL be used to identify that the PUSH message carries an SGDD. Each SGDD will be delivered as a separate PUSH message.
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