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1 Reason for Change

BCAST has discussed which version of HTTPS is to be used for BCAST and agreed that HTTPS based on SSL 3.0 and HTTPS based on TLS 1.0 SHALL be used for BCAST Network Entities and BCAST Terminal.

This CR just shows the required changes to TS-distribution
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

If Group agree this CR, then the proposed change will be reflected to the latest version of TS distribution.
6 Detailed Change Proposal

Change 1:  Section 2.1 Normative Reference
a. Normative References
	[BCAST10-SG]
	"Service Guide for Mobile Broadcast Services", Open Mobile Alliance™, OMA-TS-BCAST_ServiceGuide-V1_0, http://www.openmobilealliance.org/

	[BCAST10-XMLSchema-Associatedprocedure]
	"Mobile Broadcast Services – XML Schema for Associated Delivery Procedure", Open Mobile Alliance™, OMA-SUP-XSD_bcast_fd_associatedprocedure-V1_0, http://www.openmobilealliance.org/

	[BCAST10-XMLSchema-Receptionreport]
	"Mobile Broadcast Services – XML Schema for Reception Report Request", Open Mobile Alliance™, OMA-SUP-XSD_bcast_fd_receptionreport-V1_0, http://www.openmobilealliance.org/

	[BCAST10-XMLSchema-SDAssProc]
	"Mobile Broadcast Services – XML Schema for SD Associated Procedure", Open Mobile Alliance™, OMA-SUP-XSD_bcast_sd_associatedprocedure-V1_0, http://www.openmobilealliance.org/

	[BCAST10-XMLSchema-SDRecRep]
	"Mobile Broadcast Services – XML Schema for SD Associated Procedure", Open Mobile Alliance™, OMA-SUP-XSD_bcast_sd_receptionreport-V1_0, http://www.openmobilealliance.org/

	[ETSI 102 472]
	ETSI TS 102 472 v1.1.1 (2006-04), “Digital Video Broadcasting (DVB); IP Datacast over DVB-H: Content Delivery Protocols”, URL:http://portal.etsi.org/ 

	[IOPPROC]
	“OMA Interoperability Policy and Process”, Version 1.1, Open Mobile Alliance™, OMA-IOP-Process-V1_1, URL:http://www.openmobilealliance.org/

	[OMA Push]
	OMA-Push-V2_1 enabler. Open Mobile Alliance™. URL:http://www.openmobilealliance.org/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC2234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. November 1997, URL:http://www.ietf.org/rfc/rfc2234.txt

	[RFC 2326]
	IETF RFC 2326, “Real Time Streaming Protocol (RTSP) “, URL : http://www.ietf.org/rfc/rfc2326.txt

	[RFC 2616]
	IETF RFC 2616, “Hypertext Transfer Protocol -- HTTP/1.1”, URL: http://www.ietf.org/rfc/rfc2616.txt

	[RFC 3450]
	IETF RFC 3450, “Asynchronous Layered Coding (ALC) Protocol Instantiation”

	[RFC 3451]
	IETF RFC 3451, “Layered Coding Transport (LCT) Building Block”

	[RFC 3452]
	IETF RFC 3452, “Forward Error Correction (FEC) Building Block”

	[RFC 3926]
	IETF RFC 3926, “FLUTE - File Delivery over Unidirectional Transport”

	[RFC 3986]
	IETF RFC 3986, “Uniform Resource Identifier (URI): Generic Syntax”, URL: http://www.ietf.org/rfc/rfc3986.txt

	[RFC 3550]
	IETF RFC 3550, “RTP: A Transport Protocol for Real-Time Applications”

	[RFC 3695]
	"Compact Forward Error Correction (FEC) Schemes", Luby, M. and L. Vicisano, URL: http://www.ietf.org/rfc/rfc3695.txt

	[3GPP TS 26.234]
	3GPP TS 26.234, “Transparent end-to-end Packet-switched Streaming Service (PSS); Protocols and codecs”

	[3GPP TS 26.346]
	3GPP TS 26.346 REL6, “MBMS Protocols and Codecs”

	[3GPP2 C.S0046]
	3GPP2 TS C.S0046, “3G Multimedia Streaming Service”. URL : http://www.3gpp2.org/Public_html/specs/tsgc.cfm

	[RFC2246]    
	“The TLS Protocol, Version 1.0”, T. Dierks, C.Allen, January 1999, URL:http://www.ietf.org/rfc/rfc2246.txt   

	[SSL30]
	“SSL 3.0 Specification”, Netscape Communications, November 1996, URL:http://wp.netscape.com/eng/ssl3/draft302.txt    


Change 2:  Section 5.4.1.1
The following protocol stack SHALL be used for file delivery over Backend Interface which are FD-1 between CC and FA and FD-2 between FA and FD. For secure operation over this backend interface the entities implementing this interface SHALL support HTTPS, where HTTPS SHALL be based on .SSL3.0 [SSL30] and TLS 1.0 [RFC2246]. 

Change 3:  Section 6.6.1.1
The following protocol stack SHALL be used for non-live stream delivery over Backend Interface which are SD-1 between CC and SA and SD-2 between SA and SD. For secure operation over this backend interface the entities implementing this interface SHALL support HTTPS, where HTTPS SHALL be based on .SSL3.0 [SSL30] and TLS 1.0 [RFC2246].
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