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1 Reason for Change

This CR is the proposal for MA-F-026. In the latest MBMS spec, it’s not mentioned how to support Content Protection function under section 6.4 & 7.4.
	MA-F-026
	200y.mm.dd
	T
	All section
	Source: Sungoh Hwang

Form: Input document

Comment: How MBMS adaptation uses Content Protection Function is missing. 

Proposed Change: 
BCAST has there methods for Content Protection function. The first is DRM profile, the second is DRM extension and the last is smartcard profile.

Considering the status of CP, all above three methods are optional in Terminal and Network entity side.

Ask editor to reflect this proposal on the related section of TS-MBMS adaptation
	Status: OPEN / CLOSED

Editor will propose the proper CR as proposed resolution and will check with Sungoh.


Therefore, it’s to mention the Content Protection as an optional feature using either DRM profile or Smartcard profile in MBMS adaptation spec.
2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

This CR is presented for decision.
6 Detailed Change Proposal


[…]

6.4 MBMS adaptation related to OMA-TS-BCAST_SvcCntProtection and OMA-TS-DRM_XBS

The provisions in the two specifications [BCAST10-ServContProt] and [DRM20-Broadcast-Extensions] SHALL apply..
6.4.1 DRM Profile
The Terminal MAY support service protection using the DRM Profile. IF the DRM Profile based service protection is supported, the Terminal SHALL support the reception and processing of keys transported in OMA DRM 2.0 ROs. 
The Terminal MAY support content protection using the DRM Profile as defined in [BCAST10-ServContProt].
The Terminal MAY support extensions for service protection and content protection of broadcast-only devices as defined in [DRM20-Broadcast-Extensions].

5. OMA BCAST Smartcard Profile

The Terminal SHALL support service protection using the Smartcard profile as defined in [BCAST10-ServContProt] section 4.5 and 6.
The Terminal MAY support content protection using the Smartcard profile as defined in [BCAST10-ServContProt].
[…]

7.4.2.2 DRM Profile

The Terminal MAY support service protection using the DRM Profile. IF the DRM Profile based service protection is supported, the Terminal SHALL support the reception and processing of keys transported in OMA DRM 2.0 ROs.
The Terminal MAY support content protection using the DRM Profile as defined in [BCAST10-ServContProt].
The Terminal MAY support extensions for service protection and content protection of broadcast-only devices as defined in [DRM20-Broadcast-Extensions].
5. OMA BCAST Smartcard Profile

The Terminal SHALL support service protection using the Smartcard profile as defined in [BCAST10-ServContProt] section 4.5 and 6.

The Terminal MAY support content protection using the Smartcard profile as defined in [BCAST10-ServContProt].
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