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1 Reason for Change

This CR corrects the normative reference table in section 2.1, so that they are expressed in uniformly.

This CR closes the XBS part of the AP BAC BCAST-2007-A042, which was assigned to BCAST editors.
2 Impact on Backward Compatibilit
None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

For the BCAST-DRM group to agree the CR.
6 Detailed Change Proposal

Change 1:  Cleanup references table
2.1 Normative References

	[AES_WRAP]
	"AES Key Wrap Specification", National Institute of Standards and Technology (NIST), 16 November 2001

	[BCAST10-SG]
	"Service-Guide for Mobile Broadcast Services", Open Mobile AllianceTM, OMA-TS-BCAST_SerivceGuide-v1_0, URL http://www.openmobilealliance.org/

	[BCAST10-ServContProt]
	"Service and Content Protection for Mobile Broadcast Services", Open Mobile AllianceTM, OMA-TS-BCAST_SvcCntProtection-V1_0, http://www.openmobilealliance.org/

	[DRM-v2]
	"Digital Rights Management", Open Mobile Alliance(, OMA-DRM-DRM-V2_0, URL:http://www.openmobilealliance.org/

	[DRMCF-v2]
	"DRM Content Format", Open Mobile Alliance(, OMA-DRM-DCF-V2_0, URL:http://www.openmobilealliance.org/

	[DRMREL-v2]
	"DRM Rights Expression Language", Open Mobile AllianceTM, OMA-DRM-REL-V2_0, URL: http://www.openmobilealliance.org/

	[EUROCRYPT]
	EN 50094:1992 - CLC/TC 206 "Access control system for the MAC/packet family: EUROCRYPT", 1992

	[FIPS 197]
	FIPS 197, "Advanced Encryption Standard – AES", National Institute of Standards and Technology (NIST), November 26, 2001

	[FIPS 198]
	FIPS 198, "The Keyed-Hash Message Authentication Code (HMAC)", Information Technology Laboratory, National Institute of Standards and Technology, Gaithersburg, MD 20899-8900, March 6, 2002

	[ISO14496-12]
	"Information technology – Coding of audio-visual objects – Part 12: ISO Base Media File Format", International Organisation for Standardisation, ISO/IEC 14496-12, Second Edition, April 2005.

	[IOPPROC]
	"OMA Interoperability Policy and Process", Version 1.1, Open Mobile Alliance™, OMA-IOP-Process-V1_1_0-20031030-A, URL: http://www.openmobilealliance.org/

	[OSCP]
	RFC 2560, "Internet X.509 Public Key Infrastructre: Online Certificate Status Protocol – OCSP", M. Myers, R. Ankney, A. Malpani, S. Galperin, C. Adams, June 1999, URL: http://www.ietf.org/rfc/rfc2560.txt

	[OCSP-MP]
	OMA Online Certificate Status Protocol (profile of [OCSP]) V1.0, Open Mobile AllianceTM, OMA-OCSP-V1_0-20040127-C, URL: http://www.openmobilealliance.org/

	[PKCS#1]
	"PKCS #1 v2.1: RSA Cryptography Standard", RSA Laboratories, June 14, 2002

	[RFC 768]
	RFC 768, "User Datagram Protocol", J. Postel, August 28, 1980, URL: http://www.ietf.org/rfc/rfc768.txt

	[RFC 1305]
	RFC 1305, "Network Time Protocol (Version 3) Specification, Implementation and Analysis", David L. Mills, March 1992, URL: http://www.ietf.org/rfc/rfc1305.txt

	[RFC 1738]
	RFC 1738, Uniform Resource Locators (URL), T. Berners-Lee, L. Masinter, M. McCahill, December 1994, URL: http://www.ietf.org/rfc/rfc1738.txt

	[RFC 2045]
	RFC 2045, "Multipurpose Internet Mail Extensions (MIME) Part One: Format of Internet Message Bodies", N. Freed, N. Borenstein, November 1996, URL: http://www.ietf.org/rfc/rfc2045.txt

	[RFC 2104]
	RFC 2104, "HMAC: Keyed-Hashing for Message Authentication", H. Krawczyk, M. Bellare, R. Canetti, February 1997, URL: http://www.ietf.org/rfc/rfc2104.txt

	[RFC 2119]
	RFC 2119, "Key words for use in RFCs to Indicate Requirement Levels", S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC 2234]
	RFC 2234, "Augmented BNF for Syntax Specifications: ABNF", D. Crocker, Ed., P. Overell, November 1997, URL:http://www.ietf.org/rfc/rfc2234.txt

	[RFC 2406]
	RFC 2406, "IP Encapsulating Security Payload (ESP)", S. Kent, R. Atkinson, November 1998, URL: http://www.ietf.org/rfc/rfc2406.txt

	[RFC 2560]
	RFC 2560, "X.509 Internet Public Key Infrastructure. Online Certificate Status Protocol – OCSP", M. Myers, R. Ankney, A. Malpani, S. Galperin, C. Adams, June 1999, URL: http://www.ietf.org/rfc/rfc2560.txt

	[RFC 3280]
	RFC 3280, "Internet X.509 Public Key Infrastructure. Certificate and Certificate Revocation List (CRL) Profile", R. Housley, W. Polk, W. Ford, D. Solo, April 2002, URL: http://www.ietf.org/rfc/rfc3280.txt

	[RFC 3174]
	RFC 3174, "US Secure Hash Algorithm 1 (SHA1)", D. Eastlake 3rd, P. Jones, September 2001, URL: http://www.ietf.org/rfc/rfc3174.txt

	[RFC 3566]
	RFC 3566, "The AES-XCBC-MAC-96 Algorithm and Its Use With IPsec", S. Frankel, H. Herbert, September 2003, URL: http://www.ietf.org/rfc/rfc3566.txt

	[RFC 3629]
	RFC 3629, "UTF-8, a transformation format of ISO 10646", F. Yergeau, November 2003, URL: http://www.ietf.org/rfc/rfc3629.txt

	[RFC 3664]
	RFC 3664, "The AES-XCBC-PRF-128 Algorithm for the Internet Key Exchange Protocol (IKE)", P. Hoffman, January 2004, URL: http://www.ietf.org/rfc/rfc3664.txt

	[SCHNEIER]
	"Applied Cryptography, Second Edition: protocols, algorithms, and source code in C", Bruce Schneier.

	[VERHOEF_1969]
	"Error detecting decimal codes", J. Verhoef, Mathematical Centre Tract 29, The Mathematical Centre, Amsterdam, 1969.

	[XC14N]
	"Exclusive XML Canonicalization: Version 1.0", John Boyer, Donald E. Eastlake 3rd and Joseph Reagle, W3C Recommendation July 18, 2002. URL: http://www.w3.org/TR/xml-exc-c14n/

	[XMLEnc]
	"XML Enryption Syntax and Processing", D. Eastlake, J. Reagle, Takeshi Imamura, Blair Dillaway, Ed Simon, W3C Recommendation, December 10, 2002, URL: http://www.w3.org/TR/2002/REC-xmlenc-core-20021210/

	[XMLSchema]
	"XML Schema Part 1: Structures", Henry S. Thompson, David Beech, Murray Maloney and Noah Mendelsohn, W3C Recommendation, May 2, 2001. http://www.w3.org/TR/2001/REC-xmlschema-1-20010502/


2.2 Informative References

	[DRMARCH-v2]
	"OMA DRM Architecture Overview", Open Mobile Alliance™, OMA-DRM-ARCH-V2-0, URL:http://www.openmobilealliance.org/

	[ETSI 102 474]
	ETSI TS 102 474 v1.1.1 (2006-04), "Digital Video Broadcasting (DVB); IP Datacast over DVB-H: Service Purchase and Protection", URL:http://portal.etsi.org/

	[FIAT_NAOR]
	"Broadcast Encryption", A. Fiat, M. Naor, Advances in Cryptology - CRYPTO ’93, Lecture Notes in Computer Science, Vol. 773, 1994, pp. 480 – 491

	[ISO/IEC 13818-1]
	ISO/IEC 13818-1, "Information technology - Generic coding of moving pictures and associated audio information - part1: Systems"

	[NAOR02]
	"Revocation and Tracing Schemes for Stateless Recievers", D. Naor, M. Naor, J. Lotspiech, June 2002

	[NIST 800-38A]
	NIST 800-38A: "Recommendation for Block Cipher Modes of Operation; Methods and Techniques", 2001.

	[OFT]
	"Key establishment in large dynamic groups using one-way function trees", A.T. Sherman, D.A. McGrew, IEEE Transactions on Software Engineering, Volume 29, Issue 5, May 2003, pp. 444 – 458.


Change 2:  For the editor: please change all references [RFCxxx] to [RFC xxx].
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