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[XBS TS]
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[XBS DD schema]
OMA-SUP-DTD_DRMRELXBS20-v2_0-20070125-D

[XBS DTD]

	Submission Date:
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	Classification:
	 FORMCHECKBOX 
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 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Bert Greevenbosch, Fraunhofer IIS, bert.greevenbosch@iis.fraunhofer.de
Mercè Serra, Fraunhofer IIS, merce.serra@iis.fraunhofer.de
Uwe Rauschenbach, Nokia Siemens, uwe.rauschenbach@nsn.com

	Replaces:
	n/a


1 Reason for Change

In XBS, the XBS OMA DD schema defines a new save permission <oma-dd:save>. However, the permission
<o-dd:save> is already defined in the ODRL schema. The XBS DTD uses the <oma-dd:save> element, but the XBS TS uses the <o-dd:save> element.
To remove the ambiguity, this CR proposes to remove the <oma-dd:save> element, including all references to it. It proposes only to use the <o-dd:save> element from ODRL.

Additionally, this CR solves a small bug in the description of the <permission> element in the XBS TS, adding the <o-dd:save> permission. In the XBS DTD this permission is already included in the definition of the <permission> element.

Notice that this CR changes three documents: [XBS TS], [XBS DD schema] and [XBS DTD]. The description in the yellow change bar indicates to which document the change needs to be applied.

2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

As part of the versioning discussions, the OMA DRM 2.1 schema and DTD might need to be updated accordingly.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

For the BCAST-DRM group to agree the CR.
6 Detailed Change Proposal

Change 1:  Add the <save> permission in the description of the <permission> element in the [XBS TS].
9.1.7 Element <permission>

	Element
	<!ELEMENT o-ex:permission (o-ex:constraint?, o-ex:asset*, o-dd:play?, o-dd:display?, o-dd:execute?, o-dd:print?, o-dd:save?, oma-dd:export?, oma-dd:access?)>

	Semantics
	The <permission> element contains an optional <constraint> element, zero or more <asset> elements and a set of optional permissions specifying the rights over a piece of Content, such as <play>, <display>, <execute>, <print>, <save>, <export> and <access> permission elements.

The <constraint> element is the top-level constraint. As a sibling element to other permission elements such as <play>, <display> it applies to all sibling permission elements inside the same <permission> element. The DRM Agent MUST honor the top level constraint in addition to honoring possible constraints specified as a child element to a permission element, e.g., <play>, when granting access to content according to such a permission. The <asset> elements specified within the <permission> element enable expression linking allowing its sibling permission elements in the same <permission> element to apply to DRM Content referenced by <asset> elements contained in an <agreement> element (i.e., outside a <permission> element). The link is established through the use of the "id" and "idref" attributes specified in sections 5.2.2.1 and 5.2.2.2 in [DRMREL-v2].
Note that the DRM Agent MUST respect both, constraints specified as child elements to a permission element and those specified as top-level constraints in the same Rights Object. I.e., the stricter of two constraints of the same type prevails for a given permission element. Of course, Rights Objects with contradictory constraints should not be issued in the first place.

When there is a top-level constraint that is otherwise not allowed as a child constraint to a permission, e.g., <count> and <export mode="move">, the child constraint takes precedence over the top-level constraint as applied to this permission. For example, in the move scenario, Content and Rights Object would be moved, and the <count> constraint would accordingly be removed, too.

A DRM Agent MUST grant access to DRM Content referenced by an <asset> element in the agreement model according to permissions specified inside a <permission> element that is as sibling elements to an <asset> element in the permission model, where the <asset> element referencing the DRM Content and the <asset> element inside the <permission> element are linked by matching "id" and "idref" attributes.

If no <asset> element is present in a permission element such as <play>, then the permission applies to all <asset> sibling elements in the same Rights Object.

The <export> permission is associated with all of the DRM Content referenced by <asset> elements within the same Rights Object. A single Rights Object has at most one <export> element within a given <permission> element.


Change 2:  Remove <oma-dd:save> permission from [XBS DD schema].
<?xml version="1.0" encoding="UTF-8"?>

<!-- 


OMA Data Dictionary: OMA BCAST Extensions of OMA DRM 2.0 (XBS)



version 
- 2.0



date    
- 17 January 2007

    FILE INFORMATION


OMA Permanent Document


   File: OMA-SUP-XSD_DD_XBS-V2_0-20070117 


   Type: Text - Schema Description


Public Reachable Information


   Path: http://www.openmobilealliance.org/tech/profiles/DRM


   Name: OMA-DD-XBS.xsd

    NORMATIVE INFORMATION


Information about this file can be found in the specification


    OMA-TS-DRM_XBS-V1_0


available at http://www.openmobilealliance.org/


Send comments to technical-comments@mail.openmobilealliance.org

    LEGAL DISCLAIMER


Use of this document is subject to all of the terms and conditions


of the Use Agreement located at



http://www.openmobilealliance.org/UseAgreement.html


You may use this document or any part of the document for internal


or educational purposes only, provided you do not modify, edit or


take out of context the information in this document in any manner.


Information contained in this document may be used, at your sole


risk, for any purposes.


You may not use this document in any other manner without the prior


written permission of the Open Mobile Alliance.  The Open Mobile


Alliance authorizes you to copy this document, provided that you


retain all copyright and other proprietary notices contained in the


original materials on any copies of the materials and that you


comply strictly with these terms.  This copyright permission does


not constitute an endorsement of the products or services.  The


Open Mobile Alliance assumes no responsibility for errors or


omissions in this document.


Each Open Mobile Alliance member has agreed to use reasonable


endeavors to inform the Open Mobile Alliance in a timely manner of


Essential IPR as it becomes aware that the Essential IPR is related


to the prepared or published specification.  However, the members


do not have an obligation to conduct IPR searches.  The declared


Essential IPR is publicly available to members and non-members of


the Open Mobile Alliance and may be found on the "OMA IPR


Declarations" list at http://www.openmobilealliance.org/ipr.html.


The Open Mobile Alliance has not conducted an independent IPR review


of this document and the information contained herein, and makes no


representations or warranties regarding third party IPR, including


without limitation patents, copyrights or trade secret rights.  This


document may contain inventions for which you must obtain licenses


from third parties before making, using or selling the inventions.


Defined terms above are set forth in the schedule to the Open Mobile


Alliance Application Form.


NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE


MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER


OR ITS AFFILIATES REGARDING ANY OF THE IPR'S REPRESENTED ON THE "OMA


IPR DECLARATIONS" LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY,


COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR


NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.


THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY


DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR


EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF


DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.


Copyright 2007 Open Mobile Alliance Ltd.  All Rights Reserved.


Used with the permission of the Open Mobile Alliance Ltd. under the


terms set forth above.

-->

<!-- 


CHANGE HISTORY


20070117 
Schema created (OMA-BCAST-2006-0933R02-CR_Comment_DX032_REL_DTD)


<date>

CR # implemented

-->

<xsd:schema xmlns:xsd="http://www.w3.org/2001/XMLSchema" xmlns:ds="http://www.w3.org/2000/09/xmldsig#" xmlns:o-ex="http://odrl.net/1.1/ODRL-EX" xmlns:o-dd="http://odrl.net/1.1/ODRL-DD" xmlns:oma-dd="http://www.openmobilealliance.com/oma-dd" targetNamespace="http://www.openmobilealliance.com/oma-dd" elementFormDefault="qualified" attributeFormDefault="qualified">


<xsd:import namespace="http://odrl.net/1.1/ODRL-EX" schemaLocation="http://odrl.net/1.1/ODRL-EX-11.xsd"/>


<xsd:element name="export" substitutionGroup="o-ex:permissionElement">



<xsd:complexType>




<xsd:complexContent>





<xsd:extension base="o-ex:permissionType">






<xsd:attribute name="mode" use="required">







<xsd:simpleType>








<xsd:restriction base="xsd:NMTOKEN">









<xsd:enumeration value="move"/>









<xsd:enumeration value="copy"/>








</xsd:restriction>







</xsd:simpleType>






</xsd:attribute>





</xsd:extension>




</xsd:complexContent>



</xsd:complexType>


</xsd:element>


<!-- Access permission has been added in the OMA BCAST extensions  -->

<xsd:element name="access" type="o-ex:permissionType" substitutionGroup="o-ex:permissionElement"/>


<xsd:element name="save" type="o-ex:permissionType" substitutionGroup="o-ex:permissionElement"/>

<xsd:element name="system" type="o-ex:constraintType" substitutionGroup="o-ex:constraintElement"/>


<xsd:element name="timed-count" substitutionGroup="o-ex:constraintElement">



<xsd:complexType>




<xsd:simpleContent>





<xsd:extension base="xsd:positiveInteger">






<xsd:attribute name="timer" type="xsd:positiveInteger" use="required"/>





</xsd:extension>




</xsd:simpleContent>



</xsd:complexType>


</xsd:element>


<!-- Token-based constraint has been added in the OMA BCAST extensions -->


<xsd:element name="token-based" substitutionGroup="o-ex:constraintElement">



<xsd:complexType>




<xsd:choice>





<xsd:element name="token-constraint-count" type="oma-dd:token-constraint-count"/>





<xsd:element name="token-constraint-timed-count" type="oma-dd:token-constraint-timed-count"/>





<xsd:element name="token-constraint-accumulated" type="oma-dd:token-constraint-accumulated"/>




</xsd:choice>



</xsd:complexType>


</xsd:element>


<xsd:complexType name="token-constraint-count">



<xsd:sequence>




<xsd:element name="token-unit" type="xsd:positiveInteger"/>




<xsd:element name="tokens-consumed" type="xsd:positiveInteger"/>



</xsd:sequence>


</xsd:complexType>


<xsd:complexType name="token-constraint-timed-count">



<xsd:sequence>




<xsd:element name="token-unit" type="xsd:positiveInteger"/>




<xsd:element name="tokens-consumed" type="xsd:positiveInteger"/>



</xsd:sequence>



<xsd:attribute name="timer" type="xsd:positiveInteger" use="required"/>


</xsd:complexType>


<xsd:complexType name="token-constraint-accumulated">



<xsd:sequence>




<xsd:element name="token-unit" type="xsd:positiveInteger"/>




<xsd:element name="tokens-consumed" type="xsd:positiveInteger"/>



</xsd:sequence>


</xsd:complexType>

</xsd:schema>
Change 3:  Change namespace of <save> permission in [XBS DTD] and add missing permissions.
<?xml version="1.0" encoding="UTF-8"?>

<!-- 


OMA DRM Rights Expression Language V2.0 with BCAST Extensions (XBS)



version 
- 2.0



date    
- 25 January 2007

    FILE INFORMATION


OMA Permanent Document


   File: OMA-SUP-DTD_DRMRELXBS20-V2_0-20070125


   Type: Text - Document Type Definition


Public Reachable Information


   Path: http://www.openmobilealliance.org/tech/profiles/DTD


   Name: DRMRELXBS20.dtd

    NORMATIVE INFORMATION


Information about this file can be found in the specification


    OMA-TS-DRM_XBS-V1_0


available at http://www.openmobilealliance.org/


Send comments to technical-comments@mail.openmobilealliance.org

    LEGAL DISCLAIMER


Use of this document is subject to all of the terms and conditions


of the Use Agreement located at



http://www.openmobilealliance.org/UseAgreement.html


You may use this document or any part of the document for internal


or educational purposes only, provided you do not modify, edit or


take out of context the information in this document in any manner.


Information contained in this document may be used, at your sole


risk, for any purposes.


You may not use this document in any other manner without the prior


written permission of the Open Mobile Alliance.  The Open Mobile


Alliance authorizes you to copy this document, provided that you


retain all copyright and other proprietary notices contained in the


original materials on any copies of the materials and that you


comply strictly with these terms.  This copyright permission does


not constitute an endorsement of the products or services.  The


Open Mobile Alliance assumes no responsibility for errors or


omissions in this document.


Each Open Mobile Alliance member has agreed to use reasonable


endeavors to inform the Open Mobile Alliance in a timely manner of


Essential IPR as it becomes aware that the Essential IPR is related


to the prepared or published specification.  However, the members


do not have an obligation to conduct IPR searches.  The declared


Essential IPR is publicly available to members and non-members of


the Open Mobile Alliance and may be found on the "OMA IPR


Declarations" list at http://www.openmobilealliance.org/ipr.html.


The Open Mobile Alliance has not conducted an independent IPR review


of this document and the information contained herein, and makes no


representations or warranties regarding third party IPR, including


without limitation patents, copyrights or trade secret rights.  This


document may contain inventions for which you must obtain licenses


from third parties before making, using or selling the inventions.


Defined terms above are set forth in the schedule to the Open Mobile


Alliance Application Form.


NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE


MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER


OR ITS AFFILIATES REGARDING ANY OF THE IPR'S REPRESENTED ON THE "OMA


IPR DECLARATIONS" LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY,


COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR


NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.


THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY


DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR


EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF


DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.


Copyright 2007 Open Mobile Alliance Ltd.  All Rights Reserved.


Used with the permission of the Open Mobile Alliance Ltd. under the


terms set forth above.

-->

<!-- 


CHANGE HISTORY


20070117 
DTD created (OMA-BCAST-2006-0933R02-CR_Comment_DX032_REL_DTD)


20070125
CR OMA-BCAST-2007-0052R01-CR_XBS_REL_DTD_Comment_Resolution implemented

-->

<!ELEMENT o-ex:rights (o-ex:context, o-ex:agreement)>

<!ATTLIST o-ex:rights


xmlns:o-ex CDATA #FIXED "http://odrl.net/1.1/ODRL-EX"


xmlns:o-dd CDATA #FIXED "http://odrl.net/1.1/ODRL-DD"


xmlns:oma-dd CDATA #FIXED "http://www.openmobilealliance.com/oma-dd"


xmlns:ds CDATA #FIXED "http://www.w3.org/2000/09/xmldsig#"


xmlns:xenc CDATA #FIXED "http://www.w3.org/2001/04/xmlenc#"


o-ex:id ID #REQUIRED

>

<!ELEMENT o-ex:context (o-dd:version?, o-dd:uid*)>

<!ELEMENT o-dd:version (#PCDATA)>

<!ELEMENT o-dd:uid (#PCDATA)>

<!ELEMENT o-ex:agreement (o-ex:asset+, o-ex:permission*)>

<!-- Cardinality of ds:KeyInfo changed to allow 2 keys in the OMA BCAST extensions -->  

<!ELEMENT o-ex:asset (o-ex:context?, o-ex:inherit?, o-ex:digest?, ds:KeyInfo*)>

<!ATTLIST o-ex:asset


o-ex:id ID #IMPLIED


o-ex:idref IDREF #IMPLIED

>

<!ELEMENT o-ex:inherit (o-ex:context)>

<!ELEMENT o-ex:digest (ds:DigestMethod, ds:DigestValue)>

<!ELEMENT ds:DigestMethod (#PCDATA)>

<!ATTLIST ds:DigestMethod


Algorithm CDATA #FIXED "http://www.w3.org/2000/09/xmldsig#sha1"

>

<!ELEMENT ds:DigestValue (#PCDATA)>

<!ELEMENT ds:KeyInfo (xenc:EncryptedKey?, ds:RetrievalMethod?)>

<!ELEMENT xenc:EncryptedKey (xenc:EncryptionMethod, ds:KeyInfo?, xenc:CipherData)>

<!ELEMENT xenc:EncryptionMethod (#PCDATA)>

<!ATTLIST xenc:EncryptionMethod


Algorithm CDATA #FIXED "http://www.w3.org/2001/04/xmlenc#kw-aes128"

>

<!ELEMENT xenc:CipherData (xenc:CipherValue)>

<!ELEMENT xenc:CipherValue (#PCDATA)>

<!ELEMENT ds:RetrievalMethod (#PCDATA)>

<!ATTLIST ds:RetrievalMethod


URI CDATA #REQUIRED

>

<!ELEMENT o-ex:permission (o-ex:constraint?, o-ex:asset*, o-dd:play?, o-dd:display?, o-dd:execute?, o-dd:print?, o-dd:save?, oma-dd:export?, oma-dd:access?)>

<!ELEMENT o-dd:play (o-ex:constraint?)>

<!ELEMENT o-dd:display (o-ex:constraint?)>

<!ELEMENT o-dd:execute (o-ex:constraint?)>

<!ELEMENT o-dd:print (o-ex:constraint?)>
<!—Save and access permissions added in the OMA BCAST extensions --> 
<!ELEMENT o-dd:save (o-ex:constraint)>
<!ELEMENT oma-dd:access (o-ex:constraint)>

<!ELEMENT o-ex:constraint (o-dd:count?, oma-dd:timed-count?, o-dd:datetime?, o-dd:interval?, o-dd:accumulated?, o-dd:individual?, oma-dd:system*,  oma-dd:token-based?)>

<!ELEMENT o-dd:count (#PCDATA)>

<!ELEMENT oma-dd:timed-count (#PCDATA)>

<!ATTLIST oma-dd:timed-count


oma-dd:timer CDATA #IMPLIED

>

<!ELEMENT o-dd:datetime (o-dd:start?, o-dd:end?)>

<!ELEMENT o-dd:start (#PCDATA)>

<!ELEMENT o-dd:end (#PCDATA)>

<!ELEMENT o-dd:interval (#PCDATA)>

<!ELEMENT o-dd:accumulated (#PCDATA)>

<!ELEMENT o-dd:individual (o-ex:context)>

<!ELEMENT oma-dd:export (o-ex:constraint)>

<!ATTLIST oma-dd:export


oma-dd:mode (move | copy) #REQUIRED

>

<!ELEMENT oma-dd:system (o-ex:context)>




<!-- Token-based constraint added in the OMA BCAST extensions -->  

<!ELEMENT oma-dd:token-based ( oma-dd:token-constraint-count | oma-dd:token-constraint-timed-count | oma-dd:token-constraint-accumulated)>

<!ELEMENT oma-dd:token-constraint-count (oma-dd:token-unit,oma-dd:tokens-consumed)>

<!ELEMENT oma-dd:token-constraint-timed-count (oma-dd:token-unit,oma-dd:tokens-consumed)>

<!ATTLIST oma-dd:token-constraint-timed-count timer CDATA #REQUIRED>

<!ELEMENT oma-dd:token-constraint-accumulated (oma-dd:token-unit,oma-dd:tokens-consumed)>

<!ELEMENT oma-dd:tokens-consumed  (#PCDATA) >

<!ELEMENT oma-dd:token-unit  (#PCDATA)>
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