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1 Reason for Change

The SG specification specifies how gzip compression of SGDDs and SGDUs is signalled in the case where they are distributed over broadcast and using FLUTE. A corresponding specification is missing for interactive distribution of SGDDs and SGDUs using HTTP. This CR adds specification text to mandate correct setting of Content-Encoding in HTTP responses for gzipped SGDDs and SGDUs.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Accept the proposed change for inclusion into the affected TS.
6 Detailed Change Proposal

Change 1:  (optional)Brief description of specific change

5.4 Service Guide Delivery

Instantiated Service Guide consists of the Service Guide XML fragments and the Session Description information fragments described in the previous sections. Each fragment is designed to be uniquelly identifiable in the Service Guide making it possible to treate the Service Guide as a set of these fragments. This naturally makes it possible for the network to divide the set further into subsets each containing only some of the fragments in the set but not necessarily all of them. The network can deliver the Service Guide using these subsets each subset independent of the other instead of placing the full set to the transport as one atomic unit. This arrangement enables the network to isolate the changes on the delivery layer when only some of the fragments in the Service Guide are altered. In such a case the terminals that have already received the full set of fragments at least once, can utilise the isolation of the changes by receiving only that subset of fragments that contains the changes.
The delivery of the Service Guide can be provided by two means

· over the interactive channel the terminal requesting some or all of the fragments of the Service Guide explicitly or

· over the broadcast channel the terminals polling the fragments.

While both mechanisms have their unique characteristics the mechanisms essentially share the data structures used to manage the organization of the fragments on the transport layer. These data structures are the ‘Service Guide Delivery Descriptor’ and the ‘Service Guide Delivery Unit’ short-handed SGDD and SGDU respectively. The latter is the structure that the network uses to encapsulate fragment subsets for the transport layer and it is purely transport independent. The former, the SGDD, on the other hand is partially transport dependent. The SGDD both describes service level information about the Service Guide as well how each of the Service Guide fragment is available for the terminal in the transport layer. 

The following sections are organised to address transport layer independent mechanisms and definitions first followed by the transport level dependent sections.
5.4.1 Encapsulating and identifying fragments

As discussed before, each of the Service Guide fragments as an XML fragment or Session Description is assigned an identifier for distinguishing any two fragments from each other. These identifiers are called fragment identifiers and they are represented with URIs. This identification scheme naturally makes the fragments not only unique in the scope of a single Service Guide but in fact over all the Service Guides. 

In the transport frames, however, one prefers the use of integer based identification schemes over string based identification schemes. This is achieved by assigning for each fragment in addition to the fragment identifier a transport identifier. In the transport layer the fragments are addressed using the transport identifiers the transport layer also providing the binding between these two types of identifiers.

While the specififcs of the common data structures SGDD and SGDU are discussed in the later sections, the strong dependency between the two structures imposed by the transport identifiers is defined first.
5.4.1.1 Fragment identifier versus transport identifier

As discussed before any two Service Guide fragments can be distinguished by their fragment identifiers. The way these identifiers are represented depends on the type of the fragment:

· In case of XML fragments the identifier can be found in the fragment itself as top level attribute ‘id’ and

· In case of Session Description the identifier is introduced in the SGDU carrying the fragment using the field ‘fragmentID’.

The transport identifiers used in the transport layer to identify fragments are given in the ‘fragmentTransportID’ fields of the SGDUs carrying the corresponding fragments. The binding between the fragment identifier and the transport identifier is provided using the SGDD where each fragment is declared using an XML element ‘Fragment’. This element gives both the fragment identifier and the transport identifier for the fragment providing explicit binding between the two. In order for the binding to be unambiguous the network SHALL ensure the following:

· During the whole lifetime of a Service Guide fragment the ‘id’ attribute of the fragment is always bound to the same ‘fragmentTransportID’ value. 

· For each Service Guide entry point (see section 6.1.1), the binding between ‘fragmentTransportID’ and ‘id’ attribute is one-to-one.

The terminal SHALL comply with the following rules on maintaining the binding between fragment identifiers and transport identifiers in the terminal:

· If a terminal has received a Service Guide Delivery Descriptor (SGDD), the terminal SHALL record the binding between the ‘fragmentTransportID’ fields and the corresponding ‘fragmentID’ fields of the ‘Fragment’ element in that descriptor.

· If a terminal has not encountered the binding for a particular ‘fragmentTransportID’ in the SGDD, the terminal SHALL decode the corresponding fragment delivered in the SGDU, associate the decoded fragment identifier with the ‘fragmentTransportID’ in the SGDU header and record that binding.

· A terminal SHALL NOT use any recorded ‘fragmentID’-to-‘fragmentTransportID’ binding after the fragment expires.

5.4.1.2 Resolving fragment references

Some Service Guide fragments have a capability to refer to other Service Guide fragments. This is achieved by including a reference element to the referring fragment. The element is named ‘<fragment name>Reference’ and the value of its attribute ‘idRef’ is of type ‘anyURI’ – this value contains the identifier of the referred fragment. The terminal can obtain the referenced fragment in two ways either receiving it over broadcast channel or retrieving it over interactive channel. 

· When receiving the referred fragment over broadcast channel the ‘id’ attribute of the referred fragment is resolved to ‘transportID’ and consequently to ‘fragmentTransportID’ within the SGDU as specified in section 5.4.1. 

· When retrieving the referred fragment over interactive channel, the delivery method as specified in section 5.4.3 (the case when a fragment is requested using the individual fragment ID) is used. In this context, the referred fragment id is used as a value in a name-value pair of attribute ‘fragmentID’ in the outgoing interactive request message.

All the terminals SHALL support receiving the referred fragment(s) over broadcast channel, while all terminals able to access the interaction channel SHALL support requesting and receiving the referred fragment(s) over the interaction channel also. 
5.4.1.3 Service Guide fragment encapsulation

In order to deliver the fragments from the network to the terminals the network needs to be able to place the fragments into the underlying transport frames. The network is provided with means of delivering more than one fragment as a atomic unit at the time but on the other hand the network is not restricted to deliver al the fragments at one go either. For the terminals to correctly receive and process any collection of fragments as one delivery unit the network SHALL comply with the following:

· The Service Guide Delivery Unit structure as defined in Table 1 SHALL be used for encapsulating Service Guide fragments for transport. 

· The field ‘fragmentTransportID’ SHALL be assigned with the ‘transportID’ values as defined in section 5.4.1.1 to identify each of the fragments carried in the Service Guide Delivery Unit. 
· When encapsulating the fragments into the Service Guide Delivery Unit, the mapping defined in section 5.4.1.1 SHALL be used. 
· In case the SGDUs are listed in any FDT Instances the corresponding ‘Content-Type’ attributes SHALL be set to “application/vnd.oma.bcast.sgdu” to describe that the transport object contains an SGDU.
Using the ‘fragmentTransportID’ and ‘fragmentVersion’ fields the terminal can quickly infer whether the associated fragment in the SGDU has changed.
	Data Field Name
	Data Type

	Service_Guide_Delivery_Unit {
	

	
Unit_Header {
	

	

extension_offset
	uimsbf32

	

Reserved
	16 bits

	

n_o_service_guide_fragments
	uimsbf24

	

for(i=0; i< n_o_service_guide_fragments; i++) {
	

	


fragmentTransportID[i]
	uimsbf32

	


fragmentVersion[i]
	uimsbf32

	


offset[i]
	uimsbf32

	

}
	

	
}
	

	
Unit_Payload {
	

	

for(i=0; i< n_o_service_guide_fragments; i++) {
	

	


fragmentEncoding[i]
	uimsbf8

	


if(fragmentEncoding[i]=0) {
	

	



fragmentType
	uimsbf8

	



XMLFragment
	bitstring

	


}
	

	


else if(fragmentEncoding[i]=1) {
	

	



validFrom
	uimsbf32

	



validTo
	uimsbf32

	



fragmentID
	bitstring

	



SDPfragment
	bitstring

	


}
	

	


else if(fragmentEncoding[i]=2) {
	

	



validFrom
	uimsbf32

	



validTo
	uimsbf32

	



fragmentID
	bitstring

	



USBDfragment
	bitstring

	


}
	

	


else if(fragmentEncoding[i]=3) {
	

	



validFrom
	uimsbf32

	



validTo
	uimsbf32

	



fragmentID
	bitstring

	



ADPfragment
	bitstring

	


}
	

	

}
	

	
}
	

	
if(extension_offset>0) {
	

	

extension_type
	uimsbf8

	

next_extension_offset
	uimsbf32

	

Reserved
	bitstring 

	
}
	

	}
	


Table 1: Service Guide Delivery Unit structure
	uimsbfN
	Unsigned Nbit Integer, most significant bit first

	bitstring
	Array of bits


Table 2: Mnemonics used in Table 1
	extension_offset
	Offset in bytes from the start of the Unit_Payload to the start of the first extension. Set to 0 if there is no extension present.

	n_o_service_guide_fragments
	Number of Service Guide fragments encapsulated in this specific Delivery Unit.

	offset[i]
	Offset in bytes from the start of the Unit_Payload to the start of the fragment_encoding field of the i:th Service Guide fragment. The offset list is sorted in ascending order.

	fragmentTransportID[i]
	Signals the identifier of the i:th Service Guide fragment which is defined for transport (see 5.4.1.5)

	fragmentVersion[i]
	Signals the version of the i:th Service Guide fragment.

Note: The scope of the fragmentVersion is limited to this transport session. The value of fragmentVersion can turn over from 2^32-1 to 0.

	fragmentEncoding[i]
	Signals the encoding of the i:th Service Guide fragment, with the following values:

0 – XML encoded OMA BCAST Service Guide fragment

1 – SDP fragment 

2 –  MBMS User Service Bundle Description (USBD) as specified in [26.346] (see 5.1.2.4 ‘SessionDescription’ element)

3 – XML encoded Associated Delivery Procedure as specified in [BCAST10-Distribution] section 5.3.4.

4-127 – reserved for future BCAST extensions

128-255 – available for proprietary extensions

	fragmentType[i]
	This field signals the type of an XML encoded BCAST Service Guide fragment, with the following values:

0 – unspecified

1 – ‘Service’ Fragment

2 – ‘Content’ fragment

3 – ‘Schedule’ Fragment

4 – ‘Access’ Fragment

5 – ‘PurchaseItem’ Fragment

6 – ‘PurchaseData’ Fragment

7– ‘PurchaseChannel’ Fragment

8 – ‘PreviewData’ Fragment

9 – ‘InteractivityData’ Fragment

10-127 – reserved for BCAST extensions 

128-255 – available for proprietary extensions

	fragmentID
	Null-terminated string containing the fragment ID of an SDP or MBMS USBD or Associated Delivery Procedure fragment as referenced from an ‘Access’ fragment via SessionDescriptionReference.

Note: for an XML encoded OMA BCAST Service Guide fragment, this information is contained in the fragment itself.

	validFrom
	32 bit word representation of the validFrom value of an SDP or MBMS USBD or Associated Delivery Procedure fragment. This field is expressed as the first 32bits integer part of NTP time stamp. When set to “0” the interpretation is that “validFrom” is undefined.
Note: for an XML encoded OMA BCAST Service Guide fragment, this information is contained in the fragment itself.

	validTo
	32 bit word representation of the the validTo value of an SDP or MBMS USBD or Associated Delivery Procedure Description fragment. This field is expressed as the first 32bits integer part of NTP time stamp. When set to “0” the interpretation is that “validTo” is undefined.

Note: for an XML encoded OMA BCAST Service Guide fragment, this information is contained in the fragment itself.

	XMLfragment
	String containing the actual XML data of the encapsulated Service Guide fragment without the termination character.

	SDPfragment
	String containing the actual SDP data, without termination character.

	USBDfragment
	String containing the actual MBMS USBD data, without termination character. 

	ADPfragment
	String containing the actual XML data of the encapsulated Associated Delivery Procedure fragment, without termination character.

	extension_type
	Signals the type of the extension. 

0-127 – reserved for BCAST extensions

128-255 – available for proprietary extensions

	next_extension_offset
	Offset in bytes from the start of the current extension to the start of the next extension. Set to 0 if there is no next extension. 


Table 3: Semantics for Table 1
5.4.1.4 Compression of Service Guide Delivery Units and Service Guide Delivery Descriptors
The network is provided with means of reducing the size of the SGDUs being delivered to terminals by compressing SGDUs. For the algorithms and their respective signalling there are the following rules and constraints:

· the network MAY compress the SGDUs with the GZIP algorithm,

· terminals SHALL support both plain SGDUs and GZIP compressed SGDUs,

· When GZIP compression is used and FLUTE is used for transmission of the SGDUs and the SGDUs are listed in any FDT Instances the corresponding ‘Content-Encoding’ attributes SHALL be set to “gzip”. 

· When GZIP compression is used and HTTP is used for transmission of the SGDUs, the corresponding ‘Content-Encoding’ attributes SHALL be set to “gzip”.
· Additionally, when FLUTE is used for transmission of the SGDD, 
· the network MAY compress the SGDDs with the GZIP algorithm. In this case the Content-Encoding attribute in the corresponding description of the FDT SHALL be set to “gzip”.
· When HTTP is used for transmission of the SGDD, the network MAY compress the SGDDs with the GZIP algorithm. In this case the Content-Encoding attribute in the corresponding description of the HTTP response SHALL be set to “gzip”.
5.4.1.5 Service Guide Delivery Descriptor

Recall that all the fragments of the Service Guide are not necessarily placed into one and single SGDU but rather into multiple SGDUs. Even though the details of the exact delivery mechanisms are discussed in the later section, one needs to take one fundamental difference between the broadcast and interactive delivery into account here. This is the stragegy used to divide the set of Service Guide fragments into transport layer subsets (each carried by its own SGDUs). In the broadcast case the division is fixed at a certain point of time and the division shared by the network and receiving terminals. In the interactive case there is no fixed division, the network simply provides one subset per request the subset contents being defined by the request.

 In the broadcast case the division of fragments into separate transport frames (SGDUs) requires signalling of the details of the division, basicly the SGDUs being used, how the SGDUs can be accessed on the transport and a map telling which fragment can be found in which SGDU. This transport layout signalling is provided by the network using the aforementioned SGDDs, Service Guide Delivery Descriptors, the signalling clearly representing transport dependent part of the information in the SGDDs.

Even though the details of the fixed division of the fragments into SGDUs are not applicable on the interactive delivery case, both the terminals performing the interactive or the broadcast retrieval of the Service Guide, however, rely on the SGDDs to provide exhaustive list of the fragments in the Service Guide.

In addition to dividing the Service Guide fragments into subsets for the transport layer, the network can also divide the fragments into subsets on the service layer independent on the transport layer division. This latter type of division of the Service Guide in the application layer is called grouping of the Service Guide and it is also signalled in the SGDDs. This concept, however, depends on application layer constructs and it is discussed in its own section.

The network MAY compress the SGDDs with the GZIP algorithm. In this case, and when FLUTE is used for transmission of the SGDD, the Content-Encoding attribute in the corresponding description of the FDT SHALL be set to “gzip”. Similarly, if HTTP is used for transmission of the SGDD, the Content-Encoding attribute in the corresponding description of the HTTP response SHALL be set to “gzip”.
Next section describes in more detail the transport dependent uses of the SGDD.

5.4.1.5.1 Transport dependencies

Similarly as in the case of the network using more than one SGDU frame for delivering the Service Guide fragments, the network can also use multiple SGDDs for declaring the exhaustive list of the fragments in the Service Guide. In such a case it is easy to see that in order for the terminals to be aware of all the Service Guide fragments, the terminals need to be aware of all the SGDDs the network uses. For the broadcast delivery of the SGDDs, the network SHALL therefore place all the SGDDs representing a Service Guide into one and only one delivery session. This session is called the Service Guide Announcement Channel.The network SHALL also make sure that the SGDDs declare all fragments that are delivered over the broadcast channel.
As mentioned before for interactive delivery of the service guide, the main role of the SGDD is to declare all fragments that describe one or more services. The information about division of the fragments into SGDUs in this case is not essential, since all fragments are retrieved interactively and individually for each terminal, and thus a fixed division into SGDUs does not exist. However, the grouping in the service layer can be used to provide information about fragments belonging to the same service. The SGDD MAY declare fragments that are delivered over the interaction channel, but it SHALL at least declare a set of fragments that allow interactive retrieval of the complete SG. For example, the SGDD could declare only ‘Service’ fragments. The terminal could then interactively retrieve fragments related to specific selected services, using the request mechanism described in section 5.4.3. 
5.4.1.5.2 Service Guide Delivery Descriptor

The following structure SHALL be used for declaring availability, metadata and grouping of the fragments of Service Guide, and for delivery of the SG to point to the actual delivery channel and the delivery unit where the declared fragments are to be delivered. The terminal SHALL support the Service Guide Delivery Descriptor syntax as defined by XML Schema in [BCAST10-Schema-sg-sgdd]. For delivery, the Service Guide Delivery Descriptor SHALL be instantiated as an XML document. 
The network is provided with means of reducing the size of the SGDDs being delivered to terminals by compressing SGDDs. For the algorithms and their respective signalling there are the following rules and constraints:

· the network MAY compress the SGDDs with the GZIP algorithm,

· terminals SHALL support both plain SGDDs and GZIP compressed SGDDs,

In the case of broadcast delivery of SGDDs, the network SHALL signal GZIP compression of SGDDs by setting the ‘content-encoding’ attribute of the FLUTE FDT instances listing the SGDDs. In the case of interactive delivery of SGDDs using HTTP, the network SHALL signal GZIP compression of SGDDs by setting the ‘Content-Encoding’ attribute of the HTTP response delivering the SGDDs.
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