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1 Reason for Change

Chapter 12 doesn’t clearly state that Terminal Binding key can’t be used with DRM profile.
2 Impact on Backward Compatibility

-
3 Impact on Other Specifications

.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Group accepts this CR
6 Detailed Change Proposal

12. Terminal Binding Key

In case of Smartcard Profile, a Permissions Issuer MAY elect to bind some or all of the content being broadcasted to valid terminals by the use of a Terminal Binding Key (TBK). This binding is in addition to the UICC binding provided by the Smartcard Profile. The binding is signalled in the SG and in the STKM and LTKM for the Smartcard Profile. TBK is not applicable for the DRM profile
The following section and subsections are MANDATORY to support for Terminals with the Smartcard Profile for content protection.  In all other cases, the sections are OPTIONAL for both server and terminal to support.
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