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1 Reason for Change

The BSMSelector data structure in the SGDD has been updated by CR 723 “CR Rename 3GPPNetworkCode and 3GPP2NetworkCode” against TS SG. This CR has however missed the fact that the same structure is also present in TS Services. The two occurrences of BSMSelector are now inconsistent.

This CR proposes to replace the definition of the BSMSelector structure in TS Services by a reference to the “new” definition of BSMSelector in TS SG. 

Also, there are a renamings, mainly w.r.t. the string “Id”. 

· “id” in attributes, “ID” in elements

· no repetition of child element names in parent element names (e.g. PurchaseItemId/Id ( PurchaseItem/ID), as also indicated by the Description column of the parent element

R01 has been agreed in the confcall on 12 March 2008. As agreed, this revision takes out all the changes that propose renaming of attributes or elements. It keeps the referencing and the clerical changes. The author MAY decide to re-submit the renamings as a separate CR, as there has been no decision on them.
2 Impact on Backward Compatibility

-
3 Impact on Other Specifications

-
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

BCAST working group is asked to agree this CR.
6 Detailed Change Proposal

5.7 Broadcast Roaming

Broadcast Roaming allows a user to receive Broadcast Services from a Broadcast Service Provider different from his Home Broadcast Service Provider. This may happen, for example, when the user is not able to access the services provided by Home Mobile Broadcast Service Provider. In that case the Broadcast Roaming enables the user to receive Broadcast Services from another Broadcast Service Provider independent on the underlying Broadcast Distribution System.

The Mobile Broadcast Services (BCAST) 1.0 Enabler enables the Broadcast Roaming through the use of various functions of the enabler: through the Service Guide, through roaming signaling between Terminal and Visited Mobile Broadcast Service Provider, through roaming signaling between Visited Mobile Broadcast Service Provider and Home Mobile Broadcast Service Provider and through the Terminal Provisioning function. The following gives the overview on how these functions relate in the context of Broadcast Roaming:

· Service Guide Delivery Descriptors (SGDD) within the Service Guide declare the existence of and availability of Service Guide fragments. The SGDD allows the Terminal to deduce which fragments are associated with which Mobile Broadcast Service Provider (through use of BSMFilterCodes). Related to this signaling, there are visibility rules that the terminals are expected to comply with. Further, SGDD enables a method to convey points of contact which the visiting terminals can contact in case Broadcast Roaming is needed. This aspect of Broadcast Roaming is normatively specified within the specification of SGDD, in section 5.4.1.5 of [BCAST10-SG].

· Terminal Provisioning enables the Home Broadcast Service Provider to maintain a terminal-resident elements used by the roaming function. These elements include the list of Service Providers (their BSMFilterCodes) affiliated with the terminal as well as entry details of default roaming contact point - the server that terminal can send roaming requests in the case terminal does not find any other entry points within the Service Guide signaling. They also include parameter that determines whether the terminal initiates the service provisioning requests to Visited BSM or to Home BSM. Finally, these elements include parameters that can be used to control terminal behaviour in the context of Broadcast Roaming: an element that controls whether roaming requests should always be sent to Home BSM and an element that determines terminal behavior for fragments that are not associated with any BSMSelector. These aspects of Broadcast Roaming are normatively specified within this document, Appendix E (Management Object). In addition to using Terminal Provisioning, the management information in Appendix E can be pre-configured in the Terminal, or can be conveyed to the terminal by some other means which are out of scope of this specification.

· Roaming Rule request and response messages between Terminal and BSM associated with Home and/or Visited Mobile Broadcast Service Provider allow Terminals to request and Broadcast Service Providers to provide the visibility constraints defined by Roaming Rules. This aspect of Broadcast Roaming is normatively specified within this document (section 5.7.1). The contact points for the request messages are signaled within the SGDDs – that aspect of Broadcast Roaming is normatively specified within the specification of SGDD, in section 5.4.1.5 of [BCAST10-SG].

· Specific Service Provisioning messages that enable Terminal to request for service, request for Tokens and request for renewal of subscriptions. In the context of Broadcast Roaming, the Service Provisioning messages sent by the Terminal trigger roaming message exchange between Home and Visited Mobile Broadcast Service Provider. This aspect is normatively specified within this document (section 5.1). Subsequent of successful Roaming Service Response, LTKMs can be delivered to the terminal (via Push LTKM with Smartcard profile or Trigger with DRM profile). The LTKM acquisition is not covered in this document as it is a Service and Content protection procedure.

· The roaming messages between Home and Visited Mobile Broadcast Service Providers allow the either the Home or Visited Mobile Broadcast Service Provider to initiate the roaming as a reaction to initial user roaming request. This aspect of Broadcast Roaming is normatively specified within this document (section 5.7.2).

· The informative walk-through of Broadcast Roaming is given in this document (Appendix E).


Broadcast Roaming in BCAST 1.0 allows a Terminal to be associated with multiple Home BSMs (and hence multiple BSMFilterCodes). While this allows a model wherein the Terminal is associated with different service providers, the primary use of this functionality will be of specifying different subscription types per a single provider.

Roaming agreements between Home Broadcast Service Provider and Visited Broadcast Service Provider and the related trust relationship are out of BCAST scope.
5.7.1 Roaming messages between Terminal and BSM 

Terminal uses the RoamingRuleRequest to request the RoamingRules associated with BSMSelector (identified by the id of the selector). As a response, the Terminal receives RoamingRuleResponse that carry the RoamingRules.

The XML schema for these messages is defined in [BCAST10-XMLSchema-Roaming-frontend].

5.7.1.1 RoamingRuleRequest

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	RoamingRuleRequest
	E
	
	
	Request message of Roaming Rules.

Contains the following elements:

   UserID

   HomeBSMFilterCode

   BSMSelectorId


	

	UserID
	E1
	M
	1
	A unique ID that SHALL be used to identify the terminal in both the Home Service Provider and Visited Service Provider BCAST service area.

Contains the following attributes:

   type
	string

	type
	A
	M
	1
	Specifies the type of User ID.  Allowed values are:

0 – username defined in [RFC 2865] 

1 – IMSI

2 – URI
3 – IMPI

4 – MSISDN

5 – MIN 

6-127 reserved for future use

128-255 reserved for proprietary use  
	unsignedByte

	HomeBSMFilterCode
	E1
	M
	1..N
	The code that specifies the Home BSM. 
This element has the same structure as the ‘BSMFilterCode’ element in the ‘ServiceGuideDeliveryDescriptor’. 



· 
· 
· 
· 
· 
· 
· 
· 

	complexType as defined for ‘BSMFilterCode’ in section  5.4.1.2 of [BCAST10-SG]

	
	
	

	
	






	

	
	
	
	
	

	

	
	
	
	
	

	

	
	
	
	
	

	

	

	
	
	
	






	

	
	
	
	
	

	

	
	
	
	
	

	

	
	
	
	
	

	

	
	
	
	
	
	

	BSMSelectorId
	E1
	M
	1..N
	Identifier of the BSMSelector associated with BSM for which terminal is requesting Roaming Rules. The identified is unique within the network. 
	anyURI


Table 1: Structure of RoamingRuleRequest Message

5.7.1.3 Definition of Element RoamingRule

It is RECOMMENDED that:

· in case the roaming rules are not subject to frequent changes, the Network deliver them following a RoamingRuleRequest from the terminal.

· and, in case the roaming rules are subject to frequent changes, the Network deliver them through the RoamingRule element in the SGDD.

Note: delivery of roaming rules through SGDD over the interaction channel is not subject to any recommendation nor limitation.

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	RoamingRule
	E
	M
	1
	Specifies a Roaming Rule. 

Contains the following attributes:


allowAll


denyAll

Contains the following elements:


TimeFrame

AllowPurchaseItem


AllowPurchaseData


AllowService


AllowContent


DenyPurchaseItem


DenyPurchaseData


DenyService


DenyContent

The terminal SHALL interpret RoamingRule for each fragment so that in case ‘allow’ rule and ‘deny’ rule apply simultaneously, the ‘deny’ rule takes precedence.

	

	TimeFrame
	E1
	O
	0..N
	Rule that defines the time frame(s) this RoamingRule is applies to.

Contains the following attributes:


startTime


endTime


	

	startTime
	A
	O
	0..1
	Start of the time frame. If not given, the time frame is assumed to have started at some time in the past. This field is expressed as the first 32bits integer part of NTP time stamps. 


	unsignedInt 

	endTime
	A
	O
	0..1
	End of the time frame. If not given, the time frame is assumed to end at some time in the future. This field is expressed as the first 32bits integer part of NTP time stamps. 


	unsignedInt 

	allowAll
	A
	O
	0..1
	Rule that, when set to “true”, allows the Terminal to use all the fragments associated with BSMFilterCode associated with these RoamingRules.

The default value of this attribute is “false”.

This attribute SHALL not be present if attribute ‘denyAll’ is present.
	boolean

	denyAll
	A
	O
	0..1
	Rule that, when set to “true”, prohibits the Terminal to use any the fragments associated with BSMFilterCode associated with these RoamingRules.

The default value of this attribute “false”.

This attribute SHALL not be present if attribute ‘allowAll’ is present.
	boolean

	Allow
PurchaseItemId
	E1
	O
	0..1
	Rule that allows the Terminal to use the listed PurchaseItems.
Contains the following element:
   Id
	

	Id
	E2
	M
	1..N
	This element contains value that represents GlobalPurchaseItemID that is allowed to be interpreted, rendered and accessed.
	anyURI

	Allow
PurchaseDataId
	E1
	O
	0..1
	Rule that allows the Terminal to use the listed PurchaseData items.
Contains the following element:
   Id
	

	Id
	E2
	M
	1..N
	This element contains value that represents PurchaseData fragment ID that is allowed to be interpreted, rendered and accessed.
	anyURI

	Allow
Service
	E1
	O
	0..1
	Rule that allows the Terminal to use the fragments corresponding to listed GlobalServiceIDs.
Contains the following element:
   Id
	

	Id
	E2
	M
	1..N
	This element contains value that represents GlobalServiceID. Fragments associated with this GlobalServiceID are allowed to be interpreted, rendered and accessed.
	anyURI

	Allow
Content
	E1
	O
	0..1
	Rule that allows the Terminal to use the fragments corresponding to listed ContentIDs.
Contains the following element:
   Id
	

	Id
	E2
	M
	1..N
	This element contains value that represents GlobalContentID. Fragments associated with this GlobalContentID are allowed to be interpreted, rendered and accessed.
	anyURI

	Deny
PurchaseItemId
	E1
	O
	0..1
	Rule that denies the Terminal to use the listed PurchaseItems.
Contains the following element:
   Id
	

	Id
	E2
	M
	1..N
	This element contains value that represents GlobalPurchaseItemID that is denied to be interpreted, rendered and accessed..
	anyURI

	Deny
PurchaseDataId
	E1
	O
	0..1
	Rule that denies the Terminal to use the listed PurchaseData items.
Contains the following element:
   Id
	

	Id
	E2
	M
	1..N
	This element contains value that represents PurchaseData fragment ID that is denied to be interpreted, rendered and accessed..
	anyURI

	Deny
Service
	E1
	O
	0..1
	Rule that denies the Terminal to use the fragments corresponding to listed GlobalServiceIDs.
Contains the following element:
   Id
	

	Id
	E2
	M
	1..N
	This element contains value that represents GlobalServiceID. Fragments associated with this GlobalServiceID are denied to be interpreted, rendered and accessed.
	anyURI

	Deny
Content
	E1
	O
	0..1
	Rule that denies the Terminal to use the fragments corresponding to listed ContentIDs.
Contains the following element:
   Id
	

	Id
	E2
	M
	1..N
	This element contains value that represents GlobalContentID. Fragments associated with this GlobalContentID are denied to be interpreted, rendered and accessed.
	anyURI


Table 2: Structure of RoamingRule Element

5.7.2 Roaming messages between Home BSM and Visited BSM

Roaming messages between Home BSM and Visited BSM are used to carry out the roaming negotiation between the two BSMs. The exchange of these messages is triggered by the Terminal sending the Service Provisioning message. Four cases exist as follows.

If the value of Management Object “<X>/Roaming/UseVisitedServiceProvisioningMode” is assigned with value “false” the following SHALL apply:

· Terminal sends Home BSM the Service Request message involving service provided by the Visited BSM. If the Home BSM deduces from the message that it needs to contact Visited BSM for to get clearance the request, the Home BSM SHALL send the ‘RoamingServiceRequest’ (section 5.7.2.2) to the Visited BSM. Visited BSM SHALL respond to the request by sending ‘RoamingServiceResponse’ (section 5.7.2.3). ). In case the response allows roaming, then the Home BSM sends a successful ‘ServiceResponse’ to the terminal. This leads to a subsequent LTKM delivery (push LTKM with Smartcard Profile or Trigger with DRM Profile). 


If the value of Management Object “<X>/Roaming/UseVisitedServiceProvisioningMode” is assigned with value “true” the following SHALL apply:

· Terminal sends Visited BSM the Service Request message involving service provided by the Visited BSM. If the Visited BSM deduces from the message that it needs to contact Home BSM for to get clearance the request, the Visited BSM SHALL send the ‘RoamingServiceRequest’ (section 5.7.2.2) to the Home BSM. Home BSM SHALL respond to the request by sending ‘RoamingServiceResponse’ (section 5.7.2.3). In case the response allows roaming, then the Visited BSM sends a successful ‘ServiceResponse’ to the terminal. This leads to a subsequent LTKM delivery (push LTKM with Smartcard Profile or Trigger with DRM Profile).

The XML schema for these messages is defined in [BCAST10-XMLSchema-Roaming-backend].

The Network MAY support Broadcast Roaming, the Terminal SHALL support Broadcast Roaming. IF operator supports roaming, backend interfaces for roaming SHALL be supported.
5.7.2.1 Protocol stack for message exchanges between BSMs

The following protocol stack SHALL be used for message exchange between BSMs. HTTP over TCP/IP SHOULD be used for the delivery of the roaming procedure authorisation messages. HTTPS based on SSL 3.0 [SSL30] and TLS 1.0 [RFC 2246] SHALL be used in conjunction with TCP/IP to provide secure delivery of the authorisation messages.
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5.7.2.2 RoamingServiceRequest
	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	RoamingServiceRequest
	E
	
	
	Request message for Roaming Service between Home BSM and Visited BSM.

Contains the following attributes:

   RequestID

Contains the following elements:    

   HomeBSMFilterCode

   VisitedBSMFilterCode

   TerminalSubscriptionType

   UserID

   GlobalPurchaseItemID


	

	requestID
	A
	M
	1
	An ID that is unique in the scope of this exchange that SHALL be used throughout the roaming subscription procedure. It SHALL be generated by the party that initiates the message exchange when it first requests roaming registration.
	unsignedInt

	HomeBSMFilterCode
	E1
	M
	1
	The code that specifies the Home BSM. 

This element has the same structure as the ‘BSMFilterCode’ element in the ‘ServiceGuideDeliveryDescriptor’.


	complexType as defined for ‘BSMFilterCode’ in section  5.4.1.2 of [BCAST10-SG]

	
	
	
	
	






	

	
	
	
	
	

	

	
	
	
	
	

	

	
	
	
	
	

	

	

	
	
	
	






	

	
	
	
	
	

	

	
	
	
	
	

	

	
	
	
	
	

	

	
	
	
	
	
	

	VisitedBSMFilterCode
	E1
	M
	1
	The code that specifies the Visited BSM. 

This element has the same structure as the ‘BSMFilterCode’ element in the ‘ServiceGuideDeliveryDescriptor’.

· 
· 
· 
· 
· 
· 
· 
· 

	complexType as defined for ‘BSMFilterCode’ in section  5.4.1.2 of [BCAST10-SG]

	
	
	
	
	






	

	
	
	
	
	

	

	
	
	
	
	

	

	
	
	
	
	

	

	

	
	
	
	






	

	
	
	
	
	

	

	
	
	
	
	

	

	
	
	
	
	

	

	
	
	
	
	
	

	Terminal Subscription Type
	E1
	M
	1
	A field that SHALL indicate the subscription scope of the terminal in terms of roaming. The Home Service Provider and the Visited Service Provider have a common understanding of the field according to roaming agreements between them.

This element is not further specified in this specification.
	anyURI

	UserID
	E1
	M
	1..N
	A unique ID that SHALL be used to identify the terminal in both the Home Service Provider and Visited Service Provider BCAST service area.

Contains the following attributes:

   type
	string

	type
	A
	M
	1
	Specifies the type of User ID.  Allowed values are:

0 – username defined in [RFC 2865] 

1 – IMSI

2 – URI
3 – IMPI

4 – MSISDN

5 – MIN 

6-127 reserved for future use

128-255 reserved for proprietary use  
	unsignedByte

	PurchaseItemID
	E1
	M
	1..N
	Set of PurchaseItems (represented by GlobalPurchaseItemIDs) which are associated with the VisitedBSM and which the terminal wants to subscribe to / purchase.


	anyURI


Table 3: Structure of RoamingServiceRequest Message

5.7.2.3 RoamingServiceResponse
	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	RoamingServiceResponse
	E
	
	
	Response message for Roaming Service between Home BSM and Visited BSM.

Contains the following attribute:

   requestID

   roamingServiceStatus

Contains the following elements:

   UserID

   HomeBSMFilterCode

   VisitedBSMFilterCode

   PurchaseItemID


	

	requestID
	A
	M
	1
	An ID that is unique in the scope of this exchange SHALL be used throughout the roaming subscription procedure. It SHALL be generated by the party that initiates the message exchange when it first requests roaming registration.
	unsignedInt 

	roamingServiceStatus
	A
	M
	1
	A field that SHALL indicate whether the terminal has been authorized for roaming services or not. . The return codes are defined in section 5.11.
	unsignedByte

	UserID
	E1
	M
	1
	A unique ID that SHALL be used to identify the terminal in both the Home Service Provider and Visited Service Provider BCAST service area. 
	string

	type
	A
	M
	1
	Specifies the type of User ID.  Allowed values are:

0 – username defined in [RFC 2865] 

1 – IMSI

2 – URI
3 – IMPI

4 – MSISDN

5 – MIN 

6-127 reserved for future use

128-255 reserved for proprietary use  
	unsignedByte

	HomeBSMFilterCode
	E1
	M
	1
	The code that specifies the Home BSM. 

This element has the same structure as the ‘BSMFilterCode’ element in the ‘ServiceGuideDeliveryDescriptor’. 

· 
· 
· 
· 
· 
· 
· 
· 
· 
· 

	complexType as defined for ‘FilterCode’ in section  5.4.1.2 of [BCAST10-SG]

	
	
	

	
	






	

	
	
	
	
	

	

	
	
	
	
	

	

	
	
	
	
	

	

	

	
	
	
	






	

	
	
	
	
	

	

	
	
	
	
	

	

	
	
	
	
	

	

	
	
	
	
	
	

	VisitedBSMFilterCode
	E1
	M
	1
	The code that specifies the Visited BSM. 


· 
· 
· 
· 
· 
· 
· 
· 
This element has the same structure as the ‘BSMFilterCode’ element in the ‘ServiceGuideDeliveryDescriptor’. 

	complexType as defined for ‘FilterCode’ in section  5.4.1.2 of [BCAST10-SG]

	
	
	

	
	






	

	
	
	
	
	

	

	
	
	
	
	

	

	
	
	
	
	

	

	

	
	
	
	






	

	
	
	
	
	

	

	
	
	
	
	

	

	
	
	
	
	

	

	
	
	
	
	
	

	PurchaseItemID
	E1
	M
	1..N
	Set of PurchaseItems (represented by GlobalPurchaseItemIDs) which are associated with the VisitedBSM and which the terminal wants to subscribe to / purchase.


	anyURI


Table 4: Structure of RoamingServiceResponse Message
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