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1 Reason for Change

This CR represents an alternative to CR-334, and differs only by removing the proposed changes to that document which support price negotiability.  Compared to the ‘Service Response’ the ‘Token Purchase Response’ is missing E1 ‘PurchaseItem’ for which individual status codes are furnished.  In addition, similar to the clarification given in CR-342 on the amount of tokens requested, it is clarified that in this message, ‘amount’ represents the total number of tokens granted across the entirety of one or more purchase item(s) for which token purchase request was made.
R01 consistent with CR342, which specifies only zero or one PurchaseItems, we return only zero or one PurchaseItems.  The PurchaseItem is made optional in the response (to satisfy a request from Uwe) to support token purchase for anonymous consumption / privacy.

For error handling, now that we have just a single purchaseItem (at most) returned, only 1 status code is needed, and this is the (already mandatory) globalStatusCode.  Therefore, the itemwiseStatusCode has been removed.
R02 moves ‘TokensGranted’ from being a sub-element of ‘SmartcardProfileSpecificPart’ to a top level element of the Token Purchase Response message.  The reason for doing so is because the <type> of this element clearly indicates support for both DRM Profile and Smartcard Profile tokens.  Also, in alignment with CR-342R04, the only expected omission of ‘PurchaseItem’ is when the message is in response to a previous purchase request for DRM Profile tokens.
Changes from the previous version are highlighted in yellow.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss and agree to incorporate the proposed changes into the Services TS.
6 Detailed Change Proposal

Change 1:  Proposed changes to Token Purchase Response message
5.1.5.5.2 Token Purchase Response
This message, sent from the BSM to the terminal, represents a successful outcome, either unconditional or conditional in nature, in response to the Token Purchase Request. This message is applicable to both the DRM Profile and Smartcard Profile. 
	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	TokenPurchaseResponse
	E
	
	
	Token Purchase Response

Contains the following attributes:

   requestID

   globalStatusCode

Contains the following elements:
   TokensGranted
   PurchaseItem
   DrmProfileSpecificPart

   SmartcardProfileSpecificPart

Note: DrmProfileSpecificPart and SmartcardProfileSpecificPart are mutually exclusive – TokenPurchaseResponse SHALL contain either the DrmProfileSpecificPart or SmartcardProfileSpecificPart.
	

	requestID
	A
	O
	0..1
	Identifier for the corresponding Token Purchase request message.
	unsignedInt

	globalStatusCode
	A
	M
	1
	The outcome of the request, according to the return codes defined in section 5.11. 
	unsignedByte

	TokensGranted
	E1
	O
	0..1
	Granted tokens in response to the token purchase request.

It contains the following attributes:

  type

  amount

  chargingType

Note: The element TokensGranted simply represents the information on the outcome of the token purchase request. The actual token delivery is fulfilled by a LTKM.
	

	type
	A
	M
	1
	Specifies the type of tokens granted in the token purchase transaction.

Allowed values are:

0 – reserved

1- tokens for DRM Profile

2 –  service tokens for the Smartcard Profile, added to the live_ppt_purse of the specified SEK/PEK key group

3 – service tokens for the Smartcard Profile added to the playback_ppt_purse purse of the specified SEK/PEK key group

4 – user tokens for the Smartcard Profile added to the user purse associated to the BSM ID

5-127 reserved for future use

128-255 reserved for proprietary use

	unsignedByte

	amount
	A
	M
	1
	Specifies the number of tokens granted in the token purchase transaction.

For type 0, 1, 2, 3 and 4, the value corresponds to the number of tokens granted.

Note that this value is not equal to the attribute ‘amount’ given in the Token Purchase Request message.  In the Token Purchase Response, ‘amount’ represents the total number of tokens sought by the terminal in the associated token purchase request, i.e. it equals the product  (amount) x (PurchaseUnitNum) in that request.

	unsignedInt

	charging
Type
	A
	M
	1
	The type of charging to be associated with the token purchase transaction.  The following values are defined:

0 – unspecified

1 – prepaid 

2 – postpaid

3-127 – reserved for future use

128-255 – reserved for proprietary use
	unsignedByte

	PurchaseItem
	E1
	M
	0..1
	Describes the results of the previous token  purchase request message for subscribing to or purchasing the PurchaseItem.  In the case of request for  Smartcard Profile user tokens or DRM Profile tokens, the PurchaseItem  SHALLis expected to be omitted.

For the DRM Profile, if subscription or purchase is successful, rightsValidityEndTime of the purchase item will be present. 
Contains the following attributes:

   globalIDRef
	

	globalIDRef
	A
	M
	1
	The identifier of the purchase item. A purchase item is identified by the GlobalPurchaseItemID found in the PurchaseItem fragment.
	anyURI

	DrmProfileSpecificPart
	E1
	O
	0..1
	Service & Content Protection DRM-profile specific part. This part is MANDATORY to support for DRM Profile, and is not applicable to the Smartcard Profile..

Contains the following elements: 
roap Trigger
	

	roap Trigger
	E2
	O
	0..1
	If the token purchase succeeded, the response SHALL include a ROAP Trigger** as an additional payload. The device is expected to use the trigger to initiate one or more token acquisitions.  
If the token purchase failed because the device was unregistered, the response includes a ROAP Registration Trigger** as an additional payload. The device is expected to use the trigger to initiate a registration and repeat the token purchase once it is successfully registered.
	reference to “roapTrigger” element as defined in OMA DRM 2.0  XML namespace

	SmartcardProfileSpecificPart
	E1
	O
	0..1
	Service & Content Protection Smartcard Profile specific part. This part is MANDATORY to support for the Smartcard Profile, and is not applicable to the DRM Profile.

Contains the following element:

   
   LTKM
	

	
	
	
	
	





	

	
	
	
	
	









	

	
	
	
	
	

	

	
	
	
	
	





	

	LTKM
	E2
	O
	0..N
	Smartcard profile BCAST LTKM (base64-encoded MIKEY message). This element is present if the terminal and the BSM have agreed on “HTTP” as a LTKM delivery mechanism during the registration procedure (see section 5.1.6.10)
	base64Binary


Table 1: Structure of Token Purchase Response in General Service Provisioning Message 

**These (ROAP messages) are OMA DRMv2.0 specific. They are defined in [DRMDRM-v2.0]. Implementation in XML schema will be done by referenceing the “RoapTrigger element from the OMA DRM2.0 ROAP protocol schema. Other service protection mechanisms will map their own respective messages to the corresponding fields.
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