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1 Reason for Change

While section 5.7 normatively defines the <RoamingRuleRequest> and <RoamingRuleResponse> XML messages, it does not specify how these are transported between the terminal and the BSM. In order to ensure interoperability, it is proposed to fill this gap along the lines of what has been specified for general Service Provisioning messages.

Note that roaming message exchange between BSMs is not addressed in this CR, but is straightforward to define should there be interest in the group to do so.

2 Impact on Backward Compatibility

Not applicable.

3 Impact on Other Specifications

Not applicable.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The group is kindly requested to consider the proposed changes for agreement.

6 Detailed Change Proposal

Change 1:  Changes to section 5.7.1

5.7.1 Roaming messages between Terminal and BSM 

Terminal uses the RoamingRuleRequest to request the RoamingRules associated with BSMSelector (identified by the id of the selector). As a response, the Terminal receives RoamingRuleResponse that carry the RoamingRules.

The XML schema for these messages is defined in [BCAST10-XMLSchema-Roaming-frontend].

5.7.1.1 RoamingRuleRequest

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	RoamingRuleRequest
	E
	
	
	Request message of Roaming Rules.

Contains the following elements:

   UserID

   HomeBSMFilterCode

   BSMSelectorId
	

	UserID
	E1
	M
	1
	A unique ID that SHALL be used to identify the terminal in BCAST service area of both the Home Mobile Broadcast Service Provider and Visited Mobile Broadcast Service Provider.

Contains the following attributes:

   Type
	string

	type
	A
	M
	1
	Specifies the type of User ID.  Allowed values are:

0 – username defined in [RFC 2865] 

1 – IMSI

2 – URI
3 – IMPI

4 – MSISDN

5 – MIN 

6-127 reserved for future use

128-255 reserved for proprietary use  
	unsignedByte

	HomeBSMFilterCode
	E1
	M
	1..N
	The code that specifies the Home BSM.

This element has the same structure as the ‘BSMFilterCode’ element in the ‘ServiceGuideDeliveryDescriptor’. 


	complexType as defined for ‘BSMFilterCode’ in section  5.4.1.5.2 of [BCAST10-SG]

	BSMSelectorId
	E1
	M
	1..N
	Identifier of the BSMSelector associated with BSM for which terminal is requesting Roaming Rules. The identifier is unique within the network. 
	anyURI


Table 31: Structure of RoamingRuleRequest Message

5.7.1.2 RoamingRuleResponse

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	RoamingRuleResponse
	E
	
	
	Response message of Roaming Rules

Contains the following element:

   ResponseEntry
	

	ResponseEntry
	E1
	M
	1..N
	Entry containing response to each requested BSMSelectorId

Contains the following attribute:

   exclusive

Contains the following element:

   BSMSelectorId

   RoamingRule
	

	exclusive
	A
	O
	0..1
	Indicates whether the rules delivered in this response are exclusive. 

If “true”, the rules are exclusive and terminal that accesses fragments covered by these rules (i.e. associated with the BSMSelectorId) SHALL NOT access fragments associated with any other BSMSelectorId.

This means that – if this attribute is set to “true” – the Terminal SHALL only use the SG fragments of a single BSM at the time and not mix SG fragments from other BSM even if the Terminal already got access to those.
	boolean

	BSMSelectorId
	E2
	M
	1
	Identifier of the BSMSelector of the BSM for which this ResponseEntry applies. The identifier is unique within the network.


	anyURI

	RoamingRule
	E2
	M
	1..N
	Entry specifying the RoamingRule associated with BSMSelector. 
This element has the same structure as the ‘RoamingRule’ element in the ‘ServiceGuideDeliveryDescriptor’.
	complexType as defined for ‘RoamingRule’ in section  5.4.1.5.2 of [BCAST10-SG]


Table 32: Structure of Roaming RuleResponse Message

It is RECOMMENDED that:

· in case the roaming rules are not subject to frequent changes, the Network delivers them following a RoamingRuleRequest from the terminal in a RoamingRuleResponse.

· and, in case the roaming rules are subject to frequent changes, the Network delivers them through the RoamingRule element in the SGDD.

Note: delivery of roaming rules through SGDD over the interaction channel is not subject to either any recommendations or limitations.

5.7.1.3 Transport protocol

The BSM and Terminal SHALL support HTTP 1.1 [RFC 2616]
 as a delivery method to exchange roaming messages. The BSM and Terminal MAY also support HTTPS for this purpose, where HTTPS SHALL be based on SSL 3.0 [SSL30] and TLS 1.0 [RFC 2246]. Furthermore, the following rules apply:

· The Terminal SHALL issue HTTP/1.1 POST request carrying one ‘RoamingRuleRequest’ element in the ‘message-body’ part. 

· The BSM SHALL answer with an HTTP/1.1 200 (OK) response carrying one, and only one, ‘RoamingRuleResponse’ element in the ‘message-body’ part

· In both request and responses, the Content-Type entity-header field SHALL be set to ‘application/vnd.oma.bcast.roaming+xml’

· The BSM MAY compress the response using GNU zip [GZIP], in which case the Content-Encoding entity-header field SHALL be set to ‘gzip’. 

Change 2:  MIME type registration request in Appendix H.

H.6 Media-Type Registration Request for application/vnd.oma.bcast.roaming+xml

This section provides the registration request, as per [RFC 2048], to be submitted to IANA.

Type name: 

application

Subtype name: 

vnd.oma.bcast.roaming+xml 

Required parameters: 
none

Optional parameters: 
none

Encoding considerations: 
binary

Security considerations: 

BCAST Roaming message data are passive, meaning they do not contain executable or active content which may represent a security threat. The format does not include confidential fields. However, the information present in this media format is used to configure the receiving application. Thus, the usage of the format may be vulnerable to attacks modifying or spoofing the content of this format. Depending on the system architecture, it is recommended to use source authentication and integrity protection.

Interoperability considerations: 

This content type carries roaming information within the scope of the OMA BCAST enabler. The OMA BCAST enabler specification includes static conformance requirements for this content.

Published specification: 

OMA BCAST 1.0 Enabler Specification – Mobile Broadcast Services, especially section 5.7.1. Available from http://www.openmobilealliance.org    

Applications, which use this media type: 

OMA BCAST Roaming client

Additional information:

       Magic number(s): 

none

       File extension(s): 

none

       Macintosh File Type Code(s): 
none

Person & email address to contact for further information: 

Uwe Rauschenbach

Uwe.Rauschenbach@nsn.com

Intended usage: Limited use.

Only for usage with the BCAST Roaming message, which meet the semantics given in the mentioned specification. 

Author/Change controller: OMNA – Open Mobile Naming Authority, OMA-OMNA@mail.openmobilealliance.org 












�Note: a further CR will provide the HTTP 1.1 normative reference for TS Service. 


Editor please delete this comment.
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