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1 Overview

This liaison statement is intended to co-ordinate with ETSI the selection of a terminal identifier to be used with BCAST implementation of the ETSI SCP defined Secure Channel protocol.
2 Proposal

Dear SCP colleagues,

We would like to inform you that OMA BCAST currently defines the use of the Secure Channel protocol [TS 102 484] for securing the interface between the BCAST terminal client and the BCAST UICC application. In this context we need to define the “Terminal_appli_ID” that uniquely identifies the BCAST terminal endpoint and which is used for building the key reference for pre-shared key “Ks_local”.
As no coding scheme for this identifier has been defined so far we would like you to check if we can use the following ASN.1 based scheme for our purpose:
SC_Terminal_appli_ID:= SEQUENCE { 

         

SpecifcationReference 
OBJECT IDENTIFIER 

         

Terminal_appli_ID
OCTET STRING 

}           
Further we suggest applying a BER coding to this identifier which omits the SEQUENCE tag and length to save space for the relevant data giving the following format:


06 <length> <SpecificationReference OID>


04 <length> <Terminal_appli_ID array>
Because this coding scheme is based on registered OIDs it avoids collisions without maintaining a dedicated application identifier registry. It also allows SCP to define other coding schemes based on different data element tags in the first byte of the identifier.
For your information, we currently plan to fill the “Terminal_appli_ID” details for BCAST as follows:
	Byte
	Content
	Value

	Specification_Reference

	1-2
	Tag and length of SpecificationReference
	06 04 

	1-6
	SpecificationReference:= OID {

joint-isu-itu-t (2) 


identified-organizations (23) 


wap (43) 


oma-bcst (8)


oma-bcast-spcp(1)

}
	67 2B 08 01

	Terminal_appli_ID

	7-8
	Tag and length of BCAST Terminal_appli_ID
	04 08

	9
	BCAST Terminal_appli_ID coding schem
	01

	10
	BCAST version 1.0

(Incremented for each major and minor specification version change.)
	01

	11-12
	Client manufacturer code as allocated at OMNA at

(http://www.openmobilealliance.org/Tech/omna/omna-sec-oids.aspx)
	defined by OMNA

	13-14
	Client manufacturer extension 
	defined by client manufacturer

	15-16
	Client version
	defined by client manufacturer


3 Requested Action(s)

OMA BCAST kindly asks ETSI SCP to confirm, if possible, that the proposed coding format for the “Terminal_appli_ID” is acceptable and can be used in the BCAST implementation of the ETSI Secure Channel protocol. 
4 Conclusion

As OMA BCAST 1.0 specifications are currently being finalised, we would be appreciating your response as soon as possible.
With best regards, 
Sung Oh Hwang

OMA BCAST WG Chair
Note : 

Schedule of BCAST meetings for 2008
· BCAST Osaka meeting
: 
OCT 20 – 25

· BCAST Jeju Meeting
: 
NOV 17 – 20

· BCAST Cancun Meeting 
: 
DEC 15 - 19























































































� If the “Confidential LS” box is selected, this liaison statement is intended to be Confidential per agreement by OMA and the addressed organization.  Neither side should make this communication available to non-members.





NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2006 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 3)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-LiaisonStatement-20040917]

© 2006 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 3 (of 3)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-LiaisonStatement-20040917]

