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1 Reason for Change

The IETF draft http://www.ietf.org/internet-drafts/draft-jerichow-msec-mikey-genext-oma-00.txt has received the RFC number 5410. This CR proposes to replace the reference [IETF-Draft mikey-genext] by [RFC5410] and updates the references. Furthermore, the note in Change 3 is obsolete with this RFC and was therefore deleted.
2 Impact on Backward Compatibility

none

3 Impact on Other Specifications

none

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

6 Detailed Change Proposal

The group is kindly asked to accept the proposed modifications.

Change 1:  Section 2.1 Normative References

	[RFC5410]
	“Multimedia Internet KEYing (MIKEY) General Extension Payload for Open Mobile Alliance BCAST 1.0”, A. Jerichow, Ed., L. Piron, [Note to editor: add date], URL: http://www.ietf.org/rfc/rfc5410.txt


Change 2:  Section 6.6  Layer 2: Service Provisioning and LTKM Delivery

<no changes in Section till here>
Error! Reference source not found. below shows the MIKEY message format used for LTKMs in the Smartcard Profile.  The message structure SHALL be identical to the MIKEY message used by MBMS to deliver the MBMS Service Key (MSK) (defined by [3GPP TS 33.246 v7]) apart from the addition of the (optional) EXT BCAST payload as defined in [RFC5410].  The EXT BCAST payload is described in Section Error! Reference source not found.. 

Change 3:  Section 6.6.5.1  EXT BCAST Parental Control

The EXT BCAST parental control data payload is an instance of the General Extension Payload for MIKEY defined in Section 6.15 of [RFC3830]. The Subtype is equal to 4 as defined in [RFC5410].  
Change 4:  Section 6.6.7.2  Initial LTKM Processing in the Smartcard

When a BCAST Smartcard receives a MIKEY message, the Smartcard SHALL first determine the type of message by examining the MIKEY General Extension payload(s).  If the MIKEY message contains a General Extension payload of Type 3 (Key ID Information), i.e. the EXT MBMS payload defined for MBMS in [RFC4563], the Smartcard SHALL inspect the contents of this payload.  If the payload indicates delivery of an MSK/SEK, the Smartcard SHALL checks the MIKEY message for the presence of a General Extension payload of Type 5, i.e. the EXT BCAST payload defined for BCAST in [RFC5410]:

Change 5:  Section 6.7.3.4  STKM Processing in a Smartcard Supporting BCAST and MBMS

When a BCAST Smartcard receives a MIKEY message, the Smartcard SHALL first determine the type of message by examining the MIKEY General Extension payload(s) present in the message.  If the message contains a General Extension payload of Type 3 (Key ID Information), i.e. the EXT MBMS payload defined for MBMS in [RFC4563], then the Smartcard SHALL inspect the contents of this payload.  If the payload indicates that the delivery of an TEK (MTK), then the Smartcard SHALL check the message for the presence of a General Extension payload of Type 5, i.e. the EXT BCAST payload defined for BCAST in [RFC5410], and the following occurs:
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