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1 Reason for Change

Add normative reference to MPEG DASH specification

Add new definitions and abbreviations 

Add new fragments for MPD and initialization segments in the structure of service guide

Add a new element in Access fragment for the signalling of Media Presentation Description

Add a new section (section 8) for the support of Dynamic Adaptive Streaming services in the service guide.
2 Impact on Backward Compatibility
A new element and service type are added but ignored by terminals that are not compliant to this specification. No backward compatibility issues.
3 Impact on Other Specifications

No impact
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended to the group to accept the change proposed in this contribution.

6 Detailed Change Proposal

Change 1:  Add a normative reference [MPEG-DASH]
2.1 Normative References

	[3GPP TS 22.022]
	“Personalisation of GSM Mobile Equipment (ME); Mobile functionality specification”, 3rd Generation Partnership Project, Technical Specification 3GPP TS 22.022 Release 8, 
URL: http://www.3gpp.org

	[3GPP TS 23.003]
	“Numbering, Addressing and Identification”, 3rd Generation Partnership Project, Technical Specification 3GPP TS 23.003, Release 8, 
URL: http://www.3gpp.org/ftp/Specs/

	[3GPP TS 26.346]
	“Multimedia Broadcast/Multicast Service (MBMS); Protocols and codecs”, 3rd Generation Partnership Project, Technical Specification 3GPP TS 26.346 Release 8, 
URL: http://www.3gpp.org/ftp/Specs/

	[3GPP TS 31.102]
	“Characteristics of the Universal Subscriber Identity Module (USIM) application”, 3rd Generation Partnership Project, Technical Specification 3GPP TS 31.102, Release 8,
URL: http://www.3gpp.org/

	[3GPP TS 33.220]
	“Generic Authentication Architecture (GAA), Generic Bootstrapping Architecture”, 3rd Generation Partnership Project, Technical Specification 3GPP TS 33.220 Release 8, 
URL: http://www.3gpp.org

	[3GPP2 C.S0002-E]
	 “Physical Layer Standard for cdma2000 Spread Spectrum Systems”, 3rd Generation Partnership Project 2, Technical Specification 3GPP2 C.S0002-E, Release  E, Version 1.0, September 2009, 

URL: http://www.3gpp2.org/

	[3GPP2 C.S0005-E]
	 “Upper Layer (Layer 3) Signaling Standard for cdma2000 Spread Spectrum Systems,”, 3rd Generation Partnership Project 2, Technical Specification 3GPP2 C.S0005-E, Release  E, Version 1.0, September 2009,
URL: http://www.3gpp2.org/

	[3GPP2 C.S0023-D]
	“Removable User Identity Module for Spread Spectrum Systems”, 3rd Generation Partnership Project 2, Technical Specification 3GPP2 C.S0023-D, ReleaseD, Version 1.0, June 2009, 
URL: http://www.3gpp2.org/ 

	[3GPP2 C.S0024-B]
	 “cdma2000 High Rate Packet Data Air Interface Specification”, 3rd Generation Partnership Project 2, Technical Specification 3GPP2 C.S0024-B, Release  B, Version 3.0, September 2009,
URL: http://www.3gpp2.org/

	[3GPP2 C.S0065- B]
	 “cdma2000 Application on UICC for Spread Spectrum Systems”, 3rd Generation Partnership Project 2, Technical Specification 3GPP2 C.S0065-B, Release B, Version 1.0,  January 2010,
URL: http://www.3gpp2.org/

	[3GPP2 C.S0068-0]
	“ME Personalization for cdma2000 Spread Spectrum Systems”, 3rd Generation Partnership Project 2, Technical Specification 3GPP2 C.S0068-0, Release 0, Version 1.0, May 2006,
URL: http://www.3gpp2.org/

	[3GPP2 X.S0022-A]
	 “Broadcast and Multicast Service in cdma2000 Wireless IP Network ”, 3rd Generation Partnership Project 2, Technical Specification 3GPP2 X.S0022-A, Release A, Version 1.0, February 2007,
URL: http://www.3gpp2.org/ 

	[BCAST11-BCMCS-Adaptation]
	“BCAST Distribution System Adaptation – 3GPP2/BCMCS”, Open Mobile Alliance™, OMA-TS-BCAST_BCMCS_Adaptation-V1_1, 
URL: http://www.openmobilealliance.org/

	[BCAST12-Distribution]
	“File and Stream Distribution for Mobile Broadcast Services”, Open Mobile Alliance™, OMA-TS-BCAST_Distribution-V1_2, 
URL: http://www.openmobilealliance.org/

	[BCAST11-DVBH-IPDC-Adaptation]
	“BCAST Distribution System Adaptation – IPDC over DVB-H”, Open Mobile Alliance™, OMA-TS-BCAST_DVB_Adaptation-V1_1, 
URL: http://www.openmobilealliance.org/

	[BCAST11-DVBSH-IPDC-Adaptation]
	“BCAST Distribution System Adaptation – IPDC over DVB-SH”, Open Mobile Alliance™, OMA-TS-BCAST_DVBSH_Adaptation-V1_1, 
URL: http://www.openmobilealliance.org/

	[BCAST12-DVBNGH-Adaptation]
	“BCAST Distribution System Adaptation – DVB Next Generation Handheld”, Open Mobile Alliance™, OMA-TS-BCAST_DVBNGH_Adaptation-V1_2, 
URL: http://www.openmobilealliance.org/

	[BCAST11-FLO-Adaptation]
	“BCAST Distribution System Adaptation – Forward Link Only”, Open Mobile Alliance™, OMA-TS-BCAST_FLO_Adaptation-V1_1, 
URL: http://www.openmobilealliance.org/

	[BCAST11-MBMS-Adaptation]
	“BCAST Distribution System Adaptation – 3GPP/MBMS”, Open Mobile Alliance™, OMA-TS-BCAST_MBMS_Adaptation-V1_1, 
URL: http://www.openmobilealliance.org/

	[BCAST12-Requirements]
	“Mobile Broadcast Services Requirements”, Open Mobile Alliance™, OMA-RD-BCAST-V1_2, 
URL: http://www.openmobilealliance.org/

	[BCAST1-Schema-sg-be]
	“Mobile Broadcast Services – XML Schema for Service Guide Backend Interfaces”, Open Mobile Alliance™, OMA-SUP-XSD_bcast_sg_backend-V1_1, 
URL: http://www.openmobilealliance.org/

	[BCAST11-Schema-sg-f]
	“Mobile Broadcast Services – XML Schema for Service Guide Fragments”, Open Mobile Alliance™, OMA-SUP-XSD_bcast_sg_fragments-V1_1, 
URL: http://www.openmobilealliance.org/

	[BCAST12-Schema-sg-sgdd]
	“Mobile Broadcast Services – XML Schema for SGDD”, Open Mobile Alliance™, OMA-SUP-XSD_bcast_sg_sgdd-V1_2, 
URL: http://www.openmobilealliance.org/

	[BCAST12-ServContProt]
	“Service and Content Protection for Mobile Broadcast Services”, Open Mobile Alliance™, OMA-TS-BCAST_SvcCntProtection-V1_2, 
URL: http://www.openmobilealliance.org/

	[BCAST12-Services]
	“Mobile Broadcast Services”, Open Mobile Alliance™, OMA-TS-BCAST_Services-V1_2, 
URL: http://www.openmobilealliance.org/

	[DM 1.3]
	“Enabler Release Definition for OMA Device Management v1.3”, OMA-ERELD-DM-V1_3_0, 
URL: http://www.openmobilealliance.org/

	[DRM20-Broadcast-Extensions]

	“OMA DRM v2.0 Extensions for Broadcast Support”, Open Mobile Alliance™, OMA-TS-DRM-XBS-V1_1, 
URL: http://www.openmobilealliance.org/ 

	[FUMO]
	"OMA Enabler Release Definition for Firmware Update Management Object v1.0", Open Mobile Alliance™, OMA-ERELD-FUMO-V1_0,
URL: http://www.openmobilealliance.org/

	[HTML401]
	HTML 4.01 Specification, W3C Recommendation 24 December 1999, 
URL: http://www.w3.org/TR/html4/.

	[IEEE 802.16-2004]
	IEEE 802.16-2004 October 2004, Air Interface for Fixed and Mobile Broadband Wireless Access Systems – Amendment for Physical and Medium Access Control Layers for Combined Fixed and Mobile Operation in Licensed Bands, August 2004
URL: http://www.ieee.org

	[IEEE 802.16e-2005]
	IEEE 802.16-2005 and IEEE 802.16-2004/Cor 1-2005, Local and Metropolitan Area Networks – Part 16: Air Interface for Fixed and Mobile Broadband Wireless Access Systems, February 2006
URL: http://www.ieee.org

	[IOPPROC]
	“OMA Interoperability Policy and Process”, Version 1.1, Open Mobile Alliance™, OMA-IOP-Process-V1_1, 
URL: URL:http://www.openmobilealliance.org/

	[ITU-MCC]
	“List of Mobile Country or Geographical Area Codes”, ITU-T Telecommunication Standardization Sector of ITU Complement To ITU-T Recommendation E.212 (05/2004),

URL:  http://www.itu.int/dms_pub/itu-t/opb/sp/T-SP-E.212A-2007-PDF-E.pdf
Note: This List will be updated regularly by numbered series of amendments published in ITU Operational Bulletin. For the latest version see:

URL: http://www.itu.int/itu-t/bulletin/annex.html

	[MIGFG]
	The Moving Image Genre-Form Guide, Library of US Congress, 
URL: http://www.loc.gov/rr/mopic/miggen.html

	[MPEG-DASH]
	Information technology — Dynamic adaptive streaming over HTTP (DASH) — Part 1: Media presentation description and segment formats, ISO/IEC JTC 1/SC 29/WG 11, ISO/IEC DIS 23009-1
URL: http://www.iso.org/

	[OMA MLP]
	“Mobile Location Protocol”, Open Mobile Alliance™, OMA-TS-MLP-V3_2, 
URL:http://www.openmobilealliance.org/

	[OMNA]
	Open Mobile Naming Authority, Open Mobile Alliance™, 
URL: http://www.openmobilealliance.org/tech/omna

	[RFC 1035] 
	“DOMAIN NAMES - IMPLEMENTATION AND SPECIFICATION”, P. Mockapetris, November 1987, 
URL: http://www.ietf.org/rfc/rfc1035.txt

	[RFC 1123]
	“Requirements for Internet Hosts -- Application and Support”, Internet Engineering Task Force, R. Braden, Editor, October 1989, 
URL: http://www.ietf.org/rfc/rfc1123.txt

	[RFC 130] 
	"RFC 1305 Network Time Protocol (Version 3) Specification, Implementation and Analysis", D. Mills, March 1992, 
URL: http://www.ietf.org/rfc/rfc1305.txt

	[RFC 1952] 
	“GZIP file format specification version 4.3”, P. Deutsch, May 1996, 
URL: http://www.ietf.org/rfc/rfc1952.txt

	[RFC 2046]
	“Multipurpose Internet Mail Extensions (MIME) Part Two: Media Types”, N. Freed, N. Borenstein, November 1996, 
URL: http://www.ietf.org/rfc/rfc2046.txt

	[RFC 2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, 
URL: http://www.ietf.org/rfc/rfc2119.txt

	[RFC 2234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. November 1997, 
URL: http://www.ietf.org/rfc/rfc2234.txt

	[RFC 2246]
	“The TLS Protocol, Version 1.0”, T. Dierks, C.Allen, January 1999, 
URL: http://www.ietf.org/rfc/rfc2246.txt   

	[RFC 2326]
	IETF RFC 2326, “Real Time Streaming Protocol (RTSP) “, 
URL : http://www.ietf.org/rfc/rfc2326.txt

	[RFC 2396]
	“Uniform Resource Identifiers (URI): Generic Syntax”, T. Berners-Lee et al., August 1998, 
URL: http://www.ietf.org/rfc/rfc2396.txt 

	[RFC 2616]
	IETF RFC 2616, “Hypertext Transfer Protocol -- HTTP/1.1”, 
URL: http://www.ietf.org/rfc/rfc2616.txt

	[RFC 2782]
	IETF RFC 2782, “A DNS RR for specifying the location of services (DNS SRV)”, 
URL: http://www.ietf.org/rfc/rfc2782.txt

	[RFC 3066]
	“Tags for the Identification of Languages”, H. Alvestrand, January 2001, 
URL: http://www.ietf.org/http://www.ietf.org/rfc/rfc3066.txt 

	[RFC 3450]
	“Asynchronous Layered Coding (ALC) Protocol Instantiation”, M. Luby, J. Gemmell, L. Vicisano, L. Rizzo, J. Crowcroft, December 2002, 
URL: http://www.ietf.org/rfc/rfc3450.txt 

	[RFC 3451]
	“Layered Coding Transport (LCT) Building Block”, M. Luby, December 2002, 
URL: http://www.ietf.org/rfc/rfc3451.txt

	[RFC 3695]
	"Compact Forward Error Correction(FEC) Schemes", Luby, M. and L. Vicisano, 
URL: http://www.ietf.org/rfc/rfc3695.txt

	[RFC 3926]
	“FLUTE - File Delivery over Unidirectional Transport”, T. Paila, October 2004, 
URL: http://www.ietf.org/rfc/rfc3926.txt

	[RFC 4396]
	“RTP Payload Format for 3rd Generation Partnership Project (3GPP) Timed Text”, J.Rey, Y. Matsui, IETF RFC 4396, February 2006,                                                                                                                                              URL: http://www.ietf.org/rfc/rfc4396.txt 

	[RFC 4566]
	“SDP – Session Description Protocol”, M. Handley, IETF RFC 4566,  July 2006, 
URL: URL: http://www.ietf.org/rfc/rfc4566.txt

	[RFC4234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. October 2005, URL:http://www.ietf.org/rfc/rfc4234.txt

	[SCOMO]
	"OMA Enabler Release Definition for Software Component Management Object v1.0", Open Mobile Alliance™, OMA-ERELD-SCOMO-V1_0,
URL: http://www.openmobilealliance.org/

	[SCRRULES]
	“SCR Rules and Procedures”, Open Mobile Alliance™, OMA-ORG-SCR_Rules_and_Procedures, URL:http://www.openmobilealliance.org/

	[SSL30]
	“SSL 3.0 Specification”, Netscape Communications, November 1996, 
URL: http://wp.netscape.com/eng/ssl3/draft302.txt   

	[TVA-Metadata]
	ETSI TS 102 822-3-1 v1.3.1, “Broadcast and On-line Services: Search, select, and rightful use of content on personal storage systems ("TV-Anytime")”, 
URL: http://portal.etsi.org

	[XML]
	Extensible Markup Language (XML) 1.1, W3C Recommendation 04 February 2004, edited in place 15 April 2004 
URL: http://www.w3.org/TR/xml11

	[XML-Schema-2]
	XML Schema Part 2: Datatypes, Second Edition, W3C Recommendation 28 October 2004, 
URL: http://www.w3.org/TR/xmlschema-2/#built-in-datatypes

	
	


Change 2:  Add some definitions and abbreviations

1.1 Definitions

	Announcement session
	Transport sessions which represent the Service Guide Announcement Channel.

	Auxiliary Data
	Various types of media content, such as text, static image, audio or video clips, etc. used to customize a service or content item, or to provide enhancements or supplementary information to that service or content.

	Barker
	A content item containing media that is presented to the user in place of a selected content item to which the user is not subscribed.

	BCAST Distribution System
	A system typically but not necessarily containing the ability to transmit the same IP flow to multiple Terminal devices simultaneously. A BCAST Distribution System (BDS) typically uses techniques that achieve efficient use of radio resources. A BDS consists of Network functionality up to the IP layer and optional Service Distribution/Adaptation functionality above the IP layer. Most BDSs support broadcast/multicast distribution in the network. Some BCAST Distribution Systems have the capability to deliver the IP flows in the network via unicast.

	BSMCode
	An identifier stored on the BCAST terminal, representing the BSM of the Broadcast Service Provider. For example if the BSMCode is included in the ‘PurchaseChannel’ fragment, it informs the terminal whether the purchase items belonging to that purchase channel may be purchased by the user. BSMCode is presently defined as corresponding to either Smartcard-based terminals or non-Smartcard based terminals.

	Cachecast
	A non real-time file distribution service, for which the content could consist of audio, audio and video, and/or other types of data.  Once the subscriber has subscribed to this service, the content is delivered to the subscriber’s mobile device in the background, during the Distribution Window, transparently to the user.  The media is stored on the device and may be accessed by the user during a scheduled availability period referred to as the Presentation Window.

	Entry Point
	Connectivity related information required by the BCAST Terminal to access service/content, Service Guide, or Service Guide Delivery Descriptor.

	GZIP
	Abbreviation for GNU zip, a file compression algorithm defined by IETF RFC 1952, “GZIP file format specification version 4.3”.

	Initialisation Segment
	Segment containing metadata that is necessary to present the media streams encapsulated in Media Segments

	Media Presentation Description
	formalized description for a Media Presentation for the purpose of providing a streaming service

	Media Segment
	Segment that complies with media format in use and enables playback when combined with zero or more preceding segments, and an Initialisation Segment (if any)

	Preview Data
	Various types of media content, such as text, static image, audio clips, video clips, etc, or the combination of the above mentioned media components, used to present the outline of a service, content or purchase item to users. The preview data is described by the ‘PreviewData’ fragment of the Service Guide.

	Service Class
	A unique name used to identify a particular broadcast service. The service class is a combination of many properties, such as media formats or file types under use, handling of media, interaction with user, etc., used collectively to describe how a particular service works.

	Service Guide Announcement Channel
	A broadcast distribution channel over which Service Guide Delivery Descriptors carried within announcement sessions, are delivered to the terminal.

	Service Guide Delivery Channel
	A broadcast distribution channel over which Service Guide Delivery Units are delivered to the terminal.

	Service Guide Fragment
	An atomic information component of the Service Guide, which can be compressed, encapsulated and transported in the absence of other parts of the Service Guide.


3.3
Abbreviations

	3GPP
	3rd Generation Partnership Project

	ALC
	Asynchronous Layered Coding

	BCAST
	Mobile Broadcast Services

	BCMCS
	Broadcast Multicast Service

	BDS
	BCAST Distribution System

	BSA
	BCAST Service Application

	BSD/A
	BCAST Service Distribution/Adaptation

	BSM 
	BCAST Subscription Management 

	CENC
	Common ENCryption

	CID
	Content ID

	DASH
	Dynamic Adaptive Streaming over HTTP

	DRM
	Digital Rights Management

	DVB
	Digital Video Broadcast

	DVB-H
	Digital Video Broadcast – Handheld

	DVB-NGH
	Digital Video Broadcast- Next Generation Handheld

	DVB-T2
	Digital video Broadcast- Second Generation Terrestrial

	DVB-SH
	Digital Video Broadcast – Satellite to Handheld

	eMBMS
	Evolved Multimedia Broadcast Multicast Service

	EXT_CENC
	(LCT header) Extension (defining) Content Encoding

	EXT_FTI
	(LCT header) Extension (defining) FEC Transmission Information

	FDT
	File Delivery Table

	FEC
	Forward Error Correction

	FLUTE
	File Delivery over Unidirectional Transport

	GBA
	Generic Bootstrapping Architecture

	GBA_ME
	Mobile Equipment (Terminal) based GBA

	GBA_U
	GBA with UICC-based enhancements

	GZIP
	GNU zip

	HRPD
	High Rate Packet Data

	HTTP
	Hypertext Transfer Protocol

	IP
	Internet Protocol

	IPDC
	IP DataCast

	KMS
	Key Management System

	LCT
	Layered Coding Transport

	LTE
	Long Term Evolution

	MBMS
	Multimedia Broadcast / Multicast Service

	MD5
	Message Digest (Number) 5

	MIME
	Multipurpose Internet Mail Extensions

	MLP
	Mobile Location Protocol

	MMS
	Multimedia Messaging Service

	MPD
	Media Presentation Description

	MPEG
	Motion Pictures Expert Group

	NID
	Network Identification

	NTP
	Network Time Protocol

	OMA
	Open Mobile Alliance

	OTI
	Object Transmission Information

	PZID
	Packet Zone ID

	RI
	Rights Issuer

	RO
	Rights Object

	RTP
	Real-time Transport Protocol

	RTSP
	Real-Time Streaming Protocol

	SDP
	Session Description Protocol

	SG
	Service Guide

	SG-A
	Service Guide Adaptation

	SG-C
	Service Guide-Client

	SG-D
	Service Guide-Distribution

	SGDD
	Service Guide Delivery Descriptor

	SGDU
	Service Guide Delivery Unit

	SG-G
	Service Guide Generation

	SID
	System Identification

	SMIL
	Synchronized Multimedia Integration Language

	SMS
	Short Message Service

	TOI
	Transport Object Identifier

	TSI
	Transport Session Identifier

	URI
	Uniform Resource Identifier

	URL
	Uniform Resource Locator

	USBD
	User Service Bundle Description

	USD
	User Service Description

	WAP
	Wireless Access Protocol

	XML
	Extensible Markup Language


Change 3:  Add new fragments in the structure of the service guide
5.1.1 Service Guide Structure and Fragmentation

The structure of the Service Guide data model is illustrated in the Figure 1 below. The basic assumption is that the data is represented as XML fragments. Each XML fragment is considered as a separate well-formed XML document [XML]. The XML text declaration MAY be omitted. In such a case, the terminal SHALL assume the following default XML text declaration to ensure well-formedness:


<?xml version="1.1"?> 

The namespaces used in a fragment SHOULD be declared in the fragment according to XML rules [XML]. If no namespace is declared, the terminal SHALL assume that the default namespace of the fragment is “urn:oma:xml:bcast:sg:fragments:1.3”. 

The meaning of the cardinalities shown in the Figure 1 is the following: One instantiation of Fragment A as in Figure 2 references c to d instantiations of Fragment B. If c=d, d is omitted. Thus, if c > 0 and Fragment A exists, at least c instantiation of Fragment B must also exist, but at most d instantiations of Fragment B may exist. Vice versa, one instantiation of Fragment B is referenced by a to b instantiations of Fragment A. If a=b, b is omitted. The arrow connection from Fragment A pointing to Fragment B indicates that Fragment A contains the reference to Fragment B.
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Figure 1: Structure of Service Guide

Any given ‘PurchaseItem’ fragment SHALL only be able to reference a single type among the following fragments: ‘Service’, ‘Schedule’, ‘Content’, or another ‘PurchaseItem’. ‘Access’ fragment SHALL have a link to either ‘Service’ fragment or ‘Schedule’ fragment. 
As shown in Figure 1, all of the connection arrows between Service Guide fragments are uni-directional, specially, there are two pairs of opposite uni-directional arrows: one pair is between ‘Schedule’ fragment and ‘InteractivityData’ fragment, and the other pair is between ‘Acces’ fragment and ‘PreviewData’ fragment. The reference arrow from ‘Schedule’ fragment to ‘InteractivityData’ fragment declares the distribution schedule of the interactive media documents carried in a file stream (referenced by the ‘InteractivityData’ fragment); the reference arrow from ‘InteractivityData’ fragment to ‘Schedule’ fragment declares which ‘Schedule’ Fragment this ‘InteractivityData’ Fragment is associated with. The reference arrow from ‘Access’ fragment to ‘PreviewData’ fragment indicates the service-by-serivce switching preview information for the access; the reference arrow from ‘PreviewData’ fragment to ‘Access’ fragment declares how the preview data can be accessed.
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Figure 2: Cardinalities and Reference Direction between Service Guide Fragments

The semantics of the elements in the model as defined as follows:
Service

The ‘Service’ fragment describes at an aggregate level the content items which comprise a broadcast service. The service may be delivered to the user using multiple means of access, for example, the broadcast channel and the interactive channel. The service may be targeted at a certain user group or geographical area. Depending on the type of the service it may have interactive part(s), broadcast-only part(s), or both.

Further, the service may include components not directly related to the content but to the functionality of the service – such as purchasing or subscription information. As the part of the Service Guide, the ‘Service’ fragment forms a central hub referenced by the other fragments including ‘Access’, ‘Schedule’, ‘Content’ and ‘PurchaseItem’ fragments. In addition to that, the ‘Service’ fragment may reference ‘PreviewData’ fragment. It may be referenced by none or several of each of these fragments. 

Together with the associated fragments the terminal may determine the details associated with the service at any point of time. These details may be summarized into a user-friendly display, for example, of what, how and when the associated content may be consumed and at what cost 

Schedule

The ‘Schedule’ fragment defines the timeframes in which associated content items are available for streaming, downloading and/or rendering. This fragment always references the ‘Service’ fragment. If it also references one or more ‘Content’ fragments or ‘InterativityData’ fragments, then it defines the valid distribution and/or presentation timeframe of those content items belonging to the service, or the valid distribution timeframe and the automatic activation time of the InteractivityMediaDocuments associated with the service. On the other hand, if the ‘Schedule’ fragment does not reference any ‘Content’ fragment(s) or ‘InteractivityDat’a fragment(s), then it defines the timeframe of the service availability which is unbounded.
Content

The ‘Content’ fragment gives a detailed description of a specific content item. In addition to defining a type, description and language of the content, it may provide information about the targeted user group or geographical area, as well as genre and parental rating. 

The ‘Content’ fragment may be referenced by Schedule, PurchaseItem or ‘InteractivityData’ fragment. It may reference ‘PreviewData’ fragment or ‘Service’ fragment.
Access

The ‘Access’ fragment describes how the service may be accessed during the lifespan of the service. This fragment contains or references Session Description information and indicates the delivery method. One or more ‘Access’ fragments may reference a ‘Service’ fragment, offering alternative ways for accessing or interacting with the associated service.

For the Terminal, the ‘Access’ fragment provides information on what capabilities are required from the terminal to receive and render the service. The ‘Access’ fragment provides Session Description parameters either in the form of inline text, or through a pointer in the form of a URI to a separate Session Description. Session Description information may be delivered over either the broadcast channel or the interaction channel.

SessionDescription

The ‘SessionDescription’ is a Service Guide fragment which provides the session information for access to a service or content item. Further, the Session Description may provide auxiliary description information, used for associated delivery procedures.

The Session Description information is provided using either syntax of SDP in text format, or through a 3GPP MBMS User Service Bundle Description [3GPP TS 26.346] (USBD).

Auxiliary description information is provided in XML format and contains an Associated Delivery Description as specified in [BCAST11-Distribution].

Note that in case SDP syntax is used, an alternative way to deliver the Session Description is by encapsulating the SDP in text format in ‘Access’ fragment.

Note that Session Description as a concept may be used both for Service Guide delivery itself as well as for the content sessions.
MediaPresentationDescription

The ‘MediaPresentationDescription’ is a Service Guide fragment which provides the Media Presentation Description for access to a MPEG-DASH streaming service or content item. 
The Media Presentation Description information is provided using either syntax of MPD in text format, and conform to [MPEG-DASH] specification, or through a 3GPP MBMS User Service Bundle Description [3GPP TS 26.346] (USBD).

Note that in case MPD syntax is used, an alternative way to deliver the Media Presentation Description is by encapsulating the MPD in text format in ‘Access’ fragment.
InitializationSegmentDescription

The ‘InitializationSegmentDescription’ is a fragment which provides Initialization Segments for access to a MPEG-DASH streaming service or content item. Initialization Segments contain metadata that describes the media content and are necessary for the DASH client to present the media streams encapsulated in Media Segments.
The ‘MediaPresentationDescription’ fragment may refer, via the URL defined in Initialization element of the MPD, to one or more Initialization Segment Description fragments. 
PurchaseItem

The ‘PurchaseItem’ fragment represents a group of one or more services (i.e. a service bundle) or one or more content items, offered to the end user for free, for subscription and/or purchase. 

This fragment can be referenced by ‘PurchaseData’ fragment(s) offering more information on different service bundles. The ‘PurchaseItem’ fragment may be also associated with:

· a ‘Service’ fragment to enable bundled services subscription and/or, 

· a ‘Schedule’ fragment to enable consuming a certain service or content in a certain timeframe (pay-per-view functionality) and/or,

· a ‘Content’ fragment to enable purchasing a single content file related to a service. 

· other ‘PurchaseItem’ fragments to enable bundling of purchase items

PurchaseData

The main function of the ‘PurchaseData’ fragment is to express all the available pricing information about the associated purchase item. 

The ‘PurchaseData’ fragment collects the information about one or several purchase channels and may be associated with PreviewData specific to a certain service or service bundle. It carries information about pricing of a service, a service bundle, or, a content item. Also, information about promotional activities may be included in this fragment.

When a ‘PurchaseData’ fragment is used, this may initiate a second follow-on (autosubscribe) purchase.  Each follow-on ‘PurchaseData’ fragment will point to the originally purchased ‘PurchaseData’ fragment.  If the follow-on purchase is not free, the terminal must prompt the user for acceptance of the purchase.  To create an automatically subscribed ‘PurchaseData’, the fragment may point to itself.  Service providers may use this feature e.g. for automatic free-to-air encrypted services, for cross-promotions, and to provision the terminal for higher-layer BCAST applications such as DCD, DM, etc.

PurchaseChannel

The ‘PurchaseChannel’ fragment carries the information about the entity from which purchase of access and/or content rights for a certain service, service bundle or content item may be obtained, as defined in the ‘PurchaseData’ fragment.  The purchase channel is associated with one or more Broadcast Subscription Managements (BSMs).  The terminal is only permitted to access a particular purchase channel if it is affiliated with a BSM that is also associated with that purchase channel.

Multiple purchase channels may be associated to one ‘PurchaseData’ fragment. A certain end-user can have a “preferred” purchase channel (e.g. his/her mobile operator) to which all purchase requests should be directed. The preferred purchase channel may even be the only channel that an end-user is allowed to use.
PreviewData

‘PreviewData’ fragment contains information that is used by the terminal to present the service or content outline to users, so that the users can have a general idea of what the service or content is about. ‘PreviewData’ fragment can include simple texts, static images (for example, logo), short video clips, or even reference to another service which could be a low bit rate version for the main service. ‘Service’, ‘Content’, ‘PurchaseData’, ‘Access’ and ‘Schedule’ fragments may reference ‘PreviewData’ fragment

InteractivityData

The InteractivityData contains information that is used by the terminal to offer interactive services to the user, which is associated with the broadcast content. These interactive services enable users to e.g. vote during TV shows or to obtain content related to the broadcast content. ‘InteractivityData’ fragment points to one or many ‘InteractivityMedia’ documents that include xhtml files, static images, email template, SMS template, MMS template documents, etc. The ‘InteractivityData’ fragment may reference the ‘Service’, ‘Content’ and ‘Schedule’ fragments, and may be referenced by the ‘Schedule’ fragment.

ServiceGuideDeliveryDescriptor

The ServiceGuideDeliveryDescriptor is transported on the Service Guide Announcement Channel, and informs the terminal the availability, metadata and grouping of the fragments of the Service Guide in the Service Guide discovery process (see section 6.1.1). A SGDD allows quick identification of the Service Guide fragments that are either cached in the terminal or being transmitted. For that reason, the SGDD is preferably repeated if distributed over broadcast channel. The SGDD also provides the grouping of related Service Guide fragments and thus a means to determine completeness of such group.

The ServiceGuideDeliveryDescriptor is especially useful if the terminal moves from one service coverage area to another. In this case, the ServiceGuideDeliveryDescriptor can be used to quickly check which of the Service Guide fragments that have been received in the previous service coverage area are still valid in the current service coverage area, and therefore don’t have to be re-parsed and re-processed.

Change 4:  Add mediaPresentationDescription element in Access fragment
.1.1.1 Access

An ‘Access’ fragment describes to the terminal how it can access a service or a schedule during the lifespan of the ‘Access’ fragment. If the service or content is protected, the fragment also contains service and content protection information.

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	Access
	E
	
	
	‘Access’ fragment

Contains the following attributes:

id
version
validFrom
validTo

Contains the following elements:

AccessType

KeyManagementSystem

EncryptionType

ServiceReference

ScheduleReference

TerminalCapabilityRequirement

BandwidthRequirement

ServiceClass

ReferredSGInfo

PreviewDataReference

NotificationReception

SmartcardProvisioningReception

PrivateExt
	

	id
	A
	NM/
TM
	1
	ID of the ‘Access’ fragment. The value of this attribute SHALL be globally unique.
	anyURI

	version
	A
	NM/
TM
	1
	Version of this fragment. The newer version overrides the older one starting from the time specified by the validFrom attribute, or as soon as it has been received if no validFrom attribute is given.
	unsignedInt 

	validFrom
	A
	NM/
TM
	0..1
	The first moment when this fragment is valid. If not given, the validity is assumed to have started at some time in the past. This field contains the 32bits integer part of an NTP time stamp.
	unsignedInt



	validTo
	A
	NM/
TM
	0..1
	The last moment when this fragment is valid. If not given, the validity is assumed to end in undefined time in the future. This field contains the 32bits integer part of an NTP time stamp.
	unsignedInt



	AccessType
	E1
	NM/
TM
	1
	Defines the type of access.

Note: Either one of ‘BroadcastServiceDelivery’ or ‘UnicastServiceDelivery’ but not both SHALL be instantiated. Implementation in XML Schema should use <choice>.

Contains the following elements:

BroadcastServiceDelivery

UnicastServiceDelivery
	

	BroadcastServiceDelivery
	E2
	NM/
TM
	0..1
	This element is used for the indication of IP transmission.

Contains the following elements:

BDSType

SessionDescription

FileDescription
mediaPresentationDescription

	

	BDSType
	E3
	NM/

TM
	0..1
	Identifier of the type of underlying distribution system that this ‘Access’ fragment relates to.

Contains the following element:

Type

Version 
	

	Type
	E4
	NM/

TM
	0..1
	Type of underlying BDS, possible values:

0. IPDC over DVB-H 

1. 3GPP MBMS

2. 3GPP2 BCMCS 

3. IPDC over DVB-SH
4. WiMAX

5. Forward Link Only
6. DVB-NGH

7. DVB-T2

8 -127. reserved for future use

128 -255. reserved for proprietary use
	unsignedByte

	Version
	E4
	NM/

TM
	0..N
	Version of underlying BDS. Possible values for MBMS are specified according to the following syntax in ABNF [RFC4234]:

version = “3GPP.” release “.” bearer

release = “R6” / “R7” / “R8”

bearer = “GERAN” / “UTRAN” / “MBSFN-FDD” / ” MBSFN-TDD” / ”MBSFN-IMB”

By applying these rules, strings such as 3GPP.R6.UTRAN and 3GPP.R8.MBSFN-IMB can be constructed. To allow backwards compatibility with BCAST 1.0, the strings ”Rel-6” and ”Rel-7” (which do not follow the ABNF syntax above) are also included in the set of possible values for MBMS. 

Other possible values include, e.g., 1x or HRPD or Enhanced HRPD for BCMCS.
	string

	SessionDescription
	E3
	NM/
TM
	1
	Reference to or inline copy of a Session Description information associated with this ‘Access’ fragment that the media application in the terminal uses to access the service.

Note: a referenced ‘SessionDescription’ fragment may be delivered in two ways: via broadcast or via fetch over interaction channel. 

In the case of fetch over interaction channel, the ‘SessionDescription’ fragment can be acquired by accessing the URI (given as attribute of the different Session Description reference elements). 
Contains the following elements:

SDP

SDPRef

USBDRef

ADPRef

The presence of elements ‘SDP’, ‘SDPRef’, and USBDRef are mutually exclusive. This is enforced in the XML schema by using <choice>.
	

	SDP
	E4
	NM/
TM
	0..1
	An inlined Session Description in SDP format [RFC 4566] that SHALL either be embedded in a CDATA section or base64-encoded. 

Contains the following attribute:

encoding
	string


	encoding
	A
	NM/TM
	0..1
	This attribute signals the way the Session Description has been embedded:

· It SHALL NOT be present when the Session Description is embedded into a CDATA section.

· It SHALL be present and set to “base64” in case the Session Description is base64-encoded.
	string

	SDPRef
	E4
	NM/TM
	0..1
	Reference to a Session Description in SDP format [RFC 4566]

Contains the following attributes:

uri

idRef

If both ‘uri’ and ‘idRef’ are present, the referenced Session Description information SHALL be identical.
	

	uri
	A
	NM/
TM
	0..1
	The URI referencing an external resource containing SDP information. This URI is used for interactive retrieval.
	anyURI

	idRef
	A
	NM/
TM
	0..1
	The id of the referenced ‘SessionDescription’ fragment if the fragment is delivered over the broadcast channel in SGDU, globally unique
	anyURI

	USBDRef
	E4
	NM/TM
	0..1
	Reference to an instance of MBMS User Service Bundle Description as specified in [3GPP TS 26.346] section 5.2.2, with the restrictions defined in section 5.1.2.5 of this spec.

Contains the following attributes:

uri

idRef

If both ‘uri’ and ‘idRef’ are present, the referenced Session Description information SHALL be identical.
	

	uri
	A
	NM/
TM
	0..1
	The URI referencing an external resource containing MBMS-USBD information. This URI is used for interactive retrieval.
	anyURI

	idRef
	A
	NM/
TM
	0..1
	The id of the referenced ‘SessionDescription’ fragment if the fragment is delivered over the broadcast channel in SGDU, globally unique
	anyURI

	ADPRef
	E4
	NM/TM
	0..1
	Reference to an AssociatedDeliveryProcedure for File and Stream Distribution as specified in [BCAST11-Distribution] section 5.3.4.

Contains the following attributes:

uri

idRef

If both ‘uri’ and ‘idRef’ are present, the referenced Session Description information SHALL be identical.
	

	uri
	A
	NM/
TM
	0..1
	The URI referencing an external resource containing AssociatedDeliveryProcedure for File and Stream Distribution. This URI is used for interactive retrieval.
	anyURI

	idRef
	A
	NM/
TM
	0..1
	The id of the referenced ’SessionDescription’ fragment if the fragment is delivered over the broadcast channel in SGDU, globally unique
	anyURI

	FileDescription
	E3


	NO/
TM
	0..1
	File metadata for file delivery sessions.

This element SHALL be provided when ALC is used. This element SHALL NOT be used in conjunction with FLUTE.

The network SHALL support ‘FileDescription’ element and all its sub-elements and attributes if ALC is used for File Distribution function.

Contains the following attributes:

Content-Type

Content-Encoding

FEC-OTI-FEC-Encoding-ID

FEC-OTI-FEC-Instance-ID

FEC-OTI-Maximum-Source-Block-Length

FEC-OTI-Encoding-Symbol-Length

FEC-OTI-Max-Number-of-Encoding-Symbols

FEC-OTI-Scheme-Specific-Info

Contains the following elements:

File
	

	Content-Type
	A
	NO/
TM
	0..1
	See RFC 3926, section 3.4.2
	string

	Content-Encoding
	A
	NO/
TM
	0..1
	See RFC 3926, section 3.4.2
	string

	FEC-OTI-FEC-Encoding-ID
	A
	NO/TM
	0..1
	See RFC 3926, section 3.4.2
	unsignedByte

	FEC-OTI-FEC-Instance-ID
	A
	NO/
TM
	0..1
	See RFC 3926, section 3.4.2
	unsignedLong

	FEC-OTI-Maximum-Source-Block-Length
	A
	NO/
TM
	0..1
	See RFC 3926, section 3.4.2
	unsignedLong

	FEC-OTI-Encoding-Symbol-Length
	A
	NO/
TM
	0..1
	See RFC 3926, section 3.4.2
	unsignedLong

	FEC-OTI-Max-Number-of-Encoding-Symbols
	A
	NO/
TM
	0..1
	See RFC 3926, section 3.4.2
	unsignedLong

	FEC-OTI-Scheme-Specific-Info
	A
	NO/TM
	0..1
	This attribute MAY be used to communicate FEC information which is not adequately represented by the other attributes related to FEC.
	base64Binary

	File
	E4
	NM/
TM
	1..N
	Parameters of a file.

Contains the following attributes:

Content-Location

TOI

Content-Length

Transfer-Length

Content-Type

Content-Encoding

Content-MD5

FEC-OTI-FEC-Encoding-ID

FEC-OTI-FEC-Instance-ID

FEC-OTI-Maximum-Source-Block-Length

FEC-OTI-Encoding-Symbol-Length

FEC-OTI-Max-Number-of-Encoding-Symbols

FEC-OTI-Scheme-Specific-Info
	

	Content-Location
	A
	NM/
TM
	1
	See RFC 3926, section 3.4.2
	anyURI

	TOI
	A
	NM/
TM
	1
	See RFC 3926, section 3.4.2
	positiveInteger

	Content-Length
	A
	NO/
TM
	0..1
	See RFC 3926, section 3.4.2
	unsignedLong 

	Transfer-Length
	A
	NO/
TM
	0..1
	See RFC 3926, section 3.4.2
	unsignedLong

	Content-Type
	A
	NO/
TM
	0..1
	See RFC 3926, section 3.4.2
	string

	Content-Encoding
	A
	NO/
TM
	0..1
	See RFC 3926, section 3.4.2
	string

	Content-MD5
	A
	NO/
TM
	0..1
	See RFC 3926, section 3.4.2
	base64Binary

	FEC-OTI-FEC-Encoding-ID
	A
	NO/TM
	0..1
	See RFC 3926, section 3.4.2
	unsignedByte

	FEC-OTI-FEC-Instance-ID
	A
	NO/
TM
	0..1
	See RFC 3926, section 3.4.2
	unsignedLong

	FEC-OTI-Maximum-Source-Block-Length
	A
	NO/
TM
	0..1
	See RFC 3926, section 3.4.2
	unsignedLong

	FEC-OTI-Encoding-Symbol-Length
	A
	NO/
TM
	0..1
	See RFC 3926, section 3.4.2
	unsignedLong

	FEC-OTI-Max-Number-of-Encoding-Symbols
	A
	NO/
TM
	0..1
	See RFC 3926, section 3.4.2
	unsignedLong

	FEC-OTI-Scheme-Specific-Info
	A
	NO/TM
	0..1
	This attribute MAY be used to communicate FEC information which is not adequately represented by the other attributes related to FEC.
	base64Binary

	mediaPresentationDescription

	E3
	NM/
TM
	0..1
	This element is present when the service is a MPEG DASH formatted service. This element provides a reference to the ‘MediaPresentationDescription’ fragment or an inline copy of the MPD that the DASH client in the terminal uses to access the service. The contents of the MPD or the Media Presentation Description metadata fragment are identical to the MPD defined in [MPEG-DASH] 

Note: a referenced ‘Media Presentation Description’ fragment may be delivered in two ways: via broadcast or via fetch over interaction channel. 

In the case of fetch over interaction channel, the ‘Media Presentation Description’ fragment can be acquired by accessing the URI (given as attribute of the Media Presentation Description reference element). 
Contains the following elements:

MPD
MPDRef
USBDRef
The presence of elements ‘MPD’, ‘MPDRef’, and USBDRef are mutually exclusive. This is enforced in the XML schema by using <choice>.


	

	MPD
	E4
	NM/
TM
	0..1
	An inlined Media Presentation Description in MPD format as defined in [MPEG-DASH] that SHALL either be embedded in a CDATA section or base64-encoded.

Contains the following attribute:

encoding
	string


	encoding
	A
	NM/TM
	0..1
	This attribute signals the way the Media Presentation Description has been embedded:

· It SHALL NOT be present when the Media Presentation Description is embedded into a CDATA section.

· It SHALL be present and set to “base64” in case the Media Presentation Description is base64-encoded.
	string

	MPDRef
	E4
	NM/

TM
	0..1
	Reference to a Media Presentation Description in MPD format as defined in [MPEG-DASH]

Contains the following attributes:

uri

idRef

If both ‘uri’ and ‘idRef’ are present, the referenced Media Presentation Description information SHALL be identical.
	

	uri
	A
	NM/
TM
	0..1
	The URI referencing an external resource containing MPD information. This URI is used for interactive retrieval. The terminal SHALL support HTTP URI for this purpose.
	anyURI

	idRef
	A
	NM/
TM
	0..1
	The id of the referenced ‘MediaPresentationDescription’ fragment if the fragment is delivered over the broadcast channel in SGDU, globally unique
	anyURI

	USBDRef
	E4
	NM/TM
	0..1
	Reference to an instance of MBMS User Service Bundle Description as specified in [3GPP TS 26.346] section 5.2.2,

Contains the following attributes:

uri

idRef

If both ‘uri’ and ‘idRef’ are present, the referenced Media Presentation Description information SHALL be identical.
	

	uri
	A
	NM/
TM
	0..1
	The URI referencing an external resource containing MBMS-USBD information. This URI is used for interactive retrieval.
	anyURI

	idRef
	A
	NM/
TM
	0..1
	The id of the referenced ‘MediaPresentationDescription’ fragment if the fragment is delivered over the broadcast channel in SGDU, globally unique
	anyURI

	UnicastServiceDelivery
	E2
	NM/

TM
	0..N
	This element indicates which server and/or protocol is used for delivery of service over Interaction Channel.

Contains the following attribute:

type

Contains the following elements:

AccessServerURL

SessionDescription
mediaPresentationDescription

	

	type
	A
	NM/

TM
	1
	Specifies transport mechanism that is used for this access.

0 - HTTP

1 - WAP 1.0

2- WAP 2.x

3- Generic RTSP to initialize RTP delivery

4- RTSP to initialize RTP delivery as per 3GPP-PSS (3GPP packet-switched streaming service)

5- RTSP to initialize RTP delivery as per 3GPP2-MSS (3GPP2 multimedia streaming services)

6 - FLUTE over Unicast

7-127 Reserved for future use

128-255 Reserved for proprietary use

Note: Specification or negotiation of ports used for unicast service delivery is handled by the used unicast distribution mechanisms. For example, RTSP and PSS based systems (values 3 and 4) do port negotiation within the RTSP signalling exchange.
	unsignedByte

	AccessServerURL
	E3
	NM/

TM
	0..N
	Server URL which the terminal can use to construct the URL to receive the service via the Interaction Network as specified in section 5.5 and 6.5 of [BCAST11-Distribution].If there are multiple instances of AccessServerURL signalled, the terminal SHALL randomly select one of them, and keep using it for the duration of the session.

In case of HTTP, this element SHALL contain the fields ‘http’ and ‘host’ according to [RFC 2616] and MAY contain the fields ‘port’, ‘abs_path’ and ‘query’. In case of RTSP, this element SHALL contain the fields ‘rtsp’ and ‘host’ according to [RFC 2326] and MAY contain the fields ‘port’ and ‘abs_path’.  

Note that this information MAY be complemented or overridden by information signalled in the ‘contentLocation’ attribute in the ‘Schedule’ fragment, or the ‘VideoURI’, ‘AudioURI’, and ‘PictureURI’ elements in the ‘PreviewData’ fragment. See sections 5.5.2 and 6.5 in [BCAST11-Distribution] for information how the RTSP Request-URI and the HTTP URL are constructed from this element and said the ‘contentLocation’ attribute. 

If ‘type’ attribute has one of the values “3”, “4” or “5” either E3 element ‘SessionDescription’ or E3 element ‘AccessServerURL’ or both SHALL be instantiated.
	anyURI

	SessionDescription
	E3
	NM/
TM
	0..1
	Reference to or inline copy of a Session Description information associated with this ‘Access’ fragment that the media application in the terminal uses to access the service.

Note: a referenced ‘SessionDescription’ fragment may be delivered in two ways: via broadcast or via fetch over interaction channel. 

In the case of fetch over interaction channel, the ‘SessionDescription’ fragment can be acquired by accessing the URI (given as attribute of the different Session Description reference elements). 
Contains the following elements:

SDP

SDPRef

USBDRef

ADPRef

The presence of elements ‘SDP’, ‘SDPRef’, and USBDRef are mutually exclusive. This is enforced in the XML schema by using <choice>.

If ‘SessionDescription’ E3 element is instantiated, and the ‘type’ attribute has one of the values “3”, “4” or “5”, the terminal MAY use it to acquire Session Description information (including RTSP Control URL) via broadcast channel or interaction channel using ‘SDPRef’ or use inlined SDP (E4 element ‘SDP’), instead of fetching Session Description information via RTSP. Further, in this case, ‘AccessServerURL’ E3 element MAY NOT be present.


If ‘type’ attribute has one of the values “3”, “4” or “5” either E3 element ‘SessionDescription’ or E3 element ‘AccessServerURL’ or both SHALL be instantiated.
	

	SDP
	E4
	NM/
TM
	0..1
	An inlined Session Description in SDP format [RFC 4566] that SHALL either be embedded in a CDATA section or base64-encoded.

Contains the following attribute:

encoding
	string


	encoding
	A
	NM/TM
	0..1
	This attribute signals the way the Session Description has been embedded:

· It SHALL NOT be present when the Session Description is embedded into a CDATA section.

· It SHALL be present and set to “base64” in case the Session Description is base64-encoded.
	string

	SDPRef
	E4
	NM/

TM
	0..1
	Reference to a Session Description in SDP format [RFC 4566]

Contains the following attributes:

uri

idRef

If both ‘uri’ and ‘idRef’ are present, the referenced Session Description information SHALL be identical.
	

	uri
	A
	NM/
TM
	0..1
	The URI referencing an external resource containing SDP information. This URI is used for interactive retrieval. The terminal SHALL support HTTP URI for this purpose.
	anyURI

	idRef
	A
	NM/
TM
	0..1
	The id of the referenced ‘SessionDescription’ fragment if the fragment is delivered over the broadcast channel in SGDU, globally unique
	anyURI

	USBDRef
	E4
	NM/TM
	0..1
	Reference to an instance of MBMS User Service Bundle Description as specified in [3GPP TS 26.346] section 5.2.2, with the restrictions defined in section 5.1.2.5 of this spec.

Contains the following attributes:

uri

idRef

If both ‘uri’ and ‘idRef’ are present, the referenced Session Description information SHALL be identical.
	

	uri
	A
	NM/
TM
	0..1
	The URI referencing an external resource containing MBMS-USBD information. This URI is used for interactive retrieval.
	anyURI

	idRef
	A
	NM/
TM
	0..1
	The id of the referenced ‘SessionDescription’ fragment if the fragment is delivered over the broadcast channel in SGDU, globally unique
	anyURI

	ADPRef
	E4
	NM/TM
	0..1
	Reference to an AssociatedDeliveryProcedure for File and Stream Distribution as specified in [BCAST11-Distribution] section 5.3.4.

Contains the following attributes:

uri

idRef

If both ‘uri’ and ‘idRef’ are present, the referenced Session Description information SHALL be identical.
	

	uri
	A
	NM/
TM
	0..1
	The URI referencing an external resource containing AssociatedDeliveryProcedure for File and Stream Distribution. This URI is used for interactive retrieval.
	anyURI

	idRef
	A
	NM/
TM
	0..1
	The id of the referenced ’SessionDescription’ fragment if the fragment is delivered over the broadcast channel in SGDU, globally unique
	anyURI

	mediaPresentationDescription

	E3
	NM/
TM
	0..1
	This element is present when the service is a DASH formatted service. This element provides a reference to the ‘MediaPresentationDescription’ fragment or an inline copy of the MPD that the DASH client in the terminal uses to access the service. The contents of the MPD or the Media Presentation Description metadata fragment are identical to the MPD defined in [MPEG-DASH] 
Note: a referenced ‘Media Presentation Description’ fragment may be delivered in two ways: via broadcast or via fetch over interaction channel. 

In the case of fetch over interaction channel, the ‘Media Presentation Description’ fragment can be acquired by accessing the URI (given as attribute of the Media Presentation Description reference element). 
Contains the following elements:

MPD
MPDRef
USBDRef
The presence of elements ‘MPD’, ‘MPDRef’, and USBDRef are mutually exclusive. This is enforced in the XML schema by using <choice>.


	

	MPD
	E4
	NM/
TM
	0..1
	An inlined Media Presentation Description in MPD format as defined in [MPEG-DASH] that SHALL either be embedded in a CDATA section or base64-encoded.

Contains the following attribute:

encoding
	string


	encoding
	A
	NM/TM
	0..1
	This attribute signals the way the Media Presentation Description has been embedded:

· It SHALL NOT be present when the Media Presentation Description is embedded into a CDATA section.

· It SHALL be present and set to “base64” in case the Media Presentation Description is base64-encoded.
	string

	MPDRef
	E4
	NM/

TM
	0..1
	Reference to a Media Presentation Description in MPD format as defined in [MPEG-DASH]

Contains the following attributes:

uri

idRef

If both ‘uri’ and ‘idRef’ are present, the referenced Media Presentation Description information SHALL be identical.
	

	uri
	A
	NM/
TM
	0..1
	The URI referencing an external resource containing MPD information. This URI is used for interactive retrieval. The terminal SHALL support HTTP URI for this purpose.
	anyURI

	idRef
	A
	NM/
TM
	0..1
	The id of the referenced ‘MediaPresentationDescription’ fragment if the fragment is delivered over the broadcast channel in SGDU, globally unique
	anyURI

	USBDRef
	E4
	NM/TM
	0..1
	Reference to an instance of MBMS User Service Bundle Description as specified in [3GPP TS 26.346] section 5.2.2, 

Contains the following attributes:

uri

idRef

If both ‘uri’ and ‘idRef’ are present, the referenced Media Presentation Description information SHALL be identical.
	

	uri
	A
	NM/
TM
	0..1
	The URI referencing an external resource containing MBMS-USBD information. This URI is used for interactive retrieval.
	anyURI

	idRef
	A
	NM/
TM
	0..1
	The id of the referenced ‘MediaPresentationDescription’ fragment if the fragment is delivered over the broadcast channel in SGDU, globally unique
	anyURI

	KeyManagementSystem
	E1
	NM/

TM
	0..N
	Information of Key Management System(s)(KMS) that can be used to contact the BCAST Permissions Issuer and, in case of the SmartCard Profile whereby GBA is used for SMK derivation, whether GBA_U is mandatory or whether either GBA_ME or GBA_U can be used. 

Note that the BCAST Permissions Issuer can support more than one KMS.

If KeyManagementSystem is not instantiated, it means neither Service nor Content Protection is applied¨ to the access method declared by the parent fragment.

Multiple occurrences of ‘KeyManagementSystem’ elements are allowed within this fragment only if all of the ‘KeyManagementSystem’ elements have different ‘kmsType’ attribute.

Contains the following elements:

ProtectionKeyID

PermissionsIssuerURI

TerminalBindingKeyID

Contains the following attributes:

kmsType

secureChannelRequired

protectionType
	

	kmsType
	A
	NM/

TM
	1
	Identifies the type of Key Management System(s)(KMS). Possible values:

0. oma-bcast-drm-pki  

Indicates OMA BCAST DRM profile (Public Key Infrastructure)

1. oma-bcast-gba_u-mbms

Indicates BCAST Smartcard profile using GBA_U (Symmetric Key Infrastructure)

2. oma-bcast-gba_me-mbms

Indicates BCAST Smartcard profile using GBA_ME 
3. oma-bcast-prov-bcmcs 

Indicates provisioned 3GPP2 BCMCS SKI

4 -127 Reserved for future use

128 – 255 Reserved for proprietary use
	unsignedByte

	secureChannelRequired
	A
	NO/TO
	0..1
	This attribute signals whether the protection of the interface between Terminal and Smartcard using the Secure Channel (see section 6.13 of [BCAST11-ServContProt]) is required for the protection of the Service/Content delivered via this Access.  Note that this signalling is indicative; the enforcement is done in the Smartcard as described in section 6.13 of [BCAST11-ServContProt].

This attribute is only meaningful in the Smartcard Profile, i.e. it SHALL NOT be instantiated in case the kmsType attribute has a value of ‘0’ or ‘2’.

If Secure Channel support is required, this attribute SHALL be instantiated and set to ‘true’. It SHALL be omitted or set to ‘false’ otherwise. 

Terminals supporting the Smartcard Profile SHALL support this attribute. For these Terminals, the following applies:

· Terminals MAY use this attribute to indicate whether the Service/Content delivered via this Access can be consumed, depending on whether or not the Secure Channel is supported by the combination of Terminal and Smartcard. 

· Further, Terminals that do not support the Secure Channel in combination with the Smartcard SHALL NOT offer to the user the option to purchase any PurchaseItem that includes Services or Content which are only accessible through Accesses requiring the Secure Channel.


	boolean

	protectionType
	A
	NM/

TM
	1
	Specifies the protection type offered by the KMS.

Values:

0. Content protection only, as defined by the LTKM

(protection_after_reception in STKM = 0x00 or 0x01 [BCAST11-ServContProt]) 

1. Service protection only

(protection_after_reception in STKM = 0x03 [BCAST11-ServContProt]) 

2. Content protection as defined by LTKM, plus playback of protected recording permission

(protection_after_reception in STKM = 0x02 [BCAST11-ServContProt])

3 – 127  Reserved for future use

128 – 255 Reserved for proprietary use

This attribute may also be used for presentation purpose to users, to indicate whether the content item(s), associated with the referenced Schedule by this ‘Access’ fragment, is protected or not.
	unsignedByte 

	PermissionsIssuerURI
	E2
	NM/TM
	1
	The semantics of this element are dependent on the type of the key management system. 

In case of the DRM Profile, the value of this element corresponds to the ‘RightsIssuerURL’ as defined by [DRMDRM-v2.0].

In case of the Smartcard profile, this element represents the address where the terminal performs the following three service provisioning procedures: 

· Registration Procedure 
(section 5.1.6.7 in [BCAST11-Services]),

· LTKM  Request Procedure 
(Section 5.1.6.8 in [BCAST11-Services]) and

· Deregistration Procedure (section 5.1.6.9 in [BCAST11-Services]).

In case the terminal needs to issue service provisioning messages other than three listed above, the terminal SHALL send these requests to the address given by the ‘PurchaseURL’ element of the corresponding ‘PurchaseChannel’ fragment.

For both the Smartcard and the DRM profile, if Adapted PDCF is used, the value of this element gives the value of the ‘RightsIssuerURL’ or ‘KeyIssuerURL’ as specified for the Adapted PDCF file format (section 8.3.2 in [BCAST11-ServContProt]).

In the case of the Smartcard Profile, the hostname part of the URI is the Fully Qualified Domain Name of the BSM.

In the case of (U)SIM Smartcard Profile, the path component of PermissionsIssuerURI SHALL be equal to ‘/keymanagement’, and the terminal SHALL append a ‘requesttype’ parameter to the URI, with a value set to ‘register’, ‘deregister’ or ‘msk-request’ for respectively registration,  deregistration and LTKM request procedure. In this case, the resulting Request-URI SHALL be compliant with respectively sections G.2.1, G.2.2 and G.2.3 of [3GPP TS 33.246 v7]. As specified in [3GPP TS 33.246 v7], the terminal MAY add additional URI parameters to this Request-URI.
	anyURI

	ProtectionKeyID
	E2
	NO/

TO
	0..N
	Key identifier needed to access protected service/content. This information allows the terminal to determine whether or not it has the correct key material to access service(s)/content item(s) within a PurchaseItem. In a scenario where this fragment is shared among multiple service providers, different key identifiers from the different service providers to access this specific protected service/content item may be mixed in this element and the terminal SHOULD be able to sort out the key identifiers associated with the terminal’s affiliated service provider based on the Key Domain ID. How this is used is out of scope and is left to implementation.

The network and terminal SHALL support this element in case the Smartcard Profile is supported [BCAST11-ServContProt].

The protection key identifiers to access a specific service or content item SHALL only be signalled in one of the following fragment types: 'Service', 'Content', 'PurchaseItem', 'PurchaseData' or 'Access' fragments, but not mixed.

Contains the following attribute:

type
	base64Binary

	type
	A
	NM/TM
	1
	Type of ProtectionKeyID:

0: ProtectionKeyID is the 5-byte long concatenation of theKey Domain ID with the Key group part of the SEK/PEK ID, where both values are as used in the Smartcard Profile [BCAST11-ServContProt].

The Key number part SHALL NOT be provided.

The Terminal MAY use the Key Domain ID and Key group part of the ProtectionKeyID to determine whether it already has SEK/PEK applicable to access the related service/content item. The Terminal MAY use this information to indicate to the user which services/content items can currently be accessed. The Terminal SHALL not use the SEK/PEK ID in the ProtectionKeyID to request a missing SEK or PEK.  It is possible for the Terminal to request missing SEK or PEK based on the information from the secure function after the STKM decryption has been failed.

1-127 Reserved for future use

128-255 Reserved for proprietary use 
	unsignedByte 

	TerminalBindingKeyID
	E2
	NO/

TO
	0..1
	Number identifying the Terminal Binding Key ID (TBK ID) that is needed to access the service.

If the element is absent, no TerminalBindingKey is used.

Both the network and the terminal with the Smartcard Profile SHALL support this element. It is TM for terminals with the smartcard profile.

This element does not apply to the DRM profile. 

Contains the following attribute:

tbkPermissionsIssuerURI
	unsignedInt

	tbkPermissionsIssuerURI
	A
	NO/

TM
	0..1
	Specifies the Permissions Issuer URI for the TerminalBindingKey if it is different from the ‘PermissionsIssuerURI’ sub-element of the ‘KeyManagementSystem’ element.

If the attribute is not present the same ‘PermissionsIssuerURI’ indicated for KeyManagementSystem is used to acquire both SEK / PEK and TerminalBindingKey.
	anyURI

	Encryption
Type
	E1
	NM/
TM
	0..N
	Specifies which encryption methods the terminal is to be able to support in order to utilize this Access. Contains the same value as traffic_protection_protocol signalled in STKM.

0 – IPsec

1 – SRTP

2 – ISMACryp

3 – DCF

4- 255 – Reserved for future use.

If this element is not present, this Access is not encrypted.
	unsignedByte

	ServiceReference
	E1
	NM/
TM
	0..N
	Reference to the ‘Service’ fragment(s) to which the ‘Access’ fragment belongs.

Either one of ‘ServiceReference’ or ‘ScheduleReference’, or neither, but not both SHALL be instantiated. 

Each ‘Service’ fragment SHALL be associated to at least one ‘Access’ fragment to enable the terminal to access the Service.

A single ‘Access’ fragment MAY reference to multiple ‘Service’ fragments. This is used when there are several independent descriptions of a single Service.
	

	idRef
	A
	NM/

TM
	1
	Identification of the ‘Service’ fragment which this ‘Access’ fragment is associated with.


	anyURI

	ScheduleReference
	E1
	NM/
TM
	0..N
	Reference to the ‘Schedule’ fragment(s) to which the ‘Access’ fragment belongs. 

This provides a reference to a ‘Schedule’ fragment to temporarily override the default ‘Access’ fragment of the Service addressed by the Schedule. 

Either one of ‘ServiceReference’ or ‘ScheduleReference’, or neither, but not both SHALL be instantiated. Note: Implementation in XML Schema using <choice>. 

Contains the following attribute:

idRef

Contains the following element:

DistributionWindowID
	

	idRef
	A
	NM/

TM
	1
	Identification of the ‘Schedule’ fragment which the ‘Access’ fragment relates to.
	anyURI

	DistributionWindowID
	E2
	NO/

TM
	0..N
	Relation reference to the DistributionWindowID to which the ‘Access’ fragment belongs. 

The ‘DistributionWindowID’ element declared in this element SHALL be the complete collection or a subset of the DistributionWindow ids declared in the ‘Schedule’ fragment, to which ‘idRef’ reference belongs.
	unsignedInt

	TerminalCapabilityRequirement
	E1
	NO/

TM
	0..1
	Terminal capabilities needed to consume the service or content. 

This element provides a hint to the terminal of what is needed to apply the consumption method represented by this ‘Access’ fragment. It is out of scope of this specification how the terminal applies this information.

For video and audio, the media type and the related media type attributes in the Session Description information signal the audio/video decoder. Additionally, this element provides a hint on the decoder requirements to the terminal that it can use without inspecting the Session Description information. For initiation of the media consumption session, the parameters defined in the Session Description information SHALL take priority.

It is RECOMMENDED that the complexities of the audio/video streams are described here if they differ from the complexities which can be derived from the media type attributes in the Session Description information (e.g. level

Contains the following elements:

Video

Audio

DownloadFile

Rich Media
	

	Video
	E2
	NO/

TM
	0..1
	Video codec capability related requirements 

Contains the following elements:

MIMEType

Complexity
	

	MIMEType
	E3
	NO/
TM
	0..1
	MIME Media type of the video. 

If the complexities that can be derived from the MIMEType element and the codec parameters below differ from the parameters defined under the ‘Complexity’ element below, then the parameters defined under the ‘Complexity’ element SHALL take priority. 

Contains the following attribute:

codec
	string

	codec
	A
	NO/
TM
	0..1
	The codec parameters for the associated MIME Media type. If the MIME type definition specifies mandatory parameters, these MUST be included in this string. Optional parameters containing information that can be used to determine as to whether the terminal can make use of the media SHOULD be included in the string. One example of the parameters defined for video/3GPP, video/3GPP2 is specified in [RFC4281].
	string



	Complexity
	E3
	NM/

TM
	0..1
	The complexity the video decoder has to deal with.

It is RECOMMENDED that this element is included if the complexity indicated by the MIME type and codec parameters differs from the actual complexity.

Contains the following elements:

Bitrate

Resolution

MinimumBufferSize
	

	Bitrate
	E4
	NO/

TM
	0..1
	The total bit-rate of the video stream. 

Contains the following attributes:

average

maximum
	

	average
	A
	NO/

TM
	0..1
	The average bit-rate in kbit/s
	unsignedShort 

	maximum
	A
	NO/

TM
	0..1
	The maximum bit-rate in kbit/s
	unsignedShort 

	Resolution
	E4
	NO/

TM
	0..1
	The resolution of the video.

Contains the following attributes:

horizontal

vertical

temporal
	

	horizontal
	A
	NM/

TM
	1
	The horizontal resolution of the video in pixels.
	unsignedShort

	vertical
	A
	NM/

TM
	1
	The vertical resolution of the video in pixels.
	unsignedShort

	temporal
	A
	NM/

TM
	1
	The maximum temporal resolution in frames per second.


	decimal

	MinimumBufferSize
	E4
	NO/

TM
	0..1
	The minimum decoder buffer size needed to process the video content in kbytes. 
	unsignedInt 

	Audio
	E2
	NO/

TM
	0..1
	The audio codec capability. 

Contains the following elements:

MIMEType

Complexity
	

	MIMEType
	E3
	NO/
TM
	0..1
	MIME Media type of the audio. 

If the complexities that can be derived from the MIMEType element and the codec parameters below differ from the parameters defined under the ‘Complexity’ element below, then the parameters defined under the ‘Complexity’ element SHALL take priority.

Contains the following attribute:

codec
	string

	codec
	A
	NO/
TM
	0..1
	The codec parameters for the associated MIME Media type. If the MIME type definition specifies mandatory parameters, these MUST be included in this string. Optional parameters containing information that can be used to determine as to whether the terminal can make use of the media SHOULD be included in the string. One example of the parameters defined for audio/3GPP, audio/3GPP2 is specified in [RFC4281].
	string



	Complexity
	E3
	NM/

TM
	0..1
	The complexity the audio decoder has to deal with.

It is RECOMMENDED that this element is included if the complexity indicated by the MIME type and codec parameters differs from the actual complexity.

Contains the following elements:

Bitrate

MinimumBufferSize
	

	Bitrate
	E4
	NO/

TM
	0..1
	The total bit-rate of the audio stream.

Contains the following attributes:

average

maximum
	

	average
	A
	NO/

TM
	0..1
	The average bit-rate in kbit/s
	unsignedShort 

	maximum
	A
	NO/

TM
	0..1
	The maximum bit-rate in kbit/s
	unsignedShort 

	MinimumBufferSize
	E4
	NO/

TM
	0..1
	The minimum decoder buffer size needed to process the audio content in kbytes. 
	unsignedInt 

	DownloadFile
	E2
	NO/

TM
	0..1
	The required capability for the download files.

Contains the following elements:

MIMEType
	

	MIMEType
	E3
	NM/

TM
	1..N
	Assuming a download service consists of a set of files with different MIME types which together make up the service, the terminal must support all of these MIME types in order to be able to present the service to the user.

The format of this string 

· SHALL follow the ‘Content-Type’ syntax defined in [RFC 2045].

· Additionally the ‘Content-Type’ MAY be augmented as defined in [RFC 4281].

In the latter case the ‘Content-Type’ SHALL begin by

· “audio/3gpp”,

· “audio/3gpp2”,

· “video/3gpp” , 

· “video/3gpp2”

Contains the following attribute: 

codec
	string

	codec
	A
	NO/

TM
	0..1
	The codec parameters for the associated MIME Media type.

If the file's MIME type definition specifies mandatory parameters, these MUST be included in this string. Optional parameters containing information that can be used to determine as to whether the terminal can make use of the file SHOULD be included in the string. One example of the parameters defined for audio/3GPP, audio/3GPP2, video/3GPP, video/3GPP2 is specified in [RFC4281].
	string

	RichMedia
	E2
	NO/

TO
	0..1
	Declares the rich media content characteristics. 

How to instantiate this element is further detailed in section 5.18 of [BCAST11-Services].

Contains the following element:

Capabilities
	

	Capabilities
	E3
	NM/TM
	1
	Contains the following attributes:

type

version

Contains the following element:

MIMEType

Complexity
	

	type
	A
	NM/TM
	1
	Indicate the type of RM content. 

Allowed values are:

0 – according to MIME type

1 – W3C SVG Tiny

2 – OMA RME

3 – MPEG LASeR

4 – 3GPP DIMS

5 – 127 reserved for future use

128 – 255 reserved for proprietary use
	unsignedByte

	version
	A
	NM/TM
	1
	Defines the version associated with the type
	string

	MIMEType
	E4
	NM/
TM
	0..N
	MIME Media type of the rich media content.

Contains the following attribute:

Codec
	String



	codec
	A
	NM/
TM
	0..1
	The codec parameters for the associated MIME Media type. If the file's MIME type definition specifies mandatory parameters, these MUST be included in this string. Optional parameters containing information that can be used to determine as to whether the terminal can make use of the file SHOULD be included in the string. 
	string



	Complexity
	E4
	NM/

TM
	1
	The complexity the rich media engine has to deal with. 

Contains the following attributes:

profile

sceneUpdateCommands

screenOrientation

Contains the following elements:

Animations

MediaElements

DOMnodes

Scripting

Compression


	

	profile
	A
	NO/TO
	1
	Defines the profile/level of the RMS

Note: it is conditional on the ‘type’ and ‘version’ attributes
	string

	sceneUpdateCommands
	A
	NO/

TM
	1
	Indicates whether the rich media content requires the processing of scene update commands to render the content.

Default: False
	boolean

	screenOrientation
	A
	NO/

TM
	1
	Indicates whether the rich media scene requires scene orientation management

Default: False
	boolean

	Animations
	E5
	NO/

TM
	1
	The number of animations in the rich media scene.

Contains the following attributes:

maximum
	

	maximum
	A
	NM/

TM
	0..1
	The maximum number of animations in the rich media scene

Default: 0
	unsignedShort 

	MediaElements
	E5
	NM/

TM
	1
	The number of media elements (i.e. video and audio) embedded in or referenced by the rich media scene. 

Contains the following attributes:

simultaneousVideo

simultaneousAudio
	

	simultaneousVideo
	A
	NM/

TM
	0..1
	The maximum number of concurrently running video elements in the rich media scene.

Default: 0
	unsignedShort 

	simultaneousAudio
	A
	NM/

TM
	0..1
	The maximum number of concurrently running audio elements in the rich media scene.

Default: 0
	unsignedShort 

	DOMNodes
	E5
	NO/

TM
	1
	The number of DOM nodes required to render the rich media content

This element SHALL be present if the Rich Media scene description is DOM-based, and SHALL be omitted otherwise.

Contains the following attributes:

maximum
	

	maximum
	A
	NM/

TM
	1
	The maximum number of active DOM nodes in a rich media scene at any given time.
	unsignedShort 

	Scripting
	E5
	NO/

TM
	1
	Indicates whether the rich media scene requires the processing of scripts (for e.g. ECMAScript) to render the content.

Contain the following element:

MIMEType
	

	MIMEType
	E6
	NM/TM
	0..N
	Indicates the MIMEtype of the script used within the Rich Media content.

If not present is indicates that the content does not contain any script.
	String

	Compression
	E5
	NO/

TM
	1
	Indicates whether the delivered rich media scene is compressed/encoded or not.  

Contains the following attribute:

contentEncoding
	

	content Encoding
	A
	NM/

TM
	1
	Scheme used to encode/compress the rich media content

0- None

1- XML

2- Gzip

3- LASeR binary syntax

4- BiM

5- – 127 reserved for future use

128 – 255 reserved for proprietary use

Note: default value is 0.
	unsignedByte

	BandwidthRequirement
	E1
	NO/
TM
	0..1
	Specification of needed network bandwidth in kbit/s to the access channel described in this fragment.

A broadcast service can include multiple accessible streams (same content) with different bandwidth, so that the terminal can make a choice depending on its current reception condition.
	unsignedInt

	ServiceClass
	E1
	NM/

TM
	1
	The ServiceClass identifies the class of service. This identification is more detailed than the ‘ServiceType’ element in the ‘Service’ fragment and allows the association of service / access combination to specific applications. 

The Terminal SHALL be able to interpret the ServiceClasses as defined in OMNA registry (see Appendix E).

	string

	ReferredSGInfo
	E1
	NO/
TM
	0..1
	This element is used in the context of Service Guide within Service Guide functionality (see section 5.2 of this document), and specifies additional information related to the referred Service Guide.  for which the delivery session is declared by this ‘Access’ fragment

This element SHALL be present when the value of ‘ServiceClass’ is “urn:oma:bcast:oma_bsc:csg:1.0” or “urn:oma:bcast:oma_bsc:sg:1.0” and SHALL be absent otherwise.

Contains the following elements:

   BSMSelector

   Service

   
	

	BSMSelector
	E2
	NM/

TM
	0..N
	Specifies the BSM associated with the referred Service Guide.

Contains the following attribute:

idRef
	

	idRef
	A
	NM/TM
	1
	Reference to the identifier of the BSMSelector declared within the ‘BSMList’ in the ServiceGuideDeliverDescriptor. For information regarding the scope of this identifier in the context of the Service Guide within Service Guide functionality, refer to section 5.2 of this document.
	anyURI

	Service
	E2
	NM/TM
	0..N
	This elements declares the id of the Service fragment in the referring Service Guide, for which the referred Service Guide declared in this ‘Access’ fragment provides additional fragments. 
Note that a referred Service Guide can complement more than one service in the referring Service Guide.

This element SHALL only be instantiated in the complementing case, i.e. when the value of ‘ServiceClass’ is “urn:oma:bcast:oma_bsc:csg:1.0”.
	anyURI

	PreviewDataReference
	E1
	NM/
TM
	0..N
	Reference to the ‘PreviewData’ fragment which specifies the preview data (Eg. picture, video clip, or low-bit rate stream).associated with this access.

It is possible that there are more than one PreviewDataReference instances associated with the same fragment, in which case, the values of "usage" attributes of these PreviewDataReference instances SHALL be different.

Contains the following attributes:

idRef

usage 
	

	idRef
	A
	NM/

TM
	1
	Identification of the ‘PreviewData’ fragment which this fragment associated with.
	anyURI

	usage
	A
	NM/
TM
	1
	Specifies the usage of the associated preview data. Possible values: 

0. unspecified

1. Service-by-Service Switching

2. Service Guide Browsing

3. Service Preview 

4. Barker

5. Alternative to blackout

6-127. reserved for future use

128-255. reserved for proprietary use

The explanation and limitation on the above preview data usages is specified in section 5.7.
	unsignedByte 

	NotificationReception
	E1
	NO/

TO
	0..1
	Reception information for Notification Messages.  

In case of delivery over Broadcast channel,  ‘IPBroadcastDelivery’ specifies the address information for receiving service-specific Notification messages.

In case of delivery over Interaction channel,  ‘PollURL’ specifies address information for polling service-specific Notification messages, and ‘PollPeriod’ specifies the associated polling period for service-specific Notification messages and independent Notification services.

If this element is present, at least one of the elements “IPBroadcastDelivery”,  “PollURL” or “PollPeriod” SHALL be present.

For independent Notification services, i.e. when the “ServiceClass” element of the “Access” fragment is equal to the value “urn:oma:bcast:oma_bsc:nt:1.0” and the referenced service is of type "Notification" (i.e. “ServiceType” element value equals to "7" in the “Service” fragment), the following applies: The  “NotificationReception” element MAY be instantiated to signal the polling period via the “PollPeriod” sub-element, but it SHALL NOT contain the “IPBroadcastDelivery” and  “PollURL” elements as the transport information is signalled in the “AccessType”  mandatory element. 

If multiple unicast delivery entries are declared in this “Access” fragment, the terminal SHALL balance polling requests, within the whole set of entries. Further, after having selected randomly, at a given time, a given URL entry for polling, the terminal SHOULD use it for a while to benefit from cache management information as specified in HTTP 1.1 [RFC 2616], as it is reminded that this information is scoped to one given URL. This element SHALL be supported by the Network in case it supports the Notification function. Similarly, this element SHALL be supported by the Terminal in case it supports the Notification function. 

Contains the following elements:

IPBroadcastDelivery

PollURL
	

	IPBroadcastDelivery
	E2
	NM/TM
	0..1
	Provides IP multicast address and port number for reception of Notification Messages over the broadcast channel. 

The ‘port’ is MANDATORY in both Network and Terminal because a designated UDP Port has to be used to deliver the Notification Message through an on-going session or the designated session while the ‘address’ is OPTIONAL to be used for the delivery of Notification Messages through the designated multicast or broadcast session.

In case the ‘address’ attribute is not provided the destination address provided by this access fragment SHALL be assumed.

Contains the following attributes:

port

address
	

	port
	A
	NM/

TM
	1
	Service-specific Notification Message delivery UDP destination port number, delivery over broadcast channel.
	unsignedInt

	address
	A
	NM/

TM
	0..1
	Service-specific Notification Message delivery IP multicast address, delivery over broadcast channel.
	string

	PollURL
	E2
	NM/

TM
	0..N
	URL through which the terminal can poll service-specific Notification Messages.

If there are multiple instances of  “PollURL” signaled, the terminal SHALL balance polling requests, within the set of  “PollURL”. Further, after having selected randomly, at a given time, a given URL, the terminal SHOULD use it for a while to benefit from cache management information as specified in HTTP 1.1 [RFC 2616], as it is reminded that this information is scoped to one given URL.
	anyURI

	PollPeriod
	E2
	NO/TM


	0..1
	This element specifies the polling interval for service-specific Notification Messages or independent Notification services. The NTC is expected to poll for notification messages every “PollPeriod” seconds.  

When this attribute is instantiated, no caching mechanisms of HTTP 1.1 [RFC 2616] SHOULD conflict with the fact that the NTC is expected to request for a fresh set of Notification Messages every “PollPeriod” value.

The unit of this attribute is seconds
	decimal

	SmartcardProvisioningReception
	E1
	NO/TO
	0..1
	Reception information for Smartcard provisioning messages reception on the broadcast channel. This element is used to define all elements necessary for the Reception of the message. In this element, identification of the Subscriber group of the concerned Smartcards is specified. The technology used by the terminal to transfer data to the Smartcard is also defined.

This element SHALL be present when the value of ‘ServiceClass’ is “urn:oma:bcast:oma_bsc;sp:1.1” and SHALL be absent otherwise.

Contains the following elements:

Addressing

SmartcardAccess 
	

	Addressing
	E2
	NO/TM
	0..1
	This element defines the addressing scheme used and the SubscriberGroupIdentifier used to target unique Smartcard or subset of Smartcards within a group.

When this element is absent, all Smartcards are targeted and the terminal SHALL NOT perform address filtering

Contains the following attributes:

type

groupSize

Contains the following element:

SubscriberGroupIdentifier


	

	type
	A
	NM/TM
	1
	This element defines the type of addressing scheme used for the Smartcard provisioning. 

0: Fixed Group Address Mode (as defined in [BCAST11-Services]. in section 5.19.3).  

1-127:  Reserved for future use
	unsignedByte

	groupSize
	A
	NM/TM
	1
	Indicates the size of the groups. Value “n” indicates a group of 2n Smartcards.

The use of this element for the filtering is described in [BCAST11-Services].
	unsignedByte

	SubscriberGroupIdentifier
	E3
	NM/TM
	1..N
	This element defines the Subscriber Group concerned by the Smartcard provisioning service. The Terminal uses this information to process only messages targeting the user’s Smartcard and to discard messages the Smartcard is not concerned to. 

for Addressing Type equals to “0- Fixed Group Address Mode”: ComplexType defined in section 5.19.3  [BCAST11-Services] 

The use of this element for the filtering is described in [BCAST11-Services].
	complexType 

	SmartcardAcess
	E2
	NM/TM
	1
	This element defines the technology used to transfer messages to the card. This element is used as terminal capabilities required to consume the service.

Contains the following attribute:

technology

Contains the following elements:

URL

Request 


	

	technology
	A
	NM/TM
	1
	Specifies the technology type used to transfer the file to the Smartcard

0- Envelope (as defined in [ETSI TS 102221]

1- SCWS (as defined in [OMA-TS-Smartcard_Web_Server-V1_1].

 2 – 127 reserved for future use

128 – 255 reserved for proprietary use
	unsignedByte

	URL
	E3
	NO/TM
	0..1
	This element specifies the URL used to transfer the file to the SCWS in case of Technology attribute equals to “1- SCWS”. 

This element SHALL be present in case of Technology attribute equals to “1- SCWS”.

This element is absent in case of ‘technology’ attribute equals to “0- Envelope”.
	anyURI

	Request
	E3
	NO/TM
	0..1
	This element specifies the request used to transfer the file to the SCWS in case of Technology attribute equals to “1- SCWS”.  

This element SHALL be present in case of Technology attribute equals to “1- SCWS”.

This element is absent in case of ‘technology’ attribute equals to “0- Envelope”.

Contains the following attribute

type
	

	type
	A
	NM/TM
	1
	Specifies the Request type used to transfer the file to the SCWS:

0- PUT

 1- – 127 reserved for future use

128 – 255 reserved for proprietary use
	unsignedByte

	PrivateExt 
	E1 
	NO/
TO
	0..1


	An element serving as a container for proprietary or application-specific extensions. 
	

	<proprietary elements>
	E2
	NO/TO
	0..N
	Proprietary or application-specific elements that are not defined in this specification. These elements may further contain sub-elements or attributes.
	


Change 5:  Adding the section 8 that describes the support of Dynamic Adaptive Streaming services in the service guide

8. Dynamic Adaptive Streaming Services Support

This specification defines the support and delivery of Dynamic Adaptive Streaming over HTTP (DASH) over Interactive channel as defined by MPEG in [MPEG-DASH] and over FLUTE over broadcast channel. 

In the event, BCAST service carries DASH-formatted contents, the media segments and the associated MPD document are signalled in the Service Guide. A mediaPresentationDescription element SHALL be included in the Access fragment for the access signalling of these DASH-formatted contents. This element MAY contain a reference to a Media Presentation Description Metadata fragment. The Terminal can then expect that the service or the content is formatted as DASH Media Segments and may access to these contents if it is a DASH compliant terminal. The Media Presentation Description fragment may contain reference(s) to Initialisation Segment Description fragment(s).  The channel used for the DASH Media Segments delivery is also announced in the Service Guide. 

8.1 Media Presentation Description Information

The Media Presentation Description information MAY be directly contained in the associated ‘Access’ fragment. In this case the in-lined Media Presentation Description conformed to the  MPD format as defined in [MPEG-DASH] SHALL be embedded in the ‘Access’ fragment  either in a CDATA section or base64-encoded.
Further, such information, in the form of ‘MediaPresentationDescription’ fragments MAY be referenced by ‘idRef’ attribute in the associated ‘Access’ fragment, and encapsulated into a SGDU for broadcast delivery. Finally, ‘MediaPresentationDescription’ fragments MAY be referenced from the associated ‘Access’ fragment by the ‘uri’ attribute containing an absolute URI pointing to an external resource which is fetched via the interaction channel.
An ‘Access’ fragment MAY reference zero or more ‘MediaPresentationDescription’ fragments by reference inside the ‘mediaPresentationDescription’ element in the following manner:

· via the MDPRef element, the ‘Access’ fragment MAY reference zero or one ‘MediaPresentationDescription’ fragments, containing the Media Presentation Description as defined in [MPEG-DASH], or

· via the USBDRef element, the ‘Access’ fragment MAY reference zero or one ‘MediaPresentationDescription’ fragments contained in MBMS User Service Bundle Descriptions (USBD) as specified in [3GPP TS 26.346] section 5.2.2,
An ‘Access’ fragment MAY provide more than one ‘MediaPresentationDescription’ fragments over the interaction channel through the use of multiples instances of the ‘UnicastServiceDelivery’ element.
8.2 Initialization Segment Description Information
The Initialization Segment Description Information, in the form of ‘InitializationSegmentDescription’ fragments MAY be referenced in the associated ‘MediaPresentationDescription’ fragment via the URL included in Initialization element of the MPD as defined in [MPEG-DASH].  
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