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오류! 그림 목차 항목을 찾을 수 없습니다.
1. Scope

This document provides a specification for the Broadcast Service enabler.  The work detailed within relates to the adaptation of the BCAST enabler, as a part of the enabler set, to the requirements of the 3GPP Multimedia Broadcast and Multicast Service (MBMS).

2. References

2.1 Normative References

	[IOPPROC]
	“OMA Interoperability Policy and Process”, Version 1.1, Open Mobile Alliance™, OMA-IOP-Process-V1_1, URL:http://www.openmobilealliance.org/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC2234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. November 1997, URL:http://www.ietf.org/rfc/rfc2234.txt

	[BCAST10-Ser vices]
	"Mobile Broadcast Services", Open Mobile Alliance™, OMA-TS-BCAST_Services-V1_0, http://www.openmobilealliance.org/

	[BCAST10-ESG]
	"Service Guide for Mobile Broadcast Services", Open Mobile Alliance™, OMA-TS-BCAST_ServiceGuide-V1_0, http://www.openmobilealliance.org/

	[BCAST10-Distribution]
	"File and Stream Distribution for Mobile Broadcast Services ", Open Mobile Alliance™, OMA-TS-BCAST_Distribution-V1_0, http://www.openmobilealliance.org/

	[BCAST10-ServContProt]
	"Service and Content Protection for Mobile Broadcast Services", Open Mobile Alliance™, OMA-TS-BCAST_SvcCntProtection-V1_0, http://www.openmobilealliance.org/

	[DRM20-Broadcast-Extensions]
	"OMA DRM v2.0 Extensions for Broadcast Support", Open Mobile Alliance™, OMA-TS-DRM-XBS-V1_0, http://www.openmobilealliance.org/

	[3GPP TS 22.246]
	3rd Generation Partnership Project; Technical Specification Group Services and System Aspects; Multimedia Broadcast/Multicast Service (MBMS) user services;  Stage 1 (Release 6)

	[3GPP TS 23.003]
	3GPP TS 23.003: "Numbering, Addressing and Identification"

	[3GPP TS 23.246]
	3rd Generation Partnership Project; Technical Specification Group Services and System Aspects; Multimedia Broadcast/Multicast Service (MBMS); Architecture and functional description (Release 6)

	[3GPP TS 25.401]
	3GPP TS 25.401; 3rd Generation Partnership Project; Technical Specification Group Radio Access Network; UTRAN overall description (Release 6)

	[3GPP TS 26.346]
	3rd Generation Partnership Project; Technical Specification Group Services and System Aspects; Multimedia Broadcast/Multicast Service (MBMS); Protocols and codecs (Release 6)

	[3GPP TS 33.246]
	3rd Generation Partnership Project; Technical Specification Group Services and System Aspects; 3G Security; Security of Multimedia Broadcast/Multicast Service (Release 6)


2.2 Informative References

	
	


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

	Cell_ID
	Cell Identifier as defined in [3GPP TS 25.401] chapters 6.1.5

	Cell_Group_ID
	Service Area Identifier or Location Area as described in [3GPP TS 23.003]


3.3 Abbreviations

	BCMCS
	Broadcast Multicast Service (3GPP2)

	DVB-H
	Digital Video Broadcasting - Handheld

	MBMS
	Multimedia Broadcast Multicast Service (3GPP)


4. Introduction
(Informative)

The purpose of the MBMS adaptation specification is to reduce the number of options and parallel functions fulfilling the same requirements in the case BCAST services are distributed over 3GPP MBMS as the underlying BDS.  Furthermore, this document describes how generic BCAST functions are used in conjunction with MBMS.

5. 3GPP MBMS Adaptation

This section describes restrictions and extensions of the generic BCAST specifications (namely OMA-TS-BCAST_Services, OMA-TS-BCAST_ServiceGuide, OMA-TS-BCAST_SvcCntProtection, OMA-TS-BCAST_Distribution).  The provisions in this section thus “override” the ones in the generic specifications in the case BCAST services are distributed using 3GPP MBMS.

All normative statements in this specification are only applicable in the case OMA BCAST services are distributed over 3GPP MBMS, irrespective of the radio technology/radio bearers that the MBMS system deploys.

5.1 MBMS adaptation related to OMA-TS-BCAST_Services

5.1.1 Interaction

The Terminal SHOULD support SMS for service interaction.

Note that MBMS itself does not include provisions for unicast downlink signalling or for any uplink, and therefore lacks the support for an interaction channel.  For purposes of MBMS adaptation, the “MBMS interaction channel” should be understood as a dedicated signalling connection established by the BSDA.  The MBMS interaction channel may be realized using various access-independent transport protocols (e.g. HTTP, TCP, UDP, IP) and/or access-dependent teleservices (e.g. telephony, SMS, MMS).
5.2 MBMS adaptation related to OMA-TS-BCAST_ServiceGuide

5.2.1 Service Guide Delivery over Broadcast Channel

If the Service guide is delivered over the broadcast channel, it SHALL be delivered using an MBMS download session and using FLUTE as the transport protocol.

5.2.2 Service Guide Encoding

The Service Guide Delivery Unit carrying a set of fragments for Service Guide SHOULD be compressed for the delivery using the GZIP algorithm.

5.2.3 Session Description

The Session Description SHALL be provided using an MBMS user service description (MBMS-USD) as specified in [26.346] section 5.2.
Note: The min-buffer-time attribute is not supported in MBMS, thus is not recommended to use it for signaling Initial buffering time when used over MBMS.
5.2.4 Disallowed elements and attributes

· The following statements relate to the Service Guide Delivery Descriptor:
· If the SG is retrieved over the interaction channel, there SHALL be only one DescriptorEntry in the SGDD
· If the SG is retrieved over the interaction channel, AlternativeAccessURL SHALL be present in the SGDD
· If the SG is retrieved over the interaction channel, there SHALL be only one ServiceGuideDeliveryUnit in the SGDD
5.3 MBMS adaptation related to OMA-TS-BCAST_SvcCntProtection and OMA-TS-DRM_XBS

The Terminal SHALL support service protection using the GBA based profile as defined in [TS SCP] sections 5.1.1.3.1. and 5.1.2.2.2.

The Terminal MAY support service protection using the OMA DRM 2.0 based mechanism. IF DRM based service protection is supported, the Terminal SHALL support the reception and processing of keys transported in OMA DRM 2.0 ROs.

5.4 MBMS adaptation related to OMA-TS-BCAST_Distribution

5.4.1 File Distribution

The BSDA SHALL use FLUTE for file distribution. 

5.4.2 Associated Delivery Procedures 

The Terminal and the BSDA SHALL implement file repair and reception reporting mechanisms as specified in [TS Distribution].

5.4.3 Stream Distribution

The sender SHALL send RTCP sender reports as described in [26.346].

5.4.4 Media codecs 

The Terminal SHALL be able to receive, decode and render the codecs and payload types that are MANDATORY according to [26.346]. 

The Terminal SHOULD be able to receive, decode and render the codecs and payload types that are RECOMMENDED according to [26.346]. 

The Terminal MAY be able to receive, decode and render the codecs and payload types that are OPTIONAL according to [26.346]. 
5.4.5 Sharing 3GPP-MBMS compatible SRTP protected media streams
This subsection describes how a number of Operators can share the same SRTP protected stream(s) while maintaining compatibility with the 3GPP MBMS specifications. This solution allows MBMS only terminals to share the same protected media stream as BCAST terminals
. The use of SRTP is mandatory with respect to 3GPP MBMS [TS 3GPP 33.246].

The Master Key Identifier (MKI) value introduced by SRTP protocol cf. [RFC 3711] enables the retrieval of the correct MTK in order to decrypt the protected media stream. The MKI SHALL be used as defined in [RFC 3711]

The value of MKI SHALL be unique to enable access to the corresponding shared protected stream among different operators. 

The MKI is formatted as follows where MSK is the MBMS Service Key and MTK is the MBMS traffic key:

MKI = (MSK ID || MTK ID)
MSK ID and MTK ID are carried by the MIKEY short term key message extension payload, where:

· MSK identifier consists in the Key domain ID and the MSK ID. 

· Key domain ID = MCC || MNC

· MSK ID: is split into 2 sub parameters: the key group part and the key number part. 

· Key group part: enables to group keys within a group, so that redundant MSKs are deleted. The key group part enables the terminal to know which MSK has to be updated upon reception of a new MSK.

· Key number part: to distinguish MSKs that have the same key domain ID and Key group part.

· MTK ID: used to distinguish MTKs that have the same MSK ID and Key domain ID. This parameter is increased for each MTK update. The MTK ID is reset every time the MSK is updated.

Considering several operators sharing the same SRTP protected stream distributed by a single service provider (BSD/A), the MKI value MUST be shared.

Following the MKI definition in [TS 3GPP 33.246], requiring the MKI to be shared between Operators has an impact on the management of MSK and MTK ID values used by the 3GPP MBMS variant of the Smartcard Profile. There is also a resulting impact on the update periods of the MSK and MTK IDs and key material. The following rules apply to the MKI parameters definition:

· MSK ID 

· Key group part:  

If the UE receives a MSK with the same key domain ID and the same key group part, then the actual MSK SHALL be discarded and replaced by the new MSK. 

The MSK key group part value MUST be configured to be the same by the participating operators. Then the terminal will be able to distinguish the MSKs of the different protected streams based on the key group part of the MSK ID parameter.

Sharing a single key group part value between operators does not enable to share several protected streams as the MSKs updates may overlap. It is necessary to use a dedicated key group value for each protected stream.

· Key number part:

The key number part MUST also be synchronised among operators.

· MTK ID is synchronised implicitly as it increments for each MTK update.

Operators must use the same traffic key material. A shared protected media stream is encrypted using a single set of traffic keys. All operators wishing to share the same encrypted media stream must provide the used traffic key material and traffic key IDs to their users via the STKM. The service provider (BSD/A), in charge of broadcasting the encrypted media stream, SHALL generate TEK key material and identifier.
As the MKI value for a shared protected media stream has to be both unique and shared, Operators must synchronise the MSK and MTK IDs, implying a synchronisation regarding the frequency of the update of MSKs and MTKs
.

In summary: 

· Operators must use the same MKI for the shared SRTP stream as it is used to identify the traffic key (MTK) that is used to decrypt the broadcasted protected media content

· The MKI must be constructed as follows: MKI = (MSK ID || MTK ID)

· Operators must share the same traffic key material (MTK)

· Operators don't have to share the same service key material (MSK)

· Operators must synchronise the update of MSK key material, and MTK key material. Indeed the update of the MSK key material implies a reset of the MTK ID, cf. section 6.3.3.1 [TS 3GPP 33.246].
However, it should be noted that Operators implementing the 3GPP MBMS variant of the Smartcard Profile can define their own key validity period as the key validity period of a given MSK can be updated without updating the MSK key material, cf. section 6.5.3 [TS 3GPP 33.246]. 

The following can then be considered:

1. A subscriber  from Operator A has access to media streams 1, 2 and 3, using MSK_Id=MSK_ID, key material =  MSK1,and has a key validity period = 1 week. MSK1 is transmitted by Operator A.

2. A subscriber from Operator B has access to media streams 1, 2 and 4, using MSK_Id=MSK_ID, key material =  MSK2 and has a key validity period = 1 month. MSK2 is transmitted by Operator B.

The value of the MSK_ID is shared, but key material is different and can be mapped to customized key validity period according to the definition of the service offering for a given operator. 

It is possible to adapt the key validity period of an MSK depending on the properties of the service/program of the Operator's offering, without implying necessarily an update of the MSK key material. The delivery of a new MSK key material implies necessarily a new value for the MSK ID.

Media streams 1 and 2 are shared between Operators A and B, media streams 3 and 4 are not shared. The Operators can define their own service offering, composed with shared media streams and non shared media streams, as the key material is not shared among operators.

Operators A and B have to update the MSK key material, which can be different for each Operator, at the same time and must use the same identifier (MSK_ID) for the new MSKs. Different key validity periods for the MSKs can be configured, and updated at any time and by each Operator independently..
With the above solution, different use cases are possible, depending on the number of service providers (BSD/A) and on the key management systems implemented by the Operators.

5.4.5.1 A single SRTP protected media stream shared by three operators using the MBMS variant of the Smartcard Profile

The first use case deals with sharing a single protected SRTP stream between three operators implementing the MBMS variant of the Smartcard Profile for key management. Figure 14 outlines this use case.
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Figure 1 : Sharing a single SRTP protected media stream between three operators implementing the 3GPP MBMS variant of the Smartcard Profile for key management
Figure 1 illustrates how a single broadcast content distributed by the Service Provider (BSD/A) is shared between Operators A, B and C, all of whom implement the Smartcard Profile.

Operators A, B and C generate their own MSK key material, MSK_A, MSK_B and MSK_C respectively, which are all different. The frequency of the update of MSK_A, MSK_B and MSK_C is synchronised amongst Operators. The identifiers of MSKs are synchronised between the operators so that the same MSK_ID (WXYZ) and MTK ID (123) are used. The common MTK is broadcast on the broadcast bearer.

The service provider (BSD/A) can then broadcast the content encrypted with this common MTK. Upon reception the terminal retrieves the MTK based on the MKI, generated from the MSK ID and the MTK ID:

 MKI = WXYZ||123. 

Each terminal can use the MKI value to retrieve the MTK required to decrypt the shared protected media stream.

5.4.5.2 Two SRTP protected media streams, provided by two different service providers (BSD/A) and shared by three operators using the MBMS variant of the Smartcard Profile

The second use case illustrates how two SRTP protected media streams, provided by different service providers (BSD/A), can be shared between three Operators implementing the MBMS variant of the Smartcard Profile. Figure 2 outlines this use case.
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Figure 2 : Sharing two SRTP protected media streams between three operators implementing the MBMS variant of the Smartcard Profile for key management
Figure 2 illustrates how two SRTP protected streams provided by service provider 1 (BSD/A1) and service provider 2 (BSD/A2) can be shared between three operators: A and B for content broadcast by service provider 1 and A,B and C for content broadcast by service provider 2. Operators A, B and C all implement the MBMS variant of the Smartcard profile for key management.

Operators A, B and C generate their own MSKs; MSK_A1/MSK_A2, MSK_B1/MSK_B2 and MSK_C2 respectively for the protected content of content provider 1 and 2.  The key materials for MSK_A1/MSK_A2, MSK_B1/MSK_B2 and MSK_C2 are all different.

The MSK IDs have been coordinated between operators so that the same MSK_ID = "WXYZ" for stream 1 and "STUV" for stream 2 is used. The frequency of the update of MSK_A1/MSK_A2, MSK_B1/MSK_B2 and MSK_C2 is synchronised among Operators. Furthermore, a common MTK MUST be used, e.g. set to "123 "for stream 1 and "456" for stream 2. The common MTKs (MTK1 and MTK2) are broadcast on the broadcast bearer.

The service providers (BSD/A) can then broadcast the content encrypted with the corresponding MTK: MTK1 for protected stream 1 and MTK2 for stream 2. Upon reception the terminal retrieves the MTK based on the MKI, generated from MSK ID and MTK ID: 

MKI 1 = WXYZ||123 for the stream 1

MKI 2 = STUV||456 for the stream 2

Each terminal can use the MKI value to retrieve the MTK required to decrypt the shared protected media stream.

5.4.5.3 A single SRTP protected stream shared by operators using DRM profile, MBMS smartcard profile and BCMCS smartcard profile
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Figure 3 : sharing a single SRTP protected stream between several Operators, using the Smartcard profile (MBMS and BCMCS) and the DRM Profile for key management
This third use case illustrates how a single SRTP protected stream can be shared between Operators implementing the Smartcard profile, both the MBMS and BCMCS variants, and the DRM Profile for key management. Figure 3 illustrates this use case.

For key management Operators A implements the DRM Profile, Operator B implments MBMS variant of the Smartcard Profile and C implements the BCMCS variant of the Smartcard profile. Synchronisation is necessary to allow a unique value of the key identifier to be used for the traffic key material retrieval used by the terminal.

Operators A, B and C generate their own service keys. A common traffic key is considered independently of the key management profile implemented by the operator. The MKI that allows the traffic key material to be retrieved on the terminal side SHALL be unique and common between operators. 

The value of the MKI " WXYZ || 123" has to be synchronised between:

· the Operator implementing OMA DRM key management for the key indicator parameter identifying the TEK.

· the Operator implementing the 3GPP MBMS key management for the MSK ID and the MTK ID values.

· the Operators implementing the 3GPP2 BCMCS key management for the BCMCS flow ID and the BAK ID.

The service provider (BSD/A) can then broadcast the content encrypted with a given (common) traffic key. 

Upon reception the terminal retrieves the traffic key based on the MKI set equal to WXYZ||123. Each terminal independently of the operator they have subscribed to can retrieve the MTK to decrypt the protected stream using key management specific mechanisms.

5.4.6
Sharing protected media streams where content is aimed only at BCAST terminals 

Compared with section 5.4.5, this section outlines how to handle the sharing protected stream(s) between different operators none of which are using MBMS service protection. 

A shared key identifier value enables the retrieval of the correct TEK which is used to decrypt the protected media stream. This necessitates that:

· A single traffic key identifier SHALL be used to enable access to the corresponding shared protected stream among different operators.
· Traffic key identifier SHALL be synchronised for all operators.
· The same TEK material SHALL be used by all operators.
If access is limited to BCAST terminals, the BCAST key identifier SHALL be used to identify the correct TEK.
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Figure 4 : sharing a single protected media stream between several operators using Smartcard profile (MBMS and BCMCS) and the DRM Profile for key management, where there is no requirement to also share the protected stream with MBMS only terminals
Figure 4 illustrates how a single broadcast content distributed by the Service Provider (BSD/A) is shared between three operators A, B and C. Operators A, B and C implement either the DRM profile or the Smartcard profile.

The TEK key material and the corresponding BCAST key identifier must be shared among operators.Operators A, B and C generate and use their own key material, e.g. SEK/PEKs, to protect the shared TEKs. Each Operator constructs and broadcasts their own Layer 3 messages to their subscribers i.e. TEKs encrypted with SEKs/PEKs + BCAST key identifier + BCAST parameters. There is no need to synchronise any key material or key identifiers above the TEK level.  

The service provider can then broadcast the content encrypted with this common TEK and an agreed encryption algorithm, e.g. SRTP or IPsec. Upon reception the terminal retrieves the TEK based on the BCAST key identifier:

BCAST Key identifier = 12345678

Each BCAST terminal can then retrieve the TEK needed to decrypt the shared protected stream from the key stream messages provided by their operator.

The following can then be considered:

1. A subscriber from Operator A has access to media streams 1, 2 and 3, using 

· SEK_Id= SEK _IDA, key material =  SEK A,and has a key validity period = 1 week. SEK A is transmitted by Operator A.

· TEK_Id= TEK _ID, key material =  TEK, and has a key validity period = TEK _period, transmitted with broadcasted content.

2. A subscriber from Operator B has access to media streams 1, 2 and 4, using 

· SEK _Id= SEK _IDB, key material =  SEK B,and has a key validity period = 1 month. SEK B is transmitted by Operator B.

· TEK _Id= TEK _ID, key material = TEK, and has a key validity period = TEK_period, transmitted with broadcasted content.

The value of the SEK_ID is not shared and is specific to each operator.  The frequency of the update of SEK is up to each operator.

On the other side the value for TEK_ID and TEK key materials have to be synchronised and coordinated for all operators.

IN SUMMARY

For the Smartcard Profile (3GPP-MBMS implementation), when the broadcast media is protected using SRTP, this means a deviation from the MBMS specifications [TS 3GPP 33.246].  As described in section 5.4.5, when SRTP is used in MBMS the MKI value is constructed as follows:

MKI = (MSK ID || MTK ID)
When following the scheme described in this section, 5.4.6, the MKI value is constructed using only the MTK ID:

MKI = (MTK ID)

Restructuring the way that the MKI is formatted by omitting the MSK ID removes the need for Operators to synchronise the MSK ID and MSK update period as described in section 5.4.5. The deviation from the MBMS specification means that it is not possible for a media stream protected in the manner described in this section to also be shared by MBMS only terminals. 

It will also be necessary for terminals implementing the MBMS variant of the Smartcard Profile to recognise whether the MKI in the SRTP stream they are trying to decrypt is constructed in the way described in 5.4.5 or 5.4.6 in order to find the required traffic key.  
6. Walkthrough: Distribution of BCAST Services over 3GPP MBMS (Informative)

This section describes a simple walkthrough of all actions needed to receive a BCAST service distributed over 3GPP MBMS. It just describes the main actions and using selected functions and features. Not all possible options and variations are described here.

All text in this informative section is TBD.

6.1 Power up, Network Attachment, Initial Procedures

6.2 Service Guide Bootstrapping

6.3 Service Guide Reception and Update

6.4 Service Ordering

6.5 Service Reception

6.5.1 Streaming Service

6.5.2 Download Service

7. Location based Broadcast

7.1 Localised broadcast Services based on Cell ID parameter

The Service Guide specification defines the parameters Cell_ID and Cell_Group_ID. For more detailed specification it refers to adaptation specifications.

This chapter provides the specification for these parameters as defined in [3GPP TS 25.401] and [3GPP TS 23.003]

	Name
	T
y
p
e
	C
a
t
e
g
o
r
y
	C
a
r
d
i
n
a
l
i
t
y
	Description
	Data Type

	Cell_ID
	E2
	NO/TM
	0..N
	Cell Identifier as defined in [3GPP TS 25.401] 
	See [3GPP TS 25.401] 

	Cell_Group_ID
	E2
	NO/TM
	0..N
	e.g. Service Area Identifier or Location Area as described in [3GPP TS 23.003] 
	See [3GPP TS 23.003]


Legend: 

Type:
 E=Element, A=Attribute, E1=sub-element, E2=sub-element’s sub-element
Category:
 NM = Mandatory for network to use; NO = Mandatory for network to use;

 TM = Mandatory for terminal to support; TO = Optional for terminal to support
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Appendix B. Static Conformance Requirements
(Normative)

The notation used in this appendix is specified in [IOPPROC].

B.1 SCR for MBMS Adaptation BCAST Client

	Item
	Function
	Reference
	Status
	Requirement

	BCAST-MBMS-C-001
	SMS for service interaction
	Section 5.1
	O
	

	BCAST-MBMS-C-002
	MBMS download session and FLUTE as the transport protocol for Service Guide delivery
	Section 5.2, 5.2.1
	M
	

	BCAST-MBMS-C-003
	GZIP for Service Guide Encoding
	Section 5.2, 5.2.2
	O
	

	BCAST-MBMS-C-004
	MBMS-USD for Session Description
	Section 5.2, 5.2.3
	O
	As specified in [3GPP TS 26.346] section 5.2.

	BCAST-MBMS-C-005
	One DescriptorEntry in the SGDD in case of interaction channel
	Section 5.2.4
	M
	

	BCAST-MBMS-C-006
	AlternativeAccessURL in the SGDD in case of interaction channel
	Section 5.2.4
	M
	

	BCAST-MBMS-C-007
	One ServiceGuideDeliveryUnit in the SGDD in case of interaction channel
	Section 5.2.4
	M
	

	BCAST-MBMS-C-008
	GBA based profiles for service protection
	Section 5.3
	M
	Sections 5.1.1.3.1 and 5.1.2.2.2 in ServContProt TS

	BCAST-MBMS-C-009
	OMA DRM 2.0 for service protection
	Section 5.3
	O
	

	BCAST-MBMS-C-010
	Key management in OMA DRM 2.0 ROs
	Section 5.3
	M
	Only if DRM 2.0 is supported for service protection.

	BCAST-MBMS-C-011
	File repair and reception reporting mechanism
	Section 5.4.2
	M
	As specified in [TS distribution]

	BCAST-MBMS-C-012
	Follow Media codecs according to  [26.346]
	Section 5.4.4
	M
	As specified in [3GPP TS 26.346].

	BCAST-MBMS-C-013
	Cell_ID for localised broadcast services
	Section 7.1
	M
	As specified in [3GPP TS 25.401]

	BCAST-MBMS-C-014
	Cell_Group_ID for localised broadcast services
	Section 7.1
	M
	As specified in [3GPP TS 23.003]

	
	
	
	
	


B.2 SCR for MBMS Adaptation BCAST Server

	Item
	Function
	Reference
	Status
	Requirement

	BCAST-MBMS-S-001
	MBMS download session and FLUTE as the transport protocol for Service Guide delivery
	Section 5.2, 5.2.1
	M
	

	BCAST-MBMS-S-002
	GZIP for Service Guide Encoding
	Section 5.2, 5.2.2
	O
	

	BCAST-MBMS-S-003
	MBMS-USD for Session Description
	Section 5.2, 5.2.3
	O
	As specified in [3GPP TS 26.346] section 5.2.

	BCAST-MBMS-S-004
	One DescriptorEntry in the SGDD in case of interaction channel
	Section 5.2.4
	M
	

	BCAST-MBMS-S-005
	AlternativeAccessURL in the SGDD in case of interaction channel
	Section 5.2.4
	M
	

	BCAST-MBMS-S-006
	One ServiceGuideDeliveryUnit in the SGDD in case of interaction channel
	Section 5.2.4
	M
	

	BCAST-MBMS-S-007
	FLUTE for file distribution
	Section 5.4.1
	M
	

	BCAST-MBMS-S-008
	File repair and reception reporting mechanism
	Section 5.4.2
	M
	As specified in [TS distribution]

	BCAST-MBMS-S-009
	RTCP sender reports
	Section 5.4.3
	M
	As specified in [3GPP TS 26.346]

	BCAST-MBMS-S-010
	Sharing 3GPP-MBMS compatible SRTP protected media streams
	Section 5.4.5
	    O
	

	BCAST-MBMS-S-011
	Sharing protected media streams where content is aimed only at BCAST terminals
	Section 5.4.6
	O
	

	BCAST-MBMS-S-012
	Cell_ID for localised broadcast services
	Section 7.1
	O
	As specified in [3GPP TS 25.401]

	BCAST-MBMS-S-013
	Cell_Group_ID for localised broadcast services
	Section 7.1
	O
	As specified in [3GPP TS 23.003]

	
	
	
	
	
















































































































































































� It is noted that the MBMS terminals and BCAST terminals are likely to be receiving the media stream over different bearers in which cases their would be no bandwidth efficiency savings but there are still potentially valid use cases, e.g. an Operator chooses to broadcast protected media over MBMS or another bearer dependent location to dual mode terminals.   


� The constraint related to the synchronisation of the identifiers, and the frequency of the update of the keys is heavy, but it was the best alternative to suit 3GPP specifications as the key identifier is related to MSK and MTK IDs and as the update of the MSK key material, and then of the MSK ID implies a reset of the MTK ID.
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