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1. Scope

<< Define as it relates to Open Mobile Alliance Activity.  If it adds clarity, define what is not in the scope.  DELETE THIS COMMENT >>

2. References

The policy for reference lists is:

1.
OMA documents listed should have at least one approved version – draft-only docs should not be referenced.  Exception exists for documents that will be approved with or after the referenced doc is approved (may be part of same enabler package).  In short – approved docs should not reference unapproved docs.

2.
When a reference is made to an OMA specification, then Open Mobile Alliance with the TM symbol (™) should be used in the description.

3.
The name + version (no date) for OMA specifications are generally sufficient – dates should be used only if there is a specific reason to limit the usage.

4.
For references to WAP Forum docs, dates should not be included as DID's for the old WAP Forum specifications are enough and the reference description should refer to WAP Forum™.

5.
References to other affiliate docs should similarly provide sufficient information to uniquely determine the needed document and should provide the appropriate source information.

6.
The URL for OMA material (new OMA and affiliate) should always be http://www.openmobilealliance.org (an exception is OMNA that is reached through http://www.openmobilealliance.org/tech/omna)

Models to use


[REFLABEL]
<General Model> “Ref Title”, Ref information (source, date, id),
URL:http//<ref-source>/ 


[OMADOC]
<OMA Model> “OMA Document Title”, Open Mobile Alliance™, OMA‑<docname>{‑<version>}, URL:http//www.openmobilealliance.org/ 

If there are no entries in the table – enter ‘none’ to be clear.
DELETE THIS COMMENT

2.1 Normative References

	[IOPPROC]
	“OMA Interoperability Policy and Process”, Version 1.1, Open Mobile Alliance™, OMA-IOP-Process-V1_1, URL:http://www.openmobilealliance.org/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC2234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. November 1997, URL:http://www.ietf.org/rfc/rfc2234.txt

	[OMA MLP]
	“Mobile Location Protocol”, Open Mobile AllianceTM, OMA-TS-MLP-V3_2
URL:http://www.openmobilealliance.org/

	
	

	
	<< Add/Remove reference rows as needed! >>


2.2 Informative References

	
	

	
	<< Add/Remove reference rows as needed! >>


3. Terminology and Conventions

3.1 Conventions

<< If doc includes normative material keep the next two paragraphs.  DELETE THIS COMMENT >>

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

<< OR if doc is informative just keep the next line.  DELETE THIS COMMENT>>

This is an informative document, which is not intended to provide testable requirements to implementations.

<< If needed, describe or declare using appropriate normative references the additional conventions that are used.  DELETE THIS COMMENT >>

3.2 Definitions

<< Add definitions in new rows of the following table as needed.  DELETE THIS COMMENT >>

	Term 1
	Definition

	Term 2
	Definition

	
	


3.3 Abbreviations

<< Add abbreviations as needed to the following table.  DELETE THIS COMMENT >>

	OMA
	Open Mobile Alliance

	xxx
	xxx

	
	


4. Introduction

<< From a market perspective...  

What can you do with this specification?

What problem does this solve?

How can this specification be applied?

Consider the target audience and provide deployment examples as possible.

DELETE THIS COMMENT >>

5. Service Guide

5.1 Service Guide Functional Architecture

<text>

5.2 Service Guide Data Model

<text>

5.2.1 Service Guide Structure and Fragmentation
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Figure 1: Structure of Service Guide

The structure of the Service Guide data model is illustrated in the Figure 1 above. The basic assumption is that the data is represented as XML. The semantics of the elements in the model as defined as follows:

Service

Service is what the end user wants to use. The service element describes the content on a high level.

Access

Access provides information mainly for the Terminal, and a little for the user. It links to SessionDescription and indicates the delivery method.

For the Terminal, Access provides information on whether the terminal is able to consume the content or not. It has an URI to SessionDescription that tells the terminal how to consume the service.

If there are multiple Access objects valid at the same time, the user MAY be given a chance to select which one to use. The data shown to the user is included in the Access object itself. The different Access object may for example provide access to the different language variants of the same service. 

Schedule

Schedule tells the schedule of a Content item or Service item that it refers to.

Content
Content describes a content or programme that is a part of a service that the content refers to.

SessionDescription

The session information SHALL be provided using syntax of SDP in text format. 

Note that SessionDescription can be used both for Service Guide delivery itself as well as for the content sessions.

PurchaseItem

Set of services (one or more) and/or schedule items (one or more) that can be subscribed to or purchased as a whole. 

PurchaseData

The PurchaseData object serves the following purposes:

· express from which purchase channel a certain service bundle can be purchased

· express all information about a service bundle that is specific for the purchase channel (which can include the price information)

PurchaseChannel

The PurchaseChannel object represents a system from which access and content rights can be purchased by the terminal (and its end-user).

There MAY be multiple purchase channels. A certain end-user MAY have a “preferred” purchase channel (e.g. his/her mobile operator) to which all purchase requests should be directed (the preferred purchase channel may even be the only channel that an end-user can use).

ServiceGuideContext

ServiceGuideContext identifies the Service Guide to the terminal. It can be used to relate the Service Guide to the area and operator where the data is valid. Contains also links to the SessionDescription of the Service Guide delivery and the ServiceGuideValidation object. This way all metadata is related to some ServiceGuideContext.

ServiceGuideValidation

The ServiceGuideValidation is preferably transported on the main delivery channel of the Service Guide, and preferably repeated. Its purpose is to allow quick validation of the Service Guide objects that are cached in the terminal.

This is especially useful if the terminal moves from one network area to another. In this case, the ServiceGuideValidation object can be used to quickly check which of the Service Guide objects that have been received in the previous network area are still valid in the current network area, and therefore don’t have to be re-parsed and re-processed.

For one ServiceGuideContext, there is exactly one ServiceGuideValidation object, which is never frag
PreviewData

The preview data contains information that is used by the terminal to present the service or content outline to users, so that the users can have a general idea of what the service is about. The preview data can include simple texts, static images (for example, logo), short video clips, or even reference to another service which could be a low bit rate version for the main service. Other fragments like “Service”, “Content”, “PurchaseData”, and “Access” can link to PreviewData.
5.2.2 Service Guide Elements, Attributes and Meta Data

5.2.2.1 Service

A service object contains the part of the metadata about the Digital Mobile Broadcast service.

	Name
	Type
	Category
	Cardinality
	Description

	Service
	E
	M
	1..N
	Service object

attributes:

ServiceProtection
ServiceObjectId 

ContentRights

Contains the following sub-elements:

ServiceTypeEnum

Lifespan

ExtensionURL

URI

Name

BaseCID

Description

ParentalRating

Genre

UserRating

MediaInformation 
broadcast_area

	ServiceProtection
	A
	O
	0..1
	( eg. freeToAir, values: true; this indicates the possibility to access a non-free-to-air service for free with this service object: false)

	ServiceObjectId
	A
	M
	1
	ID of the Service object, scope of uniqueness can be defined for the URI, e.g platform operator; type: URI

	ServiceTypeEnum
	E1
	M
	1..N
	Type of the service. Allowed values are:

Media (regular media service)

Sg (ServiceGuide, the streams carry service guide objects)

Ri (Rights Issuer; RI service, streams carry RI objects for the unconnected mode of operation)

	Lifespan
	E1
	M
	1
	Lifespan of the Service object.

Contains the following sub-elements:

StartTime

EndTime

	StartTime
	E2
	O
	0..1
	Start of validity; if not given, the start of validity is assumed in the past

	EndTime
	E2
	O
	0..1
	End of validity; if not given, the end of validity is assumed in the distant future, and the end time can be specified later by updating the object

	ExtensionURL
	E1
	O
	0..N
	URL containing additional information in an extension fragment

	URI
	E1
	O
	0..1
	The globally unique Service URI

Note: a unique service identifier is important for roaming

	Name
	E1
	M
	1..N
	Name of the Service, possibly in multiple languages

attributes:

lang (values: 3-byte ISO 639 language codes)

	BaseCID
	E2
	M
	0..1
	The 1st part of the CID of any DRM rights object associated with the service. 

Mandatory if the service is not free to air, ignored otherwise

	Description
	E1
	O
	0..N
	Description, possibly in multiple languages

attributes:

lang (values: 3-byte ISO 639 language codes)

	ParentalRating
	E1
	O
	0..N
	The recommended age limit given as the age defined by the local official preview board

	Genre
	E1
	O
	0..N
	The genre of the service (note: definition of genre TBD)

	UserRating
	E1
	O
	0..N
	Rating information collected from users (e.g. favourism, or recommended age limit)

	MediaInformation
	E1
	O
	0..N
	Optional reference to an icon, pictogramme, animation or audio. PreviewData or reference to PreviewData is used here.
Attribute:

usage (possible values: background, icon)

	broadcast_area
	E1
	O
	0..1
	Broadcast area to include location information for BCAST contents
Sub-elements:

target_area
hor_acc



	target_area
	E2
	O
	0..N
	The target area to distribute contents (as specified in the [OMA MLP] with modifications)

Sub-elements:
Shape
cc 
name_area 
zip_code

	shape
	E3
	O
	0..1
	Shapes used to represent a geographic area that describes (as specified in the [OMA MLP])

	cc
	E3
	O
	0..1
	Country code, 1-3 digits e.g. 355 for Albania (as specified in the [OMA MLP])

	name_area
	E3
	O
	0..1
	Geopolitical name of area such as ‘Seoul’ (as specified in the [OMA MLP])

	zip_code
	E3
	O
	0..1
	Zip code

	hor_acc
	E2
	O
	0..N
	Horizontal accuracy in meters (as specified in the [OMA MLP])

	<proprietary elements>
	E1 or lower
	O
	0..N
	Any number of proprietary or application-specific elements that are not defined in this specification.


Legend: Type: E=Element A=Attribute E1=sub-element, E2=sub-element’s sub-element
Category=(O)ptionality/(M)andatority

5.2.2.2 Schedule Item

Schedule fragment tells the schedule of a Content item that it refers to or the schedule of the service if there is no content object associated.

	Name
	Type
	Category
	Cardinality
	Description

	ScheduleItem
	E
	O
	0..N
	Schedule Item object

Contains the following attributes:

ScheduleItemId

Contains the following sub-elements:

Lifespan

Name

Description

ContentIO

ServiceID

	ScheduleItemId
	A
	M
	1
	ID of the schedule Item object, unique for platform operator (type: URI)

	
	
	
	
	

	Lifespan
	E1
	M
	1
	Lifespan of the Schedule Item object.

Contains the following sub-elements:

StartTime

EndTime

	StartTime
	E2
	O
	0..1
	start of validity; if not given, the start of validity is assumed in the past

	EndTime
	E2
	O
	0..1
	End of validity; if not given, the end of validity is assumed in the distant future, and the end time can be specified later by updating the object

	Name
	E1
	M
	1..N
	Name of the ScheduleItem possibly in multiple languages

attributes:

lang (values: 3-byte ISO 639 language codes)

	Description
	E1
	M
	1..N
	Description, possibly in multiple languages

attributes:

lang (values: 3-byte ISO 639 language codes)

	ContentID
	E1
	M
	0..N
	Reference to the content objects that the schedule object relates to (type: URI)

	ServiceID
	E1
	O
	1
	Reference to the service object to which the schedule object belongs (type: URI)

	<proprietary elements>
	E1 or lower
	O
	0..N
	Any number of proprietary or application-specific elements that are not defined in this specification.


Legend: Type: E=Element A=Attribute E1=sub-element, E2=sub-element’s sub-element
Category=(O)ptionality/(M)andatority

5.2.2.3 Content Item

Content fragment describes a content or programme that is a part of a service that the content refers to.

	Name
	Type
	Category
	Cardinality
	Description

	Content
	E
	O
	0..N
	Content object 

Contains the following attributes:

ContentId

Contains the following sub-elements:

ExtensionURL

ServiceID

ContentTypeEnum
Lifespan
Name

Description

ParentalRating

Genre

UserRating

MediaInformation 
broadcast_area

	contentId
	A
	M
	1
	ID of the content object, unique for platform operator

	ExtensionURL
	E1
	O
	0..N
	URL containing additional information in an extension fragment

	ServiceID
	E1
	M
	1
	Reference to the service object to which the access object belongs.

	ContentTypeEnum
	E1
	M
	1
	Type of the media content. Allowed values:

media (content item is regular media item)

	Name
	E1
	M
	1..N
	Name of the Content Item, possibly in multiple languages

attributes:

lang (values: 3-byte ISO 639 language codes)

	Description
	E1
	O
	0..N
	Description, possibly in multiple languages

attributes:

lang (values: 3-byte ISO 639 language codes)

	Lifespan
	E1
	O
	0..1
	Lifespan of the Content Item.

Contains the following sub-elements:

StartTime

EndTime

	StartTime
	E2
	O
	0..1
	start of validity; if not given, the start of validity is assumed in the past

attributes:

AutoStart (possible value: “true”, “false”)

	EndTime
	E2
	O
	0..1
	end of validity; if not given, the end of validity is assumed in the distant future, and the end time can be specified later by updating the object

	ParentalRating
	E1
	O
	0..N
	The recommended age limit.

This age limit overrides the age limit defined for the service during the validity of the schedule item.

If there are two overlapping schedule items with a different parental rating, then the one with lower age parental rating defined for the schedule item overrides the other. 

The allowed values are those defined in the ParentalRating Descriptor of the EIT table (cf. ETSI EN 300 468)

	Genre
	E1
	O
	0..N
	The genre of the content. 

	UserRating
	E1
	O
	0..1
	Rating information collected from users (e.g. favourism, or recommended age limit)

	MediaInformation
	E1
	O
	0..N
	Optional reference to an icon, pictogramme, animation or audio. PreviewData or reference to PreviewData is used here.
Attribute:

usage (possible values: background, icon)

	broadcast_area
	E1
	O
	0..1
	Broadcast area to include location information for BCAST contents
Sub-elements:

target_area
hor_acc



	target_area
	E2
	O
	0..N
	The target area to distribute contents (as specified in the [OMA MLP] with modifications)

Sub-elements:
Shape
cc 
name_area 
zip_code

	shape
	E3
	O
	0..1
	Shapes used to represent a geographic area that describes (as specified in the [OMA MLP])

	cc
	E3
	O
	0..1
	Country code, 1-3 digits e.g. 355 for Albania (as specified in the [OMA MLP])

	name_area
	E3
	O
	0..1
	Geopolitical name of area such as ‘Seoul’ (as specified in the [OMA MLP])

	zip_code
	E3
	O
	0..1
	Zip code

	hor_acc
	E2
	O
	0..N
	Horizontal accuracy in meters (as specified in the [OMA MLP])

	<proprietary elements/attributes>
	E1 or lower
	O
	0..N
	Any number of proprietary or application-specific elements or attributes that are not defined in this specification.


Legend: Type: E=Element A=Attribute E1=sub-element, E2=sub-element’s sub-element
Category=(O)ptionality/(M)andatority

5.2.2.4 Access

An access object describes to the terminal how it can access a service during the lifespan of the access object.

	Name
	Type
	Category
	Cardinality
	Description

	Access
	E
	M
	1..N
	Access object

attributes:

ServiceProtection 

AccessId

AccessType

AudioLanguage

Contains the following sub-elements:

Lifespan

ExtensionURL

ServiceID

UsageInfo

SDP_URI | SDP
AlternativeAccessURL
TerminalCapabilityRequirement

BandwidthRequirement

ApplicationSpec

MediaInformation

	ServiceProtection
	A
	O
	0..1
	If true, this indicates that this service is protected; if false, this indicates that this service is free to air.

	AccessId
	A
	M
	1
	ID of the Access object, 

	AccessType
	A
	M
	1
	Defines the type of access e.g. for service guide session, file delivery session or interactive session (e.g. File carousel, SMS or web

	AudioLanguage
	A
	O
	0..N
	The language of the Audio Stream

	Lifespan
	E1
	O
	0..1
	Lifespan of the Access object.

Contains the following sub-elements:

StartTime

EndTime

	StartTime
	E2
	O
	0..1
	start of validity; if not given, the start of validity is assumed in the past

	EndTime
	E2
	O
	0..1
	end of validity; if not given, the end of validity is assumed in the distant future, and the end time can be specified later by updating the object

	ExtensionURL
	E1
	O
	0..N
	URL containing additional information in an extension fragment

	ServiceID
	E1
	M
	1
	Reference to the service object to which the access object belongs.

	UsageInfo
	E1
	O
	0..1
	this text helps the user understand what difference it makes to use one or the other access object. It’s mandatory in case more than one access object is available at a given point in time.

possibly in multiple languages

attributes:

lang (values: 3-byte ISO 639 language codes).

	SDP_URI
	E1
	O
	0..1
	the URI to the SG delivery unit which contains the access specification that the media application in the terminal uses to access the service. attributes:

type (only possible value: “SDP”)

Note: Using either SDP_URI or SDP is mandatory.

	SDP
	E1
	O
	0..1
	SDP 

	AlternativeAccessURL
	E1
	O
	0..N
	Specify alternative URL of the content for retrieving it via the interaction channel if the content can not be received via the normal broadcast channel.

	TerminalCapability
Requirement
	E1
	O
	0..1
	specification of required terminal capabilities, such as protocols, codecs, bitrate, processing, memory;

UAprof is used for expressing the capabilities

	Bandwidth
Requirement
	E1
	O
	0..1
	specification of required network bandwidth;

A broadcast service can include multiple accessible streams (same content) with different bandwidth, so that the terminal can make a choice depending on its current reception condition.

	ApplicationSpec
	E1
	M
	1
	URI of the application or application type that can consume the service using this access object

	MediaInformation
	E1
	O
	0..N
	Optional reference to an icon, pictogramme, animation or audio. PreviewData or reference to PreviewData is used here.
Attribute:

usage (possible values: background, icon)

	<proprietary elements/attributes>
	E1 or lower, A
	O
	0..N
	Any number of proprietary or application-specific elements or attributes that are not defined in this specification.


Legend: Type: E=Element A=Attribute E1=sub-element, E2=sub-element’s sub-element
Category=(O)ptionality/(M)andatority

5.2.2.5 SDP Description
The Session Description Proctol (SDP) [RFC 2327] description is contained in its own metadata envelope, like any other Service Guide fragment. For IPv6 support in SDP, RFC 3266 is used. Service Guide fragments may also contain other SDP extensions.

Only an example is given here, as the definition of the SDP file describing a media session is out of scope of this document.

Example:
v=0

o=dco 424 3292855200 IN IP6 FF15:0:0:0:0:0:81:1BC

s=MOTV

i=session for the whole day

b=AS:96

a= 

m=audio 49170 RTP/AVP 0

i=audio1

c=IN IP6 FF15:0:0:0:0:0:81:1BC

b=AS:16

a=key-stream-name:TEK1

a=control:streamid=0

a=fmtp:101

a=otherProprietaryAttribute:name=value

m=audio 49170 RTP/AVP 0

i=audio2

c=IN IP6 FF15:0:0:0:0:0:81:1BD

b=AS:16

a=key-stream-name:TEK1

a=control:streamid=1

a=fmtp:101

a=otherProprietaryAttribute:name=value

m=video 51372 RTP/AVP 31

i=video

c=IN IP6 FF15:0:0:0:0:0:81:1BE

b=AS:80

a=key-stream-name:TEK1

a=Preroll:integer;11024

a=RMFF 1.0 Flags:buffer;"AAMAAgAAAAI="

a=otherProprietaryAttribute:name=value

i=application-specific Service Guide flow

c=IN IP6 FF15:0:0:0:0:0:81:1BF

a=key-stream-name:TEK2

m=application 16998 udp/ecm 0

i=TEK1

c=IN IP6 FF15:0:0:0:0:0:82:100

a=sec-proto:esp

a=<other key stream attributes>

m=application 16999 udp/ecm 0

i=TEK2

c=IN IP6 FF15:0:0:0:0:0:82:101

a=sec-proto:esp

a=<other key stream attributes>
5.2.2.6 Purchase Item

A purchase item groups one or multiple services or pieces of content that an end-user can purchase or subscribe to as a whole.

	Name
	Type
	Presence
	Cardinality
	Description

	PurchaseItem
	E
	O
	0..N
	PurchaseItem object

Contains the following attributes:

purchaseItemId

Contains the following sub-elements:

Lifespan

ExtensionURL

ServiceIdRef

ScheduleIdRef

Content

Name

Description

ParentalRating

MediaInformation

	purchaseItemId
	A
	M
	1
	ID of the PurchaseItem object

	Lifespan
	E1
	M
	1
	Lifespan of the PurchaseItem object.

Contains the following sub-elements:

StartTime

EndTime

	StartTime
	E2
	O
	0..1
	start of validity; if not given, the start of validity is assumed in the past

	EndTime
	E2
	O
	0..1
	End of validity; if not given, the end of validity is assumed in the distant future, and the end time can be specified later by updating the object

	ExtensionURL
	E1
	O
	0..N
	URL containing additional information in an extension fragment

	ServiceIdRef
	E1
	O
	0..N
	References to the service objects which belong to the purchase item.

Note: a service can be part of multiple purchase items.

	ScheduleIdRef
	E1
	O
	0..N
	References to the content objects which belong to the purchase item.

Note: a schedule item can be part of multiple purchase items.

	Content
	E1
	O
	0..N
	References to the schedule objects which belong to the purchase item.

Note: a content item can be part of multiple purchase items.

	Name
	E1
	M
	1..N
	Name of the PurchaseItem, possibly in multiple languages

attributes:

lang (values: 3-byte ISO 639 language codes)

	Description
	E1
	O
	0..N
	Description of the purchase item, possibly in multiple languages

attributes:

lang (values: 3-byte ISO 639 language codes)

	ParentalRating
	E1
	O
	0..1
	The recommended age limit.

This determines the age limit for service purchase, not the age limit of the actual service consumption.

	MediaInformation
	E1
	O
	0..N
	Optional reference to an icon, pictogramme, animation or audio. PreviewData or reference to PreviewData is used here.
Attribute:

usage (possible values: background, icon)

	<proprietary elements>
	E1 or lower
	O
	0..N
	Any number of proprietary or application-specific elements that are not defined in this specification.


Legend: Type: E=Element A=Attribute, E1=sub-element, E2=sub-element’s sub-element
Presence=(O)ptionality/(M)andatority 


5.2.2.7 Purchase Data

The Purchase Data object serves the following purposes:

· To express from which purchase channel a certain service bundle can be purchased

· To express all information about a service bundle that is specific for the purchase channel (which can include the price information)

	Name
	Type
	Presence
	Cardinality
	Description

	PurchaseData
	E
	O
	0..N
	PurchaseData object

Contains the following attributes:

puchaseDataId

Contains the following sub-elements:

Lifespan

ExtensionURL

PurchaseItemID

PurchaseChannelID

Request

PriceInfo

MediaInformation

	purchaseDataId
	A
	O
	
	ID of the Purchase Data object

	Lifespan
	E1
	M
	1
	Lifespan of the Purchase Data object.

Contains the following sub-elements:

StartTime

EndTime

In case at a certain point in time there are more than one purchase data objects linking the same purchase item  to the same purchase channel, the one with the latest start time takes precedence. (this mechanism can be used to define pricing exceptions)

	StartTime
	E2
	O
	0..1
	start of validity; if not given, the start of validity is assumed in the past

	EndTime
	E2
	O
	0..1
	end of validity; if not given, the end of validity is assumed in the distant future, and the end time can be specified later by updating the object

	ExtensionURL
	E1
	O
	0..N
	URL containing additional information in an extension fragment

	PurchaseItemID
	E1
	M
	1
	The purchase item to which this purchase data applies to.

	PurchaseChannelD
	E1
	M
	1..N
	The purchase channel through which the idenfied purchase item can be obtained.

	PriceInfo
	E1
	O
	0..N
	If the price is not given, it will be negotiated with the user as part of the purchase transaction. In this case, the purchase data object merely reflects that a certain purchase item can be purchased from the purchase channel.

Contains the following sub-elements:

SubscriptionUnit

UnitText

Price

	SubscriptionUnit
	E2
	O
	1
	Subscription unit in multiples of which the user can purchase access to a purchase item, expressed in time units.

Attributes:

unit (values: “min” or “hour” or “day” or “week” or “month” or “year”)

	UnitText
	E2
	O
	1..N
	Time unit in which the duration is expressed to the user, possibly in multiple languages.

Attributes:

lang (values: 3-byte ISO 639 language codes)

	Price
	E2
	O
	0..N
	The price of the purchase item for the defined duration

Attributes:

currency (possible values: ISO 4217 international currency codes)

	MediaInformation
	E
	O
	0..N
	Optional reference to an icon, pictogramme, animation or audio. PreviewData or reference to PreviewData is used here.
Attribute:

usage (possible values: background, icon)

	<proprietary elements>
	E1 or lower
	O
	0..N
	Any number of proprietary or application-specific elements that are not defined in this specification.


Legend: Type: E=Element A=Attribute, E1=sub-element, E2=sub-element’s sub-element
Presence = (O)ptionality/(M)andatority 


5.2.2.8 Purchase Channel

The purchase channel object represents a system from which access and content rights can be purchased by the terminal (and its end-user). It is also called broadcast subscription management (BSM)

	Name
	Type
	Presence
	Cardinality
	Description

	PurchaseChannel
	E
	O
	0..N
	PurchaseChannel object

Contains the following attributes:

PurchaseChannelId

LocalFlag

RightsIssuerId

Contains the following sub-elements: Lifespan

ExtensionURL

Name

PortalURL

Selector

Connection

MediaInformation

SpecificServicePicture

SpecificPurchaseItemPicture

	PurchaseChannelID
	A
	M
	1
	ID of the Purchase Channel object globally co-ordinated id of the BSM

	LocalFlag
	A
	M
	1
	If true, indicates that the BSM advertises the availability and purcase information completely in the service guide

	RightsIssuerId
	A
	M
	1
	ID of the rights issuer associated with the BSM (needed to allow unconnected devices to identify the RI service that may be operated by their Home BSM)

	Lifespan
	E1
	M
	1
	Lifespan of the Purchase Channel object.

Contains the following sub-elements:

StartTime

EndTime

	StartTime
	E2
	O
	0..1
	start of validity; if not given, the start of validity is assumed in the past

	EndTime
	E2
	O
	0..1
	end of validity; if not given, the end of validity is assumed in the distant future, and the end time can be specified later by updating the object

	ExtensionURL
	E1
	O
	0..N
	URL containing additional information in an extension fragment

	Name
	E1
	M
	1..N
	Name of the Purchase Channel, possibly in multiple languages

attributes:

lang (values: 3-byte ISO 639 language codes)

	PortalURL
	E1
	O
	
	URL for the BSM, on which all purchase transactions can be made

	Selector
	E1
	O
	1
	Allows a terminal to determine which purchase channel to use, among the purchase channels that are announced in the ESG.

Attributes:

type (possible value: “SIMCode”)

Note: Purchase channel needs to be provided by the BCAST Service Provider.

	Connection
	E1
	M
	1..N
	Allows a terminal to construct a purchase request and send it to the purchase channel.

In case multiple connection options are specified, it is up to the terminal to choose, eg. to use IP (over GPRS), with SMS as a fallback option.

Contains the following sub-elements:

Address

Request

	Address
	E2
	M
	1..N
	Attributes:

bearer (possible values: “phone number”, “IP”)

	MediaInformation
	E1
	O
	0..N
	Optional reference to an icon, pictogramme, animation or audio. PreviewData or reference to PreviewData is used here.
Attribute:

usage (possible values: background, icon)
PreviewData to be used to represent the service bundle if the terminal uses this purchase channel.

This overrides the optional PreviewData that is directly associated with the service.

	SpecificServicePicture
	E1
	O
	0..N
	Contains the following sub-elements:

MediaInformation

ServiceID

	ServiceID
	E2
	O
	1
	ID of the service whose picture should be replaced with a picture that is specific to the purchase channel

	SpecificPurchaseItemPicture
	E1
	O
	0..N
	Contains the following sub-elements:

MediaInformation

PurchaseItemID

	PurchaseItemID
	E2
	O
	1
	ID of the purchase item whose picture should be replaced with a picture that is specific to the purchase channel

	<proprietary elements>
	E1 or lower
	O
	0..N
	Any number of proprietary or application-specific elements that are not defined in this specification.


Legend: Type: E=Element A=Attribute, E1=sub-element, E2=sub-element’s sub-element
Presence = (O)ptionality/(M)andatority


5.2.2.9 PreviewData

The preview data contains information that is used by the terminal to present the service or content outline to users, so that the users can have a general idea of what the service is about. The preview data can include simple texts, static images (for example, logo), short video clips, or even reference to another service which could be a low bit rate version for the main service. Other fragments like “Service”, “Content”, “PurchaseData”, and “Access” can link to PreviewData.
Typical use of the preview data includes, for example,
(1) using the preview data which only contain a static picture as the representative item (eg. program icon, channel logo) of a service/channel/program;
(2) presenting the preview data to users when the users browse the service description in the service guide and want to know more about specific services;
(3) presenting the preview data to users when the users check the subscription or charging information of specific services and wonder upon whether to purchase the service or not;
(4) presenting the preview data to users when the users quickly switch to a specific broadcast channel and wait for the channel to appear.
	Name
	Type
	Category
	Cardinality
	Description

	PreviewData
	E
	O
	0..N
	PreviewData object.

Contains the following sub-elements:

PreviewDataID
Version

ValidTime

SMIL

Video

Audio

Text

AccessObject

	PreviewDataID
	E1
	M
	1
	Unique identifier of the PreviewData fragment. This ID can be used by other fragments so as to link different service descriptions, purchase information, etc. to the PreviewData.

	Version
	E1
	M
	1
	Version of this PreviewData. This facilitates the management and update of PreviewData in the terminal end. For example, a newer version of the same PreviewData can override the obsolete one.

	ValidTime
	E1
	O
	0..1
	Validity period of the PreviewData.

Contains the following sub-sub-elements:

StartTime

EndTime

	StartTime
	E2
	O
	0..1
	start of validity; if not given, the start of validity is assumed in the past

	EndTime
	E2
	O
	0..1
	end of validity; if not given, the end of validity is assumed in the distant future, and the end time can be specified later by updating the object

	SMIL
	E1
	O
	0..1
	SMIL (Synchronized Multimedia Integration Language) is a language that allows authors to be able to easily define and synchronize multimedia elements (video, sound, still images) for Web-like presentation and interaction. 

The SMIL profile defined in [3GPP 26.246R6] shall be used.

	Video
	E1
	O
	0..1
	Video defines how to obtain a video trailer clip which can enable the user to preview the service or content.
Contains the following sub-sub-elements:
VideoURI

Codec

AlternativeText
AlternativePicture

	VideoURI
	E2
	M
	1
	The URI referencing the video clip.

	Codec
	E2
	O
	0..1
	Codec of the video clip.

	AlternativeText
	E2
	O
	0..1
	Alternative Text to be displayed if the video clip is not available.

	AlternativePicture
	E2
	O
	0..1
	Alternative Picture to be displayed if the video clip is not available.

	Audio
	E1
	O
	0..1
	Audio defines how to obtain an audio clip which can enable the user to preview the service or content.
Contains the following sub-sub-elements:
AudioURI

Codec

AlternativeText
AlternativePicture

	AudioURI
	E2
	M
	1
	The URI referencing the audio clip.

	Codec
	E2
	O
	0..1
	Codec of the audio clip.

	AlternativeText
	E2
	O
	0..1
	Alternative Text to be displayed if the audio clip is not available.

	AlternativePicture
	E2
	O
	0..1
	Alternative Picture to be displayed if the audio clip is not available.

	Picture
	E1
	O
	0..1
	Picture defines how to obtain a picture which can enable the user to preview the service or content, or represents the service or content with an icon, a logo, etc
Contains the following sub-sub-elements:
PictureURI

Codec

AlternativeText

	PictureURI
	E2
	M
	1
	The URI referencing the picture.

	Codec
	E2
	O
	0..1
	Codec of the picture.

	AlternativeText
	E2
	O
	0..1
	Alternative Text to be displayed if the picture is not available.

	Text
	E1
	O
	0..1
	Text represents the service or content with a title sentence, or brief description.

Has the following attributes:
Lang
Font

Color

	Lang
	A
	O
	0..N
	3-byte ISO 639 language codes

	Font
	A
	O
	0..1
	Text font (TBD)

	Color
	A
	O
	0..1
	Text color (TBD)

	AccessObject
	E1
	O
	0..1
	ID of the Access object. The referenced access object might carry a continuous stream (for example, a dedicated preview channel) which is a simplified version of the original content (smaller frame size, less bit rate).

	<proprietary elements>
	
	
	
	Any number of proprietary or application-specific elements that are not defined in this specification.


Legend: 

Type: E = Element, A = Attribute, E1 = 1st level sub-element, E2= 2nd level sub-element;
Category: O = Optional, M = Mandatory;
5.3 Interfaces for Service Guide Generation

5.4 Service Guide Delivery

The Service Guide is delivered as a set of binary objects. Each such object is called Service Guide Delivery Unit and encapsulates one or more fragments of Service Guide. The objects can be delivered either by broadcast mode to all Terminals able to receive the transmission of a Broadcast Channel. Alternatively individual Terminals can fetch the objects over the Interaction Channel.

5.4.1 Service Guide Delivery Methods

<text>

5.4.1.1 Delivery over the Broadcast Channel

Over the Broadcast Channel, the Service Guide SHALL be delivered with the same protocol that is used for file distribution.

When delivering the Service Guide over Broadcast Channel:

· The availability, metadata and grouping of fragments of Service Guide MAY be declared in Service Guide Delivery Descriptor as specified in clause 5.4.2. 

· Fragments of Service Guide SHALL be delivered encapsulated as specified in clause 5.4.4
Each such descriptor SHALL carry one or more groupings and each grouping SHALL contain one or more declarations of Service Guide fragments. 

5.4.1.2 Delivery over the Interaction Channel

A Terminal SHALL be able to fetch the Service Guide over the Interaction Channel. HTTP SHALL be supported by both Network and Terminal.
Service Guide Delivery Descriptor

The following structure SHALL be used for declaring availability, metadata and grouping of the fragments of Service Guide, and to point to the actual delivery channel and the delivery unit where the declared fragments are to be delivered. 

Service Guide Delivery Descriptor as XML

	<?xml version="1.0" encoding="UTF-8"?>

  <xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema"

             elementFormDefault:xs="qualified"

             targetNamespace:xs="http://www.example.com/ServiceGuideDeliveryDescriptor">

    <xs:element name="SgDeliveryDescriptor">

        <xs:complexType>

            <xs:sequence>

                <xs:element name="ContentTypeEnum" type="ContentTypeEnum" minOccurs="0"/>



<!-- This is ContentType mapping -->
                <xs:element name="Session" type="Session" maxOccurs="unbounded"/>

            </xs:sequence>

            <xs:attribute name="startTime" type="xs:positiveInteger" use="required"/>



<!--NTP timestamp. 32 bits.-->
            <xs:attribute name="endTime" type="xs:positiveInteger" use="required"/>



<!--NTP timestamp. 32 bits.-->
        </xs:complexType>

    </xs:element>

    <xs:complexType name="Session">

        <xs:sequence>

            <xs:element name="ServiceGuideDeliveryUnit" type="ServiceGuideDeliveryUnit" maxOccurs="1"/>

        </xs:sequence>

        <xs:attribute name="address" type="xs:anyURI" use="required"/>



<!-- IP address of target delivery session for Service Guide Delivery Units. -->
        <xs:attribute name="port" type="xs:positiveInteger" use="required"/>



<!--Port of target session-->
        <xs:attribute name="sessionId" type="xs:positiveInteger" use="required"/>



<!-- Identifier of target delivery session-->
        <xs:attribute name="startTime" type="xs:positiveInteger"/>



<!--NTP timestamp. 32 bits.-->
        <xs:attribute name="endTime" type="xs:positiveInteger"/>



<!--NTP timestamp. 32 bits.-->
    </xs:complexType>

    <xs:complexType name="ServiceGuideDeliveryUnit">

        <xs:sequence>

            <xs:element name="Fragment" type="Fragment" maxOccurs="unbounded"/>



<!--This is the list of fragments in this ServiceGuideDeliveryUnit -->
        </xs:sequence>

        <xs:attribute name="id" type="xs:positiveInteger" use="required"/>



<!--This indicates the Transport Object Identifier carrying ServiceGuideDeliveryUnit-->
        <xs:attribute name="startTime" type="xs:positiveInteger"/>



<!--NTP timestamp. 32 bits.-->
        <xs:attribute name="endTime" type="xs:positiveInteger"/>



<!--NTP timestamp. 32 bits.-->
    </xs:complexType>

    <xs:complexType name="Fragment">

        <xs:attribute name="id" use="required"/>



<!-- ID of SG Fragment. (32 bits) -->
        <xs:attribute name="version" type="xs:positiveInteger" use="required"/>



<!-- The version of SG Fragment (32 bits). The value is the NTP timestamp -->
        <xs:attribute name="content-Type" type="xs:positiveInteger" use="required"/>



<!—- The content type enumeration value -->
    </xs:complexType>

    <xs:complexType name="ContentTypeEnum">



<!-- ContentType enumeration. A mapping from string to integer. The string gives the namespace for XML fragments and mime type for other data -->
        <xs:sequence>

            <xs:element name="Content-Type" maxOccurs="unbounded">

                <xs:complexType>

                    <xs:simpleContent>

                        <xs:extension base="xs:string">

                            <xs:attribute 

                                name="value" 

                                type="xs:positiveInteger" 

                                use="required"/>

                        </xs:extension>

                    </xs:simpleContent>

                </xs:complexType>

            </xs:element>

        </xs:sequence>

    </xs:complexType>

</xs:schema>


Service Guide Delivery Descriptor in binary format:

Mnemonics

uimsbf = Unsigned 32bit Integer, most significant bit first

Semantics

	n_o_groupings
	Number of groupings in this descriptor

	reserved
	Set to all 0.

	access_present
	0 = AccessEntry is not present 

1 = AccessEntry present (the fragments are delivered in the session pointed to by AccessEntry)

	n_o_service_guide_delivery_units
	Number of Service Guide Delivery Units in this grouping

	IP address
	IP address of target delivery session for Service Guide Delivery Units.

	port
	Port of target session

	sessionID
	Identifier of target delivery session

	transportObjectID
	Transport object id

	validFrom
	The first moment of time this grouping of Service Guide fragments is valid. The format is NTP.

	validTo
	The last moment of time this grouping of Service Guide fragments is valid. The format is NTP.

	n_o_service_guide_fragment
	Number of service_guide_fragments declared in this Service Guide Delivery Unit. 

	fragmentID[I]
	Signals the identifier of the fragment of Service Guide.

	fragmentVersion[i]
	Signals the version of the fragment of Service Guide.
Note: The scope of the fragmentVersion is limited to this transport session. The value of FragmentVersion can turn over from 2^32-1 to 0.

	type
	Enumeration value designating the schema or MIME type for fragment. When most significant bit==1: user defined type is allowed. The enumeration is TBD.


5.4.2 Service Guide Encoding and Compression

The Service Guide Delivery Unit carrying a set of fragments for Service Guide MAY be compressed with GZIP algorithm for the delivery. The optional GZIP compression SHALL be transparent to the communication between Service Guide Server and Service Guide Client. The Terminal MUST support GZIP.

5.4.3 Service Guide Encapsulation

The following structure SHALL be used for the Service Guide Delivery Unit carrying the fragments of a Service Guide. The optional compression SHALL be performed on transport layer and apply to a transport unit as a whole.

	Data Field Name
	Data Type

	Service_Guide_Delivery_Unit {
	

	
Unit_Header {
	

	

Reserved
	16 bits

	

n_o_service_guide_fragments
	16 bits

	

for(i=0; i< n_o_service_guide_fragments; i++) {
	

	


fragmentID[i]
	uimsbf

	


fragmentVersion[i]
	uimsbf

	
	

	
	

	


offset[i]
	16 bits

	

}
	

	
}
	

	
Unit_Payload {
	

	

for(i=0; i< n_o_service_guide_fragments; i++) {
	

	


service_guide_envelope_format[i]
	uimsbf

	


if(service_guide_ envelope_format[i] == 0x00) {
	

	



fragmentEncoding[i]
	uimsbf

	



service_guide_fragment[i]
	bitstring

	


}
	

	


if(service_guide_ envelope_format[i] == 0x01) {
	

	



3GPP_Metadata_Envelope
	bitstring

	


}
	

	


if(service_guide_ envelope_format[i] == 0x02) {
	

	



3GPP2_Metadata_Envelope
	bitstring

	


}
	

	

}
	

	
}
	

	}
	


Mnemonics

uimsbf = Unsigned 32bit Integer, most significant bit first

bitstring = Array of bits

Semantics

	n_o_service_guide_fragments
	Number of service_guide_fragments encapsulated in this specific Delivery Unit.

	offset[i]
	Offset in bytes from the start of the Unit_Payload to the start of the service_guide_fragment[i] in the Unit_Payload.

	fragmentID[i]
	Signals the identifier of the service_guide_fragment[i] unique in the scope of fragmentBaseURI, which is defined for the transport. In the broadcast case the fragmentBaseURI is signalled in the file delivery session in-band. In the bi-directional fetch case the fragmentBaseURI is signalled as “Content-Base” field in HTTP message.

	fragmentVersion[i]
	Signals the version of service_guide_fragment[i].

Note: The scope of the fragmentVersion is limited to this transport session. The value of FragmentVersion can turn over from 2^32-1 to 0.

	
	

	
	

	fragmentEncoding[i]
	Signals the encoding of service_guide_fragment[i] (fragment encodings TDB)

	service_guide_ envelope_format[i]
	Selector for distinguishing between the OMA envelope format (as defined in this specification) and 3GPP metadata envelope format.

	3GPP_Metadata_Envelope
	See 3GPP TS 26.346

	3GPP2_Metadata_Envelope
	See 3GPP2 X.S0022


Note: fragmentID[i] and fragmentVersion[i] are entities to support caching of service_guide_fragments without requiring the terminal to decompress the service_guide_fragments.

5.4.4 Service Guide Update and Management

<text>

5.5 Use of Service Guide for Service Preview

<text>

6. Discovery of Service Guide

<text>

6.1 Service Discovery Mechanisams

6.1.1 Service Guide Transmitted over Broadcast Channel

The service guide discovery mechanisms that are specified in this section relate to the discovery of a Service Guide that is distributed over Broadcast Channel (i.e. they do not relate to Service Guides that are not using the Broadcast Channel). In this case, the Terminal will need to know how to find and access the broadcast IP flows that carry the broadcast Service Guide.

Service Guide Discovery over Broadcast Channel

The entry point to a Service Guide on a Broadcast Channel SHALL be defined as an entry point to file delivery session carrying the Service Guide and originating from Service Guide Generation Function (over interface BSG-3) or from Service Guide Distribution Function (over interface BSG-5). The entry point information SHALL consist of:

· (Optionally) IP Source Address & Port

· IP Destination Multicast Address & Port

· (optionally) URL of  the SDP fragment which describes the file distribution session(s) that carry the Service Guide

Note: whether IPv4 and/or IPv6, to be discussed generally, not only Service Guide –related.

The file delivery session carrying Service Guide SHALL use port number <TBD>. The above is the minimum set of information needed to resolve the IP addresses to BDS specific parameters and to initialise the reception of file delivery session carrying the Service Guide.

There MAY be several entry points to several Service Guides on a single Broadcast Channel.

The existence of and entry point to Service Guide delivery over the Broadcast Channel MAY be signalled using signalling native to each Broadcast Delivery System. Thus, to discover the Service Guide on the Broadcast Channel the Terminal SHALL expect the BDS to convey the above information through BDS specific signalling. The detailed guidelines for such signalling in a set of Broadcast Delivery Systems are given in BDS Adaptation Specifications [ref: BDS adaptation for DVB-H, BDS adaptation for MBMS, BDS adaptation for BCMCS]. 

Service Guide Discovery over Interaction Channel

The entry point to a Service Guide on an Interaction Channel SHALL be the URL of an SDP fragment which describes the file distribution session(s) that carry the Service Guide. These file distribution sessions originate from a Service Guide server implementing Service Guide Generation Function (over interface BSG-4) or Service Guide Distribution Function (over interface BSG-6). The entry point MAY be either fixed, or provisioned to the terminal (e.g. through Device Management), or provided out-of-band (e.g. a public or private web site).

Within a single BDS, there MAY be a different Service Guide generated for different network areas, requiring a different entry point for each particular network area. It is not in scope of this specification to define how the device learns about the applicable URL.

7. Notification

<text>
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OMA-BCAST-2005-0130R03-CR-Service-Guide-data-model-Core-Fragments

	Draft Version

OMA-TS_BCAST_ServiceGuide-V1_0_0-20050603-D
	03 June 2005
	5.2.2
5.4
	CRs agreed during BCAST CC on May 18 2005:

OMA-BCAST-2005-0148R02-CR-BCAST-TS-SG-Location_information_in_Service_Guide
CRs agreed during BCAST meeting in Singapore:

OMA-BCAST-2005-0131R04-CR-Service-Guide-Datamodel-Provisioning-Fragments 
OMA-BCAST-2005-0180R03-CR-TS-Service-Guide-Delivery-Descriptor
OMA-BCAST-2005-0213-CR-BCAST-TS-SG-Bandwidth_Requirement
OMA-BCAST-2005-0214-CR-BCAST-TS-SG-Alternative_Access_URL
OMA-BCAST-2005-0215-CR-BCAST-TS-SG-Content_Timing


Appendix B. Static Conformance Requirements
(Normative)

The notation used in this appendix is specified in [IOPPROC].

The following is a model of a set of SCR tables.  DELETE THIS COMMENT

B.1 SCR for XYZ Client

	Item
	Function
	Reference
	Status
	Requirement

	XYZ-C-001
	Something mandatory
	Section x.y
	M
	(XYZ-C-001 OR XYZ-C-003) AND
 XYZ-C-002

	XYZ-C-002
	Something optional
	Section x.y
	O
	

	XYZ-C-003
	Dependencies on ZYX
	Section x.y
	M
	ZYX:MCF

	XYZ-C-004
	Dependencies on ZYX
	Section x.y
	O
	ZYX:OCF


B.2 SCR for XYZ Server

	Item
	Function
	Reference
	Status
	Requirement

	XYZ-S-001
	Something mandatory
	Section x.y
	M
	XYZ-S-001 OR XYZ-S-002 OR XYZ-S-003

	XYZ-S-002
	Something optional
	Section x.y
	O
	

	XYZ-S-003
	Dependencies on ZYX
	Section x.y
	M
	ZYX:MSF

	XYZ-S-004
	Dependencies on ZYX
	Section x.y
	O
	ZYX:OSF


Appendix C. Service Guide Detailed Schema (Normative)
<More text>

Appendix D. Service Guide Application Scenarios (Informative)

D.1 Scenario 1

<More text>

D.2 Scenario 2

<More text>
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