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1. Scope

<< Define as it relates to Open Mobile Alliance Activity.  If it adds clarity, define what is not in the scope.  DELETE THIS COMMENT >>

2. References

The policy for reference lists is:

1.
OMA documents listed should have at least one approved version – draft-only docs should not be referenced.  Exception exists for documents that will be approved with or after the referenced doc is approved (may be part of same enabler package).  In short – approved docs should not reference unapproved docs.

2.
When a reference is made to an OMA specification, then Open Mobile Alliance with the TM symbol (™) should be used in the description.

3.
The name + version (no date) for OMA specifications are generally sufficient – dates should be used only if there is a specific reason to limit the usage.

4.
For references to WAP Forum docs, dates should not be included as DID's for the old WAP Forum specifications are enough and the reference description should refer to WAP Forum™.

5.
References to other affiliate docs should similarly provide sufficient information to uniquely determine the needed document and should provide the appropriate source information.

6.
The URL for OMA material (new OMA and affiliate) should always be http://www.openmobilealliance.org (an exception is OMNA that is reached through http://www.openmobilealliance.org/tech/omna)

Models to use


[REFLABEL]
<General Model> “Ref Title”, Ref information (source, date, id),
URL:http//<ref-source>/ 


[OMADOC]
<OMA Model> “OMA Document Title”, Open Mobile Alliance™, OMA‑<docname>{‑<version>}, URL:http//www.openmobilealliance.org/ 

If there are no entries in the table – enter ‘none’ to be clear.
DELETE THIS COMMENT

2.1 Normative References

	[IOPPROC]
	“OMA Interoperability Policy and Process”, Version 1.1, Open Mobile Alliance™, OMA-IOP-Process-V1_1, URL:http://www.openmobilealliance.org/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC2234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. November 1997, URL:http://www.ietf.org/rfc/rfc2234.txt

	
	

	
	<< Add/Remove reference rows as needed! >>


2.2 Informative References

	
	

	
	<< Add/Remove reference rows as needed! >>


3. Terminology and Conventions

3.1 Conventions

<< If doc includes normative material keep the next two paragraphs.  DELETE THIS COMMENT >>

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

<< If needed, describe or declare using appropriate normative references the additional conventions that are used.  DELETE THIS COMMENT >>

3.2 Definitions

<< Add definitions in new rows of the following table as needed.  DELETE THIS COMMENT >>

	Term 1
	Definition

	Term 2
	Definition

	
	


3.3 Abbreviations

<< Add abbreviations as needed to the following table.  DELETE THIS COMMENT >>

	OMA
	Open Mobile Alliance

	xxx
	xxx

	
	


4. Introduction

<< From a market perspective...  

What can you do with this specification?

What problem does this solve?

How can this specification be applied?

Consider the target audience and provide deployment examples as possible.

DELETE THIS COMMENT >>

5. Service and Content Protection
<<Sections for the normative specification text.  Fill in as needed.  The following validates the styles used for the headers.  DELETE THIS COMMENT >>

5.1 Service and Content Protection Functional Architecture
<text>

5.1.1 Functional Architecture Diagram (Informative)
The following diagram is the result of turning the key hierarchy for service protection by 90 degrees and mapping it onto the BCAST architecture. The diagram identifies the resulting function blocks and interfaces between them.


[image: image2.wmf] 

Content

 

Creation

 

BCAST

 

Service

 

Application

 

BCAST Service 

Distribution

 

Broadcast

 

Distribut

ion

 

System

 

Interaction

 

Network

 

Broadcast

 

Distribution

 

System

 

Interaction

 

Network

 

Terminal

 

Air 

Interface

 

BCAST

 

-

 

1

 

BCAST

 

-

 

2

 

BCAST

 

-

 

3

 

BCAST

 

-

 

4

 

BCAST

 

-

 

6

 

BCAST

 

-

 

5

 

X

 

-

 

1

 

*

 

X

 

-

 

2a

 

X

 

-

 

4

 

X

 

-

 

3

 

*

 

Service

 

Encryption

 

Traffic Key

 

Message

 

Generation

 

Service

 

Decryption

 

Traffic Key

 

Message

 

Decoding

 

Traffic 

 

Encr. Key 

 

Generation

 

Serv

ice Encr. Key 

 

Generation

 

OMA 

 

File

 

Distrib.

 

Broadcast

 

Service

 

to be protected

 

SP2

 

SP3

 

SP4

 

SP5

 

SP6

 

Native

 

Service

 

Encr.

 

SP1

 

OMA Rights Issuer

 

RO 

 

Gen.

 

Device

 

Registr.

 

OMA DRM Agent

 

RO 

 

Dec.

 

Device

 

Registr.

 

Legend

 

BCAST Functiona

l Entities

 

BCAST Reference Points

 

Other Reference Points

 

Legend

 

BCAST Functional Entities

 

BCAST Reference Points

 

Other Reference Points

 

BCAST Interface

 


Figure 1 – Service Protection Function Architecture

The following table explains the interfaces and maps them to BCAST reference points:

Table 1 –  Mappings and Definitions for Service Protection Function Architecture 
	Interface
	Reference Point
	Definition

	SP1
	BCAST-2, BCAST-3
	The broadcast service (based on file and/or stream distribution) can be

· fed into the BDS for unprotected distribution to the terminal

· fed into the BDS for protected distribution to the terminal, using native service protection of the BDS

· fed into the broadcast service distribution system for OMA-protected distribution to the terminal

SP1 is shown and explained in order to demonstrate how unprotected services can be implemented in parallel with protected services.

	SP2
	BCAST-5
	 This interface implements layer 4 (“service flow layer”) of the 4-layer model.

The OMA-protected service is distributed to the terminal via the BDS.

	SP3
	BCAST-5
	This interface implements layer 3 (“traffic key stream”) of the 4-layer model.

Traffic key messages are distributed to the terminal via the BDS.

In order to guarantee a short service access time, the key messages will typically be repeated in the order of several times per second, even if the key cycle (“crypto period”) may be typically in the order of a few seconds.

It is essential to keep the overhead low for these messages. Therefore, the structure and encoding of these messages needs to be carefully optimised. For example, for distribution, a simple UDP encapsulation may be preferable to using file distribution.

It may be useful to define program-specific access rights within the traffic key message. Such access rights would apply to all subscribers, as opposed to those delivered within the rights expression that is part of the rights objects, which apply only to the addressee(s) of the rights object. The advantage of such program-specific access rights is that they can change from program to program, whereas the access rights delivered e.g. with a subscription rights object would apply to the whole subscription period.

	SP4
	BCAST-5
	This interface implements layer 2 (“rights management”) of the 4-layer model for delivery of rights objects over the broadcast channel.The rights objects will contain keys and rights corresponding to subscriptions for services or service bundles, or corresponding to pay-per-view events.

Because of the un-reliable nature of the broadcast channel, the rights objects may have to be repeated multiple times. For efficiency, it may be useful to define time windows during which terminals are expected to be ready to receive their rights objects.

Also for efficiency, it may be necessary to define an optimized encoding for rights objects that are delivered over the broadcast channel.

Furthermore, it may be useful to develop a group addressing scheme that allows a single rights object to be sent to a group of subscribers. Such a scheme may rely on tamper-proofness (e.g. a bitmap in the rights object tells which subscribers are effectively authorized to use the rights objects), or use other efficient schemes for managing subscriber groups (adding/removing subscribers to a service must not involve sending messages to existing subscribers of that service).

This interface also implements layer 1 (“device registration”) of the 4-layer model for registration of devices over the broadcast channel.

The idea is to register “unconnected devices” (devices that don’t have an interaction channel) using the broadcast channel for establishing the key material that is required for subsequent DRM transactions. Such a device can be set into “registration model” while registration occurs. An authentication key that is conveyed to the device out-of-band permits the device to authenticate the registration data. The registration message may have to be repeated a couple of times during the registration period.

Also the registration of devices that together form a DRM local domain is covered by this interface.

	SP5
	BCAST-6
	This interface implements layers 2 and 1 of the 4-layer model for delivery of rights objects and device registration over the interaction channel.

The required transactions and messages are already defined within OMA DRM 2.0 (ROAP). It is possible for the network to push rights objects to the terminal spontaneously (1-pass ROAP), or to send a trigger to the terminal. The terminal can request a rights object (2-pass ROAP), either spontaneously or based on a trigger. Registration is implemented using the 4-pass ROAP, and local domains of terminals can be set up.

The collection of usage data for impulse pay-per-view will be an addition to SP5.

	SP6
	BCAST-6
	This interface complements SP4 for device registration over the broadcast channel. While any kind of protocols and message formats for these out-of-band communications are out-of-scope for OMA-BCAST, it will be necessary to define registration scenarios and their corresponding information flows (which attributes are to be conveyed from where to where, and what is their semantics).

For unconnected devices, also the collection of usage data for impulse pay-per-view will have to be implemented over SP6.


The following diagram is the result of turning the key hierarchy for content protection (i.e. existing key hierarchy of OMA DRM 2.0) by 90 degrees and mapping it onto the BCAST architecture. The diagram identifies the resulting function blocks and interfaces between them.
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Figure 2 – Content Protection Function Architecture

Figure 2 above depicts the architecture of the BCAST Content Protection function.

Interfaces are defined as follows:

Table 2 - Mappings and Definitions for Content Protection Function Architecture
	Interface
	Reference Point
	Definition

	CP1
	BCAST-1
	CP1 is not in scope of OMA-BCAST. It shows merely for the sake of completeness how the unprotected content is fed from the original source into the OMA DRM domain.

	CP2
	BCAST-3
	The DRM-protected content is distributed through the BDS.

	CP3
	BCAST-4
	CP3 comprises the transactions between OMA rights issuer and DRM agent in the terminal. It includes device registration, domain join/leave, and rights object delivery.

	CP4
	BCAST-3
	Also for content protection, like for service protection, it may be necessary to define a registration procedure and rights object delivery over the broadcast channel.

It is understood that the same optimizations (e.g. efficient encoding of rights objects) apply like for service protection.

	CP5
	BCAST-3
	CP5 complements CP4 in case of unconnected devices, where DRM-operations that require interaction have to be implemented by combining the broadcast channel with out-of-band communication. These operations include device registration, domain join/leave, and usage data collection for impulse pay-per-view.



5.1.2 Keys

<text>

5.1.2.1 Key Management

<text>

5.1.2.2 Key Hierarchy
Service keys described in Layer 2 of the Key Hierarchy for Service Protection are transmitted to each terminal within rights objects (ROs) by using service key messages, whose format is to be defined later.  In addition to service keys, ROs also contain permissions and other attributes linked to protected service.  Service Keys would typically be utilized for subscription services.  Each service key protects a single subscription service that can be purchased as a unit.  A unit is the minimum granularity of services that a service provider offers to an end user, and a unit, therefore, MAY correspond to a single program channel, to a portion of a channel, or to a collection of program channels that are all purchased as a unit.  The service key is an intermediate key, i.e. it does not directly encrypt the content but instead encrypts a traffic encryption key or Layer 3 keys.  The service keys themselves are encrypted by keys transmitted in Layer 1 of the Key Hierarchy.  The method of encrypting the service keys is to be defined later.
A terminal periodically receives a set of service keys that MUST be encrypted and authenticated.  Depending on the capabilities of underlying transport networks, multiple service keys MAY be combined into one service key message directed to a terminal.  There MAY also be multiple such messages that relay different sets of service keys to the same terminal.

Service keys SHOULD be periodically updated so that when someone drops a subscription, their access to a service will be terminated cryptographically once a service key changes.  For example, service keys MAY change once per billing period (e.g., on a monthly basis).

The transmission of service key messages to a terminal can be done over an interaction channel or over a broadcast channel, depending on factors such as whether the terminal has access to an interaction channel.  The exact mechanism to transmit service key messages to terminals is to be defined later.


If the service key message is transmitted over the broadcast channel, then the RO MUST be encoded using a suitable binary encoding or compression.  An RO thus encoded is called an efficiently encoded RO for delivery.  The choice of whether to use binary encoding or compression to encode efficiently encoded ROs is TBD.  The syntax for binary encoding and the mechanism for compression is TBD.

Efficiently encoded ROs for delivery SHOULD satisfy the following requirements:

1) Efficient use of Broadcast Bandwidth.  Textual XML-based objects are verbose.  The broadcast channel is used to transmit service key messages for terminals with no interactive channels, and the broadcast bandwidth used for transmitting textual XML-based objects can be quite large.  

2) Performance/Scalability.  In the case of a broadcast service, there can be a very large number of users that are all tuning in to a live event and thus performance is critical.  Digital signature generation for every user that wants to tune into an event needs to be evaluated to determine whether it provides a sufficient level of scalability.  Even for monthly subscribers, Rights Objects may need to be regularly sent to update service keys.  

3) Economy of Implementation.   Many implementations use security facilities (e.g., SIM cards) that, for reasons of cost, are normally constrained in terms of computing power and available storage.  Such facilities are not normally able to run a full XML parser.

In addition, if the service key message is transmitted over the broadcast channel, then digital signatures or MACs over the RO MAY be verifiable over the efficiently encoded RO itself without having to decode or de-compress the efficiently encoded RO.

In addition, if the service key message is transmitted over the broadcast channel, then all content of the service key message other than the efficiently encoded RO MUST be compressed or encoded.

If the service key message is transmitted over the interaction channel, then the service key messages , including the RO, digital signatures or MACs, MAY be encoded, compressed, or text-based.


5.1.2.3 Key Distribution Protocols
<text>

5.1.3 Encryption and Data Formats
<text>

5.1.3.1 Service Encryption Protocols and Data Formats
<text>

5.1.3.2 Content Encryption Protocols and Data Formats
<text>

5.1.4 Rights and Subscription Management

<text>

5.1.5 Binding Protocols
<text>

5.1.6 Security Mechanisms
<text>

5.2 Interfacing to underlying broadcast distribution systems
<text>

5.2.1 BCMCS

<text>

5.2.2 MBMS

<text>
5.2.3 DVB-H

<text>
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Appendix C. Service and Content Protection for Applications
If needed, add annex to provide additional information to support the document.  In general, this information should be informative, as normative material should be contained in the primary body of the document.

Note that the styles for the headers in the appendix (App1, App2, App3) are different than the main body.  The use below is intended to validate the styles to be used.  Remove if not needed.

DELETE THIS COMMENT

<text>

C.1 Subscription Applications
<text>
C.2  Pay-Per-View Applications

<text>

C.3 Free Pre-View Applications

<text>
C.4 Controlled Recording and Editing

The following figure shows the framework for controlled recording and editing selected portions of broadcast content.   
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Figure 3 – Framework for Controlled Recording and Editing 

The method described in the figure is as follows:

1. The client terminal MUST receive broadcast traffic.

2. DRM objects associated with the service application are sent to terminals.  While receiving the broadcast traffic, a user of a terminal MAY want to record a part of the broadcast traffic.  In this case, the terminal MUST execute Step 3.

3. If the rules in the digital rights management (DRM) associated with the broadcast permit recording parts of the traffic, or if the broadcast traffic is not protected, then the broadcast MAY be recorded.  The recorded content SHOULD be protected unless marked as copy freely.  In addition, if the terminal records parts of the broadcast, the terminal MAY execute Step 4 or Step 5. 

4. Depending on the rules of the DRM, the terminal MAY generate reports, perhaps for charging purposes.  In addition, depending on the rules of the DRM, the terminal MAY contact the Broadcast Application Service provider via the interaction channel to provide the documentation or to obtain additional service or content rights objects.  In addition, the terminal MAY execute Step 5.

5. Depending on the rules of the DRM objects associated with the broadcast, or depending on the rules associated with the additional rights objects, a user of the terminal MAY edit the recorded portion of the broadcast.  Examples of editing operations include adding overlay information and titles, splicing, reordering, and adding effects.
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