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1 Reason for Change

The BoD Cloud  Task Force agreed to produce a white paper that will include surveys of Cloud standards activities in other bodies. 
This contribution aims to propose the content of the appropriate paragraph in the white paper. 
Note: The revision R02 contains some additional text (with respect to the contribution 0004) highlighted in yellow

2 Impact on Backward Compatibility

No impact
3 Impact on Other Specifications

No impact
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended to include the text below in the section 5.1 of the Cloud Computing White Paper.
6 Detailed Change Proposal

5. Standardization Landscape of Cloud Computing

5.1 Overview on existing standardization initiatives
The scope of this paragraph is to provide an overview of existing SDOs involved in the Cloud Computing standardization and to be used as a base to produce a gap analysis that will identify possible opportunities that can be under OMA purview, specifically from mobile perspective.  
Following picture shows the main ongoing standardization activities on Cloud Computing. Below some text has been provided for giving a general overview of the work objectives.
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►

ISO / IEC-JTC 1; SC 38: Distributed Application Platforms and Services (SOA, WS, Cloud)

►

ITU-T - Cloud Computing Focus Group (TSGA) for cloud Telco vision

►

NIST - National Institute of Standards and Technology 

►

W3C – activities on HTML-5 (offline mode, multi-device…)

►

IETF - Web socket, Hypertext-Bidirectional (New Cloud WG to be confirmed)

►

ITIL V3 & Cloud life cycle service Management

APIs for managing cloud resources

API for Cloud Storage

Interoperability aspects

Model driven approaches for cloud services

portability, interoperability & reuse 

Cloud-provider /cloud-seller  & SLAs

Identity in the Cloud

Security aspects

2 Work Items, Use Cases & Requirements

►

OGF – Open Grid Forum

►

DMTF – Distributed Management Task Force

►

SNIA -

Storage Networking Industry Association

►

OCC – Open Cloud Consortium

►

GICTF - Global Inter-Cloud Technology Forum

►

OMG – Object Management Group

►

TM Forum – TeleManagement Forum

►

OASIS 

►

Cloud Security Alliance

►

ETSI - TC Cloud


Figure 1 -  xxx
a. Distributed Management Task Force (DMTF): DMTF’s Open Cloud Standards Incubator focused on standardizing interactions between cloud environments by developing cloud management use cases, architectures and interactions. This work was completed in July 2010 with the delivery of three white papers:

· Interoperable Clouds (DSP-IS0101, Nov. 2009)

· Use cases and Interactions for Managing Clouds (DSP-IS0103, June 2010)

· Architecture for Managing Clouds (DSP-IS0102, June 2010). 
The work has now transitioned to the Cloud Management Working Group, which aims to specify APIs (protocol, information  model) for managing cloud resources’ lifecycle (IaaS).  The deliverables of the group are the following:

1. Cloud Service Management Models 

2. Cloud Management Interface Requirements (internal document)

3. Cloud Management Interface Specifications on Protocol, Operations, Security & Message:

a. HTTP REST-based protocol mapping spec

b. SOAP-based protocol mapping spec

c. WS-Man based protocol mapping spec (the WS-Management is a DMTF open standard defining a SOAP-based protocol for the management of servers, devices, applications and various Web services). 
The CMWG is expected to complete public drafts of the Cloud Service Management Model and one or more Cloud Management Interface Specifications during 2011 and finalized within 2012.

b. ITU:
· Focus Group on Cloud Computing (FG Cloud) was established further to ITU-T TSAG agreement and will complete its work within June 2011.  It will contribute with the telco aspects, i.e., the transport via telecom networks, security aspects, service requirements, etc., in order to support services and/or applications of “cloud computing” making use of telecommunication networks. Main activities are:

· Produce a “Functional Requirements and Reference Architecture” document whose scope is to define the functional requirement and reference architecture of cloud computing, which includes the functional architecture, functional entities and reference points.

· Produce a “Infrastructure & network enabled cloud” document describing how service providers can leverage their network asset to address network availability and performance for secure end to end cloud services as well as  how ti evolve network resource allocation and control to more dynamic in order to meet the needs to provision on-demand cloud services. 

· Produce “Introduction to the cloud ecosystem: definitions, taxonomies, use cases, high level requirements and capabilities” document whose scope covers: Cloud Computing related definitions and taxonomies,  business roles and main technical components of a Cloud ecosystem,  value proposition of Cloud Computing in telecommunication ecosystems,  a set of relevant telecommunication centric use cases, high level requirements and capabilities of a Cloud ecosystem.

· Produce a “Cloud Security” document detailing on behalf of ITU SG17 on security, topics such as “Security requirement and framework of cloud based telecommunication service environment” and “Security guideline for cloud computing in telecommunication area”
· Focus Group on Future Network The group develops a document on framework of network virtualization, which is relevant to Cloud Computing.

· Study Group 13: is creating a new question (Q.23/13) on cloud computing matters. This Question is intended to develop new Recommendations on cloud computing in coordination with relevant Questions in ITU-T SG13 and coordinate with relevant SGs and SDOs. Question 4/17, Requirements and frameworks for QoS enablement in the NGN is working on Resource Control and Management for Virtual Networks for Cloud Services (VNCs).
· Study Group 17: The following (proposed) work items of Question 8/17, Service oriented architecture security are relevant to Cloud Computing:
· X.ccsec, Security guideline for cloud computing in telecommunication area

· X.srfctse, Security requirement and framework of cloud based telecom service

c. Cloud Security Alliance (CSA) The Cloud Security Alliance is a not-for-profit organization with a mission to promote the use of best practices for providing security assurance within Cloud Computing, and to provide education on the uses of Cloud Computing to help secure all other forms of computing. The Cloud Security Alliance is led by a broad coalition of industry practitioners, corporations, associations and other key stakeholders. The Cloud Security Alliance is comprised of many subject matter experts from a wide variety disciplines, united for these objectives:
· Promote a common level of understanding between the consumers and providers of cloud computing regarding the necessary security requirements and attestation of assurance.

· Promote independent research into best practices for cloud computing security.

· Launch awareness campaigns and educational programs on the appropriate uses of cloud computing and cloud security solutions.

· Create consensus lists of issues and guidance for cloud security assurance.
The Trusted Cloud Initiative will help cloud providers develop industry-recommended, secure and interoperable identity, access and compliance management configurations, and practices. The Trusted Cloud Initiative will develop reference models, education, certification criteria and a cloud provider self-certification toolset.

d. TM Forum has created in 2010 the Cloud Service Initiative, with the primary objective to help the industry to define an ecosystem of major buyers and sellers who will collaborate to define a range of common approaches, processes, metrics and other key service enablers for creating a vibrant commercial marketplace for cloud based services, to remove barriers to adoption based on industry standards. The Cloud Services Initiative delivers: 

· An Ecosystem of enterprise customers, cloud service providers and technology suppliers that enable the commercialization of this major business opportunity 
· Business guidance including benchmarks and service quality metrics 

· Technical agreements – many in collaboration with other industry groups 

e. OASIS (organization for the Advancement of Structured Information Standards drives the development, convergence and adoption of open standards for the global information society. OASIS sees Cloud Computing as a natural extension of SOA and network management models and the group IDCloud was created to address the serious security challenges posed by identity management in cloud computing. The TC identifies gaps in existing identity management standards and investigates the need for profiles to achieve interoperability within current standards. It performs risk and threat analyses on collected use cases and produces guidelines for mitigating vulnerabilities
f. Open Grid Forum (OGF) OGF is an open community committed to driving the rapid evolution and adoption of applied distributed computing. Applied Distributed Computing is critical to developing new, innovative and scalable applications and infrastructures that are essential to productivity in the enterprise and within the science community. OGF accomplishes its work through open forums that build the community, explore trends, share best practices and consolidate these best practices into standards. The Open Cloud Computing Interface (OCCI) Working Group was originally initiated to create a remote management API for IaaS model based Services, allowing for the development of interoperable tools for common tasks including deployment, autonomic scaling and monitoring. It has since evolved into a flexible API with a strong focus on integration, portability, interoperability and innovation while still offering a high degree of extensibility. The current release of the Open Cloud Computing Interface is suitable to serve many other models in addition to IaaS, including e.g. PaaS and SaaS.
g. Open Cloud Consortium (OCC) supports the development of standards for cloud computing and frameworks for interoperating between clouds; it develops benchmarks for cloud computing and supports reference implementations for cloud computing, preferably open source reference implementations.

h. ETSI The goal of ETSI TC CLOUD (previously TC GRID), created on June 2010 is to address issues associated with the convergence between IT (Information Technology) and Telecommunications. The focus is on scenarios where connectivity goes beyond the local network. The work is still at early stage.
i. Storage Networking Industry Association (SNIA) has created the Cloud Storage Technical Work Group for the purpose of developing SNIA Architecture related to system implementations of Cloud Storage technology.
j. Object Management Group (OMG) has created a cloud specification focused on modeling deployment of applications & services on clouds for portability, interoperability & reuse. 

k. Internet Engineering Task Force  (IETF) is likely to create a new working group on cloud computing. Cloud bar BoF was held at several IETF meetings but the group is not yet established.

l. ISO/IEC JTC1 SC27 (IT Security techniques) SC27 decided to establish a six-month study period to investigate the security requirements for cloud computing and what would be a feasible programme of standards work to meet these requirements.  This study period will involve three of the SC 27 working groups in order to consider the many different aspects of cloud computing security.
m. ISO/IEC JTC1 SC38 (Distributes Application Platforms and Services). Within the scope of this group:
1. Web Services,

2. Service Oriented Architecture (SOA), and

3. Cloud Computing (Study Group) (replaced by CCSG new ToR)

i. Provide a taxonomy, terminology and value proposition for Cloud Computing.

ii. Assess the current state of standardization in Cloud Computing within JTC 1 and in other SDOs and consortia beginning with document JTC 1 N 9687.

iii. Document standardization market/business/user requirements and the challenges to be addressed.

iv. Liaise and collaborate with relevant SDOs and consortia related to Cloud Computing.

v. Hold open meetings to gather requirements as needed from a wide range of interested organizations.

vi. Provide a report of activities and recommendations to SC 38.
n. National Institute of Standards and Technology (NIST) Cloud Computing Project:  NIST’s role in cloud computing is to promote the effective and secure use of the technology within government and industry by providing technical guidance and promoting standards.

o. W3C:  Cloud computing and possible role of W3C was addressed in March 2010 W3C Advisory Committee but no concrete activity is started so far within the Consortium. Anyway to be mentioned that W3C HTML5 (HTML5 is the next major revision of the HTML standard and like its immediate predecessors, HTML 4.01 and XHTML 1.1, HTML5 is a standard for structuring and presenting content on the World Wide Web) plays a big role in cloud, having some amazing new features like local database, offline storage, canvas etc. to be referenced in the cloud paradigm.
p. The Information Technology Infrastructure Library (ITIL) is a set of concepts and practices for Information Technology Services Management (ITSM), Information Technology (IT) development and IT operations. ITIL gives detailed descriptions of a number of important IT practices and provides comprehensive checklists, tasks and procedures that any IT organization can tailor to its needs. ITIL is published in a series of books, each of which covers an IT management topic.
q. The Global Inter-Cloud Technology Forum (GICTF) is a Japanese organization aimed at bringing together the knowledge of industry, academia and government, and supporting R&D and feasibility tests on the technologies related to interworking between cloud systems. GICTF aims to promote standardization of network protocols and the interfaces through which cloud systems interwork with each other, and to enable the provision of more reliable cloud services than those available today.
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Organizations with ongoing standardization activities on Cloud Computing



		ISO / IEC-JTC 1; SC 38: Distributed Application Platforms and Services (SOA, WS, Cloud)

		ITU-T - Cloud Computing Focus Group (TSGA) for cloud Telco vision

		NIST - National Institute of Standards and Technology 

		W3C – activities on HTML-5 (offline mode, multi-device…)

		IETF -  Web socket, Hypertext-Bidirectional (New Cloud WG to be confirmed)

		ITIL V3 & Cloud life cycle service Management



		OGF – Open Grid Forum

		DMTF – Distributed Management Task Force

		SNIA - Storage Networking Industry Association

		OCC – Open Cloud Consortium

		GICTF - Global Inter-Cloud Technology Forum

		OMG – Object Management Group

		TM Forum – TeleManagement Forum

		OASIS 

		Cloud Security Alliance

		ETSI -  TC Cloud
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2 Work Items, Use Cases & Requirements
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