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1 Reason for Change

This contribution provides the gap analysis between OMA Access-To-Content area with Cloud Computing paradigm.
2 Impact on Backward Compatibility

N.A
3 Impact on Other Specifications

N.A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended to the group to accept the change proposed in this contribution.
6 Detailed Change Proposal
4.3 Access to Content

4.3.1 Content Access Characteristics in Cloud Computing

With Cloud Computing, the content (including computing resources and their data) are no longer stored on one's personal computer, but are hosted elsewhere to be made accessible from any location / device and at any time. The essential characteristics of accessing the content in cloud include virtualization and multi-tenancy.

4.3.1.1 Virtualization
Cloud Computing leverages virtualization technologies where computing resources, e.g. application and software, services, content and data, are virtualized and made available to the users from any location and device over any network. The virtualized application and service result in a unified virtual experience for end-users.. For example, cloud gaming (e.g. OnLive, Gaikai etc.) brings a brand new user experience compared to traditional premium gaming or online gaming. The access to the virtualized type of content is a new challenge compared to traditional content access approach (e.g. CDN). Virtualization further requires minimum capabilities on the terminal side there by allowing low-end devices to consume high profile services.

4.3.1.2 Multi-Tenancy Model
Cloud computing is built upon multi-tenancy technology where a single application instance using the same hardware resources (CPU, memory, network etc.) effectively serves multiple tenants (companies or departments at the same company) at runtime, and morphs at runtime for any particular tenant at any given time.  Multi-tenancy is a meta-data driven architectural approach that is designed to virtually partition the runtime engine (its data and configuration), and allowing multiple tenants to share a runtime engine. This gives rise to new challenges compared to traditional serving the content for a dedicated single tenant in terms of subscriber management, authentication and authorization, access control and user profile management, etc.

4.3.2 Gaps in OMA Access to Content
OMA Enablers in Access to Content area include Mobile Codes (MC), PushREST, Rights Management (DRM, SCE and SRM), Mobile Augmented Reality (MobAR), Telco’s App Store (TAS) and historically DCD, BCAST, MobAd etc. All those OMA Enablers provide traditional content access with fundamental platform functions, such as content protection, content delivery, etc., however, virtualization (especially virtual experience) and multi-tenancy support need to be addressed on the top.

The first gap is to support virtualized user experience which requires not only the traditional content (data) but also the computing resources, i.e. applications and services, to be virtualized and made available to the users from any location and device over any network. The virtualized application and service requires the repeated user interaction with the cloud, and thus make the virtualized experience be “dynamic” in nature compared to “static” content in traditional content access and delivery. Thus the content access and delivery model in OMA Enablers, e.g. DCD and BCAST for static content, is not applicable any more. And the content protection model in DRM / SCE / SRM may also need to be analyzed whether or not this “dynamic” content model of virtualized user experience can be well supported.
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The other gap is to support multi-tenancy which requires a meta-data driven architectural approach in order to virtually partition the runtime engine, data and customization of multiple tenants. In this model, compared to the traditional model of two actors of client (end user) and server (service provider), there are three actors including client (end user), server (cloud service provider) and virtual service provider (tenants of server). The traditional model’s basic functions, such as subscriber management, authentication and authorization, access control and user profile management, content generation and storage management, and administrative functions (configuration and operations) all need to be revisited in order to be applicable to the new multi-tenancy model with three actors.
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